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n Introduction

Chapter 1 Introduction

1.1 Key Features

1.3 megapixel SONY progress CCD or cmos™

Built-in Web server for monitoring via |E browser

Dual video streams JPEG and MPEG-4

Up to 15 frames per second in megapixel resolution (1280 x 960)
2-way audio communication *

One sensor input and one alarm output

Motion detection triggering actions, e.g. image upload and output
trigger

Privacy mask allowing the concealment of parts of the image that
should not be viewable

IP address filtering

3GPP/ISMA

Central monitoring station (CMS) supported
PoE (Power over Ethernet)

Day/Night function---Optional

*:
Mini Fixed Dome is of CMOS and only supports one-way audio.

1.2 Models

The GV-IP Camera 1.3M has the following models:
e Color Box Model (w/o lens) e Color Vandal Proof Dome
e D/N Box Model (w/o lens) e D/N Vandal Proof Dome
e Color Varifocal Lens Model e Mini Fixed Dome

e D/N Varifocal Lens Model
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1.3 Packing List

1.3.1 Box Model

e 1.3 Megapixel IP Camera e C Mount Lens Adaptor

e 4-Pin Terminal Block « Back Focus Adjuster

el

e Power Adaptor
e GV-IP Camera User's Manual
e GV-IP Camera Software CD

1.3.2 Varifocal Lens Model

e 1.3 Megapixel IP Camera

s

e 4-Pin Terminal Block

e Power Adaptor

e GV-IP Camera User's Manual
e GV-IP Camera Software CD
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1.3.3 Vandal Proof Dome

e Vandal Proof IP Dome Camera e Self Tapping Screws

| N

o

e Power Cable

e Plastic Screw Anchors

e Security Torx

= 1\

e Power Adaptor
e GV-IP Camera User's Manual
e GV-IP Camera Software CD

1.3.4 Mini Fixed Dome (Indoor Use Only)

e Mini Fixed Dome o Self Tapping Screws
/.‘ - \

\

e Security Torx e Plastic Screw Anchors

— N

e GV-IP Camera User's Manual
e GV-IP Camera Software CD

145
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1.4 System Requirement

To perform the GV-IP Camera operations via web browser, ensure your
PC is in good network connection, and meet this system requirement:

e Microsoft Internet Explorer 6.x or later

Note: To have better image quality, it is highly recommended to use the
auto iris lens instead of the manual iris lens.

1.5 Options

Optional devices can expand your GV-IP Camera’s capabilities and
versatility. Contact your dealer for more information.

Working with this module, GV-IP Camera can drive

GV-Relay V2
o the loads of relay outputs over 5V.




1.6 Overview

n Introduction

1.6.1 Box Model and Varifocal Lens Model

Figure 1-1
No. | Name Description
1 DC 12V Connector Connects to power.
Switches between a Video and DC
2 Lens Type Switch controlled auto iris lens.
Not available on Varifocal Lens Model.
Provides one digital input and one relay
3 1/0 Terminal Block output. For details, see Chapter 9 The I/O
Terminal Block.
4 Line In/Microphone Connects a monaural microphone for
In Connector audio input.
If the auto iris lens is in use, insert the
5 Auto Iris Connector auto iris plug into the connector.
Not available on Varifocal Lens Model.
Line-Out Connector | Connects a speaker for audio output.
Network Connector Connects to a 10/100 Ethernet or PoE.
8 Reset Button Resets the' camera to factory default.
See Note in 1.6.2 Vandal Proof Dome.
9 Status LED A system status LED.
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1.6.2 Vandal Proof Dome

=
Bp A] I
J i@ In - LH_HJ
=~ 00 .
Reset 00O 0000 000 RJ-45
Power Alarml/O  Audio IfO
Figure 1-2
Connector PIN No. | Definition Description
Reset Button Restores to factory default.
1 DC12V
Power 2 Reserved Power Connection
3 GND
1 Output +
2 Output - )
Alarm 1/0 Alarm Connection
3 Input +
4 Input -
1 Audio Out .
. Two-way audio
Audio I/O 2 GND .
transmission
3 MIC In
RJ-45 Connects to a 10/100 Ethernet or PoE.

Note: If your camera supports Day/Night feature, after applying the Reset
function, you need to configure the D/N setting to Auto. See the D/N
setting on page 42.
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1.6.3 Mini Fixed Dome (Indoor Use Only)

'&

Figure 1-3
No. | Name Description
1 Reset Button Resets the camera to factory default.
2 Lens Rotates the les right/left to adjust focus.
3 Focus Fixed Screw Loosens the screw to adjust the lens.
4 Tilt Fixed Screw Loosens the screw to adjust tile angle.
5 Built-In Microphone Provides one-way audio.

-_Ho

Figure 1-4

6 PoE Connection

Connects the PoE cable for power and
Ethernet connection.
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Chapter 2 Installation

This section provides the instructions to complete the camera installation.

2.1 Color Box Model: C-Mount Lens

C-mount lenses require a certain distance from the camera’s imaging chip;
otherwise it will not be possible to focus the lens. Mount the supplied C
mount adaptor to the camera, and then attach the lens onto the C mount
adaptor, as the illustrations shown below.

C Mount Adapter Completion
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2.2 Varifocal Lens Model: Lens Adjustment

When you use Varifocal lenses, follow the steps below to adjust zoom and
focus.

1. Pull out the lens shield.

ab

2. Adjust zoom or focus.

3. Place the lens shield back.
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2.3 Vandal Proof Dome: Hard Ceiling

The vandal proof dome camera can be installed directly on a wall or ceiling.
Make sure the wall or ceiling must have enough strength to support the
dome camera.

10

Unpack the camera package and take out the dome camera.
Use the hexagon tool to unscrew and remove the housing cover away.

Press both sides of the inner cover and remove it from the dome

camera unit.

Inner Cover

Press the sides of the snap-on module, as indicated in the figure, and
detach it from the dome camera housing.

Dome Camera Unit detached



4.

H Installation

Refer to the diagram and mark the positions of the four screw holes at
the chosen installation location.

In the marked locations, drill a hole slightly smaller than the supplied
screw anchors.

Put anchors into these drilled holes.

Fasten the dome camera housing with the four equipped screws.

11
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8. Thread the power and Ethernet cables through the side conduit entry,
as illustrated. You may use a coin to screw the conduit entry block off.

Connect the power and Ethernet cables to their connectors on the
dome camera unit, as shown in the figures.

(o el o

Power Network

Power and Network connectors

12
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9. Attach the snap-on module into the dome camera housing. Note the
terminal blocks should face the side conduit entry, as shown in the
figure.

10. Connect the power and network outputs.

11. After the dome camera body is mounted and the cables are
connected. Adjust the camera to a desired angle, as shown below.

by

"

Pan Adjustment Rotation Adjustment Tilt Adjustment

13
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12. Rotate the lens to adjust the camera's zoom level and focal length.

Zoom Ring Screw Focus Ring Screw

Adjust the zoom ring screw to set the desired zoom; subsequently,
modifying the focus ring screw to set the desired focal length.

13. Put the inner cover back to the dome camera unit.

14. Screw the housing cover to the dome camera body with the Security
Torx.

14
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2.4 Mini Fixed Dome: Lens Adjustment
To produce a clear image, follow the steps below to adjust the camera’s
focus.

1. Unscrew the camera’s cover.

2. Loosen the focus fixed screw, and rotate the lens clockwise or
counterclockwise to adjust focus. Loosen the tilt fixed screw, and
adjust the camera’s tilt angle.

. . a
Tilt Fixe(’ Screw

’ 1

15
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Chapter 3 Getting Started

This section provides basic information to get the GV-IP Camera working
on the network.

3.1 Installing on a Network

These instructions describe the basic connections to install the GV-IP
Camera (Box Model and Varifocal Lens Model) on the network.

1. Using a standard network cable, connect the camera to your network.

2. Optionally connect a speaker and a microphone for two-way audio
communication.

3. Connect to power using one of the methods:
® Using the supplied power adaptor, connect to power.

® Power over Ethernet (PoE). If the feature is available, the power
will be provided over the network cable.

4.  Check if the system status LED is on, and then you can set the IP
address for the unit.

16



n Getting Started

3.2 Assigning an IP Address

Designed for use on an Ethernet network, the GV-IP Camera must be

assigned an IP address to make it accessible.

Note: The GV-IP Camera has a default address of 192.168.0.10. The
computer used to set the IP address must be under the same IP and

subnet sequence assigned to the unit.

1. Open your web browser, and type the default IP address

http://192.168.0.10

2. In both Login and Password fields, type the default value admin. Click

Apply.
3. Inthe left menu, select Network and then LAN to begin the network
settings.
Q GeoUision LAN Configuration
¥ Video and Motion “inwis section you can configure videoserver to work inside of LAN.
* Digital /0
¥ Events and Alerts LAN Configur ation
¥ Monitoring
b Schedule O Dynamic IF address Select this option to obtain P address from a DHCP server
7 Network @ Static IP address  Selectthis option to enter a Static IP address manually
! Status © PPPOE Select this option to establish # DSL cannection
Username

" P Filtering
Management
Logout

b Advanced TCPIP

L

Configure connection parameters

IPAddress: 132188000 |
Subnet Mask
Router/Gateway:
Primary DNS

Secondary DNS: | 0.0.0.0 (Optional)

Figure 3-1

17
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Select Static IP address. Type IP Address, Subnet Mask,
Router/Gateway, Primary DNS and Secondary DNS in the Configure
connection parameters section.

Click Apply. The GV-IP Camera is accessible by entering the
assigned IP address on the web browser.

Important:
® Dynamic IP Address and PPPoE should only be enabled if you know

18

which IP address the GV-IP Camera will get from the DHCP server or
ISP. Otherwise you must use the Dynamic DNS service to obtain a
domain name linked to the GV-IP Camera’s changing IP address first.
For details on Dynamic IP Address and PPPoE, see 5.6.2 Advanced
TCP/IP.

If Dynamic IP Address and PPPoE is enabled and you cannot access
the GV-IP Camera, you may have to reset it to the factory default and
then perform the network settings again.

To restore the factory settings, see the Reset button in 1.6 Overview.
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3.3 Configuration Basics

Once the camera is properly installed, the following important features can
be configured using the browser-based configuration page and are
discussed in the following sections in this manual:

® Date and time adjustment: see 5.7.1 Date & Time Setting.
® | ogin and privileged passwords: see 5.7.3 User Account.

® Network gateway: see 5.6 Network.

® Camera image adjustment: see 4.2.2 The Control Panel of the Live
View Window.

® Video format, resolution and frame rate: see 5.1.1 Video Settings.

19
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Chapter 4 Accessing the Camera

Two types of users are allowed to log in the GV-IP Camera: Administrator
and Guest. The Administrator has unrestricted access to all system
configurations, while the Guest has the access to live view and network
status only.

4.1 Accessing Your Surveillance Images

Once installed, your GV-IP Camera is accessible on a network. Follow
these steps to access your surveillance images:

1.  Start the Internet Explorer browser.

2. Enter the IP address or the domain name of the GV-IP Camera in the
Location/Address field of your browser.

£ GesVision Inc. - IP Camesa 1.3M - Windows Internet Exploser |i=][3}
& - (& sz s eshon i BIEIE o
WO | GeoVion Inc. - TP Camers 1.3 Fic B o e s T
Q GeoVision: IP CAMERA SETUP
Login:
Password:
Apphy
g Intermst. s = -
Figure 4-1

3. Enter the login name and password.

® The default login name and password for Administrator are admin.
® The default login name and password for Guest are guest.

20



n Accessing the Camera

4. Click Apply. A video image, similar to the example on Figure 4-2, is
now displayed in your browser.

Note: To enable the updating of images in Internet Explorer, you must
set your browser to allow ActiveX Controls and perform a once-only
installation of GeoVision’s ActiveX component onto your computer.

4.2 Functions Featured on the Main Page

This section introduces the features of the Live View window and Network
Status on the main page. The two features are accessible by both
Administrator and Guest.

Main Page of Guest Mode

V Video and Motion
V Live View
» MJPEG
» MPEG4
V Network
» Status

LIL AT TS

Figure 4-2

21
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4.2.1 The Live View Window

Live View

Live View Contigur ation

Inthis sectlon you can see anl confijure the defaull cames aview.

Figure 4-3
No. |Name Function
1 |Play Plays live video.
2 |Stop Stops playing video.
) Talks to the surveillance area from the local
3 |Microphone
computer.
4 |Speaker Listens to the audio around the camera.
Takes a snapshot of live video. --- See section
5 |Snapshot
4.2.3.
. Records live video to the local computer. --- See
6 |File Save .
section 4.2.4.
Switches to full screen view. Right-click the
image to have these options: Snapshot, PIP,
7 |Full Screen .
PAP, Zoom In and Zoom Out. --- See section
4.2.5 for PIP and PAP views.

22
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8 |1/0 Control Starts the I/O Control Panel. --- See section
4.2.11.
Brings up these functions: Alarm Notify, Video
9 Show System and Audio Configuration, Remote Config,
Menu Show Camera Name and Image Enhance. ---
See sections 4.2.6;4.2.7; 4.2.8;4.2.9; 4.2.10.

4.2.2 The Control Panel of the Live View Window

To open the control panel of the Live View window, click the arrow button

on top of the window. You can access the following functions by using the
right and left arrow buttons on the control panel.

Click the right and

Click the arrow button to left arrow buttons to
display the control panel. change the page of

the control panel.

-« Information >

= Version
v1.00 2008-02-01

= Local time

2008/02{04 15:48:18

= Host time

2008/02{04 16:05:55

= Online count

LA NN

Figure 4-4

23
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[Information] Displays the version of the camera, local time of the local
computer, host time of the camera and the number of users logging in the
camera.

[Video] Displays the current video codec, resolution and data rate.

[Audio] Displays the audio data rates when the microphone and speaker
devices are enabled.

[I/O Control] Provides a real-time graphic display of the input and output
status. You can force the output to be triggered by double-clicking its icon.

[Alarm Notify] Displays the captured images by sensor triggers and/or
motion detection. For this function to work, you have to configure the Alarm
Notify settings first. See 4.2.6 Alarm Notification.

[GPS] For details 5.7.2 GPS Map Settings.
[Download] Allows you to install the programs from the hard drive.

[Camera Adjustment] Allows you to adjust the following image quality
settings.

24



4 Camera adjust

Brightness
e )

Contrast

Saturation

Figure 4-5

« Camera adjustment

YWhite balance

Figure 4-6

4 Camera adjust

Sharpness

— —

——)

M Monochrome

M Negative

Figure 4-7

n Accessing the Camera

To adjust the camera image, use the
sliders of Brightness, Contrast, Saturation
and Hue.

Click the right button to change the
pages of Camera Adjustment.

= White balance: The camera
automatically adjusts the color to be
closest to the image you are viewing.
You can choose one of the three
presets: Indoor, Fluorescent and
Outdoor. You can also choose
Manual to adjust the white balance
manually.

= Sharpness: Adjusts the sharpness of
the image

= Gamma: Adjusts the relative
proportions of bright and dark areas

= Monochrome: When this option is
enabled, the camera will discard all
color information and create grayscale
images. In a poorly-lit scene there is
often little or no useful color
information, so image quality will
improve with monochrome images.

= Negative: Inverts images to look like
photo negatives

25
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+{ Camera adjustment

Auto exposure

Auto -

Flicker less

Auto hd

Figure 4-8

»

Auto exposure: The camera
performs the iris adjustment
automatically. You can also choose to
set the exposure manually.

Flicker less: The camera
automatically matches the frequency
of your camera’s imager to the
frequency of indoor light sources, e.g.
fluorescent lighting. You can also
select 50 Hz or 60 Hz manually. If
these don’t match, faint light and dark
bars may appear in your images.
Check the power utility to determine
which frequency is used.

4.2.3 Snapshot of Live Video

To take a snapshot of live video, follow these steps:

26

Click the Snapshot button (No. 5, Figure 4-3). The Save As dialog

box appears.

Specify Save in, type the File name, and select JPEG or BMP as
Save as Type. You may also choose whether to display the name
and date stamps on the image.

Click the Save button to save the image in the local computer.
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4.2.4 Video Recording

You can record live video for a certain period of time to your local computer.

1.  Click the File Save button (No. 6, Figure 4-3). The Save As dialog
box appears.

2. Specify Save in, type the File name, and move the Time Period
scroll bar to specify the time length of the video clip from 1 to 5
minutes.

Click the Save button to start recording.

To stop recording, click the Stop button (No. 2, Figure 4-3).

4.2.5 Picture-in-Picture and Picture-and-Picture View
The full screen mode provides two types of close-up views: Picture-in-
Picture (PIP) and Picture-and Picture (PAP). The two views are useful to
provide clear and detailed images of the surveillance area.

To access this feature:

. Click the Full Screen button (No. 7, Figure 4-3). Right-click the full
screen to have the options of PIP and PAP.

. Right-click the live view to have the options of PIP and PAP.

27
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Picture-in-Picture View

With the Picture in Picture (PIP) view, you can crop the video to get a
close-up view or zoom in on the video.

Navigation box

Inset window

Figure 4-9

1. Select PIP. An inset window appears.
Click the insert window. A navigation box appears.

3. Move the navigation box around in the inset window to have a close-
up view of the selected area.

4. To adjust the navigation box size, move the cursor to any of the box
corners, and enlarge or diminish the box.

5. To exit the PIP view, right-click the image and click PIP again.

28
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Picture-and-Picture View
With the Picture and Picture (PAP) view, you can create a split video effect

with multiple close-up views on the image. A total of 7 close-up views can
be defined.

Figure 4-10
Select PAP. A row of three inset windows appears at the bottom.

2. Draw a navigation box on the image, and this selected area is
immediately reflected in one inset window. Up to seven navigation
boxes can be drawn on the image.

3. To adjust a navigation box size, move the cursor to any of the box
corners, and enlarge or diminish the box.

4. To move a navigation box to another area on the image, drag it to that
area.

29
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5. To change the frame color of the navigation box or hide the box, right-
click the image, select Mega Pixel Setting and click one of these
options:

B Display Focus Area of PAP Mode: Displays or hides the
navigation boxes on the image
B Set Color of Focus Area: Changes the color of the box frames.

6. To delete a navigation box, right-click the desired box, select Focus
Area of PAP Mode and click Delete.

7. To exit the PAP view, right-click the image and click PAP again.

4.2.6 Alarm Notification

After input triggers and motion detection, you can be alerted by a pop-up
live video and view up to four captured images.

—» Captured
images video

Pop-up live
video

LI U

Figure 4-11

30
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To configure this function, click the Show System Menu button (No. 9,
Figure 4-3), and select Alarm Notify. This dialog box appears.

Alarm Notify E‘
[#] Mation Matify
[#]1r0 Alarm Motify
[ Alert Sound
[1IE Window Paps Up
[¥] Auta SnapShat

File Path

CHMINDOWSAF les

Figure 4-12

B Motion Notify: Once motion is detected, the captured images are
displayed on the control panel of the Live View window.

B |/O Alarm Notify: Once the input device is triggered, the captured
images are displayed on the control panel of the Live View window.
For this function to work, the Administrator needs to install the input
device properly. See 5.2.1 Input Setting.

B Alert Sound: Activates the computer alarm on motion and input-
triggered detection.

B IE Window Pops up: The minimized Live View window pops up on
motion and input-triggered detection.

B Auto Snapshot: The snapshot of live video is taken every 5 seconds
on motion and input-triggered detection.

B File Path: Assigns a file path to save the snapshots.
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4.2.7 Video and Audio Configuration

You can enable the microphone and speaker for two-way audio
communication and adjust the audio volume. To change audio
configuration, click the Show System Menu button (No. 9, Figure 4-3), and
select Video and Audio Configuration.

¥ideo and Audio Configuration
Audio Configuns

:‘ @ ¥ Enable

Audio Codas

5]
Server Audio Volumn 1] -

!r

Audio Codet

Sareer Audio Voluman ]

Figure 4-13

4.2.8 Remote Configuration

You can view the connection status of the central monitoring stations and

upgrade firmware over the Internet. Click the Show System Menu button

(No. 9, Figure 4-3), and select Remote Config. The Remote Config dialog
box will appear.

[Status] In this tab, you can see the current status of the connection to
Center V2 and VSM.

[Firmware Upgrade] In this tab, you can upgrade the firmware over the
Internet. For details, see Chapter 6 Advanced Applications.
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4.2.9 Camera Name Display

To display the camera name on the image, click the Show System Menu
button (No. 9, Figure 4-3), and select Show Camera Name.

4.2.10 Image Enhancement

To enhance the image quality of live video, click the Show System Menu
button (No. 9, Figure 4-3), and select Image Enhance. This dialog box
appears.

Image Enhance E|

¥ De-Interlace
™ De-Block

I~ Enable DirectDraw

Figure 4-14
B De-Interlace: Coverts the interlaced video into non-interlaced video.

B De-Block: Removes the block-like artifacts from low-quality and
highly compressed video.

B Enable DirectDraw: Activates the DirectDraw function.
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4.2.11 1/0 Control

The I/0O Control window provides a real-time graphic display of camera
status, I/O status, and alarm events. Additionally, you can remotely force
output to be triggered.

ALARM LIST Resel | U0 DEVICE
| I Moduts 1
= @ Input
e Inpatt
- 9 Output
@ Outputt
| Camera
e Cameral
Figure 4-15

e To display the I/0 control window, click the I/O Control button (No. 8,
Figure 4-3).

e The Alarm List is displayed in three levels. The first level indicates date,
the second indicates time, and the third indicates alarm ID. Clicking the
Reset button will clear the list.

e To trigger an output device, highlight an output and then click the
Output button.
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4.2.12 Visual Automation

The Visual Automation allows you to change the current state of the
electronic device by simply clicking on its image, e.g. turning the light ON.
This feature is only available when the Visual Automation is set ahead by
the Administrator. For details, see 5.1.4 Visual Automation.

 JLIPAL D i)

Figure 4- 16

e To access this feature, click the /O Control button (No. 9, Figure 4-3)
and select Visual Automation.

e To change the style of the set areas, click the green 1/O button on the
top left corner. You will have these options:

B Show All: Displays all set areas.
B Rect Float: Embosses all set areas.

B Set Color: Changes the frame color of all set areas
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4.2.13 Network Status

To view the network status, in the left menu, click Network and select
Status.

Network Status Information
Current Status Information

In this section you can see an overview of videoserver status.

interface ‘iired

IP Acguirement; Fixed

MAC Address: oo00000101 04
IP Address: 192.168.1.142
Subnet Mask: 255.255.254.0
Gateway, 182.168.01
Domain Name Server1: 192188.01
Domain Name Server 2; 192188.0.2

Figure 4-17
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Chapter 5 Administrator Mode

The Administrator can access the system configuration via the Internet.
Seven categories of configurations are involved in the system configuration:
Video and Motion, Digital /0, Events and Alerts, Monitoring, Schedule,
Network and Management.

V¥ Video and Motion
¥V Live View
» MJEPG
» MPEG4
» Video Settings
» Motion Detection = Voo and Hotion
» Privacy Mask e

» apEG

» Visual Automation ) m
V Digital /0 —F
V¥ 1/0 Control w
» Input Setting e com
» Output Setting -
V Events and Alerts
» Email
» FTP
» Center V2
» VSM
» 3GPP
V¥ Monitoring
V Schedule
» Camera
» 1/0 Monitor
V Network
» Status
> LAN Figure 5-1
» Advanced TCP/IP
» |P Filtering
¥V Management
» Date and Time
» GPS Map Settings
» User Account
» Log Information
» Tools

Coeobision ~ [Live View

Live View Configuration

EH@m

[ SLIAL)E (i)
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5.1 Video and Motion

This section includes the video image settings and how the images can be
managed by using Motion Detection, Privacy Mask and Visual Automation.

5.1.1 Video Settings

Video Settings

Name
Name Canersl

Connectiontemplate
[Fast (LAN. 71, Wheess 8021 1a/g. ADSLLhigh speed ) .

Video SignalType

P esoluton rams par sacon
e eEst RO Frame percocons

1 Oy 1 me ehen there s o moton
] noise geecton t resuce rame rate

Bandwicth Management.

R aumyGes v

© [coR waama Bnrate

GOP Structure and Length

f
Picure(3oF) 1 nsicatos 10 genarate LYOP onty and ssale moton setecton)
s

Overlaid Text Setings
It section you can configure overlaid text setings.

0] Overtad vih camera rame

1 vt vwith e stamps

Mochanical s Adustment

‘Special View Setting
Rddional functions for Live View
Rotaton [

D Outa O Blackandvinte © Color (Tis unction does not support i Fixed Dome)

IR Check Functon: © Default O Triggered by I,

fon: @ oisavlas O saskighting O Fomaraghing
Shuter Speed: © uo-Exposurs O 115005 O 1110008

MinleaDoms PG [7] (Forini Fied Dormo Ony)

£

Figure 5-2

38



B Administrator Mode

[Name] Rename the camera. To display the camera name on the Live
View window, see 4.2.9 Camera Name Display.

[Connection Template] Select the type of your network connection.
Unless you select Customized, this option will automatically bring up the
recommended video resolution, frame rate, bandwidth and GOP size.

[Video Signal Type] There are several options for selecting image
resolutions. The frame rate to transmit images can reach 30 fps for all
kinds of resolutions, except JEPG resolution of 1280 x 960.

Most 3GPP mobile phone supports video streaming with MPEG-4 video.
Due to the limitation of the bandwidth for 3GPP, only 176 x 144 video
resolution will be supported for mobile phone setting. To change 3GPP port
settings, see section 5.3.5 for 3GPP.

B Only 1 frame when there is no motion: When there is no motion
detected, only 1frame will be transmitted. This option can save the
bandwidth.

B Noise detection to reduce frame rates: This option will reduce
automatically frame rates on video noise conditions caused by
weather or light changes, and restore normal frame rates when the
disturbing conditions are over.

JEPG Resolution MEPG-4 Resolution

1280 x 960

640 x 480 640 x 480

360 x 288 360 x 288

360 x 240 360 x 240

176 x 144 176 x 144 (3GPP/MSView)
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[Bandwidth Management] When using MPEG-4 it is possible to control
the bitrate, which in turn allows the amount of bandwidth usage to be
controlled.

B VBR (Variable Bitrate): The quality of the video stream is kept as
constant as possible at the cost of a varying bitrate. The bandwidth is
much more efficiently used than a comparable CBR.

Set the image quality to one of the 3 standards: Fair, Good, and
Excellent.

B CBR (Constant Bitrate): CBR is used to achieve a specific bitrate by
varying the quality of the MPEG-4 stream. Select one of the bitrates
from the drop-down list.

[GOP Structure and Length] Set the maximum number of frames in a
GOP structure (the GOP size limit). This function is only available when
you select Customized in the Connection Template section.

[Overlaid Settings]

B Overlaid with camera name: Includes camera names on live and
recorded videos.

B Overlaid with date stamps: Includes date stamps on live and
recorded videos.

B Overlaid with time stamps: Includes time stamps on live and
recorded videos.

B Overlaid with 10 input name: Includes the name of the selected
input on live and recorded videos.

[Mechanical Iris Adjustment] Adjusts the auto iris lens (DC drive) to bring
exposure to optimum.
B Auto adjustment: Click Start for automatic adjustment.
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[Flicker-less] The camera automatically matches the frequency of your
camera’s imager to the frequency of indoor light sources, e.g. fluorescent
lighting. You can also select 50 Hz or 60 Hz manually.

[Special View Setting]

Rotation: Rotates the image 180 degrees.

D/N: If your camera supports the Day/Night function, select Auto that
will let the camera switch automatically to monochrome images in a
poorly-lit scene. You can also switch either Black and White or Color
images manually.

IR Check Function: The option is only for GV-IP Camera supporting
the Day/Night function. Select Triggered by Input to control the built-
in mechanical IR cut filter with an input signal. The ON/OFF action of
the IR cut filter can be controlled by connecting an input device to the
GV-IP Camera, such as an infrared (IR) illuminator or timer. The
function can avoid the frequent action of IR cut filter under certain
lighting condition. Otherwise, keep the selection of Default.

Light Correction: If some parts of your image are excessively bright
or dark, selecting Backlighting can have a brighter and clearer front
image, or selecting Forwardlighting can have a brighter and clearer
background.

Shutter Speed: Three types of shutter speed are offered to suit
different needs: Auto-Exposure, 1/500s and 1/1000s.

Mini Fixed Dome PWB: The PWB (Preset White Balance) option is
only for Mini Fixed Dome. The option can solve the issue that the
images appear much blue in color. By default the option is enabled,
but you need to enable it again after applying the Load Default
function.
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Note:

e  The Mechanical Iris Adjustments and IR Check functions are not

available for Mini Fixed Dome.

e  After applying the Rotation function, you need to configure Motion

Detection, Privacy Mask and Visual Automation again.

5.1.2 Motion Detection

Motion detection is used to generate an alarm whenever movement occurs
in the video image. You can configure up to 8 areas with different
sensitivity values for motion detection.

IMotion Detection

In this section you can define different region(s) for motion detection,

Camera
Sensitivity: 3
]
Reset
Save

is activated.

Triger digital output relay [ outaut 1

Figure 5-3

1. The default sensitivity value is 2 for the whole area. To define a
different sensitivity value, click Reset.

2. Select the desired sensitivity by moving the slide bar. There are three
values. The higher the value, the more sensitive the camera is to

motion.

3. Drag an area on the image. Click Add when you are prompted to

confirm the setting.
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4. To create several areas with different sensitivity values, repeat Steps 2
and 3.

5. Click Save to save the above settings.

6. If you want to trigger the alarm output when motion is detected, select
Output 1 and click the Apply button. To activate the output settings,
you must also start Camera monitoring manually or by schedule. For
related settings, see 5.4 Monitoring.

5.1.3 Privacy Mask

The Privacy Mask can block out sensitive areas from view, covering the
areas with dark boxes in both live view and recorded clips. This feature is
ideal for locations with displays, keyboard sequences (e.g. passwords),
and for anywhere else you don’t want sensitive information visible.

Privacy Mask

Inthis section you can setup privacy mask.

B ¥ Enable

Figure 5-4
1. Check the Enable option.

2. Drag the area(s) where you want to block out on the image. Click Add
when you are prompted to confirm the setting.

3. Click the Save button to save all the settings.
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5.1.4 Visual Automation

This intuitive feature helps you automate any electronic device by
triggering the connected output device. When you click on the image of the
electronic device, you can simply change its current state, e.g. light ON.

Visual Automation

you can setup Visual

R Enable

SetColor

RettGhaw Style
& Normal

© Float Up

Figure 5-5
1. Check the Enable option.
2. Drag an area on the image of the electronic device. This dialog box

appears.

hadule -
Output! -

MNote

Cancel

Figure 5-6
3. Assign the connected module and output device. In the Note field, type
a note to help you manage the device. Click OK to save the settings.

4. To change the frame color of the set area, click the Set Color button.

5. To emboss the set area, select Float Up; or keep it flat by selecting
Normal.

6. Click the Save Set button to apply the settings.

To perform the function, see 4.2.12 Visual Automation.
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5.2 Digital I/O Settings

The 1/0O terminal block, on the rear of the camera, provides the interface to
one external alarm and sensor device. For details on the 1/0O terminal block,
see Chapter 9 I/O Terminal Block.

5.2.1 Input Settings

To activate the sensor input, select Enable.
Input Setting

In this section you can configure GV-IPCAM1.3M digital input port.

Digital Input 1
Enable
MName Input!
Mormal State @ open Cireuit (M) O Grounded Circuit (NIC)
Latch Mode Cenable

Trigger digital outout relay [ Qutput
Send Video to CenteryZ  [[]Enable

Figure 5-7

B Normal State: You can set the input state to trigger actions by
selecting Open Circuit (N/O) or Grounded Circuit (N/C).
Latch Mode: Enable this option to have a momentary output alarm.
Trigger digital output relay: When this option is enabled, the output
will be triggered once the input is activated.

B Send Video to Center V2: Enable this option to send the images to
Center V2 when the input is triggered.

Note: The input settings only function after you start Input monitoring
manually or by schedule. To configure the input monitoring, see 5.4

Monitoring.
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5.2.2 Output Settings
Select Enable to start the output device. Choose the output signal that
mostly suits the device you are using: N/O (Open Circuit), N/C (Grounded
Circuit), N/O Toggle, N/C Toggle, N/O Pulse and N/C Pulse. Set the pulse

duration for the pulse mode.

Output Setting

In this section you can configure GV-IPCAM1.3M digital output port.

Digital Outpat 1 - Normal State

Enable
MName Outputl

@® open circuit (W0) O Grounded Circuit (MC)
Togale Mode O open circuit (W0) O Grounded Circuit (MC)
Pulse Mode O open circuit (o) O Grounded Circuit (C)

Trigger Pulse Mode for |1 seconds(1~60)

Figure 5-8
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5.3 Events and Alerts

For the events of motion detection or I/O trigger, the Administrator can set
up the two trigger actions:

1. Send a captured still image by E-mail or FTP.
2. Notify Center Monitoring Station, Center V2 or VSM, by video or text

alerts.

To have above trigger actions, you must set the following functions in
advance:

® Motion Detection (See 5.1.2 Motion Detection)---Optional

® |nput Setting (See 5.2.1 Input Setting)

® For e-mail and FTP alerts, it is required to start monitoring (See 5.4
Monitoring).

Note: The Motion Detection function is an optional setting since it is
activated by default.
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5.3.1 E-mail

After a trigger event, the camera can send the e-mail to a remote user
containing a captured still image.

Email
In this sectionyou can configure mailserver (SMTP) to handle events, videos, and error messages.
Primary mail server
Enable
Server URLIP Address 192.168.0.205
Server Port S

From email address aeo@geavsion. com tu

geo@geavision.com.bw (Please use ;" to seperate recipient's
address)

Send o

Alerts Interval time in minute (0 10 60) 10
Meed authentication to login
User Mame geavision

Password ~ |esesss

Figure 5-9

[Enable] Check to enable the e-mail function.

B Sever URL/IP Address: Type the URL address or IP address of the
SMTP Server.

B Server Port: Modify the port number of the SMTP Server. Or keep
the default value 25.

B From email address: Type the sender’s e-mail address.
B Send to: Type the e-mail address(s) you want to send alerts to.

B Alerts Interval Time: Specify the interval between e-mail alerts. The
interval can be between 0 and 60 minutes.

[Need authentication to login] If the SMTP Server needs authentication,
enable this option and type a valid username and password to log in the
SMTP server.

For the related settings to send e-mail alerts, see 5.1.2 Motion Detection,
5.2.1 Input Setting and 5.4 Monitoring.
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5.3.2 FTP

You can also send the captured still image to a remote FTP server for
alerts.

[FTP Client and Server Setting
Upload to a FTP server

In this section you can configure a fip server (File Transfer Protocol) to handle events, videos, and error
imessages.

[“IEnable

Server URLIP Address 192 168.0.21
Server Port El

User Name geovision
Password veenee
Remote Directory FTP_Folder

Alerts Interval time in minute (0 to 60) 10

Figure 5-10

[Enable] Check to enable the FTP function.

B Server URL/IP Address: Type the URL address or IP address of the
FTP Server.

B Server Port: Type the port number of the FTP Server. Or keep the
default value 21.

B User Name: Type a valid user name to log into the FTP Server.
B Password: Type a valid password to log into the FTP Server.

B Remote Directory: Type the name of the storage folder on the FTP
Server.

B Alerts Interval time in minute: Specify the interval between FTP
alerts. The interval can be between 0 and 60 minutes.

For the related settings to send FTP alerts see 5.1.2 Motion Detection,
5.2.1 Input Setting and 5.4 Monitoring.
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5.3.3 Center V2

After a motion or an I/O triggered event, the central monitoring station
Center V2 can get notified by live videos and text alerts. For the live

monitoring through Center V2, you must already have a subscriber account
on Center V2.

Center V2

In this section you can configure the connection to Center V2 and tasks to perform.

Center V2 server
Adtivate Link
Host name or IF Address 192.168.1.211
Port number: 5551
User Name IPCamera
Password: eavees
Cease motion detection messages from [Ccamera
Cease input trigger message from Clinput
Enable schedule mode ]
Stream Type OMIPEG @ NPEGA
Aeply

Select schedule time
[ span 1 00 (v {00 (3] - 00 (] {00 [ iext Day

[ span2 00 [+]{ 00 (%] ~[00 (] {00 %] ext Day
[ span3 00 ({00 %] ~[00 (%] [00 %] next Day
[ weekend ~ ® Saturday and Sunday O Only Sunday
[ special Day (MW/DD)

01 0z 03 04,
0s 06 oz 08
09 10 " 12

Apply

Connection Status

Status: Connected. Connected Time: Fri Feb 16 08:56:63 2007

Figure 5-11
To enable the Center V2 connection:

1. Activate Link: Enable the monitoring through Center V2.

2. Host Name or IP Address: Type the host name or IP address of
Center V2.

3. Port Number: Match the port to the Video Server port on Center V2. Or
keep the default value 5551.
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User Name: Type a valid user name to log into Center V2.
Password: Type a valid password to log into Center V2.

Click Apply. The Connection Status should display “Connected” and
connected time.

These options you can also find on this Center V2 setting page:

Cease motion detection messages from: When this option is
enabled, the camera will not notify Center V2 of motion-triggered
events.

Cease input trigger messages from: When this option is enabled,
the camera will not notify Center V2 of input-triggered events.

Enable schedule mode: Starts the monitoring through Center V2
based on the schedule you set in the Select Schedule Time section.
Refer to 5.5 Schedule for the same settings.

Stream Type: Sets the stream type to MUPEG or MPEG4.

For related settings to activate the monitoring through Center V2, see 5.1.2
Motion Detection, 5.2.1 Input Setting, and 8.1 Center V2.
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5.3.4 VSM

After a motion or an I/O triggered event, the central monitoring station VSM
can get notified by text alerts. For the monitoring through VSM, you must
already have a subscriber account on VSM.

Vital Sign Monitor Server Setting
In this section you can configure the connection to VSM Server and tasks to perform.

Vital Sign Monitor Server

Activate Link
Host name or IP Address: 192.168.1.234
Port number. 5609
User Name: IPCamera
Password eoes
Cease mofion detection messages from Ccamera
Cease input frigger message from Clinput
Enable schedule mode O
Apply

Select schedule time

[ span1 00 (| {00 [w]|-[00 s {00 (3] et Day
O spanz 00 w]{00 jw]~[00 w00 v ext Day
[ spanz 00 [ {00 (] -[00 ]| { 00 (%] next Dy
[ weekend (& Saturday and Sunday O Only Sunday
[ special Day (MMDD)

01 02 03, 04,
05, 06 o7, 08
08, 10 1 12

Apply.

Connection Status

Status: Connected. Connected Time: Sun Jan 16 07:33:58 2000

Figure 5-12
To enable the VSM connection:
1. Activate Link: Enable the monitoring through VSM.
2. Host Name or IP Address: Type the host name or IP address of VSM.

3. Port Number: Match the port to the Video Server port on VSM. Or
keep the default value 5609.
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User Name: Type a valid user name to log into VSM.
Password: Type a valid password to log into VSM.

Click Apply. The Connection Status should display “Connected” and
connected time.

These options you can also find on this VSM setting page:

Cease motion detection messages from: When this option is
enabled, the camera will not notify VSM of motion-triggered events.

Cease input trigger messages from: When this option is enabled,
the camera will not notify VSM of input-triggered events.

Enable schedule mode: Starts the monitoring through VSM based

on the schedule you set in the Select Schedule Time section. Refer

to 5.5 Schedule for the same settings.

For related settings to activate the monitoring through VSM, see 5.1.2
Motion Detection and 5.2.1 Input Settings, and 8.2 VSM.
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5.3.5 3GPP

The 3GPP Server enables video and audio streaming to your 3G-enabled
mobile phone.

3GPP
Inthis sectionyou can change the 3GPP configuration

3GPP Server

Activate Link
RTSPITGP Port 8554
RTRAUDP Port [17300 |~

Max Connection 10

Figure 5-13
Activate Link: Enable the 3GPP service.

RTSP/TCP Port: Keep the default value 8554, or modify it if
necessary.

B RTP/UDP Port: Keep the default range from 17300 to 17319, or
modify it if necessary. The number of ports for use is limited to 20.

B Max Connection: Set the maximum number of connections to the
GV-IP Camera. The maximum value is 20.

For details on remote monitoring with mobile phones, see 7.4 Remote
Monitoring with Mobile Phones.
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You can start monitoring manually, by schedule or by input trigger.

Monitoring settings

Inthis section vou can set up, and start/stop menitoring in manual or scheduled mode.

@ Manual

[select all

[ camera

Hinput (This function does not support Mini Fixed Dome)
O Schedule

[ startistop monitaring by Input (This funetion does not support Mini Fixed Dorme)

Carmera 6@

Figure 5-14

[Manual] Manually activates motion detection and 1/0O monitoring. Select
one of the following options and then click the Start button.

B Select all: Manually starts both motion detection and I/O monitoring.

B Camera: Manually starts motion detection. When this option is
enabled, the alarm output can be triggered once motion is detected.
For this settings, see 5.1.2 Motion Detection.

B Input: Manually starts /O monitoring. When the sensor input is
triggered, the alarm output can be enabled for alerts. For this setting,

see 5.2.1 Input Setting.

[Schedule] The system starts motion detection and 1/0O monitoring
according to the schedule you have set. For schedule settings, see 5.5

Schedule.
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[Start/stop monitoring by Input] Starts and stops monitoring by input
trigger. When the input is triggered, the system will response based on
your settings in above Manual or Schedule options. When the input is
triggered again, the system will stop monitoring.

[Camera Status Icon]

@%: On standby

r
tg : Enabled for motion detection and input trigger
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5.5 Schedule

The schedule is provided to activate motion detection and I/O monitoring
on a specific time each day.

5.5.1 Schedule Settings

You can set the schedule for motion detection to start.

Schedule Settings
In this section you can configure schedule time.

Select schedule time

Span 2

[ span s [0 %] next Day

[] weekend @ Saturday and Sunday O Only Sunday

[ special Day (MMWDD)
o[ e[ Jea[ Joa[ ]
os.| Jos.| Jo7.[ [ 08| |
oa | J10.] J11.] J12 |

Apply

Figure 5-15

B Span 1- Span 3: Set different time frames during the day to enable
motion detection. Each day can be divided into 3 time frames,
represented by Span 1 to Span 3.

B Weekend: If you don’t want to apply the span settings to the weekend
and need motion detection for the whole day, enable this option and
define whether your weekend includes Saturday and Sunday or
Only Sunday.

B Special Day: Enable motion detection on a specified day.

Note: In Schedule and I/O Monitoring settings, if the settings for
Special Day conflict with those for Weekday or Weekend, the Special
Day settings will get priority.
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5.5.2 1/0 Monitoring Settings

You can set the schedule for I/O monitoring to start.

1/0 Monitor Settings

In this section you can configure /0 monitor time.

Select monitor time

[¥] span1 M v | o0 v |08 v | {00 v
[¥] span 2 19 s |00 w01 w00 v et Day
[[] Span 3 00 % |00 % |~ 00 |00 % | Mest Day

[ weekend @ Saturday and Sunday O Only Sunday
[ special Day  (MMOD)

o1 02, 03, 04,

05, 06 o7 0s.

0a. 10, 1. 12,
Figure 5-16

B Span 1- Span 3: Set different time frames during the day to enable
I/0 monitoring. Each day can be divided into 3 time frames,

represented by Span 1 to Span 3.

B Weekend: If you don’t want to apply the span settings to the weekend
and need /O monitoring for the whole day, enable this option and
define whether your weekend includes Saturday and Sunday or
Only Sunday.

B Special Day: Enable /O monitoring on a specified day.
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5.6 Network

The Network section includes some basic but important network
configurations that enable the camera to be connected to a TCP/IP
network.

5.6.1 LAN

According to your network environment, select among Static IP, DHCP and
PPPoE.

LAN Configuration

Inthis section you can configure GV-IPCam1.3M to work inside of LAN.

LAN Configuration

O Dynamic IP address Select this option to obtain IP address from a DHCP server

@ Static IP address  Selectthis option to erter a Static IP address manually

O PPFOE Select this option to establish a DSL connection
Username:

Fassword:
Configure connection parameters

IP Address: 182.1681.21
Subnet Mask: 255.255.254.0
RouterGateway: [132.163.0.1
Primary DMS: 192951921

Secondary DNS: [0.0.0.0 (Optional)
Test DHCP
Figure 5-17
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[LAN Configuration]

B Dynamic IP address: The network environment has a DHCP server.
This option should only be enabled if you know which IP address the
camera will get from the DHCP server, or you have obtained a domain
name from the DDNS service provider that always links to the
camera’s changing IP address.

B Static IP address: Assign a static IP or fixed IP to the camera. Type
the camera’s TCP/IP and DNS parameters in the Configure
connection parameters section.

B PPPoE: The network environment is xDSL connection. Type the
Username and Password provided by ISP to establish the connection.
If you use the xDSL connection with dynamic IP addresses, first use
the DDNS function to obtain a domain name linking to the camera’s
changing IP address.

[Configure connection parameters]

Type the camera’s IP address, Subnet Mask, Router/Gateway, Primary
DNS server and Secondary DNS server.

Parameters Default

IP address 192.168.0.10
Subnet Mask 255.255.255.0
Router/Gateway 192.168.0.1
Primary DNS server 192.168.0.1
Secondary DNS server 192.168.0.2

For details on Dynamic DNS Server Settings, see 5.6.2 Advanced TCP/IP.
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5.6.2 Advanced TCP/IP

This section introduces the advanced TCP/IP settings, including DDNS
Server, HTTP port, streaming port and UPnP.

Advanced TCP/IP
Dynamic DNS Server Settings

In this section you can configure your GV-IPCAM1.3M to obtain a domain name by using a
dynamic IP.

Enable
Serice Provider Geovision DDNS Server % |exRegister Geovision DDNS Server
Huost Mame
User Marme ipcam001
Passward L
Update Time :Wed Feh 2018:12:56 CST 2002 Refresh

HTTP Port Settings

In this section you can change the default HTTP port number (80) to any port within the range
1024-65535. It is a simple method to increase system security using port mapping. You can
configure HTTP connection to an alternative port,

HTTP Port a0

GV-IPCam 1.3M Streaming Port Settings

VB85 Port 10000

UPNP Settings

Inthis section you can enable or disable UPnP function.

UPnP @ Enable O Dizsable

Figure 5-18
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[Dynamic DNS Server Settings] DDNS (Dynamic Domain Name System)
provides a convenient way of accessing the camera when using a dynamic
IP. DDNS assigns a domain name to the camera, so that the administrator
does not need to go through the trouble of checking if the IP address
assigned by DHCP Server or ISP (in xDSL connection) has changed.

Before enabling the following DDNS function, the Administrator should
apply for a Host Name from the DDNS service provider’'s website. There
are 2 providers listed in the camera: GeoVision DDNS Server and
DynDNS.org.

To enable the DDNS function:
1. Enable: Enable the DDNS function.

2. Service Provider: Select the DDNS service provider you have
registered with.

3. Host Name: Type the host name used to link to the camera. For the
users of GeoVision DDNS Server, it is unnecessary to fill the field
because the system will detect the host name automatically.

4. User Name: Type the user name used to enable the service from the
DDNS.

5. Password: Type the password used to enable the service from the
DDNS.

6. Click Apply.

[HTTP Port Settings] The HTTP port enables connecting the camera to
the web. For security integration, the Administrator can hide the server
from the general HTTP port by changing the default HTTP port of 80 to a
different port number within the range of 1024 through 65535.

[GV-IPCam1 .3M Streaming Port Settings] The VSS port enables
connecting the camera to the GV-System. The default setting is 10000.
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[UPnP Settings] UPnP (Universal Plug & Play) is a networking
architecture that provides compatibility among networking equipment,
software and peripherals of the 400+ vendors that are part of the Universal
Plug and Play Forum. It means that they are listed in the network devices
table for the operating system (such as Windows XP) supported by this
function. Enabling this function, you can connect to the camera directly by
clicking on the camera listed in the network devices table.

5.6.3 IP Filter Settings

The Administrator can set IP filtering to restrict access to the camera.

IP Filter Setting
IP Fittering
In this section you can allow or deny network connection listed in the table.

[“]Enable IP Filtering

Mo P Address Range in CIDR format Action Customize
1 192.168.1.21 Allow
Filterad IP: (e 192 168.0.0/24)
Action to take: Allaw v
Figure 5-19

To enable the IP Filter function:
1. Enable IP Filtering: Enable the IP Filter function.

2. Filtered IP: Type one IP address or a range of IP addresses you want
to restrict the access.

3. Action to take: Select the action of Allow or Deny to be taken for the
IP address(es) you have specified.

4. Click Apply.
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5.7 Management

The Management section includes the settings of data and time and user
account. You can also view the firmware version and execute certain

system operations.

5.7.1 Date & Time Settings

The date and time settings are used for date and time stamps on the image.

Date and Time Settings

Inthis section you can configure time and date or just synchronize with a NTP server,

Date and Time on GVIPCAM1.3M

Wed Feb 20 12:13:04 2008

Time Zone

(GMT +08 00] China Hang Kona Australia Westem. Singapore, Taiwan Aussia |
Enable Daylight Saving Time
Start (MMdinhimm)
End (Mhsddihhimm)

Synchronized with a Network Time Server

© synchronized with Network Time Server (NTP)

Hostname or IF Address!
Update period: 24 hours; Update Time: A 05:10

Synchronized with your computer or medify manually

@ Moty manually
Date 2000401715 (i)
Time 04:26:54 (hh:mm:ss)

[ synehranized with your computer

Overlaid Date and Time Settings

EZDW“‘E YYMMIDD v

(This is date format. yyyy stands far year in 4 digits of yy in 2 digits, mm stands far
manth, and dd stands for day)

Displ
E‘jﬁ;‘f © Date prior tafime (Ex 20070521 17:00:00)

O Time prior to date(Ex17:00:00 2007/05(21)

Figure 5-20
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[Date & Time on GV-IPCam1.3M] Displays the current date and time on
the camera.

[Time Zone] Sets the time zone for local settings. Select Enable Daylight
Saving Time to automatically adjust the camera for daylight saving time.
Type the Start Time and End Time to enable the daylight saving function.

[Synchronized with a Network Time Server] By default, the GV-IP
Camera uses the timeserver of time.windows.com to automatically update
its internal clock every 24 hours. You can also change the host name or IP
setting to the timeserver of interest.

[Synchronized with your computer or modify manually] Manually
changes the camera’s date and time. Or, synchronize the camera’s date
and time with those of the local computer.

[Overlaid Date and Time Settings] Select the display format of date and
time stamps on the image. For this function to work, you must also enable
the Overlaid with date stamps and Overlaid with time stamps options in
Figure 5-2.
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5.7.2 GPS Maps Settings

The Maps Settings allows you to see the location of your GV-IP Camera on
Google maps, without a GPS device.

To see the location of your GV-IP Camera on maps:

1.

66

It is required to sign up for a Google Maps API key before using the
Google Maps. Click Link to the Google Maps API.

GPS Maps
In this section you can configure the GPS Maps settings.

GPS Maps Settings

Sign Up for the Google Maps API: Link to the Gooale Maps AP1
Google Map API Key

Default Longitude 121565773 (Ex121.565=N121.565. -10.25=510.25)
Default Latitude 25.081961 (Ex25.081=E25 081 -10.25=W10 25)
Location Name Taipei 101
Apply

Figure 5-21

Enter the registered Maps API Key, the longitude and latitude of your
GV-IP Camera, and location name. Click Apply to enable this function.

Open the control panel of the Live View window.

«
GPs

57

15}

Save message [@ﬁﬂ

Hosttime 2008/01/02 07:08:49
Longitude 121.5648 €
Latitude 250812 N v
< >

Goagle Map

Open
[ LR P 5

Figure 5-22
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Click Open. A warning message appears.

O e oeien
M Save message

> m 2 ) |

Figure 5-23

Right-click the warning message and select Allow Blocked Content.
The map will be displayed. The % icon indicates the location of your
GV-IP Camera. At the upper right corner you have options to view
different map formats, such as Satellite and Hybrid.

foz:0m:11

Hostlme 2008101102 07.08.10
Longtude 121 5649
Uttude 25.0817N 9

> B2 ) | E
Figure 5-24
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5.7.3 User Account

You can change the login name and password of Administrator and Guest.
The default Administrator login name and password are admin; the default
Guest login name and password are guest. To allow a Guest user log in
without entering name and password, select Disable Check Login Guest
Identity.

User Account
In this section you can change the administrator account and password

Administrator Account

Lagin: admin
Qld Passwaord,
New Password

Retype Passward,

Guest User Account

Figure 5-25

5.7.4 Log Information

The log contains dump data that is used by service personnel for analyzing
problems.

Log Information
System Boating Time History
I this section you can see latest boofing time of system.
Sun Nov 12 13:55:09 2006 ~
Sun Nov 12 13:56:19 2006
Sun Nov 12 13:58:21 2006
SystemLog
I his section you can see allsystem activiies.
Nov 21 14:33:18 Geavision user.info ddnse: s_idansClientsync: ~
SIiDdns Updatellylphddr: 60.248.143.163 ok
Nov 21 14:34:22 Geovision daswon.notice Video Server[134]: Super
User 1071 logins from IP 192.168.0.236:1640
Nov 21 14:34:28 Geovision dacmon.notice Video Server[134]: Quit user
1071 from IP 192.165.0.236:1640 dus to comnection broken
Nov 21 14:36:18 Geovision user.info ddnse: s_idansClientSync:
SIiDdns_Updatellylphddr: 60.248.143.163 ok
Nov 21 14:35:18 Geovision user.info ddnse: s_iddnsClientSync:
SIiDdns UpdatellyIphddr: 60.248.143.163 ok
Nov 21 14:42:20 Geovision user.info ddnsc: s_iddnsClientSync:
SIiDdns Updatellylphddr: 60.248.143.163 ok
Nov 21 14:45:20 Geavision user.info ddnse: s_iddnsClientSync:
SIiDdns Updatellylphddr: 60.248.143.163 ok
Nov 21 14:47:51 Geovision user.err CenterVzSetting.cgi: Failed to
connect 127.0.0.1:65535. (duResult=-1] v

Figure 5-26
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5.7.5 Tools

You can execute certain system operations and view the firmware version.

lAdditional Tools
Host Settings

In this section you can determine a hostname and camera name for identification.

Host Name |GY-PCAM|

Firmware Update

in this section you can see GV-IPCam1,3M firmware version.
System Settings

Feestore to factory default settings [_Load Default

Rehoot

Do you wish to reboot naw?

Figure 5-27
[Host Settings] Enter a descriptive name for the camera.
[Firmware Update] This field displays the firmware version of the camera.

[System Settings] Clicking the Load Default button will make the camera
restore factory default settings.

Note: After applying the default function:

e You need to configure the camera’s network setting again.

e If your camera supports the Day/Night feature, you need to
configure the D/N setting to Auto again

e You need to enable the Mini Fixed Dome PWB function again.

[Reboot] Clicking the Reboot button will make the camera perform
software reset.
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Chapter 6 Advanced Applications

This chapter introduces more advanced applications.

6.1 Upgrading System Firmware

GeoVision will periodically release the updated firmware on the website.
The new firmware can be simply loaded into the GV-IP Camera over the
Internet or by using the Video Server Utility included in the Software CD.

6.1.1 Upgrading Firmware over Internet

1. In the Live View window, click the Show System Menu button (No. 9,
Figure 4-3), select Remote Config, and then click the Firmware
Upgrade tab. This dialog box appears.

Remote Config E‘
Statug  Firmware Upgrads ]

Version | v1.002007-10-22 Upgrade
File SCANYI00071022im  canel |

Figure 6-1
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2.  Click the Browser button to locate the firmware file (.img) saved at
your local computer.

3.  Click the Firmware Upgrade button to process the upgrade.

6.1.2 Upgrading Firmware by Using the VS Utility

The Video Server Utility provides a direct way to upgrade the firmware to
multiple GV-IP Cameras.

1. Insert the Software CD, select IP Device Utility, and follow the
onscreen instructions to install the program.

2. Double-click the Video Server Utility icon created on your desktop.
This dialog box appears.
2 Vs Utility =163
File  Taol
Searth ‘ New ‘ Delete ‘
Mame. [ Mac Address [ 1P Address Firmwars Version NOTE ~
W Neo-1 0013E2010630 192.168.3.54 v¥1.31 2007-07-20
& vs-02 0013E201038D 182168017 ¥1.31 2007-07-20
& GY-IPCAMT.3M - Neo 0013E2012302 192.166.0.242 %1.00 2007-10-24
& vS-02 0013E201063C 192.168.0.237 v¥1.03 2008-11-15
@ GV-IPCAM-joyce 00D08a00AZ40 182168121 v1.00 2007-10-22
& GY-IPCAMT.3M 000000010104 192.168.1.142 %¥1.00 2007-10-24
= Tony2 0013E20102ER 192.168.1.15 ¥1.31 2007-10-22
& Joe-vS 0013E2010365 182.168.0.115 v1.30 2007-06-26
& vs-02 0013E2010355 182.168.0.240 ¥1.31 2007-10-22
= YS-02-wWilliam 0013E201033F 192.168.0.232 ¥1.30 2007-06-25
& vS-02 0013E20102E1 192.168.0.16 v1.31 2007-07-20
Figure 6-2
3. Click the Search button to locate available GV-IP Cameras on the

same LAN. Or click the New button and assign the IP address to
locate the GV-IP Camera over the Internet. Or highlight one GV-IP
Camera in the list and click the Delete button to remove it.
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4. Double-click one GV-IP Camera in the list. This dialog box appears.

UserLogin
UserName [EEEE vespor  [f0m0
Password

SetIP Address | Firmware Upgrade | Device Name | Export settings | Import setings

1P Address 192 188 . 1 21
Subnet Mask [255 255 254 0
Defautt Gateway [To2 168 o 1
DNS Server [168 85 1 .1
HTTR ot N

vas Port [

Upgrade Cancel

Figure 6-3
5. Click the Firmware Upgrade tab. This dialog box appears.

Mac Address. IP Address

UserLogin
UserName  [‘admin V38 Port 10000
Fassword

Set P Address Firmware Uparade | baice Name | Exporsetings | mportsetings |

Version VI.03 20061214 Browse.

O Uparade to all video servers.

vpgrase_|_cacal |

Figure 6-4

6. Click the Browse button to locate the firmware file (.img) saved at
your local computer.
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7. If you like to upgrade all the GV-IP Cameras in the list, check
Upgrade all video servers.

8. Type Password, and click Upgrade to process the upgrade.

6.2 Backing Up and Restoring Settings

With the Video Server Utility included in the Software CD, you can back up
the configurations in the GV-IP Camera, and restore the backup data to the
current camera or import it to another camera.

To back up the settings:

1. Run Video Server Utility and locate the desired GV-IP Camera. See
Steps 1-3 in section 6.1.2 of Upgrading Firmware by Using the VS
Utility.

2. Double-click the GV-IP Camera in the list. Figure 6-3 appears.

3. Click the Export Settings button. This dialog box appears.

pagsess |

H

UserName  [admin V88 Port 10000

SetIP Address | Firmware Ungrade | Device Name Export settings | import settings.

Save File Path

C\Documents and Settings\AdminDeskiopVS_2006_12_15.« || Browse. |

Export setings Cancsl

Figure 6-5

4. Click the Browse button to assign a file path.

73



Q GeoVision:

5. Type Password, and click the Export Settings button to save the
backup file.

To restore the settings:

1. In Figure 6-3, click the Import Settings tab. This dialog box appears.

Wecsdnss | o |

userame [agmn  yeseen 10000

Set1P Addrss | Firmware Upgrads | Device Name | Expotstings Impot setings |

version [ WeETE e

Update setting cancel

Figure 6-6
2. Click the Browse button to locate the backup file (.dat).
3. Click the Update Settings button to start restoring.
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Chapter 7 DVR Configurations

The GV-System provides hybrid solution, integrating the digital videos from
GV-IP Cameras with other analog videos. For the digital videos, the GV-
System provides the complete video management, such as video viewing,
recording, playback, alert settings and almost every feature of the system.
Following is the integration specifications:

®  GV-System Version 8.2 or later is required.

®  The maximum number of connections to the GV-IP Camera is 20.
When one GV-System connects to one GV-IP Camera, it takes up to
4 connections. When the user connects to one GV-IP Camera via
browser, it takes up to 2 connections. When the user operates the
Camera/Audio Control on Center V2, it takes 1 connection.

®  The codec and resolution of digital videos are set up on the GV-IP
Camera instead of on the GV-System

®  The hardware compression and the “Pre-Recording Using RAM”
feature cannot work on the videos from GV-IP Camera.

TCP/IP

GV-IP Camera

1

1

1

1

1

1

:

' GV-System with

“ : I 16-channel Display
GV-IP Camera
Figure 7-1

Note: Currently the GV-250 Card does not support the GV-IP Camera.
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7.1 Setting up an IP Camera

To set up the GV-IP Camera on the GV-System, follow these steps:

1. On the main screen, click the Configure button, select General
Setting, select Camera / Audio Install and click IP Camera Install.

This dialog box appears.

IP Camera Setup

¥ Install [P Camera

Please select the number of IP Cameras [ - @

you wart to installect

oK | Cancel ‘

" Configure. .

Figure 7-2

2. Check Install IP Camera, select the number of GV-IP Cameras you
want to link to, and click Configure. This dialog box appears.

Hybrid Vidoo Server

Server addrass  Mideo Resohtion _J Locallon | agdcamens

Scan Camera

Figure 7-3
®  To automatically set up the camera, click Scan Camera to detect
any GV IP devices on the LAN.

®  To manually set up the camera, click Add Camera.

The following steps are the example of manual setup.
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Click Add Camera. This dialog box appears.

Seloct Brand ]
Server P [192168.1.21 =]
HTTP Part - [&) |

User name . [ sdmin

Password . [=

Brand - |Plase select the brand of IF camera |

Figure 7-4

Type the IP address, username and password of the GV-IP camera.
Modify the default HTTP port if necessary. Select GeoVision IPCam
from the Brand drop-down list. This dialog box appears.

GeoMessyZIPCam ]

Padt
Port |'U-U-|

Strvam Numbir
 Single Striarn # Dual Stevam

Codac Typa

Resolution

Figure 7-5

Port: Video streaming port number.

Stream number: You have the option of single or dual

streaming.

B Codec Type: You have the codec option of MPEG4 or JPEG. If
you select Dual Stream, the preview codec and recording codec

will be set differently.

Click Apply. The IP camera is added to the list.
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6. Click the listed camera, and select Display position to map the IP
camera to a channel on the GV-System.

Guludl.sn Porl Cam NO. | Stabrs Video Resohtion _ Add Camens ]

10000 50N GanMesay PG am

Stan Camira

oK ]

Charge Rmoktion

Figure 7-6

7. The Status column now should display “Connected”. Click OK.

Previewing Video and Setting Audio

To preview video and activate audio, click the desired camera (see Figure
7-6) and select Preview & Audio Setting. This dialog box appears.

Preview and Audio setting E‘
Preview selected camera
CAM.2 hd v Prewewa
video preview Audio setting Cancel

Manitor I~ Wave Out
Sensitivity: 7 J—
[~ Rec Audio

Gain
o 3 _J— -

Hardware compressed data caontrol
v Enable hardware-compressed data FIFO

Record frame rate control
|~ Record key frame only.

Figure 7-7

[Preview selected camera]

B Drop-down List: Select the desired camera for live preview.

B Preview dual stream record channel: The option is only available
when the dual stream is set, i.e. the cameras for live view and
recording are configured differently (see Figure 7-5). Check this
option for recording preview.
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[Audio Setting]

B Monitor Sensitivity: Adjust the sensitivity of the audio that will be
detected. The higher the value, the more sensitive the system is to
the surrounding sound.

B Gain Control: Increase or decrease the gain of the microphone.
B Wave Out: Select this option to listen to live audio from the camera.

B Rec Audio: Select this option to activate the audio recording.
[Hardware compressed data control]

Hardware-compressed data from the video IP device, such as IP Camera,
Video Server and Compact DVR, can be transmitted directly to remote
servers instead of being compressed again on GV-System. The remote
servers include Center V2, Control Center and WebCam. This function is
useful when many remote servers access GV-System at one time. It can
reduce the system load on GV-System, and provide more frame rates and
better image quality for each remote server.

Note: It is highly recommended to enable this function on a LAN
environment because it requires a lot of bandwidth.

[Record Frame Rate Control] Set the recording frame rate to meet your
bandwidth requirements.

B Maximum recording frame rate: This option is available when the
recording codec of the IP camera is set to JEPG. Select the frame
rate from 1 to 30 fps.

B Record key frame only: This option is available when the recording
codec of the IP camera is set to MPEG4. You can choose to record
key frames instead of all frames. This option is related to the GOP
setting of the IP camera. For example, if the GOP value is set to 30,
there is only one key frame among 30 frames. For the GOP setting,
see 5.1.1 Video Settings.
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7.2 Remote Monitoring with Multi View

You can use the Multi View to monitor and manage the GV-IP Camera.

Connecting to GV-IP Camera

1. On the Multi View window, click the Edit Host button. The Edit Host
window appears.

2. To create a host, click the New button. You need to create a group
before creating a host.

3. Select GV IP Camera from the Device drop-down list. Type the host
name, IP address, user name and password of the camera. Modify
the default VSS port 10000 if necessary.

HostLisy O Penabans
Wiwionn
3 mew Heat
st Hama Jow Fost
Dence ECETI -|
* Agers
User Hame
Patmtd
V58 Pot 10000
Mew | Deles B
Emod | Imped L
Figure 7-8

4. Click Save to establish connection.
For details on the Multi View functions, see “Multi View MPEG 4 Encoder

Viewer”, Viewing Live Video Using WebCam, User's Manual on the
Surveillance System Software CD.
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7.3 Remote Monitoring with E-Map

You can use the Remote E-Map to monitor and manage the GV-IP Camera.

Creating an E-Map for GV-IP Camera

With the E-Map Editor, you can create an E-Map for the GV-IP Camera.
The E-Map Editor is available in the two applications: Main System and E-
Map Server. The following is an example of running the E-Map Editor
included in the Main System.

6.

7.

Go to Windows Start menu, point to Programs, select GV folder and
click E-Map Editor.

To create an E-Map, click the Add Map button on the toolbar. A New
Map file appears.

Double-click the New Map file, and click the Load Map button on the
toolbar to import a graphic file

To create a host, click the Add Host button on the toolbar and select
Add IPCam.

Right-click the created New Host in the Host View, and select Host
Settings. This dialog box appears.

Lecatin orae = =1
i {CECIE] Cancel
ol Cammin 1 = Wiy Servet
e o 55 ot 1000
Misdda 1 -
W ok Ingats: 1
B of Duipts: 1
Figure 7-9

Give the GV-IP Camera a location name, and type its IP address (or
domain name). Modify the default VSS port 10000 if necessary.

Click OK to save the settings.
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8. Expand the created host folder. Drag and drop the icons of camera
and I/O devices onto the imported E-Map.

9. Close the E-Map Editor. Click Yes when you are promoted to save
the file.

For details on creating an E-Map file on the E-Map Server, see “E-Map
Server”, E-Map Application, User’s Manual on the Surveillance System
Software CD.

Connecting to GV-IP Camera

Depending on where you save the created E-Map file (DVR, E-Map Server
or Control Center), the steps to open the Remote E-Map window for
monitoring may vary slightly. The following is the connection example when
you store the E-Map file in the DVR.

1. To enable the remote access to the DVR, click the Network button,
select WebCam Server to display the Server Setup dialog box, and
click OK to start the WebCam server.

2. Atthe local computer, open the web browser and type the address of
the DVR. The Single View page appears.

3. Select Emap. A valid user name and password are required for login.
For the first-time user, you will be directed to the Download page.
Install the E-Map program before you can run it.

4.  On the Remote E-Map window, click the Login button and select the
GV-IP Camera host to access its videos and I/O devices. A valid user
name and password are required to log in the GV-IP Camera.

For details on the Remote E-Map functions, see “The Remote E-Map

Window”, E-Map Application, User's Manual on the Surveillance System
Software CD.
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7.4 Remote Monitoring with Mobile Phones

Using a PDA, Smartphone and 3G-enabled mobile phone, you can receive
live video streaming from the GV-IP Camera. The list below is the GV
mobile applications supporting the GV-IP Camera.

Handheld Settings
andhe
Device View OS Supported Port on GV-IP
Camera
Windows Mobile 5.0 and . :
T 2003 for Pocket PC TCPIIP Port: Video Setings /
Windows Mobile 6 10000 Supported
Classic and Professional pp
Video Settings /
) Windows Mobile 5.0 and TCP/IP Port: 3GPP, MSViewV2,
MSView V2 2003 for Smartphone 10000 SSViewVv3
Supported
Video Settings /
. Nokia S60 2nd and 3rd TCP/IP Port: 3GPP, MSViewV2,
e for Smartphone 10000 SSViewv3
Supported
. Video Settings /
3GPP Mobile phones with Lg';’ 'E;‘,’Egggf‘ 3GPP, MSViewv2,
players supporting RTSP ’ SSViewVv3
17319
Supported
Note:

®  For the 3G-enabled mobile phone, you can receive live video from

the camera without installing any GV mobile applications first.

®  Toinstall the mobile applications GView V2, MSView V2 and

SSView V3, see “Mobile Phone Applications”, E-Map Application,

User's Manual on the Surveillance System Software CD.

®  To enable connecting 3G-enabled mobile phone to the camera, see
section 5.3.5 for 3GPP.
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Connecting to GV-IP Camera

The following is the example of connecting the PDA based on Windows
Mobile 5.0 to the GV-IP Camera.

84

The GV-IP Camera needs to allow the remote access first. On the
main page, select Video and Motion and click Video Settings. The
Video Settings page appears.

In the Connection Template field, select 3GPP, MSViewV2,
SSViewV3 Supported. Click Apply to enable the remote viewing
function.

In the mobile phone, enter the address, port number, user name and
password of GV-IP Camera to enable the connection.

s |‘.'\|'elf_nma Guiew & T ot 07:23 ok

1P Address [l
[videoserver dipmap.com ~

I — -
sr e
f " Tl ul =

| Clear History | | ok |[canceL | |

Figure 7-10
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Chapter 8 CMS Configurations

This section introduces the related settings to enable connecting to the GV-
IP Camera in the central monitoring stations Center V2, VSM and Dispatch
Server.

8.1 Center V2

The Center V2 can monitor and manage the camera and I/O devices
connected to the GV-IP Camera.

TCP/ IP

= |

GV-IP Camera

Text Data

Center V2

o |

GV-IP Camera

Figure 8-1
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»  To set the appropriate port connecting to the GV-IP Camera, click the
Preference Settings button, point to System Configure, click the
Network tab, and check Accept connection from video server.
Keep default port 5551, or modify it to match the Center V2 port on
the GV-IP Camera.

Gorecs | Lapons | Homeesh | acaet
Losation o | TREER
Clasinip
[ Erivasce Netwesk Secuaiy
CotevzPot | 507 || Dws | B
] Aot conmmction o vides server

vor [ o1 |[ oesa | B

on | [ cees |

Figure 8-2

»  To define how to display the received video on motion detection and
input trigger from the GV-IP Camera, click the Preference Setting
button and select System Configure. This dialog box appears.

Gerwnal | Lavwnd | Mntwink. | Rmcand

Hirabin Ohr

0 Marwied close chanved

) Chove B cammera voew whven mclons shopped (]
Poatmotore | 5| Sec

Comers serd by 14D igges vl moribor. | 10| Sec: [B]
Merited tha anaih sack by DVOWGgand captuse | 10 | Sae.

Image Qusity o Foamal
[#] Enable Divecidrav

Siitip

e P when wirsdows Stasts

[ Lo SMS Seromt wher: St Srvice.

Charrsd Cagiion

Fortand ok
] Ut subecsibar's coke satting s Backgpound
3 Cancel |
Figure 8-3
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B Manual close channel: Closes the triggered camera view
manually.

B Close the camera view when motion stopped: Closes the
triggered camera view automatically when motion stops.

B Post Motion: Specify the duration of the camera view remaining
on the monitoring window after motion stops.

B Camera send by /O trigger will monitor: Specify the duration
of the camera view remaining on the monitoring window when an
I/O device is triggered.

To keep the camera view remaining on the monitoring window
even after the alarm is finished, click the right-arrow button, and
uncheck Latch Trigger. Then the camera view will keep
remaining on the monitoring window for the specified time. For
example, the alarm is triggered for 5 minutes and you set 10
minutes, which means the total display time will be 15 minutes.

For further information on how to mange the received video from the GV-IP
Camera, see GV-CMS Series User’s manual.
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8.2 VSM

The VSM can monitor and manage the camera and /O devices connected
to the GV-IP Camera.

TCP/ IP
GV-IP Camera
|
|
e
: Text Data
= - | VoM
GV-IP Camera
Figure 8-4

»  To set the appropriate port connecting to the GV-IP Camera, click
Configure on the window menu, and select System Configure to
display this dialog box. Under the Connective Port for Video Server
item, keep the default port 5609, or modify it to match the VSM port
on the GV-Video Server.

System Configure

Starbap
[likuto Run when Windaws Starts]
[ Start Service when Vital Sign Monitos Starts
[l Login SMS Server when Senice Starls
Conndclivg Port

5610 | [ oot | @]
Connecive Por for Video Server

S409 Qotaun | [p]

Camera Molion

PostMotion, | 10 | Seconds
[l Aderts Ieerval: Minutes

Sacuriy

] Ennance nigwork socurity

i ok | [ canse |
Figure 8-5
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For further information on how to mange the received video from the
GV-IP Camera, see GV-CMS Series User's manual.

8.3 Dispatch Server

The Dispatch Server can manage the camera and I/O devices connected
to GV-IP Camera, and distribute them to the Center V2.

L
GV-IP Camera
|

o |

GV-IP Camera

TCP/ IP

Text Data

Video Data
>

n CMS Configurations

=

Center V2

Dispatch Server

Figure 8-6

Center V2
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»  To set the appropriate port connecting to the GV-IP Camera, click the
Server Setting button on the toolbar, and enable Allow Video
Server Login as Subscriber from Port. Keep the default port as
5551, or modify it to match the Center V2 port on the GV-IP Camera.

Network Seling Ovipaich Semng
SeverPot | 1111 |[“Detaen |[B] ) Group First
[ Ao start smrves whan stacup P

[laussmae Falover Suppart

Déspach Log
Kt Dy W | [ Avatable space 4,68 OB ]
LogPemn: | DODspateh Seneriog =l

ot Evirt Loy
[=] Eratils Reak- Tima ComtenT Evant
Ve Dy W[ Avanable space 4 84 0D @

LogPam: | DiDéspaich SaneeCantsn/ILogk =

FlRecrielos )

=3

e login

=)Ao Vides Barver login a5 susscriberfrom port] | 3551 | [Defawit |

o [ caen |
Figure 8-7

For further information on how to mange the received video from the
GV-IP Camera, see GV-CMS Series User’'s manual.
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Chapter 9 The I/O Terminal Block

n The 1/0 Terminal Block

The 4-pin terminal block, located on the back panel, provides the interface

to one digital input and one relay output. The I/O terminal block can be
used to develop applications for motion detection, event alerts via E-Mail
and FTP, and center monitoring by Center V2 and VSM.

9.1 Pin Assignment

The pin assignment for the terminal block:

Pin | Function
il il I 1 Output +
1234 2 | Output -

3 Input +
Figure 9-1 4 Input -
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9.2 Relay Output

The relay outputs on the terminal block can only drive a maximum load of
5V. Working in conjunction with the GV-Relay V2 module, it can drive
heavier loads. Refer to the figure and table below to connect the GV-Relay
V2 module to the GV-IP Camera.

Output Devices 1-4

(® Geovision: EE E E
1 2 3 4

| —
Connect to Power J

Figure 9-2
GV-Relay V2 1/0 Terminal Block
DO 1 Pin 1
COM Pin 2

Note: The GV-Relay V2 module is an optional product.
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Specifications

Specifications

A. Box Model

Camera

Image Sensor

1/3" SONY Progressive Scan CCD

Picture Elements

1280 (H) x 960 (V), 1.3 M CCD

Resolution

700 TVL

Minimum Illumination

0.1lux @ F1.2
0.02 lux @ F1.2 (B/W)

Shutter Speed 1.5 - 1/10000 sec.

White Balance Manual / Automatic (1500K — 15000K)

Lens Video drive / DC drive (switchblade)
Operation

Video Codec MPEG4, MIPEG

Video Streaming

Simultaneous MPEG4 and MJPEG video
stream (dual stream)

Selectable single stream (MPEG4 or
MJPEG)

MPEG4: VGA, QVGA, CIF, QCIF

Resolution MJPEG: 4 VGA (1280 x 960), VGA, QVGA,
CIF, QCIF
MPEG4 30 fps @ VGA

Frame Rate
MJPEG 15 fps @ 1280 x 960
Auto Exposure, Auto White Balance,

i Brightness, Contrast, Sharpness, Gamma,

Image Setting .
Monochrome, Negative, Rotate 180 degree,
Flicker-less 50/60 Hz

Audio Codec G.726

Digital Input Dry Contact

Digital Output

Photo relay output: 40 mA, 5~12 VDC

93



Q GeoUision

Network
Interface 10/ 100 Ethernet
Protocol HTTP, TCP, UDP, SMTP, FTP, DHCP,
NTP, UPnP, DynDDNS, 3GPP/ISMA RTSP
Mechanical
Lens Mounting C / CS-Mount
Power DC Jack
Ethernet RJ-45
Audio 1 In, 1 Out (stereo phone jack, 3.5mm)
Digital I/0 4-pin terminal block
Auto Iris Video drive and DC drive
LED Indicator Power, Link, ACT
General
Operating 0°C ~ 50°C / 32°F ~ 122°F
Temperature
Humidity 10% - 90%, no condensation

Power Source

DC 12 V/ PoE

Power Consumption

4.2 W (max. 350mA DV 12V)

Certificate CE, FCC, RoHS compliant

Dimensions 125x70x 52 mm/4.92 x 2.76 x 2.05 in

(L x W x H) w/o lens

Weight 2509/0.55 b
Web Interface

Installation ) .

Web-based configuration

Management

Maintenance Firmware upgrade through Web browser
Applications

Network Storage GV-NVR, GV-System

3G Mobile Phone 3GPP, ISMA

Live Viewing Multi View, E-Map, Mobile Phone

CMS Center V2, Control Center, VSM
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B. Varifocal Lens Model

Camera

Image Sensor

1/3" SONY Progressive Scan CCD

Picture Elements

1280 (H) x 960 (V), 1.3 M CCD

Resolution

700 TVL

Minimum Illumination

0.1lux @ F1.2
0.02 lux @ F1.2 (B/W)

Shutter Speed

1.5 —1/10000 sec.

White Balance

Manual / Automatic (1500K — 15000K)

Lens

Max. Aperture

Wide F1.4, Tele F2.9

Lens Focal f=3.3~12mm
Diagonal 125.7°
Wide end Hor?zontal 89.8°
Angle of View - -
Diagonal 29.9°
Lens Focal -
Horizontal 23.9°
Operation
Video Codec MPEG4, MJPEG

Video Streaming

Simultaneous MPEG4 and MJPEG video
stream (dual stream)

Selectable single stream (MPEG4 or
MJIPEG)

Resolution

MPEG4: VGA, QVGA, CIF, QCIF
MJPEG: 4 VGA (1280 x 960), VGA, QVGA,
CIF, QCIF

Frame Rate

MPEG4 30 fps @ VGA
MJPEG 15 fps @ 1280 x 960

Image Setting

Auto Exposure, Auto White Balance,
Brightness, Contrast, Sharpness, Gamma,
Monochrome, Negative, Rotate 180 degree,
Flicker-less 50/60 Hz

Audio Codec

G.726
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Digital Input Dry Contact

Digital Output Photo relay output: 40 mA, 5~12 VDC
Network

Interface 10/ 100 Ethernet

Protocol HTTP, TCP, UDP, SMTP, FTP, DHCP,

NTP, UPnP, DynDDNS, 3GPP/ISMA RTSP

Mechanical

Power DC Jack

Ethernet RJ-45

Audio 1In, 1 Out (stereo phone jack, 3.5 mm)

Digital 1/0 4-pin terminal block

LED Indicator Power, Link, ACT
General

Operating 0°C ~ 50°C / 32°F ~ 122°F

Temperature

Humidity 10% - 90%, no condensation

Power Source

DC 12 V/ PoE

Power Consumption

4.2 W (max. 350mA DV 12V)

Certificate CE, FCC, RoHS compliant
Dimensions .
(L X W x H) 165 x 73 x53 mm/6.5x 2.87 x2.09 in
Weight 3109/0.68 Ib
Web Interface
Installation Web-based configuration
Management
Maintenance Firmware upgrade through Web browser
Applications
Network Storage GV-NVR, GV-System
3G Mobile Phone 3GPP, ISMA
Live Viewing Multi View, E-Map, Mobile Phone
CMS Center V2, Control Center, VSM,
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C. Vandal Proof Dome

Camera

Image Sensor

1/3" SONY Progressive Scan CCD

Picture Elements

1280 (H) x 960 (V), 1.3 M CCD

Resolution

700 TVL

Minimum lllumination

0.1llux @ F1.2
0.02 lux @ F1.2 (B/W)

Shutter Speed

1.5 - 1/10000 sec.

White Balance

Manual / Automatic (1500K — 15000K)

Lens

Max. Aperture

Wide F1.4, Tele F2.9

Lens Focal f=3.3~12mm
) Diagonal 125.7°
Wide end -
. Horizontal 89.8°
Angle of View -
Diagonal 29.9°
Lens Focal -
Horizontal 23.9°
Operation
Video Codec MPEG4, MJPEG

Video Streaming

Simultaneous MPEG4 and MJPEG video
stream (dual stream)

Selectable single stream (MPEG4 or
MJPEG)

MPEG4: VGA, QVGA, CIF, QCIF

Resolution MJPEG: 4 VGA (1280 x 960), VGA, QVGA,
CIF, QCIF
MPEG4 30 fps @ VGA

Frame Rate

MJPEG 15 fps @ 1280 x 960
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Auto Exposure, Auto White Balance,
Brightness, Contrast, Sharpness, Gamma,

Image Setting .
Monochrome, Negative, Rotate 180 degree,
Flicker-less 50/60 Hz
Audio Codec G.726
Digital Input Dry Contact
Digital Output Photo relay output: 40 mA, 5~12 VDC
Network
Interface 10/ 100 Ethernet
Protocol HTTP, TCP, UDP, SMTP, FTP, DHCP,
NTP, UPnP, DynDDNS, 3GPP/ISMA RTSP
Mechanical
Power 3-pin terminal block
Ethernet RJ-45
Audio 3-pin terminal block
Digital 1/0 4-pin terminal block
LED Indicator Power, Link, TX
General
Operating 0°C ~ 50°C / 32°F ~ 122°F
Temperature
Humidity 10% - 90%, no condensation

Power Source

DC 12 V/ PoE

Power Consumption

4.2 W (max. 350mA DV 12V)

Certificate CE, FCC, RoHS compliant
Dimensions @ 142 x 119 mm /5.6 x4.7in
Weight 1kg /221b

Web Interface
Installation Web-based configuration
Management

Maintenance

Firmware upgrade through Web browser
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Applications

Specifications

Network Storage

GV-NVR, GV-System

3G Mobile Phone

3GPP, ISMA

Live Viewing

Multi View, E-Map, Mobile Phone

CMS

Center V2, Control Center, VSM,
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D. Mini Fixed Dome (Indoor Use Only)

Camera

Image Sensor

1/3.8” SONY Progressive CMOS

Picture Elements

1280 (H) x 960 (V), 1.3 M CMOS

Resolution > 700 TVL
Lens
Max. Aperture F=20
Lens Focal f=3.6 mm
Angle of View 96°
Operation
Video Codec MPEG4, MIPEG

Video Streaming

Simultaneous MPEG4 and MJPEG video
stream (dual stream)

Selectable single stream (MPEG4 or
MJIPEG)

MPEG4: VGA, QVGA, CIF, QCIF

Resolution MJPEG: 4 VGA (1280 x 960), VGA, QVGA,
CIF, QCIF
MPEG4 30 fps @ VGA
Frame Rate
MJIPEG 15 fps @ 1280 x 960
Auto Exposure, Auto White Balance,
5 Brightness, Contrast, Sharpness, Gamma,
Image Setting .
Monochrome, Negative, Rotate 180 degree,
Flicker-less 50/60 Hz
Audio Codec G.726
Network
Interface 10/ 100 Ethernet
HTTP, TCP, UDP, SMTP, FTP, DHCP,
Protocol

NTP, UPnP, DynDDNS, 3GPP/ISMA RTSP
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PoE

Yes

Mechanical

Camera Angle

Tilt 0-90° ; Pan 0-90°

Adjustment
Ethernet RJ-45 Connector
Microphone Built in

General
Operating
Temperature 0°C ~50°C/ 32°F ~ 122°F
Humidity 10% - 90%, no condensation
Power Source PoE
Power Consumption 3w

Certificate CE, FCC, RoHS compliant
Dimensions @ 110x47mm/4.3x1.9in
Weight 170g/0.36 b

Web Interface

Installation
Management

Web-based configuration

Maintenance

Firmware upgrade through Web browser

Applications

Network Storage

GV-NVR, GV-System

3G Mobile Phone

3GPP, ISMA

Live Viewing

Multi View, E-Map, Mobile Phone

CMS

Center V2, Control Center, VSM,

Product specifications are subject to change without notice.
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