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Important Notice

The version 8.3 only supports the following GV video capture cards:

e (GV-600(S) V3.20 and later
e (GV-650(S) V3.30 and later
e (GV-800(S) V3.30 and later
e GVB800-4A V3.10 and later
e GV-600(V4)

e GV-650(V4)

e GV-800(V4)

e (GV-1120 All Series

e (GV-1240 All Series

e (GV-1480 All Series

o (GV-2004

e (GV-2008

For more information on the upgrade, please visit our website at

http://www.geovision.com.tw/english/5 0.asp, or contact your dealer.
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Configuring Main System

The system prompts you for a Supervisor ID and Password when starting the system for the first time,

shown as below:

First Execution Digital-Surveillance Sys x|

You execute Digital-Suneillance system at
firsttime.
Pleaze enter Supervisor D, Passward.

10

Fassword Confirmation

|
Password ; |
Hint : I

[~ Auto Login:

To memorize this D and password ,and to login
when you execute Digital-Surveillance systam
evertime.

[~ Allow removing password systern

@ ok | cancel

Figure 1-1

Enter a name you wish to be the Supervisor ID in the ID field. Finish the setup by entering Password,
Password Confirmation, and a Hint (optional) that would remind you of the password. Messages

entered at the Hint field will only pop up when passwords are entered incorrectly.

B Auto Login: Allows auto login as the current user every time when the system is launched. For
security purposes, this feature is only recommended for single-user systems.
B Allow removing password System: For this setting, see Setting Up Password later in this

chapter.

u @ Click to open the onscreen keyboard and enter the login information.
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After setting up the Supervisor ID and Password, launch the program to enter the Main System.

Figure 1-2

The controls in the main screen:

No. Name Description
Indicates the camera number matching the port number in the GV video
1  Camera Number
capture card.
2  Camera Name Indicates the given camera name.
3 Date/Time Displays the current date and time.
4  Storage Space Indicates the remaining disk space.
5 Connection Indicates the connection status of remote applications.
6 PTZ Control Displays the PTZ control panel.
7  1/O Control Displays the I/O control panel.
8 TV-Out Displays the TV Quad control panel.
9  User-Defined Accesses other applications.
10 Location Name Indicates the GV-System’s name, usually named by its geographical location.
11 Network Enables the connection to remote applications.
12 Camera Scan Rotates through the screen divisions.
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Brings up these options: Video/Audio Log, System Log, Search POS Data,

13 ViewlLog
POS Live View, Live Object Index, Search Object Index and E-Map.
14 Configure Accesses System settings.
15 Schedule Set up recording schedule.
16 Monitor Starts monitoring.
17 Camera Select Select the desired camera number for main division view.
18 Screen Division  Select screen divisions.
19 Exit Brings up these options: Login/Change User, Logout, Minimize, Restart

Multicam and Exit.

Press [F7] on the keyboard, or click the Monitor button to start recording. By default, every camera

records with the following settings:

In Motion Detection mode

® \With the 320 x 240 resolution
® \With Geo Mpeg4-ASP codec

When working with the system, you will undoubtedly want to change the settings as you go along. The

buttons provide quick access to several popular Main System settings. Click any button to see the

menus of these settings. Let’s start with the Configure button.
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System Configuration

Click the Configure button (No.14, Figure 1-2), point to General Setting and select System

Configure. You may configure cameras and global recording parameters in this dialog box. Changes

made to the General Setting tab would apply to all available cameras attached to the system. In the

Camera Record Setting tab, you can configure each individual camera. In the I/O Device tab, you

can add and configure 1/0O devices. In the HotLine/Network tab, you can configure the system for

connection to network or mobile.

System Configure

Gieneral Setting l Camera Record Setting | 1 /0 Device | Hotline / Netwark |

Startup
I Start Monitor:

[ Multicast Server
[ TCPAP Server
I~ wiehCam Server
Modem Server
Connect to W5M
Twin Server

Connect bo Centery2

Enable De-interlace Render
Startup Auta Login

I % e i e B

Farnel Resolution;

I

]

| 1024:768

Firiew for
v Femote Deskior

8 ||EE

Location Mame
[TEST111

‘Wideo Log Storage
Available: 15.39 GB

Recycle Log:
B/23/2007 18:52
-
fe
Lo
v Recycle
Caption
" Mo O ID & [D+Mame

Send Alerts Approach
E-MailHatline/SMS

E it Option
[~ Auto Restart \Windows

PTZ Control

¥ PTZ Device Setup:
|F'e|c:u:| [Spectra lll] ﬂ

taonitor Option

[ Start Delay: Sec.

™ Post-Rec: Sec.

™ Pre-Rec:

[~ Send Event Alerts (2)

EventLog Size

M ax Wideo Clip: BEhin -

Camera Scan

Scan Delay: ISec 0w

Video Fecord

™ Use Digital W atermark. Protection

x]

ak. | Cancel

Figure 1-3
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Configuring Global Recording Parameters

Let's start with the options on the General Setting tab:

[Startup] The Startup options instruct the system to enable selected features at system startup.

Start Monitor: Select one of the following monitor control modes at system startup:

® Monitor All: Allows you to monitor all cameras and I/O (if available) at system startup. It is the
same as to manually click Monitor button (No. 16, Figure 1-2) and select Start All Monitoring.
(For details, see Start/Stop Monitoring later in this chapter).

® Schedule Monitor: Allows you to monitor cameras by schedule. Alternatively you may click
Schedule button (No. 15, Figure 1-2) and select Schedule Start. Refer to Recording
Schedule later in this chapter.

®© 1/0 Monitor: Allows you to monitor all I/O devices. Alternatively you may click the Monitor

button (No. 16, Figure 1-2), and then select I/O Monitoring.

Note: To set different recording modes and alert methods for each camera, see [Monitor Control],

Adjusting Individual Camera later in this chapter.

Multicast Server: Allows connection to IP Multicast (one of the remote application) at system
startup. (Or click the Network button (No. 11, Figure 1-2) and select Multicast Server.)

TCP Server: Allows connection to Remote View (another remote application) by TCP. (Or click
the Network button (No. 11, Figure 1-2) and select TCP Server.)

WebCam Server: Allows connection to WebCam Server at startup. (Or click the Network button
(No. 11, Figure 1-2) and select WebCam Server.)

Modem Server: Allows connection to Remote View by a modem. (Or click the Network button
(No. 11, Figure 1-2) and select Modem Server.)

Connect to VSM: Allows connection to VSM Server (Or click the Network button (No. 11, Figure
1-2) and select Connect to VSM.)

Twin Server: Allows connection to Twin Server at startup. (Or click the Network button (No. 11,
Figure 1-2) and select Twin Server). For more details, see Twin DVR System in Chapter 11.
Connect to CenterV2: Allows connection to CenterV2. (Or click the Network button (No. 11,
Figure 1-2) and select Connect to CenterV2.)

Enable DirectDraw Overlay: Applies DirectDraw Overlay to enhance image quality if your VGA
card supports it. For certain VGA cards, DirectDraw Overlay can result in blurred images. To avoid
the image problem and remain DirectDraw Overlay, change the image quality from High to

Standard. See Image Quality of DirectDraw Overlay in the section of System Tools.
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B Enable De-interlace Render: Avoids interlace of the odd and even video lines. This feature

affects only single view mode with the resolution of 640 x 480 and 720 x 480. After enabling the

feature, you must restart the GV-System to apply it.

Note:

1.

The Enable Directdraw Overlay and De-interlace Render features can greatly enhance image
quality. If your VGA card supports DirectX9, enable both settings.

You may see a warning message “Directdraw Create Overlay Failed” when trying to use
WebCam Remote Control to connect to a server. The message indicates the server has the
Enable Directdraw Overlay feature enabled. It only means the remote side will not see the
images with DirectDraw applied. It is safe to press YES to continue the connection.

Tip: To check the version of your DirectX, search for the file name dxdiag. Open the file and find the

related information. DirectX 9.0c is also included in the Surveillance System Software CD.

B Startup Auto Login: Select and press the Arrow button to assign an ID used at system auto

startup. After the setup, the system will automatically login using this ID at next startup, without
asking for ID and Password. For related settings, see Launching GV-System from System Tray
later in this chapter.

Panel Resolution: Select the resolution from the drop-down list that best fits your computer
monitor screen.

Mini-View for Remote Desktop: Squeezes all video channels into a single 320x240 view. Since
you may use Microsoft Remote Desktop (a feature that comes with Windows XP Professional
Edition) to set up the Main System through network, it is important to get smallest size possible

data to transfer over network.

1. Click the Configure button (No.14, Figure 1-2), point to General Setting, and then select
System Configure.

2. Inthe System Configure dialog box, select Mini-View for Remote Desktop in the Startup
section, and then click OK to apply the setting.
Restart the Main System.

4. To switch between the mini and normal view, click the Configure button (No.14, Figure 1-2),

point to A/V Setting and select Mini-View Switch.
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GV-900 1727374567 8 910 11213141516 _
® L E [H ey 78RS S

Figure 1-4 Mini View

[Location Name] The given name (maximum 14 characters) is displayed in main screen as the name
of the server.

[Video Log Storage] Select storage type (recycle or not recycle) and location.
B Available: Shows remaining hard disk space.
B Recycle Log: Indicates the recording date of the next video file to be erased.
B Set Location:
© Database Folder: You can specify a new location for the database. The database location
determines where the records of ViewLog Event List (Cam*.db and Aud*.db) are stored.
© Storage Group Folder: You can create the maximum of 16 storage groups with different

storage locations, keep dates and recycle sizes to store video files.

To create a storage group:

1. Select Storage Group Folder. This dialog box appears.

Add Log Location @

¥ Cameta of selected storage
g = Storage 1
(=& Storage 2 ¥ Cam1 [ Cams [ Cam3 [ Cam13
o Storage 3 [~ cam2 [ camg [ cami0 [ Camid
(& Storage 4
= Storage 5 W cam3 v Cam? [v Caml1l [ Camis
(73 Storage 6 w | [ Cam4 [ Camd [ Cam12 [ Camlf
Remove Strage W Hesp Days(1~999) | a0
Psth | size [
[ F\Data-Gh 24.70 GB
Enilarge Recycle Threshold: 1200
v B
o Cat least: 1200 ME)
Remove Path Cancel
Figure 1-5
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2. Click the Add Storage Group icon % to add a storage group. The first Storage
Group is created by default.
Check the Cameras to be contained in the storage group.

4. Check the Keep Days option and specify the number of days to keep the video files in
storage.

5. Click the Add New Path icon m to specify a storage location.

6. Check the Enlarge Recycle Threshold option and specify the size if you like to enlarge
the default recycle size.
7. Click OK.

B Recycle: When this option is selected, it will cause the oldest files to be deleted when the system
requires storage space for new surveillance videos. If it is not selected, the system will stop

recording when disk space is full.

Note:

1. If the designated storage space is not big enough to keep all video files for the defined days, the
Recycle setting then overrides the Keep Days setting.

2. The video capture cards and GV-NVR have different default recycle sizes. When the storage
space reaches the default size limit, the system will delete the oldest files. The default recycle
size:

GV-250/ 600/ 650 /800 is 795 MB.

GV-1120/1240/ 1480 is 1.2 GB.

GV-2004 is 1.2 GB plus 50 MB/per channel

GV-2008 is 1.2 GB plus 50 MB/per channel.

GV-2016 is 1.2 GB plus 50 MB/per channel.

GV-NVR is 1.2 GB.

Every added IP video channel can expand the default recycle size by 50 MB. For example, if
your GV-NVR has 4 IP channels, the default size limit will be 1200 MB + 50 MB x 4 = 1400 MB.

If you find the default storage space is not enough, select the Enlarge Recycle Threshold

option to expand the size limit.

Every time the 400 MB of old files will be deleted upon reaching the default limit.

10
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3. When one partition fell short than the minimum storage space, video files will automatically be
saved to next available hard disk; when total available storage space is lower than minimum, the
system will stop recording and show a Disk Space Low! message.

% Multicam Surveillance Syste; x|

Disk Space Loww!
Flease check Log Location.

Figure 1-6

To solve the space shortage problem, you may add more hard disk space to the system, or to
delete/back up your video files for more storage space. To correctly delete or back up video files,
see Chapter 5 for more details.

[Caption] Enters heading to have it displayed on the upper left-hand corner of the camera screen. You
may choose No for no heading; ID to show only camera ID; ID+Name to show both camera ID +

Name.

[Send Alerts Approach] Click the arrow button to choose whether to be notified by E-mail, telephone
or SMS when alert conditions occur under the surveillance area.

For the telephone setup, see Configuring Hotline/Network Notification later in this chapter.

For the E-mail setup, see Sending Alerts thru E-Mail Accounts later in this chapter.

For the SMS setup, see Short Message Service in Chapter 10.
[Exit Option] Check the box to enable the feature. Press the blue Arrow button to switch between
Auto Shutdown Windows and Auto Restart Windows. Auto Shutdown Windows closes Windows

OS after exiting GV-System. Auto Restart Windows restarts Windows OS after exiting GV-System.

[PTZ Control] Adds PTZ cameras to the system. See operation details in PTZ Control later in this

chapter.

11
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[Monitor Option]

B Start Delay: Starts monitoring after x second(s) when the system is activated.

B Post-Rec Motion: Keeps on recording for a set period of time after motion stops.

B Pre-Rec Motion: Records video for a set period of time before motion starts. This feature allows
you to choose RAM or HDD as a pre-recording buffer. The difference between the two is that RAM
can save smaller pre-record from 1 second to 1.5 minutes, while the hard disk can save larger one
from 1 minute to 45 minutes.

1. Enable the Pre-Rec Motion option.
2. Click the Arrow button beside. This dialog box appears.

Pre-Record Setup |

- Pre-Recording using RAN
Pre-Record Performance

" Good {+ Better " Best " Extra Default |

Pre-Record Option (per camera)

Total Frames: I 5 _l; Max. 30 @

Frames/Sec
Limitation:

" Pre-Recording using HOD

1.

Keep Pre-Recoard Files : Yideo Clips @

To uze RAM as pre-record cache buffer Current used frames iz 6 frame rate limit
s 1. Available pre-recording time iz (B 1) Sec.

Ok I Cancel

Figure 1-7

[Pre-Record Performance] The amount of physical memory of the computer that the system
is running on determines the pre-recording performance. Some options are grayed out if the

computer does not have enough memory for the selections.

This table shows the maximum pre-recording frame rate and the physical memory

requirements of each setup:

Good Better Best Extra
Maximum pre-recording frames per camera (fps) 15 fps 30 fps 60 fps 90 fps
RAM required 128MB 256 MB 512 MB 768 MB

Note: The recording frame rate is based on a 320x240 recording size.

[Pre-Record Option (per camera)] Determines the number of pre-record frames.
B Total Frames: Specify the maximum pre-recording frames of the system.
B Frame/Sec Limitation: Specify the maximum pre-recording frame rate (fps) of a

camera.

12
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Dividing the Total Frames by Frames/Sec Limitation, you will get the pre-recording

duration of each camera. For example:

Pre-recording duration = Total Frames = 30 =5 seconds
Frame/Sec 6
Limitation

[Pre-Recording using HDD] Use the hard disk as a pre-recording buffer. This method gives
you much longer pre-recording time.
Keep Pre-Record Files: Specify the number of video clips for pre-record. The maximum number
of video clips you can specify is 9, and the time range of one video clip is from 1 minute to 5
minutes. So the pre-recording time can be from 1 minute to 45 minutes. For the video clip, see

[EventLog Size] below.

Send Event Alerts: Allows you to send out the assigned E-Mail/Hotline/SMS notification when

the selected alert conditions occur. To enable the function, follow the steps below.

1. Check the Send Event Alerts option, and click the Arrow button beside to display this dialog

box.

Alert Events Setup |

—E-Mail Hotling £5MS Alerts when

v “ideo Lost

¥ Record Errar

[ Dizk Ful

|v 1 Errar

v Intrucier Event

v Missing Ohiect Event

v Unattended Ohject Evert

¥ POS Loss Prevention Event

¥ Scene Change Event

Cancel |
Figure 1-8

2. Select the desired alert events to send out the assigned notification, and then click OK for the

application.

The alert events of Intruder Event, Missing Object, Unattended Object, and POS Loss Prevention
Event are only available when the alarm settings are activated in Counter Application, Object

Monitor, and POS Application separately.

Note: To select the type of natification, see [Send Alerts Approach] earlier in this chapter.

13
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[EventLog Size] Determines the amount of time (from 1 to 5 minutes) of each event file. If you select 5
Min, a 30-minute event will be chopped into six 5-minute event files; if you select 1 Min, a 30-minute
event will be chopped into thirty 1-minute event files. To decide what to set up here, consider how often
you back up your event files, and how intensive the activity is in your surveillance area. Smaller file

size makes backup process faster.

[Camera Scan] Select to rotate through screen divisions. Click the drop-down list and specify the
amount of time that elapses before switching to the next screen division group. Press the Arrow

button to select the mode of screen divisions.
[Video Record] Click to watermark all recorded videos. Watermark is a way to verify the authenticity

of video streams, and to ensure that they have not been tampered with or modified in any way. For

details, see Watermark Viewer in Chapter 11.

14
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Adjusting Individual Camera

Click the Configure button (No. 14, Figure 1-2), point to General Setting, select System Configure,

and then click the Camera Record Setting tab. This dialog box appears.

System Configure rg|
General Setting  Camera Record Setting l | A0 Device ] HotLine A Network ]
Camera Mame Video Resolution : 320x240
|Camera 1 j Brightriess: F—— [128
Contrast: ——r+r— 128
Fies Control Saturation,  ———4+—— W JDefault
Recording Guality: —_— . —— =

Frames/Sec: [ Smart  |High hd

Motion Detect  [I3F]
otion Sensitivity: 95 ————-

Mk Filter: = |v| En E3
bdonitor Control
¥V RecVideo: |Roundthe-clock = @

v i&pply Advanced Codec Setting.. ; @ i

WV Invake Alarmm; ﬂj'l)) Matify -
[ Ireeoke bo Send Alerts : Low f
v

Output Maodule: Mod 1 =P 1 + B

Register Motion Event

<

Ok | Cancel |

Figure 1-9 Camera Settings

Several settings could be configured here:
[Camera Name] The name entered here will appear in the upper-left hand corner of the camera

screen. You can use the drop-down list to select the camera to be configured.

[Rec Control] The Rec Control section allows you to set each camera’s recording quality. The
camera’s recording quality is based on its resolution and compression rate. Higher-quality picture will

require more storage space.

Apply to all cameras Adjust recording quality

|
Fec Control — [rd

Fecording Quality: 4 —————F— -— Resolution button
Frames/Sec: I_I Smart |Higr|1 vi -— Frame rate button

Smart recording option Select high/low frame rate

Figure 1-10

B Recording Quality: Allows you to adjust the video quality in 5 levels. Higher value means lower

compression rate.

15
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B Resolution Button: This button is only available after you change the default video resolution

(see Choosing Video Source later in this chapter). Click to select recording resolutions.

B Frame/Sec: Allows you to adjust camera’s recording frame rate. There are three options available:

Smart, High, and Low.

© Smart: The system will distribute as many frame rates as possible to the camera where
motion occurs.

®© High: The system will distribute high percentage of frames (not a definite frame number) to
the selected camera while the other cameras will share rest of the frame rates. Assuming that
all cameras are in action, selecting High ensures this camera always receive higher frame
rate than the rest of the cameras. Effect can be seen in live mode.

© Low: The system will distribute low percentage of frame rates to the selected camera.
Assuming that all cameras are in action, certain cameras are of least importance. The system

can be set Low in order to allow frame rate to go to more important cameras.

B Frame Rate Button: Allows you to set the maximum recording frame of this camera so as to save
storage space.

Rec. Frame Rate Setting il

—Limit ¥ideo Frame Rate
[ Max. Frame Rate Rec of Motion

Framesfzec: |10 =

v ax. Frame Rate Rec of Mon-Mation
far Economic Round-the-Clack

Framesizec: |1D _I; @
O I Cancel |

Figure 1-11 Frame Rate Settings

® Max. Frame Rate Rec of Motion: Set the maximum frame rate on motion detection. For
example, if you set 10 Frames/sec in the field, the maximum frame this camera will record is
10 frames/second. This setting does not mean it always records at 10 frames/second
because the actual recording frame rate is also affected by other settings in the system and
CPU loading.

® Max. Frame Rate Rec of Non-Motion for Economic Round-the-Clock: This option
provides a space-saving solution for the round-the-clock recording. Set the maximum frame

rate for non-motion periods so as to save as much storage space as possible.
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[Motion Detection]

Apply to all camera Adjust Sensitivity (Level 1-10)

l
e DetEsian — ———— Adjust Sensitivity (Level 9-9.9)
Mation Sensitivit: 3.5 ——————f [pLL activate Noise Tolerance

Mask, Filter; |:||v| EH E- x L Clear mask

L— Cut mask
Add mask

Figure 1-12

Set mask color

B Motion Sensitivity: There are 10 levels of sensitivity for motion detection. And there are further
sublevels from 9 to 9.9. The default value is set to 9.5. The higher the value, the more sensitive
the system is to the motion.

B Mask Filter: Mask instructs the system to ignore movement within the masked area. Mask could
be applied to repetitive motion that should be ignored within the surveillance area, such as street
trees.

m  Noise Tolerance: This function reduces false alarms and unwanted recordings caused by
weather or light changes without changing video quality. The level of noise tolerance can be

adjusted. For details, see Video Noise Solutions later in this chapter.

[Monitor Control]

Apply to all cameras Recording Codec

~Manitor Cantral ]
M Feclfide: |[Moation Detect =] _@J@-— Day-Night Recording Mode

v Apply Advanced Codec Setting... @}— Advanced Codec Setup
¥ lreeoke Alarm: II:]-J)j INDlif_lrl a'_ Alarm Type
¥ Irevoke to Send Alerts Low [BH— Delay Time Setup

V' Output Module:  [mod 1 >|[Fin 1 = | [BH— Delay Time Setup
v i I

Figure 1-13 Monitor Control Setup

B Rec Video: Enable the recording function. Use the drop-down list to select the desired recording
mode: Motion Detect, Round-the-Clock or Day/Night.
For details on Day/Night mode, see Setting Up Day-Night Recording Mode later in this chapter.
® Recording Codec: Select the method of recording compression for your video: Geo Mpeg4,
Geo Mpeg4-ASP, Geo H264 or Geo H264 V2.
GV Mpeg4-ASP: Provides a smaller compressed file size than Geo Mpeg4. Additionally, it
supports a humber of advanced settings that allow experienced users to fine tune the

encoding process. For details, see Geo Mpeg4 (ASP) Advanced Settings later in this chapter.
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Geo H264 and Geo H264 V2: Provides a much smaller compressed file size than any other
available codec yet without compromising the image quality. Compared to Geo H264, Geo
H264 V2 provides a smaller compressed file size, but has a lower frame rate and higher CPU
usage.

® Right-Arrow button: Click to bring up the Day-Night Recording Mode setup dialog box
(Figure 1-14).

Apply Advanced Codec Setting: See Geo Mpeg4 (ASP) Advanced Settings later in this chapter.
The Advanced Codec Setup button also includes the function of noise detection. See Noise
Detection to Reduce File Size later in this chapter.

Invoke Alarm: Sends computer alarm (.wav sound file) on motion detection.

Invoke to Send Alerts: Sends an assigned alert (E-Mail/Hotline/SMS) when motion occurs. Use
the slider to specify the motion duration to invoke the alert. The choices include High (0.5
seconds), Normal (1 second), and Low (1.5 seconds). For example, suppose you choose High.
When motion remains for 0.5 seconds, the alert will be sent out.

® Right-Arrow button: Click to set the delay time to activate assigned alerts.

Output Module: Triggers the specified output pin on motion detection. Use the drop-down list to
select an output pin to perform this function.

®© Right-Arrow button: Click to set the delay time to activate the assigned output module.

Register Motion Event: Records motion events to System Log.

Note: The delay time functions in Invoke to Send Alerts and Output Module allow you time to
deactivate prior alert and output settings. To deactivate these settings, you may stop monitoring or
enable the assigned input module set at “Deactivate notification when selected pin ON" in Figure
6-9 in Chapter 6.

[Video Resolution] Allows you to adjust video characteristics such as brightness, contrast, saturation,

and hue.
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Setting Up Day - Night Recording Mode

Day-Night Recording allows you to set up different recording modes for different time frames of the
day. Each day can be divided to 4 time frames, each represented by 1 Span. You can set up a

different frame rate, recording quality, motion sensitivity and noise detection level for each time frame.

1. Click the Day-Night Recording Mode button in Figure 1-13, and this dialog box appears.

Day-Might Rec Mode Setup El
Time Span Setup

™ Spant:  aw oo:00

=] ‘Mntmn Detect j Moo
—1 | Motion Detect [ L

= ‘Mutiun Detect jl? [l
= ‘Motion Detect jW [l

[ Weekend Apply: r J @ [0]14

(= - Cancel

M SpanZ fam 00:00

I Span3:  an 00:00
™ Spand.  an 0000

Figure 1-14

2. Enable Spanl and specify the Start time in the first time field; select the check box in the second
time field and specify the End time.

3. Use the drop-down list to select Motion Detect or Round-the-Clock to be the recording mode for
the Span 1.

4. Select the check box and click the [...] button to adjust recording quality, motion sensitivity and
noise detection level for Span 1.

5. Repeat above steps to set up multiple spans if required.

6. If you do not wish to apply your settings to the weekends, enable the Weekend Apply option and
select recording mode for the weekend. Use the radio button at the bottom to define whether your
weekend includes Sunday and Saturday or Sunday only.

7. Click OK to apply the settings.

Note: If the End time field is disabled, the span will run to the start of the next span.
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Geo Mpeg4 (ASP) Advanced Settings

The Geo Mpeg4 (ASP) codec supports a number of advanced settings that allow experienced users to

fine tune the encoding process.

In Figure 1-13, check the Apply Advanced Codec Setting option, click the button beside, and
then click the Advanced tab. This window appears.

GEOD-MPEG4 ASP advanced setting |

Source
e

Compression
iy

— Setting ~Evaluation———  Video

@ Subpixel precision @ Quantizer: 4 Ensede Sk PtzDiome j
[Haif pixel B —t——"+ o
() Inter-frame threshold: 2 [2) :ﬂzag keyframe interal: Encode speed Frames per second:
=] —
Setting IUser—deﬂan j Stop oK | Cancel |
Figure 1-15

[Setting]

B Setting: Click the drop-down list to select High speed, Recommend, or High compression rate
for default configurations. Or, select User-defined to define encoding settings yourself.

B Subpixel precision: Click the drop-down list to select Full, Half or Quarter pixel.
Full pixel: Fastest compression speed, medium compression rate, and normal image quality.
Half pixel: Fast compression speed, high compression rate, and better image quality.

Quarter pixel: Slow compression speed, highest compression rate, and better image quality.

B Quantizer: Raising the value will improve compression speed and dramatically increase
compression rate, but reduce image quality.

B Inter-frame threshold: Raising the value will improve compression speed and rate, but
reduce image quality slightly.

B Max. keyframe interval: Raising the value will extend the duration between key frames
and increase compression rate, but reduce image quality slightly. Compression speed remains

the same.
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[Evaluation]
B Encode size: Click to calculate the encoding size based on your encoding settings (see [Setting]
above) and assigned video clip (select PTZ dome or street from the drop-down list). Click the

Stop tab to stop the evaluation.
B Encode speed: Click to calculate the frame rate based on the encoding settings (see [Setting]

above) and assigned video clip (select PTZ dome or street from the drop-down list).

Configuring Hotline/Network Notification

System Configure

X

General Setting ] Carmera Record Setting] | /0 Device Hotline / Network, ]

Modem Setup TCP Server
Modem Device: [R5 PPPAE Lined00D =] || G 132.168.0.68
Com Part: | | [Detect...| Pm_t _— (B0 Defaut_|
W ssign P2 |Reakek RTLE139 Family PC_» |
HotLire Alert 1 Multicast Server
Dial HotLine: |Empty[DiaI Mumber] j Bind IF: 192 168.0.68
v Activate Port: ’W Default |
% Attach Test Message IV issign IF: | Realiek RTLS133 Family PC |
'W Diefault HotLine Option

7 Attach Audio Message

| -
[ﬂ'])) Play | Rec... | Browse... |
*Format: PCH 8,000Hz 8Bit. mono®

HatLine Alerts Interval: 5 3: in

HotLine Attach Audio Meszage

Audio Meszage Play Repeat: |10 EI: Times
When Received HotLine Alerts,

Flease Press ' ' before Hang-up the Call.

ak | Cancel |

Figure 1-16

[Modem Setup] If you have installed modem in this PC, select the corresponding device and port,

then press Detect button to test your modem.

Note: Internal modems (PCI or ISA) are not recommended.
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[HotLine Notice x] The event can be set to trigger phone calls or pagers, up to three (3) units. A text

message may be sent to the pager.

Enter the telephone number

HatLime: dlert 1
Diial HotLine: |Empty[DiaI Mumber) ﬂ

v Activate
* Attach Test Message

Enter the text message 511.911.911.911 Defaul

(" Attach Audio Message
[I(]-J)) Play | Rec... | Browse. . |
“Farmat: PCh 8,000Hz, 8Bit. mona®

Figure 1-17
1. Inthe Dial HotLine drop-down list, type the telephone or pager number.
2. Click Activate.

3. Select Attach Text Message and type the text messages to be sent to a pager.

The system allows you to send a custom sound file to telephone. Your computer must have

microphones connected to the MIC input of GV-System for this operation. To record a sound file, follow

these steps:

1. Click the Rec button to bring up the following dialog box:

«}-Sound - Sound Recorder = =] =]
Fil= Edit Effectz Help

Position: Length:

0.00 sec. 0.00 zec.
1

_

ad o | » | m |Ta

Figure 1-18

2. Click the Record button to start recording. Speak the message script clearly to the microphone.

Click Stop button when it is done.

3. Click the Play button to listen to the recording. To save this sound file, click File, select Save as,

and then click the Change button. This brings up the Sound Selection dialog box.
Sondselection )

Name:
I[untitled] j Hemowe |
Format; IPCM j
Attributes: IB,UDU Hz. 8 Bit, Mono arB/z j
Ok | Cancel |
Figure 1-19
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4. Select PCM 8,000 Hz, 8-bit Mono, the only format supported for this feature, and then click OK.

To find a sound file, click the Browse button to locate the file. Add the path of the file to the field, and

the file will be sent with the telephone calls.

[TCP Server] Allows you to setup TCP server. Select Assign IP and use the drop-down list to select
the network card. Your IP address will be displayed in Bind IP. The default port number for TCP server

is 3550; you may assign different port by entering the port number in the Port field.

[Multicast Server] Allows you to setup the Multicast server; its operation is similar to the TCP server

setup described above. The default port number for Multicast server is 3650.

Note: GV-System automatically checks the dynamic IP of your PC every one minute. This ensures
connection of remote applications, including Remote View, IP Multicast, WebCam, and Remote
Playback.

[HotLine Option] If motion persists, decides how often, specified in minutes, the system should send

a notification to you before the motion ends.

[HotLine Attach Audio Message] Specify how many times to repeat the audio message when a

telephone call is made to you.
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Selecting Screen Layout

This feature gives you the option of screen layout for the 8, 12 and 16 screen divisions.

1. Click the Configure button (No.14, Figure 1-2), point to General Setting, and then select System
Configure. The System Configure window appears.
2. Inthe Startup section, click the Arrow button next to the Panel Resolution item to call up the

following window. The left mode is the default layout; the right is the enhanced layout.

Quad enhanced |
v ikctivate Guad Enhanced:
- u HEE
& Channel: -=
H | [ [
(1T [ [ ]
| [ ([ 1 [ ]
12 Channel: === = =-=
([T [ ([ T[]
T[] [(TITT1]
16 Channe, SEEE - = =
1 H
([T [ T
Ok I Cancel | El

Figure 1-20

3. For the enhanced layout, click the Activate Quad Enhanced option, and click OK.

4. Restart the GV-System to apply it.

Note:

1. When the enhanced screen layout is applied, the camera 1 view will show on the central
screen; when the popup feature is enabled, the pop-up view will show on the central; when the
camera scan feature is enabled, the scanned view will show on the central.

2. If you are using the DSP card, GV-System won't support the enhanced screen layout.
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Launching GV-System from System Tray

The feature lets GV-System appear in the system tray when you launch Windows, instead of
displaying the system login window. To enable the feature, follow these steps:

Click the Configure button (No.14, Figure 1-2), point to General Setting, and then select System
Configure. The System Configure window appears.

In the Startup section, click the Arrow button next to the Startup Auto Login item to display the
following window.

Startup Auto Login Setup il

2

—Btartup Auto Login Liser

ID: |

FPasswaord |

[T Auto Login in Fullscreen Mode

[v Startup Silently Hide into System StatusBar

7 Cancel |
Figure 1-21

3. Check the Startup Silently Hide into System Status Bar option, and then click OK to close the

window.

4. Restart the GV-System. You will see the following icon shown on the system tray.

CIEP S E 1113 am

The GV-System icon

Figure 1-22
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Camera / Audio Install

Click the Configure button (No.14, Figure 1-2), point to General Setting, and select Camera / Audio

Install to bring up the following dialog box:

Camera / Audio Install x|
Camera——— —Wave-In Device
Activate | Auiclio : |Audi01 j v wave out
Startup ——— | Manitor 7 W Reo fudio
Sensitivity: I £

Default Screen
2 Division

Gain 3 g i s
IV Limit Port |15 = Cortrol - A nMAS Y

Figure 1-23

[Camera] Click the Activate button and specify the cameras to be viewed by default. Clearing the

selection of Cameras from viewing does not affect the cameras being recording.

[Startup] Configure the startup camera screens and screen divisions.

B Default Screen Division: To select the desired screen divisions at startup, check the option and
click the right arrow button.

B Limit Port: To restrict camera screens at startup, check the option and select desired port

numbers. This function will take effect at next system startup.

[Wave-in Device] Adjust audio devices to record and listen to live sound.

B Audio: Choose to set up an audio channel from the drop-down list.

B Monitor Sensitivity: Adjusts sensitivity of the audio that will be detected. The higher the value,
the more sensitive it is to the surrounding sound.
Gain Control: Increases or decreases the gain of the microphone.
Wave Out: Select to listen to live audio at the server PC.

Rec Audio: Enable to activate the audio recording function.

26



Configuring Main System

Setting Up Auto Reboot

The Auto Reboot feature restarts your Windows at a scheduled time. Click the Configure button
(No.14, Figure 1-2), point to General Setting, and then select Auto Reboot Setup from the menu to

bring up this dialog box.

Auto Reboot Setup x|

¥ &uto Reboot System

Cay Intersyal: 2 -
- ol
Reboct Time : 1:55.05 PM j Cancel |

{* Restore Last Status
= Apply Startup Settings

v Delay for Cancel Rebaoot: I 30 Sec.

v WatchDog Reset if Reboot System Suspend and Fail

Figure 1-24

[Auto Reboot System]

Enables the setup for reboot time. Specify how often (from 1 to 14 days) at the Day Interval selection

field, and when the Windows should reboot at the Reboot Time.

B Restore Last Status: The system will resume the last operation after rebooting, e.g. camera
recording.

B Apply Startup Settings: The system will apply your Startup settings in the System Configure

window after rebooting.

[Delay for Cancel Reboot] When the item is checked, a warning message will appear and count
down your specified time before the reboot schedule begins. Clicking the Cancel button on the prompt

will cancel the rebooting.

[Watchdog Reset if Reboot System Suspend and Fail]
Prior to Reboot Time, if GV-System finds any abnormal Windows operation that may hinder the Auto
Reboot, GV-System will instruct a hardware reboot of Windows. The feature is not available in GV-250

Card.

Note: GV-System must already be added to Windows Startup menu; only so will the Windows
automatically restart GV-System after a reboot. Also, make sure you've correctly connected a GV
video capture card to your motherboard for the hardware watchdog feature.
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Logging System Activities into System Log

GV-System can monitor security events by recording the login and logout of system resources. No
events will be recorded to the System Log until you activate the desired event logs. To activate the log,
click the Configure button (No.14, Figure 1-2), point to General Setting, and then select System Log
Setting to display the following dialog box.

Activate System Log x|

v General Event ¥ Login/Logout Event
¥ Manitar Event ¥ POS Event

[¥ Counter Event

Irterval of Motion Evert IED Sec.
Irterval of Input Event IED Sec.

—Default Video Player

Monitor Takle : I"-.-"iEWLng j
POS Table : |quick search = |
Impott Previous Days of I—
. ) 7
Live Log Browser:

Available: 1,03 GB

V¥ Keep Days: |3IZI @ Ok |

W Recycle -"HI @ Cancel |
L

Figure 1-25

General Event: Record system startup/exit, network server start/stop, and recording start/stop.
Login/Logout Event: Record the login/logout activities of the local user to GV-System and
WebCam Server.

B Monitor Event: Record motion-triggered and 1/O-triggered events. For this feature to work, you
must check both the Register Motion Event option in Figure 1-13 and the Register Input Event
option in Figure 6-1 in Chapter 6.

POS Event: Record POS transaction data.

Counter Event: Record counting results.

Interval of Motion Event: Specify the log interval between motion-triggered events. This setting
could prevent the System Log growing too big when trying to log all events under a
motion-intensive surveillance area.

B Interval of Input Event: Specify the log interval between I/O-triggered events.
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[Default Video Player]
B Monitor Table: Specify the playback software for playing back monitor events. For details on
each playback application, see Chapter 5.

B POS Table: Specify the playback software for playing back POS events.

[Import Previous Days of Live Log Browser] Specify how many days of data to be loaded to the
System Log.
B Set Location: Click the Set Location button to specify a storage path. The available free space
will be displayed in left hand side.
Keep Days: Set the number of days to keep logs.
Recycle: Enable the system to delete old log files to make space for new files when the HDD free

space is below 500 MB.

To view and learn more about System Log, see System Log later in this chapter.

Setting Different Text Alignment for Each Channel

You can align text overlay, photo overlay and camera/time stamps to different positions for each
channel. In addition, you can even change the alignment of text and photograph while the monitoring

of POS or access control keeps on.

To access this feature, click the Configure button (No.14, Figure 1-2), point to General Setting, and
then select Text Overlay Setting to display the Text Overlay Setting dialog box, and select one
Camera to define various alignments. For details see Superimposing POS Data onto Camera Screen

in Chapter 7.
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Setting Up Password

The password setup allows you to assign permission and rights to users. You can create up to 1,000
passwords. The system will control and restrict access to system resources based on the permission
and rights associated with each user account. Only Supervisor account level is pre-set with the access
to the Password Setup function. Click the Configure button (No. 14, Figure 1-2), point to General

Setting, point to Password Setup, and then select Local Account Edit to display the following

window.

Password Setup

B

Guest [~ Accountis disabled [~ Expire in day (5)

User 3

Powerliser o

z Pasgword :
= . Supervisor Hint -
1
Level : Powerllser
[~ User cannot change password
[~ Force Password change at next logon
[~ Disable userifdo notlogin after day (s)
[~ Exportthis ID for IR Remote Control (GW-Keyhoard)
Iv tonitar Start Cameia [Live)
[+ tonitor Stop 8 O
[ Metworlk Start
IV Mebwork Stop HiHE5HeHER
¥ S chedule Start Vo2l 6 e 10lv 14
I¥ Schedule Stop v 3l 7V 11¥ 15
[¥ Input State ¥ 4 alv 12l 16
Iv Dutput Contral
gzrz ; Audia (Live)
v System Setting
¥ ideo Attribute 80
[v Object Tracking W 1lr 5 al”
I Edit Passward(Supervisar Only) F 2 6" 0
¥ Minimize: or Logout
v FullScreen Enter G §10 7 o il
¥ FullScreen Exit oo™ ezl
[V Snapshat
Multican | Fulticast ] Wiewlog ] Femate Yiew ] ‘wWebcam
Contral Center Frivacy Mask ] Other
Mew | Rermove | Search | Remate Playback ] Fast Backup & Restore

¥ Allow removing password systerm

0K Cancel

Adding a new user:

1. Click the New button at the lower-left hand corner to bring up the New Account dialog box.

Figure 1-26

K|

D
Password

Fassword Confirmation :

Hint :

Level ; User |
QK I Cancel |
Figure 1-27
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Enter the user’s ID name and password. Re-enter the same password in the Password
Confirmation field.

Give a Hint (optional) that would remind you of the password.

Select the user’s authorization level: Supervisor, PowerUser, User or Guest. By default, users
belonging to the Supervisor level have full rights over GV-System settings. PowerUsers have the
same permission and rights as Supervisors, except that they cannot edit user information and
delete the password system (described later). Users belonging to the User level are restricted to
all system settings, and have only limited access to certain functions. Users in the Guest level can
only view videos.

Click OK to add the user.

Editing an exiting user:

This feature is only available for supervisors.

1.

Select a user from the user list to display its properties. Or, right-click on any of the user levels
(User, PowerUser, Supervisor), and then select Find Specific Account for quick search. A valid
password is required to edit a supervisor.

Edit the properties as required. Check the Account Is Disabled option if you wish to disable this

user.

These options you may also find in this dialog box:

Expire in xx day(s): The account will expire and be disabled automatically after a set number of
days. The number you set will count down automatically. Specify the number between 1 and 9999.
User cannot change password: The user is not allowed to change the set password.

Force Password change at the first logon: The user must change the password when logging
in first time.

Disable user if do not login after xx day (s): When the user does not log in the system after a
set number of days, its account will be disabled automatically.

Export this ID for Remote Control: This option allows the export of users IDs for the remote
control. When it is checked, you can see the designated ID in the drop-down menu of login. (Note:
For the operation of remote control, the password should be restricted for digits.)

Allow removing password System: This option lets users remove the ID and password
database from GV-System. To do this, select this option (only Supervisor level users can make the
selection), and then find and click PassUnInStall in the system folder. A message prompts to you

for confirmation. Click Yes to remove the entire ID and password from GV-System.

Note: If the Allow Removing Password System option is not selected, the loss of passwords will
require the reinstallation of Windows and the reset of passwords.
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Changing password when logging in the GV-System
1. When you log in the GV-System, click the Change Password button in the Login dialog box. The

Change Password dialog box appears.

Change Password [z|
g taipei
Password

[v Mew Passwoard

MNew Pagsword

ID: | p
| J Confirmation :
Passward
i [v Mew Hint
Forgot Password
area code

@ | Change Password
Cancel % QK | Cancel

Figure 1-28

2. Type the new password information, and click OK to save the changes.

Note: If the user is not given the right to change password, the message Change Password/Hint
False will be displayed.
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You can send E-mail alerts with attached images when events occur. The events triggering the E-mail

alerts include: Motion Detection, 1/O Trigger, Scene Change, Intruder Event, Missing Object,

Unattended Object, POS Loss Prevention and etc.

You may first set up your server to handle the sending of alerts. Follow these steps to set up an E-mail

account:

1. Click the Configure button (No.14, Figure 1-2), point to General Setting, and then select E-Mail

Setup. This dialog box appears.

Mgl Setup

SMTP Server: I gecvision.com b Teut Contert: E:;f

E-tail From: I i test

geogeovizion.com tw

E-Mail To: I peotaipeiBaeyision com tw

Charset: IWestern European Qdindo j

Stz [ Motice from TEST101 @ Test Mail Account |
—&ttach Image Setup E-lail Alerts Setup

. ; E-Mail Mlert -
b sttach: iy v|J1Enaz  =ff1 Fe ’7Irrtera\{'al'e i wn

— Qption

ta internet .

I Auto Modem dial-up when not connect

Dizconnect hdin.
r I

Delay:

v SMTP Mail Server requires autherticstion

—SMTP Server

SMTF Part: I 23

Aceourt: I geovision
—Damain name from DOMNS
Pazzward: I raker r I m
QK I Cancel |

Figure 1-29

2. In the Mail Setup section, set up following fields:

B SMTP Sever: Enter your mail server name.

E-Mail From: Enter the reply E-mail address (optional).

E-Mail To: Enter the E-mail address you want to send alerts to.

Subject: Enter a subject that would come with the alert message.

Charset: Select the character-set to be used when sending mail via the system.
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3. You have the option to attach an image with the alert when sending mail. Click to enable the
option. Select image format from the drop-down list, and the image size.

4. Inthe Pic. Field, enter how many snapshots (max. 6) you wish to receive in an event.
Press the Arrow button if you wish to tag the snapshot with Time/Date, Camera number, and
Location name. Select Transparent makes the tag background transparent, and Color Box is for
you to choose your text color.

6. Click the Test Mail Account button to test if E-mail function is working correctly. You may click OK

here or go on to set up with following options:

[Email-Alerts Setup] The GV-System can continuously send E-mails to you when events occur. You
may specify the interval between E-mails. The default interval is 5 minutes (configurable from 0 to 60
minutes); therefore if motion lasts for more than 15 minutes it means you will receive 3 E-mails. If

motion lasts for less than 5 minutes, then you will receive one E-mail only.

[Option] Select Auto Modem dial-up to dial-up automatically when the system is instructed to send
E-mail alerts. The Disconnect Delay disconnects the system from Internet after the set number of

minute(s) (from 0 to 30 minutes).

[SMTP Mail Server requires authentication] If the SMTP mail server needs authentication, select

this item and enter your account name and password.

[SMTP Server] Keep the default port 25 or modify it to match that of SMTP Server.

[Domain Name from DDNS] Enter a domain name from DDNS server. The email alert will be sent
containing Webcam Server information and an URL link for remote playback. For this function, you

must enable WebCam Server.

For related settings, see Send Alert Approach, Invoke to Send Alerts and Send Event Alerts earlier this

chapter.
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Audio and Video Settings

Choosing Video Source

Video Source sets the video standard of your system: NTSC or PAL. Click the Configure button
(No.14, Figure 1-2), point to A/V Setting, and then select Video Source to display the following dialog

box.
x
Wideo Setup
Yideo Standard: INTSC_M j
Yiden Resolution:  |pehEEERReER G ERCN -+
ik Cancel |

Figure 1-30

Video Standard: Select a video standard used in your country.

Video Resolution: Consider your priority in image quality or CPU usage before making a

selection.

® For NTSC, the image quality and CPU usage from the highest to the lowest is: 720 x 480,
720 x 480 De-interlace, 640 x 480, 640 x 480 De-interlace, 360 x 240, 320 x 240.

® For PAL, the image quality and CPU usage from the highest to the lowest is: 720 x 576,
720 x 576 De-interlace, 640 x 480, 640 x 480 De-interlace, 360 x 288, 320 x 240.
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Adjusting Video Attributes

This feature lets you adjust video attributes to get the best picture. Click the Configure button (No.14,
Figure 1-2), point to A/V Setting, and select Video Attributes to have two selections: Standard and

Advanced.

Standard Video Attributes
Adjust image quality by moving the sliders to the desired values. Click Default to apply default values.
Click the left and right arrow buttons to select a desired camera for setup. Or, click the finger button

to apply the displayed settings to all cameras.

standard ¥ideo Attributes x|

—Camera

Brightness: ——4+—— [12a
Contrast. ———1F—— |125
Saturation; =———fp—— 128
Hue: —_—— 128

e Default

o e

Figure 1-31

LRREN

Cancel

AGC (Auto Gain Control): Adjusting AGC helps boost weak video signals or reduce strong video
signals, and gives optimized image quality. The adjustment could be done manually or automatically.
When a video signal is weak, for example, due to distance, adjusting the brightness or contrast of the
video source will NOT help the situation. Adjust AGC and see the difference. (Depending on the model

purchased, this feature may or may not be available.)
In the Auto Gain Control window, click Auto for auto adjustment, click Default to apply default values,

or click Apply to apply the displayed settings. The default value is set to 1.15V (115), but you may
move the slider to adjust between 0.3V (30) or 2.5V (250).
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Advanced Video Attributes

This feature lets you know the image size after quality and image adjustment.

[Mulitcam]

Advanced Yideo Attributes x|

Muticam [webcam | Centervz | Control Center |
Camers 1 - m

Criginal Image

Brightness : —F— = = Recording Guality : 4 — .J_. ]
Contrast | ——F— 128 Imae Size

Saturation : 3 [ | e | Keyframe Frame

Hue: —_— |12 I 13846 HKhytes I 1343 Khytes

HOD Caleulstar |

| Ok l Cancel |

Figure 1-32

Camera drop-down list: Select a camera channel for the application.
Codec Selection: Select a desired type of compression.
Image Adjustment (Brightness, Contrast, Saturation, Hue): Move the sliders to adjust image
attributes. Click the finger button to apply the displayed values to all cameras.

B Recording Quality: Move the slider to increase or decrease the picture quality. Click the finger
button to apply the selected quality to all cameras.

B Image Size: Keyframe indicates the compressed file size while Frame shows the partly

compressed file size after quality and image adjustment.

Note: The smaller image size means higher video compression and smaller file size, thus
extending the recording capacity.
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[WebCam, Center V2, Control Center]

Advanced ¥ideo Attributes

Muticam | ViebCam | Center'v2 Cortral Center |

foamera 1 Codec Selection IGeo Mpeg4 'I

Compressed Image

Gluality Guartizer : 4 r:} Bitz per Second

IMedium vl —— EI Default | I 204383 Hhizec

| Ok I Cancel I

Figure 1-33

Quantizer: The bigger the Quantizer, the poor the image quality.
Quality: The default Quantizer for High is 2, for Medium is 4 and for Low is 6. The adjustment

rules between Quantizer and Quality is: Quantizer for High < Quantizer for Medium < Quanitzer

for Low.

B Bits per second: Indicates the data transmission speed after quality adjustment.
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Listening to Live Audio

Click the Configure button (No. 14, Figure 1-2), point to A/V Setting, select Wave Out, and then
select the audio channel you wish to listen to.

By default, audio channel 1 is set to be background sounds even when you switch between video

channels. To change background sounds, select the desired audio channel and select Disable

Wave-Out Audio Switch. The selected audio channel will always be in the background.
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Hard Disk Calculator

Before actual recording, the Hard Disk Calculator allows you to know the required hard disk space and

frame size for different types of codecs and quality.

1. Click the Configure button (No. 14, Figure 1-2), point to A/V Setting, select Video Attributes,
and then click Advanced. The Advanced Video Attributes dialog box appears.

2. Click the HDD Calculator button at the right bottom. The HDD Calculator dialog box appears.

HDD Calculator
Reguired Storage Analysis

2. Select Yideo Compression Codec ;
Software Compression

v I ™
I r
Hardware Compression
¥ WPEG4 - &SP [~ MPEG2
3. Select Recording Quality
[T 1 2 3 Wa [ =5
4. Zet Test Time Total Test Time
[ 0 Hours) 5 Mnute(s) = 0 Hour(s)

Set Expected Recording Time

5 Minute(s)

| 0 Daws) | 0 Howts) | 5 Minutecs) Caloulate @

Exit

Figure 1-34

Select Camera: Select cameras to be used for recording.

Select Video Compression Codec: Check the desired codec(s) to be used for recording.
You can choose more than one codec to compare their performance.

©®  Software Compression: Check the desired codec(s) to be used for recording. You can

choose more than one codec for performance comparison. This option appears dimmed

when GV-2004 or GV-2008 is installed.

©® Hardware Compression: Check the desired codec(s) to be used for recording. This
option is available when GV-2004 or GV-2008 is installed.

B Select Recording Quality: Check the desired quality value(s) for recording. You can choose

more than one quality value for comparison.

B Set Test Time: The system will process a real-time test recording based on the time you set.

For example, if you enter 24 hours here, it will take more than one day to do the test recording.

So avoid entering the longer test time to save you time.

B Set Expected Recording Time: Enter the time you wish for recording.
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3. Click the Calculate tab to see the result.

Note:
1. A calculation difference by + 5 % from actual disk usage is expected.
2. This function is not available to the GV-NVR users.
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Turbo Mode

Turbo mode allows recording at the highest speed that GV-Combo A Card (GV-1120A, GV-1240A and
GV-1480A) can provide at the VGA and DI resolutions.

Comparison for GV-Combo Card and GV-Combo A Card

Total Recording Rate (NTSC/PAL)

GV-1480 GV-1480A | GV-1240 | GV-1240A | GV-1120 | GV-1120A

VGA 120/ 100 fps | 240 /200 fps | 120 / 100 fps | 120/ 100 fps | 80/72fps | 80/72fps
D1 120/ 100 fps | 240 /200 fps | 120/ 100 fps | 120 /100 fps | 80/72fps | 80/72fps
Turbo VGA 416 / 400 fps 240 / 200 fps 120/ 100 fps
Turbo D1 352 /320 fps 240 / 200 fps 120/ 100 fps

Note: When Turbo Mode is activated, the DSP (Real-Time Display) and TV-Out functions will be

disabled.

System Req

uirements

Following is the basic system requirements to activate the turbo mode.

Video Capture Card

CPU

RAM

GV-1120A x 1 Pentium 4, 3.0 GHz Dual Core

GV-1240A x 1 Core 2 Duo, 3.0 GHz 2 x 512 MB Dual Channels
GV-1480A x 1 Core 2 Quad, 2.4 GHz

GV-1120A x 2 Core 2 Quad, 2.4 GHz

GV-1240A x 2 Core 2 Quad, 2.8 GHz 2 x 1 GB Dual Channels
GV-1480A x 2 Core i7, 920, 2.66 GHz




Configuring Main System

Activating Turbo Mode

1. Click Configure, select A/V Setting and select Video Source. This dialog box appears.

Video Source E|
—ideo Zetup -
Wireo Standard: |NTSC_I-.-1 Li
Wideo Resolution:  |540x480 R
®) W furbomode
Ok | Cancel I
Figure 1-35

2. Use the drop-down list to select the Video Resolution. If D1 or VGA resolution is selected, the

Turbo mode option appears.
3. Select Turbo mode, and click OK.

4. You will be prompted to restart the GV-System. Restart the GV-System to take effect.

43



Q GeoVision:

Start/Stop Monitoring

Click the Monitor button and select to start or stop all or individual camera monitoring. Camera Name

in the upper left corner of the view screen changes from yellow to red color when motion is detected.

(Blinking represents the camera is detecting motion). [F7] is the shortcut key of this operation.

Tip: To take a snapshot of the current frame, click the Camera Name and select SnapShot to open the

Save As dialog box, shown as below. Save and tag the frame with Time/Date, Camera number, and

Location name. Select Transparent if you want to make the tag background transparent, and select

Color Box to choose your text color.

Savein | GY-SRT-0104

x|« & et BE-

2=

CommRes
FTPWebHTML

tables

template
ViewlLog500_CommRes
webTemp

Specify file name ——— Filepame: |

Save

Select file type

Save as lwpe: |dc:-: File [*.ds)

[e=e T
j Cancel |

Click to tag time/date [~ Time/Date
Click to tag camera number [ Camera
Click to tag location name [~ Location
Transparent Text Background—— [ Transparent
Color Box |
[T
Figure 1-36
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Playing Back Video Files

The ViewLog button (No. 13, Figure 1-2) is used for playing back video and audio files. For details,
see Chapter 4.

Instant Playback

You can instantly open ViewLog to trace the event(s) of a certain time length without interrupting the

morning.

» To instantly play back the event(s) of one single channel, click on the Camera Name, and then
select the time length.

» Toinstantly play back the events of all channels, click on the ViewLog button (No. 13, Figure 1-2),

select Instant Play, and then select the time length.

Time length choices include 10 seconds, 30 seconds, 1 minute and 5 minutes.
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System Log

System Log displays detailed information about the GV-System and remote operation. This
information is being saved in a database Access format. To view the System Log, click the ViewLog
button (No. 13, Figure 1-2), and then select System Log from the menu. This brings up the Live Log
Brower as shown below. The Log Browser viewer displays five types of event information. Use the

control tab to switch among them.

To search for log data, click the ﬂ icon on the upper left corner to bring up the Advanced Log
Browser. See Advanced Log Browser in Chapter 4.

[Monitor] Displays information pertaining to motion and I/O events. Double-clicking the log list will

allow you to view related video in ViewLog or Quick Search (depending on the video player you

selected in the Activate System Log dialog box. See Figure 1-25).

B Live Log Browser - Recycle Log: B/23/2007 18:52 M=
Monitar ] Systemn | Login | Counter | POS 2 |

1D Time Device Infarmatian Event ~
1 1041942007 31333 P Camera 3 Wideo Lozt

2 1041942007 31333 P Camera 4 Wideo Lost

3 1041342007 3:26:12 P Camera 3 Yideo B esume

4 10/19/2007 5:42:52 PM Camera 4 Yideo Lozt

5 1041942007 B:05: 26 P Camera 4 Yideo Lost

[ 1041942007 5:05:50 P Camera 3 Yideo Lost

7 1041942007 B:05:51 PM Camera 3 Yideo Resume

2 1041942007 7:29:33 P Camera 4 Yideo Lost

3 1041942007 7:50:55 P Camera 3 Wideo Lozt bl

L ¥

Figure 1-37

ID: This column shows the event ID number generated by the system.
Time: This column shows the time when a motion or I/O monitor event occurs.
Device: This column shows camera ID or I/O device associated with the event.
Information: This column shows the 1/O module number
Event: These event messages mean:
B Motion: Appear if motion occurs in the associated camera.
B Video Lost: Appears if video lost occurs in the associated camera.
B Video Resume: Appears if video resume in the associated camera.
B Signal On: Appears if one of the input device connected to the associated I/O module are
activated.
B Signal Off: Appears if one of the input device connected to the associated I/0O module are
terminated.
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I/O error: Appears if associated 1/O module failed.

I/O resume: Appears if associated 1/O module resume to action.

Missing Object: Appears if objects miss from a defined camera view.

Unattended Object: Appears if unattended objects show up within a defined camera view.
Intruder: Appears if there are objects entering a defined region.

Disk Full: Appears if storage space is full.

Scene Change: Appears if the associated camera has been physically tampered.
Network Shutdown: Appears if the network connection is closed.

Camera Connection Lost: Appears if the connection to the associated cameras is lost.
Camera Connection Resumed: Appears if the connection to the associated camera is
rebuilt.

[System] This function shows which functions are being enabled or disabled in the GV-System.

M Live Log Browser - Recycle Log: B/23/2007 18:52

Monitor System | Login | Counter | POS 2 |

D Time Ewvent Device Mode L
1 1041942007 31327 P Systemn Startup Local

2 1041942007 4:07.48 P System Ewit Loczal

3 1041342007 5:42:47 P Systemn Startup Loczal

4 10/19,/2007 5:50:02 P Systemn Exit Local

L 10/19,/2007 6:05:20 P System Startup Local

B 10/13,/2007 7:07:16 PM YWhebcam Swr Stark Local

7 1041942007 72827 PM YWehcarm Svr Stop Local

2 1041942007 72342 P System Euit Loczal

3 1041942007 72934 P System Startup Local bl
< >

Figure 1-38

ID: Displays the event ID number

Time: This column shows the time when system event occurs.

Event: This column shows the following messages when associated actions are taken.

Schedule Start / Stop: Appears when a user starts or stops the monitoring schedule.

Auto Reboot: Appears when the system performs auto rebooting function.

System Start / Exit: Appears when a user starts or stops GV-System.

Start / Stop Monitor All: Appears when a user starts or stops all cameras’ monitoring
functions.

Start / Stop Monitor: Appears when a user starts or stops the individual camera’s monitoring
function. The camera number will appear in Device column.

IO Monitor Start / Stop: Appears when a user starts or stops the individual I/O module’s
monitoring function. The 1/O module number will appear in the Device column.

Modem Svr Start / Stop: Appears when a user starts or stops GV-System’s Modem Server.
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TCP Svr Start / Stop: Appears when a user starts or stops GV-System’s TCP Server.
Multicast Svr Start / Stop: Appears when a user starts or stops Allows connection to IP
Multicast (one of the remote application) at system startup.

WebCam Svr Start / Stop: Appears when a user starts or stops WebCam Server.

Connect to Center Start / Stop: Appears when GV-System connects or disconnects with the
Security Center.

Twin Svr Start / Stop: Appears when a user starts or stops Twin Server.

Connect to Center V2 Start / Stop: Appears when GV-System logs in or out Center V2.
Connect to VSM Start / Stop/Net Down / Net Resume: Appears when GV-System logs in or
out VSM; when the connection of both fails or resumes.

Connect to SMS Start / Stop / Net Down / Net Resume: Appears when GV-System logs in
or out the SMS server; when the connection of both fails or resumes.

Send Email Alert: Appears when an e-mail alert is sent out.

Send SMS Alert: Appears when an SMS alert is sent out.

Send Hotline Alert: Appears when a Hotline alert is sent out.

Windows Shutdown: Appears when Windows is closed.

Recycle: Appears when GV-System recycles event files to increase storage space.

Auto-Reboot: Appears when Windows is automatically rebooted.

Device: This column shows the individual camera number.

Mode: This column shows whether actions are being taken in local side or remote side.

[Login] This function shows whom and when has logged in and out the GV-System and WebCam

Server.

M Live Log Browser - Recycle Log: B/23/2007 18:52

Monitor | System  Login | Counter | POS 2 |
1D Time Uzer Login Uzer Logout Statuz tode Mate ~
1 1041942007 32302 P 1 Succesz  Local
2 1041942007 54305 P 1 Succesz  Local
3 1041342007 6:05:35 P 1 Succesz  Local
4 10/19,/2007 7.07.52 PM 1 Success ‘Webca.., IP127.0
5 1041942007 72746 P 1 Succes: ‘Webca.  IP1Z270
[ 1041942007 72754 P 1 Succes: Webca.  IP1Z27.0
7 1041942007 728301 P 1 Succes:  Webca.  IPZ27.0
2 1041942007 7:29.55 P 1 Succesz  Local
3 1041942007 3:26:06 P 1 Succesz  Local bl
L ¥
Figure 1-39

ID: Shows the event ID number

Time: This column shows the time when Login event occurs.

User Login: This column shows the ID of the login user.
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User Logout: This column shows the ID of the logout user.
Status: This column shows whether login or logout attempts were successful or failed.
Mode: This column shows the following messages:
B Local: Appears if a user logs in or logs out the Main System.
WebCam (Mpeg4): Appears if a remote client logs in or logs out the WebCam server.
TCP: Appears if a user logs in or logs out the TCP Server.
Modem: Appears if a user logs in or logs out the Modem Server.

Multicast: Appears if a user logs in or logs out the Multicast Server.

Remote DVR: Appears if a Control Center operator logs in or logs out via the Remote DVR

service.

B Remote Matrix: Appears if a Control Center operator remotely logs in or logs out via the
Matrix View service.

B Remote Desktop: Appears if a Control Center operator logs in or logs out via the Remote

Desktop service.

Note: This column shows the IP address of the client server.

[Counter] This function shows the information and result of GV-System’s counter function.

B Live Log Browser - Recycle Log: B/23/2007 18:52

| Monitor | Syster | Login  Counter | pog 2 |

1D Start Time End Time Device In Ot
1 10/26,/2007 B:30:33 P 10/26/2007 B:31:33 P Camera 3 1] 1]

07 6:31:41 P 104 -' 3 Pl Camera 3

Figure 1-40

ID: This column shows the event ID number

Start Time: This column shows the time when GV-System’s counter function is activated.
End Time: This column shows the time when GV-System'’s counter function is terminated.
Device: This column shows the camera that performs counter function.

In: This column shows the “In” result of GV-System’s counter function.

Out: This column shows the “Out” result of GV-System’s counter function.
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[POS] This function shows the POS event information. Double-clicking on the log list will allow you to

view related video in ViewLog or Quick Search (depending on the video player you selected in the

Activate System Log dialog box. See Figure 1-25).

B Live Log Browser - Recycle Log; 9/12/2007 20:29 M=
Monitor | System | Login | Counter| Pog 1 POS 2 ]Poa 3| pos 4| Poss| PosT | PoS12| pos 4| ¥
D Time Cantent Ewent s
464 10/25/2007 6:08:53 PM 101 Cash A01272. 47

465 10/25/2007 6:08:54 PM 102 Change 49,00

466 10/25/2007 6:08:55 PM 103 2005.09.14 17:55 Shop:0l1 Stop Transaction

467 10/25/2007 6:08:56 PM 104 1-000004 [208) Page: 1l Start Transaction

L] 10/25/2007 6:08:568 PM 105 coke 6pack £1000T

468 1072572007
470 1042572007

:08:57 M 106 fosters coffee £1000T
:08:57 M 107 bens&jerry ice creag3. 00T

T g Iy e o h  ny

471  10/25/2007 G:08:58 PM 1058 doritos chips £1.79T

472 10/25/2007 &:08:59 PM 109 nabisco cookies £1.29T

473 10/25/2007 6:08:59 PM 110 tropicana juice 51.75T w

£ >
Figure 1-41

ID: This column shows the event ID number.
Time: This column shows the time when POS event occurs.
Content: This column shows the action taken in the POS device.
Event: This column shows the following messages.
B Start Transaction: Appears when sales transaction starts.
Stop Transaction: Appears when sales transaction ends.
Void Transaction: Appears if an item is being void from the sales transaction.

Cash Drawer Open: Appears if the cash drawer is opened.

Filter 1-15: Appears if the sales transaction matches the defined condition 1 to 15.

Note: This column is currently not being used.
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Daylight Saving Time Recording

The GV-System can automatically adjust to Daylight Saving Time (DST).

To enable the DST function, click Windows Start button, click Control Panel, click Date and Time,
click the Time Zone tab, select a time zone of your location, and then select Automatically adjust
clock for daylight saving changes.

Date and Time Properties

Date & Time | Time Zone | Internet Time

Automatically adjust clock For davlight saving changes

[ K l [ Cancel

Figure 1-42

In System Log, the DST recordings can be identified in the D.S.T Rollback column.

B Live Log Browser - Recycle Log: 10/26/2008 00:59

Monitor l System ] Login ] Counter]

D Time Device Information Ewvent Hote DST Rollback T

150 10/26/2008 1: 36:06 Ak Camera 13 Video Lozt Yes

151 10/26/2008 1:36:06 A Camera 14 Yideo Lozt YVes

152 10/26/2008 1:36:06 A Camera 15 Yideo Lozt YVes

153 10/26/2008 1:36:06 A Camera 16 Yideo Lozt YVes

154 1042642008 1:38:43 AM Camera 1 [ Motion Yes

155 1042642008 1:38:51 AM Camera 1 [ Motion ‘Yes
156 10/ AM Camera 1 Kz Motion ez |

L 4

< |

Figure 1-43
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In ViewLog, a separate DST subfolder will be displayed in the Date Tree.

=[5 2008
=B oot
--f1] 28
Ei] DSt

Figure 1-44

Note: The AVI file recorded during the DST period is named with the prefix “GvDST”, e.g.
GvDST20081022xxxxxxxxx.avi, to differentiate from the regular AVI file named with the prefix
“Event”, e.g. Event20081022XXXXXXXXX.aVi.
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Recording Schedule

You can program recording, I/0O devices, and Center V2 services to turn on and off at specific time
each day. Click the Schedule button (No.15, Figure 1-2) and select Schedule Edit to display the

following window.

The window has three major tabs:
B Video Schedule: A schedule starts the surveillance system automatically.
B |/O Schedule: A schedule starts 1/O surveillance automatically.

B Center V2 Schedule: A schedule starts the connection to Center V2 services automatically.

CenterV2 Schedule

I/0 Sche?ule
Setup Sichedule - Add period time schedule x|
Video Schedule —{ o, | W |
—Time ———— —Monitar Invoke Camets
Weekly Schedule — [Roundtne-siockc =]
— ¥ Rec Found-the-clock = Wi 4
. Start : IF‘M13:DD = :
Special Day Schedule — — || ¥ PagerE-Mail ¥ Output
W2 s
End: [emosion =] | Remete
¥ “iew RS
—Week Days Enable Schedule Start
SUNM IMON | TLE IWED | THU | FRI  SAT ’]— 110 Maritar Add Schedule |
—— | Time Period | Apply Dayis) | Operation(s) | Camer...
Phd 13:00 - AW 0500 Mon, Tue Wed Thu Fri REC PagerE-MsilR... 1234
. Ahd 0300 - Ph 2000 Sat,Sun REC PagerE-MailR... 1234
Schedule List
Window
z ===
Camera Tabs
=Record =Pager/E-Mail =Remote Wiew =|f/C Monitor  =Centerv2 o I (Gemez

Figure 1-45
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Video Schedule

1.

3.

Set your surveillance preferences:

[Time] Enter the starting and ending time of the schedule.

[Monitor Invoke] Sets alert methods on motion detection.

B Rec: Records while monitoring. From the drop-down list, select to record video by Motion
Detect or Round-the-Clock.
Pager/E-Mail: Sends pager or e-mail alerts on motion detection.
Output: Triggers the corresponding I/O devices on motion detection. To set up 1/O devices,
see Adjusting Individual Camera earlier in this chapter.

[Remote] Sends the triggered images to the remote applications (WebCam, MultiView or

RemoteView).

[Week Days Enable Schedule] Select days for the schedule.

[Start] Only enabled in I/O Schedule.

[Camera] Applies the settings to selected cameras.

Click the Add Schedule tab to apply above settings. The set schedule will display on the
Schedule List Window.

Repeat above steps to set up more schedules.

Clicking separate Camera tabs, you will see the set schedule is displayed in different color bars:

Red: Recording enabled

Green: Pager/E-mail notification enabled
Blue: System will send videos to Remote View
Jade: 1/0O monitor enabled

Purple: Center V2 schedule enabled.

To modify a schedule, highlight the desired schedule in the Schedule List window, and then click the

Modify Schedule button to make changes.

To delete a schedule, highlight the desired schedule in the Schedule List window, and the press the

Delete key on the keyboard.
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Special Days Schedule

1. Click the Special Day Schedule tab.
2. All settings are the same as those in Video Schedule, except the following section. Use the
drop-down list and select a date from the pop-up calendar. Click Apply to add the date to the

schedule.

2102
2524

o2 ][

Figure 1-46

I/0 Schedule

Set up a schedule to activate the monitoring of I/O devices automatically. All settings are the same as
those in Video Schedule, except the following section. After setting up scheduled time and dates,

select the 1/0 Monitor option to activate the schedule.

— Start

[+ 12 Monitor

Figure 1-47

Center V2 Schedule

Set up a schedule to connect to Center V2 services automatically. All settings are the same as those in
Video Schedule, except the following section. After setting up scheduled time and dates, select the
Center V2 option to activate the schedule. For details on Center V2, see Chapter 1 in GV-CMS Series

User’s Manual.

Start
’]7 Centerty'2

Figure 1-48

Note: If you select the Center V2 check box without setting up the Center V2 schedule and later
enable the Center V2 server, the connection to Center V2 will be stopped automatically after 15
minutes. For this problem, please complete the setup of Center V2 schedule or clear the Center V2
check box.
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PTZ Control

With the PTZ control panel, you can control PTZ functions, e.g. pan, tilt, zoom, focus and preset points.
This control panel will not appear, unless at least one PTZ camera is connected to the system. Follow

these steps to add PTZ cameras to the system:

1. Click Configure button (No. 14, Figure 1-2), point to General Setting, and select System
Configure.

2. Inthe PTZ Control section, select PTZ Device Setup.

3. Select the model from the drop-down list, and click the PTZ Control button . A setup dialog
box appears.

4. Select Activate in the dialog box. This is important! Without this step the PTZ camera will not be
added to the system.

5. Click OK and then go back to main screen. Now you should see the PTZ Control button on

main screen. Click the button to bring out the on-screen control panel, shown as follows:

PTZ Switch

|
] [2x]— Close

)

.‘ @J‘ i— Pan/Tilt Control
1«1;-“
24 8 — Zoom Control

Focus Control

Iris Control

t .- }‘—Option
Addr: 1 -

[ ——  Preset Switch Panel

Figure 1-49

m  PTZ Switch: Changes the PTZ model to be controlled.

m Close: Closes the control panel.

m  Pan/Tilt Control: Allows the PTZ to pan back and forth continually among preset points.
m  Zoom Control: Allows the PTZ to zoom in or out.

m  Focus Control: Adjusts the camera focus.

m Iris Control: Adjusts the camera iris.
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m  Option: Functions included in the Option may be different in terms of PTZ models. Consult

the manual of the connected PTZ model.

m  Address Select: Specify the address of the PTZ.

m  Show Preset: Moves the PTZ to a preset point by clicking the preset number. If the PTZ

supports more than 16 presets, an onscreen keypad is displayed for you to enter the desired

preset number.

Note: Each PTZ will need to be addressed correctly. Refer to the PTZ manufacturers’

documentation for details.

For the supported PTZ models, see Appendix B.

Mapping PTZ Cameras

This option assigns a PTZ camera to its corresponding camera channel for either the local or the

remote applications.

For local applications, see Auto Switching PTZ Control Panels and PTZ Automation later.

For remote applications, this option will let you control PTZ cameras through the WebCam or

Center V2 server.

1. Click the Configure button (No.14, Figure 1-2), point to Accessories, and select Camera

Mapping PTZ Dome. This dialog box appears.

X

Camera Mapping Setup

" Tour Schedule

Camera: |Camera 1 ﬂ
Mame: |
Device:  |Samsung(SPD-3300) |
Address: | Addr 1 |
Idle over: B0 =] sen
& Auto |uta Par |
 Preset | =]

" Multi Position Tour

Figure 1-50 Camera Mapping Setup
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2. Select a camera channel from the Camera drop-down list.
Select the PTZ model connected to the selected channel from the Device drop-down list.

4. If you have two identical PTZ cameras set in the system, you may use the Address drop-down list
to choose the one with the correct address. Up to 64 addresses can be supported.

5. For the PTZ Inactivity settings, see PTZ Idle Protection later.

6. Click OK to apply the settings.

PTZ Idle Protection

When the PTZ remains stationary for a certain time, the PTZ can automatically activate the scan mode,
move to the designated preset point, or start the preset tour.

1. Inthe Camera Mapping Setup dialog box (Figure 1-50), select PTZ Inactivity.

2. Set the idle time after which to start the protection mode.

3. Select Auto, Preset, Multi Position Tour or Tour Schedule as protection mode.

Setting Multi Position Tour
You can create a PTZ tour with up to 64 preset points. Note the number of preset points depends on

your PTZ capacity.

1. Select Multi Position Tour on the Camera Mapping Setup dialog box (Figure 1-50), and click the
Setting button. This dialog box appears.

User define Multiple Preset Tour ]

Tour Setting
Preset:
Cravell Time: 5 _|::| Cancel

Acld | |

Mo | Preset No. | Dwell Time ~
1 5

MAnDth =L k=
N & Lk
foh O Oh

Figure 1-51
2. Select a Preset as a start point.
Set the Dwell Time that the PTZ will remain in a preset.

4. Click Add and repeat Steps 2-3 to build more points in the tour.
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Setting Tour Schedule
When the PTZ camera remains stationary for a certain time, the camera will start the defined
behaviors, such as activating the auto pan or returning the designated preset, in the defined time

frames.

1. Select Tour Schedule on the Camera Mapping Setup dialog box (Figure 1-50), and click the
Setting button. This dialog box appears.

Customize Tour Schedule El
Time Span Setup

¥ Spant: lamooon — |auto Pan -
¥ SpanZ |amoooo ~ |Preset -
¥ Spani amoooo = |Presets -
¥ Spand  |amMooo0 = < |Customize Muttiple-f |

v Weekend Apply  |Presst1 = @
" Sunday & Saturday f¢ Sunday Only Cancel

Figure 1-52

2. Select Span 1, specify a period of time, and select a camera behavior to be activated during the

defined time period.
3. Set another span.

4. If you want to apply a different setting to weekends, select Weekend Apply and select a camera

behavior. And define whether the weekend includes Saturday or not.

5. Click OK to apply the settings.

Note: It is required to set more than one span so that a specified camera behavior will only run in the
defined time frame. Otherwise, you can select the Auto, Preset or Multi Position Tour option (see
Figure 1-49) to configure the idle protection.
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Auto Switching PTZ Control Panels

The function allows the corresponding PTZ control panels to be called up automatically when you

switch to different PTZ camera screens. To enable the function, follow the steps below:

1. Click the Configure button (No. 14, Figure 1-2), point to General Setting, and then select
System Configure. The System Configure window appears.
2. Inthe PTZ Control section, click the Arrow button, point to PTZ Panel Switch and click Auto. The

Camera Mapping Setup dialog box appears.

I
PTZ/I0 Panel

PTZ Panel Switch  »

— FT.Z Contral
¥ PTZ Device Setup: @l |_|—-

ISensnlmatic[UItla ]

Figure 1-53

3. Select the corresponding camera channel, device model and hardware address for each PTZ
camera. For details, see Mapping PTZ Camera earlier.
4. Click OK. When you change the channel, the corresponding PTZ control panel will appear on the

screen.
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PTZ Automation

Other than the PTZ control panel, you can display a Visual PTZ Control Panel on the image.

Op- - Visual PTZ Control Panel

Figure 1-54

1. To control the PTZ, you must map one channel to the PTZ camera first. For details, see Steps 1-4
in PTZ Control earlier in this chapter.

2. To access the new control panel, click on the desired Camera Name on the top left corner of
every channel, and select PTZ Automation. A separate PTZ control window appears.

3. To change the panel settings, click the green PTZ button on the top left corner of the PTZ control
window to have these options:

[PTZ Control Type]

B Type 1: In this mode when you place the mouse arrow on the four directions, ex. north, south,
east, west, the speed indicator of five levels will appear. Click and hold on the required level
of movement and the camera will move as per the specific speed.

B Type 2: In this mode with the mouse click, the PTZ control panel will appear. The movement
of the camera will depend on the speed of the mouse movement.

[Configure]

B Set Color: Changes the color of the panel. Three kinds of colors are available: Red, Green
and Blue.

B Transparent Degree: Adjusts the transparency level of the panel. Ten levels range from 10%

(fully transparent) to 100% (fully opaque).
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Pop-up Live Video on Triggered Events

The live video can pop up immediately for alert whenever motion detection and alarm occurs. To set up,
click the Configure button (No.14, Figure 1-2), point to Video Analysis, and then select Camera

Popup Setting. This brings up the following Camera Popup Setting dialog box.

Camera Popup Setting El

Drwvell Time: 5 Sec.
Irterrupt Interval: 1 Sec.

Camera hotion Invoke

W1 ¥s a9 [¥i13
2 [ 6 [10 [ 14
Wa W7 W1 Vs
4 [T & [T12 [ 18

Check &l | Clear &l ‘
hiod. 1 ] clear A
It 1 v

v Input Invoke:  |camera1 -
OK | Cancel ‘

Figure 1-55

Dwell Time: Specify the amount of time a pop-up live video to remain in the foreground.
Interrupt Interval: Specify the interval between live video pop-ups. This feature is useful when
several cameras are activated for a pop-up alert at the same time.

B Camera Motion Invoke: Choose which camera you wish to have auto pop-up upon motion
detection.

B Input Invoke: Select an input module and number using arrow buttons, select this option and
assign a camera to the input device. Whenever the input is triggered, the live video of the
assigned camera will pop up.

®  The Arrow Button: The pop-up live videos appear on the screen when triggered events occur. If
the DSP Spot Monitor function is enabled, you can select if pop-up live videos appear on the
system screen, spot monitor or both. For details on DSP Spot Monitor Controller, see DSP Spot

Monitor Controller in Chapter 11.

Note: You can use the Mask Filter function in the Camera Record Setting tab (Figure 1-9) to mask off

certain areas of the camera image that you don’t want to detect motion.

62



Configuring Main System

Advanced Motion Detection

To avoid false motion detection, the Advanced Motion Detection feature provides three solutions:
® Create up to 5 levels of motion detection sensitivity in one region
® Mask off unwanted areas for monitoring, such as cloud and tree movement

® Ignore video noise when the lighting condition is poor or changed.

1. Click the Configure button (No. 14, Figure 1-2), point to Video Analysis, and then select
Advanced Motion Detection Setting. The Advanced Motion Detection Setup dialog box
appears.

2. Select the desired cameras for setup, and then click the Configure tab. This dialog box appears.

Advanced Motion Detection Setup

¥ Enable \\ w
|Camera 1 - -

Sansitivity: 4

I
[=R[[=E
+ Setregion (2
" Mask region @

[v Moise Tolerance

II'—I Level: 1

Default | &

Cancel

Figure 1-56 Advanced Motion Detection Setup

Select the desired camera from the drop-down list, and then check Enable.
To set detection sensitivity in a specific area, select a sensitivity level by moving the slider, and
then drag an area on the image. You will be prompted to click Add to save the setting.
This setup has sensitivity levels from 1 to 5, with 4 as default.

5. To create several areas with different sensitivity levels, repeat Step 4.

6. If you want to ignore motion in a certain area, click Mask Region, and then drag an area on the
image.

7. If you want to ignore video noise when light changes, select Noise Tolerance and use the slider
to adjust the level. The higher the level, the more tolerant the system is to video noise.

8. Click OK to save your settings.
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Note:

1. This feature must work with the recording mode of Motion Detection: click the Configure button
(No. 14, Figure 1-2), point to General Setting, select System Configure, click the Camera
Record Setting tab, check Rec Video, and then select Motion Detect (Figure 1-9).

2. If you have set up Motion Sensitivity and Mask Filter in the System Configure settings (Figure
1-9), note that the configurations of Advanced Motion Detection have priority over these settings.
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Video Noise Solutions

The system provides these solutions for video/audio noise:

® Noise Tolerance for motion detection and advanced motion detection
® Noise Detection to Reduce File Size for round-the-clock recording

® Noise Filter to filter out video and audio noise

Noise Tolerance

Designed for motion detection, the noise tolerance feature reduces false alarms and unwanted

recordings caused by weather or light changes. The level of noise tolerance can be adjusted.

Note: The noise tolerance function will not change video quality.

Setting Up for Motion Detection

General Setting  Camera Record Setting ] |/0 Dewce1 HotLlne]

Camera Mame- 1 1~ ¥Yideo Resolution ; 320x240

|Camera 2 :_j Brightness: — ]1 28

- — Contrast; —t— Nz
Rec Contral [ 1| & tuaction: — Ciefault
Recording Cuality: 4 Hue: —_— W

Frames/Sec: [ Smart ngh i. e

~ Motion Detection rf'*:
Motion Sensitivi: 95—

hask Filter: -|,| E+|EI—| g

Momlor Cnntrnl_m
|!“ RecVideo:  |Motion Detect I.._‘_J .

[ &pply Advanced Codec Setting...

v Lctivate Moize Tolerance!

Lewvel  Low

=]

Cancel I

"
[ Invoke Alarm; II:]'J):I ]—_]
[ Invoke to Send Alerts : Low f !’\(\I
[T Output Module: ﬁ’—_‘|
v Reaister Motion Event
oK J Cancel

Figure 1-57

1. Click the Configure button (No. 14, Figure 1-2), point to General Setting, and select System
Configure. In the System Configure dialog box, click the Camera Record Setting tab.
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2. To set the recording mode to motion detection, enable Rec Video, and select Motion Detect from
the drop-down list.

3. To enable noise tolerance, click the right-arrow button next to Motion Sensitivity in the Motion
Detect section. The Motion Detection Setup dialog box appears.

4. Select Activate Noise Tolerance and adjust tolerance level. The higher the level, the more
tolerant the system is to video noise. If your surveillance area may produce much video noise, set
the level to High. Conversely, set the level to Low if the surveillance area may produce less video
noise.

5. Click OK to save the settings.

Setting Up for Advanced Motion Detection

For details, see Advanced Motion Detection earlier in this chapter.

Noise Detection to Reduce File Size

Designed for the round-the-clock recording, the Noise Detection feature can automatically reduce
recording size on video noise conditions, and restore normal recording size when the disturbing

conditions are over.

1. Click the Configure button (No. 14, Figure 1-2), point to General Setting, and select System
Configure. In the System Configure dialog box, click the Camera Record Setting tab.

2. To set the recording mode to Round-the-Clock, enable Rec Video and select Round-the-clock
from the drop-down list.

3. Enable Apply Advanced Codec Setting and click the button. This dialog box appears.

Geo Mpeg4-ASP Codec Setting

General | Advanced |

W Moise detection to reduce file size;
Sensitivity: 2 —Ji

Figure 1-58

4. Select Noise detection to reduce file size and adjust the Sensitivity level. The higher the value,

the more sensitive the system is to video noise.
5. Click Apply.
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Note:
1. You can also use this function when the recording mode is set to Motion Detection.

2. When the option is seletecd and video noise conditons are detected, you can see the icon é
overlaid on the right-bottom corner of recorded videos. So you can easily distinguish the normal-
size segment from reduced-size segment. Note the icon does not appear on live video.

Noise Filter

The Noise Filter function can remove video and audio noise from live view. The video denoising can

reduce file size and improve image quality, while the audio denoising can maximize the sound quality.

Filtering Out Video Noise
1. Click the Configure button (No. 14, Figure 1-2), point to Video Analysis and select Video

Lowpass Filter Setting. This dialog box appears.

Video L owpass Filter Setting rg|
Choosze Camera
Demo
O [T s [ 3 [ 13
Clear &l
L [ 6 [ 10 [ 14
______ Select Al
Wiz [ 7 [ 11 [ 15
...... ke
[ 4 [ & [ 12 16
Cancel
0

Figure 1-59
2. Select the desired channels to be filtered out video noises, and click OK. The video noises from

the selected channels are reduced, and file sizes are decreased too.

Filtering Out Audio Noise

1. Click the Configure button (No. 14, Figure 1-2), point to A/V Setting, select Wave Out, and select
Wave Out Denoise. A dialog box appears.

2. Select the desired channels to be filtered out audio noise, and click OK. The audio noises of the

selected channels are reduced.
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Picture-in-Picture View

With the Picture in Picture (PIP) view, you can crop the video to get a close-up view or zoom in on the
video. This function is useful for megapixel resolution that provides clear and detailed images of the

surveillance area.

1. Click the desired camera name and select PIP View.
2. The screen automatically switches to one division, and an inset window of the camera view

appears in the bottom right corner.

Inset window

Figure 1-60

3. Double-click the inset window. A hand icon appears.

4. Click the inset window. A navigation box appears.

Navigation box

Inset window

Figure 1-61

5. Move the navigation box around in the inset window to have a close-up view of the selected area.

6. To adjust the navigation box size, move the cursor to any of the box corners, enlarge or diminish
the box.

7. To change the frame color of the navigation box, right-click the image, select Mega Pixel Setting,
and select Set Color of Focus Area.

8. To exit the PIP view, click the camera name and click PIP View again.
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Picture-and-Picture View

With the Picture and Picture (PAP) view, you can create a split video effect with multiple close-up
views on the image. A total of 7 close-up views can be defined. This function is useful for megapixel

resolution that provides clear, detailed images of the surveillance area.

1. Click the desired camera name on the screen, and select PAP View.
2. The screen automatically switches to one division, and a row of three inset windows appears on

the bottom of the screen.

Gv-800

Figure 1-62

3. Draw a navigation box on the image, and this selected area is immediately reflected in one inset
window. Up to seven navigation boxes can be drawn on the image.

4. To adjust a navigation box size, move the cursor to any of the box corners, enlarge or diminish the
box.

5. To move a navigation box to another area on the image, drag it to that area.

o

To change the frame color of the navigation box, right-click the image, select Mega Pixel Setting

and click Set Color of Focus Area.

7. To hide the navigation box on the image, right-click the image, select Mega Pixel Setting and
click Display Focus Area of PAP Mode.

8. To delete a navigation box, right-click the desired box, select Focus Area of PAP Mode and
select Delete.

9. To exit the PAP view, click the camera name and select PAP View again.

10. To add another navigation box when less than seven navigation boxes are drawn, click the

camera name, select PAP View to enter, right-click the image, select Mega Pixel Setting, and

then select Enable Add-Focus-Area-Mode.
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System ldle Protection

The System Idle Protection allows the administrator to work on the system without the worry of logout

or leaving the system not recording anymore.

This feature can automatically logout the administrator, login a user with no access rights and/or start

recording.

Auto Logout Administrator

If the administrator does not press the mouse or press a key within a set period of time, the system will

automatically log him/her out.

1. Click the Configure button (No. 14, Figure 1-2), point to General Setting, and then select

System Idle Protection Setting. This dialog box appears.

System Idle Protection x|

—aystem ldle Pratection

Systern ldle over: |3':' Sec

[v Auto Logout or Switch to Startup Login User if availakle;

IBupewiSDr j
[v Auto Manitoring
IMnnitnrAII |

v Auto Metwaork Service of Startup Setting

i I Cancel |

Figure 1-63

2. Enable the Auto Logout or Switch to Startup Login User if available option, and then select
Supervisor or Supervisor, Poweruser from the drop-down list.
3. Inthe System Idle Over field, type the idle time from 10 to 300 seconds, after which Supervisor or

Poweruser will be logged out.
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Auto Login User without Access Rights

When the system is started up after an idle time, a specified user with no access right will login. This
allows the user to see the system is on and working, but at the same time does nothing with the

system. The feature must work with the Startup Auto Login function.

1. Click the Configure button (No. 14, Figure 1-2), point to General Setting, and select System
Configure.

2. Inthe Startup section, enable Startup Auto Login, and click the Arrow button beside (Figure 1-3).
The Startup Auto Login Setup dialog box appears.

3. Type ID and Password to set up a user for auto login, and click OK.

=
" 3
B :\

—Startup Auto Login Llser

o 2

Fas=word |°‘1

[~ Auto Login in Fullscreen Mode

[~ Startup and Hide into Systern Tray

]34 I Zancel

Figure 1-64

4. Inthe System Idle Protection dialog box (Figure 1-63), select the Auto Logout or Switch to
Startup Login User if available option, and then select Surpervisor or Supervisor, Poweruser
from the drop-down list.

5. Inthe System Idle Over field, type the idle time from 10 to 300 seconds, after which the specified

user will be logged in.
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Auto Start Recording

If the administrator does not press the mouse or press a key within a set period of time, the system will

automatically start recording.

1. Inthe System Idle Protection dialog box (Figure 1-63), select the Auto Monitoring option, and
select Monitoring All, Schedule Monitoring or I/O Monitoring from the drop-down list.

2. Inthe System Idle Over field, enter the idle time from 10 to 300 seconds, after which the system

will start recording.

Note: The feature can monitor keystrokes or mouse clicks, even from IR Remote Control and
GV-Keyboard.
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Creating Shortcuts

You can create up to 20 shortcuts on the main screen to a program or file.

1. Run Fast Backup & Restore Main System from the Windows Start menu. The Fast Backup &
Restore MulitCam System window appears.
2. Click the Select Skin Style button, select DVR, and then select User Define Setting. This dialog

box appears.

Application Filer Parameter

| | Ok | Cancel
Figure 1-65
3. Click the Add button. This dialog box appears.
Add New Item X]
Application | Painter
File | COMNNDOWS sy stem32imspaint .exe J
Parameter | To madify images
’Tl Cancel |

Figure 1-66
B Application: Names the desired application to be pointed to.
B File: Assigns the path to the desired application.

B Parameter: Sets the command information for the application.

4. Click OK to save all the configurations.
5. Run the Main System. The shortcut button appears.
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Touch Screen Support

The GV-System offers three types of control panels with touch screen support: PTZ Control Panel, /0
Control Panel and Touch Screen Panel.

PTZ and I/0 Control Panel

This feature gives you the option of a large PTZ and 1/0O control panel with touch screen support. To
open the panel, follow the steps below.

1. Click the Configure button (No. 14, Figure 1-2), point to General Settings, and select System
Configure to display the System Configure window.

2. Inthe PTZ Control section, click the Arrow button, point to PTZ/IO Panel, and check Large.

—PTZ Contral |

v FPTZ Device Setup: =10

I evies Setp (=D [B FTZ/I0) Panel
ISensormati-:[Ultra '] T PTZPanel Switch *  Large

Figure 1-67

Touch Screen Panel

The touch screen panel allows you to switch to ViewLog and full screen by the touch of a finger. To
open the panel, follow the steps below:

1. Click the Configure button (No. 14, Figure 1-2), point to Tools, select Tool Kit, point to Touch

Screen Panel and then select Panel Setup to display the following window.

Touch Screen Panel Setup x|
v Activate
% Activate when enter Full-Screen Mode only %
= Alweays Active
Layout
’V * “ertically " Horizontally
Cil, Cancel |
Figure 1-68
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[Activate]

B Activate when enter Full-Screen Mode only: Launches automatically the panel when the
full screen view is applied.

B Always Active: Always displays the panel on the screen.

[Layout] Choose a vertical or horizontal panel.

2. Click OK to save the above settings.
3. Aninformation window indicating date, time, and storage space will appear at the upper left corner

of the screen. Right-click it to open the touch panel as shown below.

T-I-Tcl:lc

1.12G8 "
Figure 1-69
No. Name Description

Indicator Indicates date, time and storage space.

ViewLog Opens the ViewlLog.

Full Screen Switches to a full screen.

System Log Opens the System Log.

1
2
3
4  Login/Change User Switches users to log in the GV-System.
5
6

Close MultiCam Closes the GV-System.

Note: You can move the touch screen panel anywhere on the screen by dragging it.
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System Tools

Colorful Mode

You can enhance the coloring of live video to have more vivid and saturated images. Note this function
does not affect the original files.

For the users of GV-600, GV-650 and GV-800 Card:

Follow the steps below to close DirectDraw Overlay before applying the Colorful Mode since the two
features cannot be run together.

1.

Click the Configure button (No.14, Figure 1-2), select General Setting, select System Configure,
clear the selection of Enable DirectDraw Overlay on the General Setting tab, and restart the

main system.

To access the Colorful Mode, click the Configure button, select Tools, select DirectDraw
Configuration and select Use Colorful Mode. Then restart the main system for the mode to take

effect.

For the users that use GV-1120, GV-1240, GV-1480, GV-2004 or GV-2008 Card with a spot monitor:

Follow the steps below to close DirectDraw Overlay before applying the Colorful Mode since the two
features cannot be run together.

1.

Click the Configure button (No.14, Figure 1-2), select Accessories, select DSP Spot Monitor,
select Spot Monitor Setup, select Use DSP as Spot Monitor at next startup, and restart the

main system.

Click the Configure button, select General Setting, select System Configure, clear the selection

of Enable DirectDraw Overlay on the General Setting tab, and restart the main system.

To access the Colorful Mode, click the Configure button, select Tools, select DirectDraw
Configuration and select Use Colorful Mode. Then restart the main system for the mode to take

effect.

For the users that only use GV-1120, GV-1240, GV-1480, GV-2004 or GV-2008 Card:

Follow the steps below to close DSP Overlay before applying the Colorful Mode since the two features
cannot be run together.

1.

Click the Configure button, select Tools, select DirectDraw Configuration and select Use

Colorful Mode. Then restart the main system.
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2. Click the Configure button, select A/V Setting, clear the selection of DSP Overlay, and restart

the main system for the colorful mode to take effect.

Note: The Colorful Mode can be applied to any connected channels of IP devices directly by
selecting Use Colorful Mode and then restarting the main system.

Image Quality of DirectDraw Overlay

By default, the DirectDraw Overlay is activated and set to High Quality if your VGA cards support it.
However, High Quality can result in blurred images for certain VGA cards and in a low panel resolution.
When the image problem occurs or the panel resolution is set to 1280 x 1024 or lower, change the
setting to Standard Quality.

1. Click the Configure button-(No.14, Figure 1-2), select Tools, select DirectDraw Configuration,

click the DirectDraw Overlay tab, and select Standard Quality or High Quality.

2. Restart the main system for the selection to take effect.

Stopping Video Lost Watchdog

When the video signal is weak, the software watchdog will try to recover the lost video by restarting the
system and even rebooting the computer. If the video lost watchdog feature is not required, you have

the option to disable it.

To disable this feature, click the Configure button (No. 14, Figure 1-2) , point to Tools, select Video

Signal Diagnostic, and select Disable Video Signal Weak Watchdog.

Note: This option is only available for GV-600, 650, and 800 Cards.

Deactivating Video Lost Beep

To stop a beep noise when any of videos lost, click the Configure button (No. 14, Figure 1-2), point to

Tools, select Video Signal Diagnostic, and select Disable Video Lost Beep.
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Fast Key Lockup

If you wish not to use certain fast keys and do not want them to interfere with the keyboard use, you

can disable the fast key functions.

1. Click the Configure button (No. 14, Figure 1-2), point to Tools, select Tool Kit, and then select
Fast Key Lock Setup. This dialog box appears.

x
¥ Lock Sensitive Fast Key

Lock | Fast Key &

F7

| Fa

F3

O F11

F12

I

| M

| s

O T

W

O i

O X b

e

R -
q of”
O I Cancel | Brovwse |

Figure 1-70

2. Check Lock Sensitive Fast Key, and check the fast keys you want to disable. To restore the fast
keys, uncheck them again.

3. Click OK to apply your settings.

Fast Key Reference

This option lets you view the fast key windows of Main System and PTZ Control, giving you an instant
reference. Click the Configure button (No. 14, Figure 1-2), point to Tools, select Tool Kit, and then
select Fast Key List to display the fast key table of Main System. Click Next to display the table of
PTZ Control.

Version Information

To know which version of GV-System you have, click the Configure button (No. 14, Figure 1-2), point

to Tools, and then select Version Information.
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Hybrid and NVR Solution

To implement IP video surveillance, GeoVision provides the two solutions:
e Hybrid Solution: Integrates analog videos with digital videos from IP video devices.

e NVR Solution: A software-based system GV-NVR without requiring a video capture card.

GeoVision’s Hybrid and NVR solutions support not only own-brand IP video products but also products

from leading manufacturers. For the supported IP devices, see Appendix D.

Note: GV-250 Card does not support the Hybrid solution.

GeoVision IP Video Products

GeoVision offers a comprehensive line of IP video products:

e GV-IP Camera: A megapixel IP camera.
e GV-Video Server: Converts up to 2 analog cameras into IP cameras.
e GV-Compact DVR: Converts up to 4 analog cameras into IP cameras.

e GV-NVR: A complete software-based solution for IP video surveillance.



Hybrid and NVR Solution

Dongle Type

An appropriate USB dongle is required for the computer to run the Hybrid and NVR solutions. There
are three types of USB dongles available for both Hybrid and NVR solutions.

1. NVR (GV) Dongle: This is used only for GeoVision IP video devices, including GV-IP Camera,
GV-Compact DVR and GV-Video Server.

e The dongle options include: 4, 8, 12, 16, 20, 24, 28, 32 IP channels.

2. NVR Dongle: This is used for third-party IP devices.

e The dongle options include: 1, 2, 4, 6, 8, 10, 12, 14, 16, 18, 20, 22, 24, 26, 28, 30, 32 IP
channels.

3. Combo Dongle: This is used for a mix of GeoVision and third-party IP video devices.

It is required to install drivers from the software CD for above three dongles to work.

The three dongles can be upgraded to include the AVP (Advanced Video Process) functions.

See USB Dongle Required for IP Device Application in Appendix A.
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Hybrid Solution Description

1. Specifications of the Hybrid solution. The Hybrid solution provides you 8 free IP channels for

GeoVision IP video devices, with the limit of 32 channels in total.

For example:

Number of analog channels + 8 free GV IP channels + Number of channels in USB dongle
(NVR(GV), NVR or Combo Dongle) <= 32 channels.

Connection of GeoVision IP devices to GV-System. To receive the video streaming of 8
channels or less from GeoVision IP video devices, there is no need to use an extra USB dongle. If

more than 8 GV IP channels are required, you need a NVR (GV) Dongle.
e The dongle options include: 4, 8, 12, 16, 20, 24 IP channels.

In this case, the total number of channels for your Hybrid system is: Number of analog channels +

8 free GV IP channels + Number of channels in your NVR (GV) Dongle <= 32 channels.

Connection of third-party IP devices to GV-System. To implement the Hybrid solution with

third-party IP video devices, you need a NVR Dongle.

e The dongle options include: 1, 2, 4, 6, 8, 10, 12, 14, 16, 18, 20, 22, 24, 26, 28, 30, 32 IP

channel(s).

In this case, the total number of channels for your Hybrid system is: Number of analog channels

(+ 8 free GV IP channels) + Number of channels in your NVR Dongle <= 32 channels.

Connection of both GV and third-party IP devices to GV-System. To implement the Hybrid

solution with a mix of GeoVision and third-party IP video devices, you need a Combo Dongle.

e The dongle options are the combined options of NVR (GV) Dongle and NVR Dongle.
Inform your sales representative the exact number of third-party IP channels and additional

GV IP channels you need, so the Combo Dongle can be delivered upon your requirements.

For example, you need 8 third-party IP channels plus 8 additional GV IP channels, so the number
of channels in the requested Combo Dongle is 16. The total number of channels for your Hybrid
system will be: Number of analog channels + 8 free GV IP channels + Number of channels in your

Combo Dongle (e.g. 16) <= 32 channels.
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NVR Solution Description

1. Specifications of the NVR solution: When an appropriate USB dongle is attached to GV-NVR

System, it can support up to 32 IP video channels.

2. Connection of Geovision IP devices to GV-NVR. To implement the GV-NVR solution with

GeoVision IP video devices, you need a NVR (GV) Dongle.

e Dongle options include: 4, 8, 12, 16, 20, 24, 28, 32 IP channels.

3. Connection of third-party IP devices to GV-NVR. To implement the GV-NVR solution with
third-party IP video devices, you need a NVR Dongle.

e Dongle options include: 1, 2, 4, 6, 8, 10, 12, 14, 16, 18, 20, 22, 24, 26, 28, 30, 32 IP

channel(s).

4. Connection of both GV and third-party IP devices to GV-System. To implement the NVR

solution with a mix of GeoVision and third-party IP video devices, you need a Combo Dongle.

e The dongle options are the combined options of NVR (GV) Dongle and NVR Dongle. Inform
your sales representative of the exact number of GV IP channels and third-party IP channels

you need, so the Combo Dongle can be delivered upon your requirements.

For example, you need 12 GV IP channels plus 8 third-party IP channels. Therefore, the number
of channels in the requested Combo Dongle is 20, and the total number of channels for your NVR

system is 20.
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Adding IP Video Sources

The setting procedures may vary slightly among IP camera, video server and compact DVR. The

following procedures are the example of setting up an IP camera in the system:

1. Click the Configure button (No. 14, Figure 1-2), select General Setting, select Camera / Audio

Install and click IP Camera Install. This dialog box appears.

IP Camera Setup

a;

Please select the number of IP cameras 1 - @

you want to install:

Daongle... Configure ... | Ok | Cancel |

Figure 2-1

2. Check Install IP Camera, select the number of IP cameras you want to link to, and click

Configure. This dialog box appears.

Hybrid Video Server

Server address | Port | Carn. No. | Status | Yideo Resolution Location | Add Camera

| e ]
[Esmeamms]

Scan Camera

Figure 2-2

® To automatically set up an IP camera, click Scan Camera to detect any IP cameras on the
same LAN. Note that the Scan Camera function only works for GeoVision IP products.
® To manually set up an IP camera, click Add Camera.

The following steps are the example of manual setup.

3. Click Add Camera. This dialog box appears.

Select Brand E|
Server P [152.168.1.21 |
HTTP Port : |80

User name : |admin

Password : |*‘*‘*‘*‘*

Brand : |F‘Iease select the brand of IP camera j

Message

Figure 2-3
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4. Type the IP address, username and password of the IP camera. Modify the default HTTP port if

necessary.
5. Select a camera from the Brand drop-down list. This dialog box appears. The options in the dialog

box may vary depending on camera brands.

GeoNessy2IPCam El

Port
Port | 10000

Strearn Nurmber
 Single Stream & Dual Stream

Codec Type

Preview : MPEG4  Record (JPEG j

Resolution
Preview : Record

Figure 2-4

Port: Video streaming port number.

Stream number: You may have the option of single or dual streaming.

Codec Type: You may have the codec option of MPEG4 or JPEG. If the selected camera
supports dual streaming, the preview codec and recording codec can be set differently.

B Resolution: You may select the different resolutions for preview and recording.

6. Click Apply. The IP camera is added to the list.
7. Click the listed camera, and select Display position to map the IP camera to a channel on the

GV-System.

Hybrid Yideo Server

Server address J Port Carn. MO, I Status I ‘ideo Resolution I Location J idCamais
192 168.1.70 10000 Cameral Connected IG0:240MMPEGA ASP)..  Geovision WideoServer{Cam..

182.168.1.21 10000 {ila] Geovision VideoSererCam..

Cisplay position Scan Camera
Uelele Calnera
Change setting

Remaote camera setting

il

Figure 2-5

8. The Status column now should display “Connected”. Click OK.

Tips: You can access the configuration interface of the connected IP device by clicking Remote

Camera Setting.
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Advanced Settings

To preview video, activate audio and configure frame rate, click the desired camera (Figure 2-5) and

select Preview & Audio Setting. This dialog box appears.

X

Preview and Audio setting

Freview selected camera

] g 0K
CAM. 2 - [v Preview dual stream record channel: -
Wideo preview Audio setting Cancel

Maonitar [~ Wave Out
Sensitivite:

[~ Ret Audio

4| Eain
Iht]

Hardware compressed data control
¥ Enable hardware-compressed data FIFO

Recaord frame rate control
[ Record key frame only.

Figure 2-6

[Preview Channel Select]

B Drop-down List: Select the desired camera for live preview

B Preview dual stream record channel: The option is only available when the dual stream is set,
i.e. the cameras for live view and recording are configured differently (see Figure 2-5). Check this

option for recording preview.

[Audio Setting]

B Monitor Sensitivity: Adjust the sensitivity of the audio that will be detected. The higher the value,
the more sensitive the system is to the surrounding sound.
Gain Control: Increase or decrease the gain of the microphone.
Wave Out: Enable this option to listen to live audio from the camera.

Rec Audio: Enable this option to activate the audio recording.
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[Hardware compressed data control]

The hardware-compressed data from the video IP device, such as IP Camera, Video Server and
Compact DVR, will be transmitted directly to remote servers instead of being compressed again on
GV-System. The remote servers include Center V2, Control Center and WebCam. This function is
useful when many remote servers access GV-System at one time. It can reduce the system load on

GV-System, and provide more frame rates and better image quality for each remote server.

Note: It is highly recommended to enable this function on a LAN environment because it requires a
lot of bandwidth.

[Record Frame Rate Control] Set the recording frame rate to meet your bandwidth requirements.

B Maximum recording frame rate: This option is available when the recording codec of the IP
camera is set to JEPG. Select the frame rate from 1 to 30 fps.

B Record key frame only: This option is available when the recording codec of the IP camera is set
to MPEG4 or H.264. You can choose to record key frames instead of all frames. This option is
related to the GOP setting if it is available on your IP camera. For example, if the GOP value is set
to 30, there is only one key frame among 30 frames.

For the GOP setting, see GV-Video Server and GV-IP Camera User’'s Manuals.

87



Q GeoVUision:

Setting Up PTZ IP Camera

To set up the IP camera with PTZ functions, follow these steps:
1. To addthe PTZ IP camera to the system, follow the steps in Adding IP Video Sources above.

2. To open the PTZ control panel and perform the PTZ functions, follow the steps in PTZ Control in
Chapter 1.
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Upgrading the Dongle

The Dongle can be upgraded to include more functions or enhance the system. You need to collect the

data from your dongle and send it back to GeoVision for an upgrade.

1. Each dongle has its own serial number. Find it on the side of the dongle. Later this serial number

will be used in naming the files for upgrading.

SIC+7116442
(2 Geovision:

Figure 2-7

2. Insert the dongle to the computer.

3. Inthe GV folder, double-click GVUsbKeyUpClient.exe. This dialog box appears.

5 GeoVision USB Key Upgrade Client &l

USB Keys:

NYR [00325230

Information
@ NVR-7116442 [00325230)
= HW Serial: 7116442

Internal Serial: 0000024E
Softwares: NVR

Identification

Save Key |ID Data

Upgrade

Upgrade ‘ ‘

Select All Select None Exit

Figure 2-8
4. To retrieve the data from the dongle, click Select All. The information of the dongle is displayed in

the information field. Note the displayed number of “HW Serial” should be the same as that on the

dongle.

5. To save the data to your local computer, click Save Key ID Data. If you have more than one
dongle to upgrade, click Batch Save. Different dongle data will be saved as separate files. The file
will be named after the serial number on the dongle and saved as *.out. For example, if a dongle
serial number is 7116442, the file is named “NVR-7116442.out”.
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6. Send this data file to GeoVision at sales@geovision.com.tw. The GeoVision will examine the data

file and send an *.in file back to you. The file name also includes the serial number of that dongle.

In this example, the data file you will receive is named “NVR-7116442.in".

7. After you receive the updated file, insert the correct dongle matching the .in file you receive, and

then run GVUsbKeyUpClient.exe.

8. Click Select All to read the dongle, click Upgrade and then open the updated file to upgrade the
dongle. You can also select more than one dongle in the list and click Batch Upgrade to upgrade

them at the same time. Make sure these dongles match the updated files you receive.
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Video Analysis

Object Tracking and Zooming

Object Tracking provides you the real-time tracking and automatic magnification of a single moving
object by the combination of one PTZ camera and one stationary camera. If only one PTZ camera is
available, it can be applied for Object Zooming, letting you configure four critical views for real-time
zooming. The Object Tracking and Object Zooming functions can be combined together by completing

both settings.

Object Tracking

For the tracking function, you need one PTZ camera applied for tracking and one stationary camera
set for a fixed view. Install the PTZ camera and the stationary camera in the best possible closing
position, so the focus of both could be similar. For the supported PTZ cameras, see Certified PTZ

Models for Object Tracking in Appendix C.

PTZ Setup
Before configuring the Object Tracking function, first configure the PTZ camera.

1. Click the Configure button (No. 14, Figure 1-2), point to General Setting, and then select
System Configure. The System Configure window appears.

2. Inthe PTZ Control section, select PTZ Device Setup, and select one camera from the drop-down

list.

Click the button. A setup dialog box appears.

Select Activate and select Object Tracking Only.

Enter Com Port, Baud Rate and PT Speed of the PTZ camera.

o o &~ w

Click OK to apply the settings.
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Object Tracking Setup

After the above PTZ setup, go back to the menu bar. Click the Configure button (No. 14, Figure 1-2),
point to Video Analysis, select Object Tracking Application, and click Object Tracking Setup to
display the following dialog box. The left image is the PTZ camera view and the right image is the

stationary camera view.

Object Tracking Config

Object Tracking |Zoom In Objectl

FTZ Selection | ICamera : v| Fixed Carmnera Selection |Camera 1 vi

~ Setup ~ Selection

Pan 473 4| i A & Object Tracking Track Timeisec)
Tilt 759 _‘J J .LI  Zoom In Ohject |‘10

rLlvetufging——

Zoom 280 | il | e |; e I
Sensitivi 3 | — -

ensitivity . , j— - ! T’ @

|D fine Detect R 'v! [

i) b ﬂ Izl [~ Enahble Mask

QK I Cancel |
Figure 3-1

[PTZ Selection]

u : Click to set up the PTZ.

B Camera: Click the drop-down menu to choose the corresponding camera screen of the PTZ.
[Fixed Camera Selection] Click the drop-down menu to choose the corresponding camera screen of
the stationary camera.

[Setup]

B Pan, Tilt and Zoom: Use the slide bars to adjust the PTZ camera view.

B Sensitivity: Use the slide bar to adjust the detection sensitivity.

B The drop-down menu: Click the drop-down menu to define detection region and object size.
[Selection]

B Object Tracking: Click to specify the tracking time.

B Zoom in Object: Click to specify the idle time.

[Live Tuning] Adjust directions and the desired level of zooming.
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[Enable Mask] Click to display the mask on the defined detection region.

1. Click to display the following dialog box, select the PTZ brand and the hardware address,
and click OK to apply the settings.

PTZ Selection x|

Device ISensnrmatic{UItra I j

Addr

O

Cancel

Figure 3-2

2. Choose the corresponding camera views of the PTZ and stationary cameras. In Figure 3-1, the
images of the PTZ camera show in the Camera 2 view, while the images of the stationary camera
show in the Camera 1 view.

3. Adjust the view of the PTZ camera with the sliders of Pan, Tilt and Zoom. Make sure the PTZ
camera view is as similar as possible to the stationary camera view.

Click the Save button E to save the both views as image references.
Adjust Sensitivity or keep it as default.
6. Select Define Detect Region from the drop-down menu. Use the mouse to outline a detection

region in the right image; you will be prompted to enter Detect Region. See Figure 3-3.

- Selection-
& Object Tracking

Detect Region
i Delete Detect -
Region
: st ]
Cancel |

Figure 3-3

 Zoom In Ohject

v Enable Mask
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10.

11.

Select Define Object Size from the drop-down menu. Use the mouse to outline the max and min
object sizes for tracking separately. Every time when finishing the outlining, you will be prompted

to enter Maximum Object Size or Minimum Object Size. See the illustration below.

Selection
 Ohject Tracking

" Zoom In Chject

¥ Enable Mask

Figure 3-4
Click the Object Tracking item and specify Track Time (sec). Track Time (sec) indicates the

tracking duration in seconds.

Selection
¢ Object Tracking Track Time{sec)

¢ Zoorm In Object 10

Figure 3-5

When the PTZ is tracking, you can still control it to zoom in a desired area. Click the Zoom in
Object item and specify Idle Time (sec). Idle Time (sec) indicates the zooming duration in
seconds. If a target appears after the specified idle time, the PTZ will start tracking. If not, the PTZ

will remain on the zoomed place.

Selection
™ Ohject Tracking ldle Time(sec)
f« Zoom In Object 10

Figure 3-6
Click the Test button to check your settings. There are two major settings you have to observe in
the testing. 1) Tracking: Observe if the target showing in the defined detection region is being
tracked with a highlighted mask, and magnified automatically in the left image. If not, increase the
sensitivity degree. 2) Zooming: Use the mouse to outline an object in the right image, and observe
if it is magnified in the left image clearly. If not, use the Live Tuning buttons to adjust directions
and the desired level of zooming.
Click OK in the lower of the window to save your settings of the tracking time, the idle time for
zooming in objects and the testing results.
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Starting Object Tracking

After the above settings, you can start the object tracking application. Click the Configure button (No.
14, Figure 1-2), point to Video Analysis, select Object Tracking Application, and then click Object

Tracking Start to start the function.

Zooming in Objects during Tracking

While the PTZ is being applied for tracking, you can still control it to zoom in any desired area by

launching the Zoom in Dialog window.

1. Click the Configure button (No. 14, Figure 1-2), point to Video Analysis, select Object Tracking
Application, and then click Object Tracking View to launch the Zoom in Dialog window,

overlapping in the main screen, as shown below.

Note: The Zoom In Dialog window is for the stationary camera view and the main screen is for the
PTZ view.

Zoom In Type
[Foeacamers  «]

Camera

[camera 1

Back o Tracking

GV-800

& LR (SR RS

Figure 3-7 The outlined area in the Dialog window is magnified on the main screen

In the Zoom In Type field, select Fixed Camera.

3. Inthe Camera field, select the assigned camera view for the stationary camera.
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4. Use the mouse to outline a desired area in the Dialog window. It will be magnified on the main

screen.
When the specified idle time of zooming is up, PTZ will go back for tracking. If you want to stop the

zooming function before the specified idle time, click the Back to Tracking button in the lower of the

Zoom In Dialog window. Then PTZ will go back tracking instantly.
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Object Zooming

If only one PTZ camera is available, without the stationary camera, you can simply apply it for the

object zooming function. The feature allows you to configure up to 4 critical views for instant

monitoring and zooming.

PTZ Setup
Before configuring the Object Zooming function, first configure the PTZ device. Refer to the PTZ Setup

of Object Tracking.

Object Zooming Setup
After the above PTZ setup, go back to the menu bar.

1.

Click the Configure button (No. 14, Figure 1-2), point to Video Analysis, select Object Tracking

Application, and select Object Tracking Setup to display the Object Tracking Config dialog box.

Then click the Zoom in Object tab in the upper part to display the following dialog box.

Note: No images will show in the right view until you complete the settings below.

2.

Object Tracking Config

Object Tracking Zoom In Object |

PTZ Selection Camera 2 vI

-~ Selection

~Setup

Pan 158 <] Tl | |dle Mode Idle Tirmeisec)
Tt 434« I | [Tracking =l o @
Zoam 0 ll | | ¥ Show Screen No
Test
Wiew 4 hd Add l Remuvel Remove All i
cancel |
Figure 3-8

Click for the PTZ setup. Refer to step 1 in the section of Object Tracking Setup.
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Choose the camera view of the PTZ. In Figure 3-8, the images of the PTZ camera show in the
camera 2 view.
Use the sliders of Pan, Tilt and Zoom to set up the View 1 as shown below. Then click the Add

button to apply the settings. The View 1 will show in the upper-left corner of the right image.

Setup

Pan O Eal |
Tit o ] |
Zoom O 4] |

Wi 1 - Add |Remwe‘ Remaowe All |

Figure 3-9

Click the drop-down menu to set up View 2, 3, and 4, one at a time. Refer to Step 4 for the View 1.

Specify Idle Time (sec), indicating the zooming duration in seconds.

Selaction
Idle Mode Idle Time(sec)
[view 1 = o @

Figure 3-10

Click the Idle Mode drop-down menu. The seven options included inside are: None, View 1, View

2, View 3, View 4, Tracking and Refresh View.

B None: After zooming, the PTZ camera will remain on the same view until the next zooming
command.

B Tracking: After the idle time, the PTZ camera will start tracking if it is also being applied for
the tracking function.

B View 1,2,3,4: After the idle time, the PTZ camera will go back to the preset View 1, 2, 3, or 4.

Refresh View: After the idle time, the 4 views will be refreshed.

Click Test to check your settings. Use the mouse to outline a desired area in one of the four views.
The area will be magnified in the left view.

Click OK to apply the displayed selections and close the dialog box.



Starting Object Zooming

After the above settings, you can start the object zooming application.

1. Click the Configure button (No. 14, Figure 1-2), point to Video Analysis, select Object Tracking
Application, and click Object Tracking View to open the Zoom in Dialog window, overlapping on
the main screen (Figure 3-7).

2. Inthe Zoom In Type field, select Quad View.

3. Inthe Camera field, select the assigned PTZ camera. Then the four views you set up before

shows in the Zoom in Dialog window.

-Euum In Dialog E|:
Selection
Zoom In Type Camera
|Quad Wiy j |Camera 2 j

3010 Idle Mode

Figure 3-11

4. Use the mouse to outline a desired area in one of the four views. The area will be magnified on
the main screen.

5.  When you click the Go to Idle Mode button in the lower part, your setting in Step 7 of Object
Zooming Setup will be applied. For example, if you choose View 3, the PTZ camera will go to the

preset View 3 when you click the button.
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Single Camera Tracking

Single Camera Tracking can track a moving object using only one PTZ camera. When an object
moves within the view of camera, the PTZ camera will follow its movement. When the object is out of

view, the PTZ camera can be set to return its designated position.

For supported PTZ cameras for this feature, see Certified PTZ Models for Object Tracking in Appendix
C. Note the feature also supports the certified PTZ cameras connected from GV-Video Server and
GV-Compact DVR.

Adding a PTZ Camera

Before setting the tracking function, add the PTZ camera to the system.

1. Click the Configure button (No. 14, Figure 1-2), select General Setting, and select System

Configure. The System Configure dialog box appears.

2. Inthe PTZ Control section, select PTZ Device Setup and select the PTZ camera from the

drop-down list.
3. Click the button. A setup dialog box appears.
4. Select Activate.

5. Select Object Tracking Only. Note if you want to configure the preset points, first select Normal
and configure presets from the PTZ control panel on the screen. After setup, select Object

Tracking Only here.
6. Specify COM port, Baud Rate and Speed of the PTZ camera.

7. Click OK to apply the settings.

102



Setting PTZ Tracking

Click the Configure button (No. 14, Figure 1-2), select Video Analysis, select Object Tracking
Application, select Object Tracking Setup and click the Single Camera Tracking tab. This

dialog box appears.

Dbject Tracking Config

ObjectTracking] Zoom In Ohject Single Camera Tracking ]

FTZ Selection i 1Cameraw -

|~ Selection-
v Eanhle Tracking Idle Mode

VCC3 1 iPreseH v! [P
Sengitivity 2 —_—— ldle Time{sec)
Test
’T] Cancel ]
Figure 3-12

Select Enable Tracking. The PTZ Selection dialog box appears.
Select the specific camera and its hardware address, and click OK.
Select the corresponding camera view from the PTZ Selection drop-down list.

Click the button to adjust the direction and zoom level of the camera.

Use the mouse to outline the maximum and minimum object size for tracking on the image. Every
time when you finish the outlining, you will be prompted to enter Maximum Object Size or

Minimum Object Size.

To set the camera to return to home position or a preset when it remains stationary for a certain
time, specify Idle Mode and Idle Time in seconds. Note that your camera should support the
home position and the preset should be configured in the system ahead (see Step 5 in Adding a

PTZ Camera topic earlier).

Click Test. Move an object through the view of camera and its movement should be tracked. If not,

increase Sensitivity value to increase system sensitivity to motion in the camera view.

Click OK to apply the settings.
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Activating PTZ Tracking

After above settings, you can start the Single Camera Tracking. Click the Configure button (No. 14,
Figure 1-2), select Video Analysis, select Object Tracking Application, and click Object Tracking
Start.
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Object Counting

Video Analysis

The Object Counting provides bi-directional counting of objects under the surveillance area. When

defined, it could count any objects, such as people, vehicles, animals, etc.

1. Click the Configure button (No.14, Figure 1-2), point to Video Analysis, and then select

Counter/Intruder Alarm Setting. This dialog box appears.

X

Camera Applied as Counter

Choosze Camers

W1 Wswalwi13
W 2 W 5 W10 [v 14 Clear Al

W3 W7 W11 ¥ ok

W 4 V8 V12 |71a;

Configure...

Cancel
[ Update the Loy every: I G0 Min.
¥ Showe Object m m

Figure 3-13
2. Select the desired cameras for the counter application.

3. Select Show Object to put a rectangle around the object being tracked.

4. Click the Configure tab to open the Setup dialog box.

[Counter]
To define the counter to count target objects, click the Counter tab.

Setup

Courter I e |

 Choose Camera

‘ |Camer33 _v_j ‘

- Definition———+—————————
& Define Detection Zones |Z|

" Define Ohject Size

EE:}'! @

Sensitivity oy 3
S ] | S
- — N
~Sefting———————————— | I

¥ Enahle Counting
& 1 \Way Counting

 2\ay Counting @ ~TestCount——————— [~ Counting Result———

1}
Live - i Test | ‘

|

|

In
Qut 1]

- Ciption
¥ Enable Mask

T p—

Figure 3-14
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In the Choose Camera section, select a camera from the drop-down list for setup.

In the Definition section, there are two options:

B Set Detection Zones: Use the mouse to outline detection regions on the video image.
Number 1 is for region 1; number 2 for region 2. Defining multiple regions 1 and 2 is
practicable. Clicking the delete (blue X icon) button will clear all defined regions.

B Define Object Sizes: Use the mouse to outline a region matching the normal size of the
targeted object. If the video is playing, first click the Snapshot button to freeze the image
before defining.

In the Sensitivity section, adjust the detection sensitivity. The higher the value the more sensitive

the system to motion.

In the Setting section, select Enable Counting and select how you want to count the objects.

B 1 Way Counting: When an object appears in region 1 and then enters into region 2, it will
be counted as 1 in.

B 2 Way Counting: When an object appears in region 1 and then enters into region 2, it will
be counted as 1 in, and when an object appears in region 2 and then enters region 1 it will
be counted as 1 out.

In the Option section, select how you want to highlight the detected object. If Enable Mask is

enabled, masks will be displayed on the detection regions.

To test your settings of counting, select Live from the drop-down list, and then click the Test

button. Notice how the number changes in the Counting Result section when objects pass through

the detection regions. There are three options in the drop-down list. Live tests your current
settings; Door Demo and Traffic Demo are pre-recorded events, showing how the application

counts objects in actual DVR examples.



[Alarm]

To set up the detection alarm, click the Alarm tab.

Setup

Counter  Alanm ]
Choose Camera
Camera 3 o
- Definition —
* Define Detection Zones |X|
" Define Chiect Size
~Sensttivity
3 T—
~Setting -
Alarm Macle 1 hd
[ 1 = 2 Alarm @) | rest court -
[~ 2-=1 Alarm
Live | FRA
Option
Iv Enahle hiask ¥ Invoke Alarm : i
W Ouputbode:  [wed. 1t v|[Pin1 =] |
™ Mever Recycle @
oK Canecel
Figure 3-15

1. Inthe Choose Camera section, select a camera from the drop-down list for setup.
2. Define the detection regions and object size. See Step 2 in [Counter] section above.
3. Inthe Setting section, there are two kinds of alarm modes:
B Alarm Mode 1: The detected object slightly crosses the border of the alarm region it is about
to enter.
B Alarm Mode 2: The detected object is fully inside the alarm region it just enters.
After you select the alarm mode, select how you want the alarm to be triggered.
B 152 Alarm: When an object enters from region 1 to region 2, the event will be recorded as
“Intruder” in System Log for later retrieval.
B 21 Alarm: When an object enters from the defined region 2 to region 1, the event will be
recorded as “Intruder” in System Log for later retrieval.
4. Inthe Option section, you can mask the detection regions, select alarms and deal with
alarm-triggered events.
B Enable Mask: Mask the defined detection regions.
B Invoke Alarm: Activate the computer noise alarm when an object enters a defined region.
Click the button next to the item to assign a .wav sound file.
B Output Module: Enable an installed output device when an object enters a defined region.
Assign the output module and pin number.
B Never Recycle: When the item is checked, the alarm-triggered events won't be recycled
even when disk space is full.

5. To test your alarm settings, click the Test button.
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Retrieving Images Using Object Index

The feature allows you to view the very first frame of a continuous movement in a video stream. With
Live Object Index, you may view the most recent 50 frames captured. With Object Index Search, you

may easily locate a desired event and instantly play it back by double-clicking on the image frame.

Object Index Setup
You can select up to 16 cameras to view live video frames.

1. Click the Configure button (No. 14, Figure 1-2), point to Video Analysis, and then select Object
Index/Monitor Setup. The Camera Applied Object Index/Monitor dialog box appears.

2. Select the desired cameras for the application.

3. Click the Configure button (No. 14, Figure 1-2). The Video Object Setup window appears.

Yideo Object Setup

Object Index | object Monitor |
¥ Camera

Mask Filter:

W [EEX]

Storage
Ayailable: 4.38GB

Set Location |

W Recycle | Keep Days 30

Yideo Player
|Quick Search j

Setup
" Ohject Index

* Face Detection @)

[ Show Object

Ok | Cancel

Figure 3-16 Video Object Setup for Object Index
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4. Select one camera from the drop-down list and enable Camera for the following setup.

B Mask Filter: Use the mouse to outline a mask area where motion will be ignored.

B Set Location: Click the button to assign a path to save the file.

B Keep Days: Check the item and specify the days to store the files, from 1 day to 999 days.

B Recycle: When both Keep Days and Recycle are selected, the system applies whichever
condition comes first. For example, if storage space is lower than that is required to hold the
days of data specified in Keep Days, recycle comes first.

B Video Player: Select one of these players for playback function: ViewLog or Quick Search.

B Show Object: When motion is detected, it will be outlined with a blue frame.

In the Setup section, select Object Index.

6. Click OK to apply the settings.

Note: The minimum storage space required for Object Index is 500 MB.
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Live Object Index

After configuring Object Index, you can start to view the most recent frames captured, with 50 frames

at most.

1.
2.

Start camera monitoring.

Click the ViewLog button (No. 13, Figure 1-2), and then select Live Object Index to display the

Live Viewer window.

Lock

Dbject Index Live Yiewer

Camera 1 Camera 1 Camera 4 Camera 15 Catnera 4
16:09:13 16:09:14 16:09:16 16:09:16 16:09:16

PR AL

s |

=iy

Camera 13 Camera 13 Camera 4 Camera 3 Camera 15

160917 16:09:21 .. 16:09:21 16:09:25 .. 16:09:25 ..
' Il 3

Camera 1 Camera 1 Camera 15 Camersa 1 Camera 15

16:09:25 16:09:27 16:09:27 ... 16:09:29 16:09:30 ...

=

Camera 1 Camera 1 Camera 1 Camera 135 Camera 3
16:09:31 16:09:52 16:09:51 16:09:353 ... 16:09:54 ...
() ‘N
‘ 4 :
Camera 1 Camera 1 Camera 1 Camersa 1 Camera 3
16:09:35 16:09:35 16:09:35 16:09:35 160936 ...
Figure 3-17

The controls in the Live Viewer window:

The Lock button: Click to pause the updating process.

=

Time ending without “...”

Time ending with “..”

Time ending without “...”: This means the file is a complete one and can be played back with

the ViewLog or Quick Search player. Double-click the frame to play back its related video.

Time ending with “...”: This means the video can’t be played back since the system is still

recording.



Object Index Search

You can locate frames within selected cameras and a specific time frame.

1. Click the ViewLog button (No. 13, Figure 1-2), and then select Search Object Index to display

the following search window.

From | 20 62002 j |DE:3|3:53 j
Ta | 22002 j ID?:SD:SS j
Camera 9 13
11 15
4 12 16
O I Cancel

Figure 3-18 The Search Window

2. Specify a time frame and cameras, and then click OK to start searching. The following window will

be called up.

Cam04 7/15/2004 10:00-10:30 {1}

—Maving Object List

=101

10:00:27 140
7

10:02:47 750

10:01:05 640

100316671 1000447013 1000448515 10312796

100623531 100641 265 1000642406 1000645 250

10:02:33 687

100520703

10:07:11.359

=
100727 762 100737343 100846093 100846406 100847 730
Searchl Exit I

D fnipzooa *I

-1 711212004
-2 71372004
-2 71472004
=423 7H5/2004

Figure 3-19 The Moving Obiject List Window (left) and the Record List (right)
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[The Record List] The list contains the search results. Double-click a camera folder to display
all found files. Click one time-segment file (e.g. 10:00) to open its included frames in the Moving

Object List window.

[The Moving Object List window]

B Frames: Double-click any frame in the window to play back its video file with the Viewlog or
Quick Search player.
[=1: Click the Next Page button for the next page.
Search: Click the button to launch the search window.

Exit: Click the button to close the window.

Note: Every time segment is a 30-minute interval, as shown in Record list in Figure 3-19.
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Face Detection

The Face Detection enables the GV-System to identify and record human faces. This feature captures
human faces only, ignoring other body parts, objects or background views. Moreover, it can capture

each face separately when a group of people comes in the view together.
Up to 16 cameras can be configured for this application.

1. Click the Configure button (No. 14, Figure 1-2), point to Video Analysis, and then select Object
Index/Monitor Setup. The Camera Applied Object Index/Monitor dialog box appears.

Select the desired cameras to be configured.

Click the Configure button. The Video Object Setup window appears.

Select one camera from the drop-down list and select Camera to enable the following settings..
In the Setup section, select Face Detection and click OK.

Start the monitoring of the configured camera(s).

N o o M 0N

On the main screen, click the ViewLog button (No. 13, Figure 1-2) and select Live Object Index.

When the faces are detected, the thumbnail images will appear on the Object Index Live Viewer.

3]

Camera 1 Camera 1

17:57.08 17:58:25

Camera 1 Camera 1

17:58:29 17:58:44
H

Camera 1 Camera 1

17:59:09 17:59:13

Figure 3-20

8. Double-clicking one of images can play back its related video.

For details on the settings in the Video Object Setup dialog box, see Object Index Setup earlier in this

chapter.

Note:

1. Face contour must be clearly seen.

2. Only faces tilting within the range of 15° vertically and 30° ~ 45° horizontally can be detected.
3. The face to be detected must cover at least 1/10 of the screen.
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Unattended and Missing Object Detection

The Object Monitor program can detect any unattended and/or missing object within the camera view

by highlighting its location.

Detecting Unattended Objects

To detect any unattended objects within the camera view, follow the steps below:

1. Click the Configure button (No. 14, Figure 1-2), point to Video Analysis, and then select Object

Index/Monitor Setup. The Camera Applied Object Index/Monitor dialog box appears.

2. Select the desired cameras for the application.

3. Click the Configure button to display the Video Object Setup dialog box (Figure 3-21).

4. Click the Object Monitor tab to display the following window.

¥ideo Dbject Setup
Object Index Objectnﬂonitorl

—Camera
ICamera 1 j
Mask Filter:
- [Ea]x
—Setup
IUnanended Ohject j v Accept
Define Object | @
Save Reference Image I
[~ Never Recycle (@)
Embed alarm region into recorded
o video
Demo | Show Reference Image
[¥ Live disable alarm region _|
Luminance change .
o detection : 3 +
Sensitivity : 3 —=
Delay Timeisec)
|9 [
v Gutput hodule |Mod_1 vl |Pin.1 vl
OK I Cancel |

Figure 3-21 Object Monitor

5. Inthe Camera field, select a desired camera for setup.

6. Select Unattended Object from the drop-down list.
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7. Click the Accept check box to make other options available.

8. Use the Mask Filter function to ignore any motion detection within a certain area if necessary.

9. Click the Define Object button.

10. Use the mouse to outline the max and min detection regions separately on the screen. Every time

when finishing an outlining, you will be prompted to select Maximum Size or Minimum Size. See

the illustration below.

imimum Size |
Cancel |

Figure 3-22 Defining the min. and max. detection size

11. Click the items of Show Max and Show Min in the lower of the window one by one to check your
defined sizes.

12. Click the Done button to finish the defining.

13. Click the Save Reference Image button to save the image as a reference view.

14. To set up other options, see Other controls in the Video Object Setup window in the section of
Detecting Missing Object later in this chapter.

15. Click the OK button to apply the settings.

16. Start camera monitoring for the application.
When an unattended object appears and remains stationary for 9 seconds, its location will be

highlighted in live video, the selected alarm and output will be activated, and the event will be recorded

as Unattended Object in System Log for later retrieval.
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Detecting Missing Objects

To detect any object missing from the camera view, follow the steps below:

o o M 0w N

10.
11.

Follow the Step 1 to 4 in the above Detecting Unattended Objects section to display the Video
Object Setup dialog box (Figure 3-21).

In the Camera field, select a desired camera for configuration.

Select Missing Object from the drop-down list.

Check the Accept option to make other options available.

Click the Define Object button.

Use the mouse to outline regions on the object(s) you want to detect. It is recommended to outline
several regions within the object(s) to increase detection sensitivity. Notice that the outlined
regions should not be larger than the object(s). Every time when finishing an outlining, you will be

prompted to select Add Region. See the illustration below.

’ﬁ

S,
/ 14‘
Add Region |
Delete Region |

Cancel

Figure 3-23 Outlining regions on objects

Click the Done button to finish the defining.

Click the Save Reference Image button to save the image as a reference view.

To set up other options, see Other Controls in the Video Object Setup Window below.
Click the OK button to apply the settings.

Start camera monitoring for the application.

When any object, which you have outlined the regions for, disappears from the camera view for 3

seconds, its location will be highlighted in live video, the selected alarm and output will be activated,

and the event will be recorded as Missing Object in System Log for later retrieval.



Video Analysis

Other Controls in the Video Object Setup Window:

B Show Reference Image: Click to view the saved reference image.

B Never Recycle: When the item is checked, the events of unattended and missing objects won't
be recycled by the system.

B Embed Alarm Region into Recorded Video: This option will contain the flashing alert boxes in
the recorded files so you can easily find out suspicious events during playback. Note that if you are
used to searching suspicious events with Object Search, do not enable this option. These flashing
boxes can cause false alarms.

B Live Disable Alarm Region: When an unattended or a missing object is detected, this option

allows you to close the flashing alert box automatically or manually.

Click the [...] button beside to display the Object Index Live Viewer window (Figure 3-24). Select
to close the flashing box automatically or manually. Under Delay Time(s), specify the duration of
an unattended or a missing object to invoke a warning message (Figure 3-25). The range of delay

time is from 1 to 99999 seconds.

Closing the flashing box will disable object detection and alarm settings no matter automatically or

manually. To reactive, please restart monitoring.

Mote: Closing the Flashing Alert
Redion will disable object detection. To

reactivate, please restat monitaring.
Disable alarm redion
{: :
il ¥ Unattended Ohject
* Manual I Missing Object
Delay Timeds) :
|5 Cancel | Tes ]
Figure 3-24 Figure 3-25

B Luminance Change Detection: This option may suspend object detection when the lighting
condition is poor so as to avoid false detection. Use the slide bar to adjust the level of detection
from 1 to 5. The higher the level is, the more sensitive the system is to luminance change. When
luminance change reaches the level you set, the system will stop object detection.

B Sensitivity: Use the slide bar to increase or decrease detection sensitivity if necessary.
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B Delay Time: This option allows you to specify the duration of an object missing or unattended to

invoke the detection.
Unattended Object: The duration is from 3 to 1800 seconds, with 3 seconds as default.

For example, suppose you choose 12 seconds. When an unattended object appears in the
camera view for 12 seconds, its location will be highlighted.
Missing Object: The duration is from 3 to 1800 seconds, with 3 seconds as default. For example,

suppose you choose 9 seconds. When a defined object disappears from the camera view for 9

seconds, its location will be highlighted.
Invoke Alarm: Enables the computer alarm when any unattended and/or missing objects are

detected. Click the [...] button next to the item to assign a .wav sound file.
Output Module: Activates the output device when any unattended and/or missing object is
detected. Click the [...] button next to the item to assign an installed output module and a pin

number.
Demo: Click to see the demonstration from actual DVR applications.



Privacy Mask Protection

The Privacy Mask can block out sensitive areas from view, covering the areas with black boxes in both
live view and recorded clips. This feature is ideal for locations with displays, keyboard sequences (e.g.

passwords), and for anywhere else you don’'t want sensitive information visible.

You can also choose to retrieve the block-out areas during playback. The retrievable areas will be

protected by password.

Setting Up a Privacy Mask

1. Click the Configure button (No. 14, Figure 1-2), point to Video Analysis, and then select Privacy
Mask Setting. The Privacy Mask Setup dialog box appears.

2. Select the desired cameras for setup, and then click the Configure tab. This dialog box appears.
x

¥ Enable
ICamera1

" Recoverable

(0] I Cancel

Figure 3-26 Privacy Mask Setup

Select a camera from the drop-down list, and select Enable.

4. Select Un-recoverable and/or Recoverable.
B Un-recoverable: You cannot retrieve the block-out area(s) in the recorded clips.
B Recoverable: The block-out area(s) is retrievable with password protection.

5. Drag the area(s) where you want to block out on the image. You will be prompted to click Add to
save the setting. The Un-recoverable region is marked in black, while the recoverable region is
shown in red.

6. Click OK to save the settings.
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Granting Access Privileges to Recoverable Areas

The user must be granted access privileges to see the block-out areas when launching ViewLog for

playback.

1. Click the Configure button (No. 14, Figure 1-2), point to General Setting, select Password
Setup, and select Local Account Edit. The Password Setup dialog box appears.

2. Select one account, click the Privacy Mask tab, and check Restore Recoverable Video to grant

the privilege.
x
Guest [~ Account is disakled I Expirein day (2]
User
Powerllser ID: !
.- Supervisar Fassword : |~
R Hint 3
Level : Supervisor

[~ Usercannot change passward

[~ Force Passwaord change at next logon

[T Disable user ifdo not [ogin after: l_ oy (s)
I~ Exportthis ID for IR Remote Control (GY-Keyhoard)
I~ Login this ID automatically (Single user mode)

| ¥ Restore Recoverable ideo | Camera (Eventlog)

Fi1F 5F 9F 12
M 2V 6 10 14
Va7 ¥ i 15
V4 el 12 16

Corbrol Center Privvacy bask Other

Mulicam | Mulicast | Viewlog | Hemote View | ‘Websam
Newl REmo“el Seamhl Remote Playback I Fast Backup & Restore

v Allow removing password system Ok I Cancel |

Figure 3-27

Note: If you open the event files (*.avi) directly from local disks, the valid ID and password are also
required to access the block-out areas. For more information on retrieving the block-out areas in the
exported files, see Exporting Privacy Mask in Chapter 4.
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Scene Change Detection

The Scene Change Detection can detect when a camera has been tampered physically. This feature
can generate an alert whenever someone or something has covered the lens of the camera, or when

the camera has been moved, or when it is out of focus.

1. Click the Configure button (No. 14, Figure 1-2), point to Video Analysis, and then select Scene
Change Detection Setting. The Scene Change Detection Setup dialog box appears.

2. Select the desired cameras to be configured, and then click the Configure tab. This dialog box
appears.

Scene Change Detection Setup

Camera

ICamera1 j
Mask regian |

¥ Focus change ()

¥ Wiew change (2]

Sensitivity, 3 ——

Delay Time{seac)
|5

V¥ Invoke Alarm

v Output Module

[+ Live disable alarm

SN

[~ Mever Recycle

Dema

IFDcus change j Play |

Figure 3-28 Scene Change Detection Setup

Cancel |

Camera: Select the camera to be configured.
Mask region: Masks off the areas where motion will be ignored.

Focus change: Generates an alert when the camera is out of focus.

View change: Generates an alert when the camera has been moved, or the lens of the
camera has been covered.

Sensitivity: Adjusts detection sensitivity. The default value is 3.

Delay Time(s): Sets the duration of a scene change before an alarm condition is triggered.
Invoke Alarm: Activates the computer alarm when a scene change is detected. Click the [...]

button beside to assign a .wav sound file.
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B Output Module: Activates the output device when a scene change is detected. Click the [...]
button beside to assign the output module and pin number.
B Live disable alarm: Choose whether to invoke the warning message when a scene change

is detected. Click the [...] button beside to display Figure 3-29.

" Auto After confirmation, the scene change
detection will use the newicurrent
&+ Manual SCENario.

——>

Delay Time(s)

3 Cancel Yes Mo |
Figure 3-29 Figure 3-30

Select Auto to close the warning message (Figure 3-30) automatically or select Manual to
close it manually. Under Delay Time(s), you can define the duration of a scene change to

invoke the message. The range of delay time is from 1 to 99999 seconds.

B Never Recycle: When the item is checked, the event files of scene changes will not be
recycled by the system.
B Demo: See three examples of Focus Change and View Change. Click the Play button to see

the demonstration.
When a scene change is detected, a warning message will appear on live video (if Live Disable

Alarm is enabled), the selected alarm or output will be activated, and the event will be recorded as

Scene Change in System Log for later retrieval.
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Panorama View

Spliced from multiple camera images, a panorama view provides a continuous scene for live

monitoring.

Each camera selected for the panorama view will keep the recording in original format. Up to 4 sets of

panorama views can be created.

Note: This function is only available when an AVP dongle is used.

To access this feature, click the Configure button (No. 14, Figure 1-2), point to Advanced Video
Analysis, select Panorama Setting, select the desired cameras on be configured, and then click the

Configure button. This dialog box appears.

Panaorama selection

& || [Panorama 3 ~
&

Source

Camera 4

. e i
Selected source

Figure 3-31
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The controls on the Panorama View Setup dialog box:

No. Name Description

1 Add Adds an image for automatic splicing.

2 Undo Cancels the settings.

3 Manual Setting Manually splices the images together.

4 Blending Makes the spliced images seamless.

5 Demo Displays the setup procedure.

6 Save Before Exit Saves the created panorama view and closes the dialog box.
7 Exit Closes the dialog box.

8 Preview Window Displays the selected source image or the spliced images.

) Selects the panorama set for the images to be spliced together.
9 Panorama Selection ) )
Clicks again to rename the panorama set.

10 Source Selects the source image to be spliced.

11  Selected Source Displays the selected image.

Creating a Panorama View

To stitch images from different cameras together, follow these steps:

1. Select one panorama set (No. 9, Figure 3-31) from the drop-down list. If you want to rename the
selected panorama set, type the name in the field.
2. Select one camera from the Source drop-down list (No. 10, Figure 3-31) and then click Manual

Setting (No.3, Figure 3-31). This dialog box appears.

Pancrama Yiew Setup

Figure 3-32
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3. From the Reference drop-down list, select one camera as the Reference image. At this step, the
camera you selected at Step 2 will be the only Reference image.

4. From the Source drop-down list, select one camera as the Source image to be stitched with the
selected Reference image.

5. To stitch the two images together, click on a significant point in the Reference image and then look
for the same point in the Source image. A dialog box of point selection will prompt you to confirm.

You need to set up 3 points for stitching.

Pairt 3 |

Cancel |

Figure 3-33

Note: For the best result, position the points in the overlapping areas on both images. Avoid placing
the points in a cluster or lining them up straight.

6. The resulting image is displayed in the Preview window. If satisfied with the result, click OK to exit
the setup dialog box. If not, re-enter the 3 points for stitching.

7. If you want to stitch a third image or more, click Manual Setting and repeat Steps 3 to 5 multiple
times.

8. When you finish stitching images, click the Save Before Exit button (No.6, Figure 3-31) to save

the created panorama view before exiting the Panorama View Setup dialog box.

Note: The resolution of the images to be stitched will be reduced to 320 x 240. A panorama view has
a resolution limit of 1920 x 1080. Once the limit is reached, you cannot stitch more images to the
created panorama view.
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Accessing a Panorama View

Click the ViewLog button (No.13, Figure 1-2), point to Live Panorama View, and select the desired

panorama set from the list. This window appears.

% panorama 3

Figure 3-34

Panorama View Controls

Right-click the panorama view to have these options:

Snapshot: Save the current panorama view as an image file.

Blending: Make the two images smoothly blended together. If this is not set, there can be harsh
edges in the panorama.

Refresh Rate: When the panorama view is enabled, the system load will increase. Change the
refresh rate for the panorama images to optimize system performance. The refresh rate is from
Speed 1 (Slow) to Speed 5 (Fast).



Defogging Live Videos

Smoky environments and bad weather, such as rain, snow or fog, all affect image quality and reduce

scene visibility. This feature helps to enhance image quality for viewing.

Note:
1. This function is only available when an AVP dongle is used.

2. This function takes high CPU and memory usage. Make sure at least 1 GB of RAM is installed
on your system.

1. Click the Configure button (No. 14, Figure 1-2), point to Advanced Video Analysis, select Defog
Setting, select up to 4 cameras to be configured, and then click the Configure button. This dialog

box appears.

Defog Setup

v Enahle

|Camera 1 j

Original -

¥ Colorful mode (@) Default

Refresh rate
| Mormalization {40} Sampling range {207
== Low | High ==
| Hig . ¥ oK Cancel
Figure 3-35

2. Use the drop-down list to select one camera, and check the Enable option.

3. Move the slide bar of Sampling range (20) to decrease the fogginess of the image.

4. Check the Colorful mode option, and move the slide bar of Normalization (40) to adjust the
image color.

5. When the image enhancement is enabled, the system load will increase. Adjust the Refresh rate
by moving the slide bar to optimize system performance.

6. If you want to view the demonstration of this function, click the Demo button.
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Video Stabilization

Images from a shaky camera are jittery or blurry. This feature helps to reduce camera shake, leaving

you with clear and steady images.

Note:
1. This function is only available when an AVP dongle is used.
2. This function takes high CPU and memory usage. Make sure at least 1 GB of RAM is installed

on your system.

1. Click the Configure button (No. 14, Figure 1-2), point to Advanced Video Analysis, select
Stabilizer Setting, select up to 4 cameras to be configured, and then click the Configure button.

This dialog box appears.

Video Stabilizer Setup

¥ Enahle

ICamera1 j

Criginal

Refresh Rate

Cancel

== Low | High == Ok

Figure 3-36

2. Use the drop-down list to select one camera, and check the Enable option.

3. When the image enhancement is enabled, the system load will increase. Adjust the Refresh rate

by moving the slide bar to optimize system performance.

4. If you want to view the demonstration of this function, click the Demo button.
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Crowd Detection

Crowd detection is used to generate an alert when a crowd of people gathers in a specified area and

exceeds the defined threshold.

Note: This function is only available when an AVP dongle is used. Up to 16 cameras can be
configured for this application.

1. On the main screen, click the Configure button (No. 14, Figure 1-2), click Advanced Video

Analysis, and select Crowd Detection Setting.

2. Select the desired camera(s) to be configured, and click Configure. This dialog box appears.

Crowd Detection E|

W Carnera
Carnera Selection

Camera 1 -
Definition

Alarm Region IE!!I.']

Setting
Ratio of Changes 50 %

[
/

Tolerance Time of Alarm (sec.)

30 '7 Option

[” Embed alarm region into recorded video

Construction Option
[ Skipinstant light change

[ Irvoke Alarm J
Test [~ Cutput Module ,—_"—_|

[~ Mever Recycle

[~ Hide reference image setup dialog

@
t Cancel

Figure 3-37
3. Select a camera from the Camera Selection drop-down list.
4. By default the whole camera view is set to be the alarm region. Click the |Ebutton to clear the

default setting. Click the @ button to freely draw the alarm region. To cancel the previously
drawn area, click the button.

5. Select Ratio of Changes in the defined alarm region to activate the alarm. The smaller the ratio of

changes, the more sensitive the system is for changes in the camera view.

6. Specify Tolerance Time of Alarm in seconds that allows a crowd to stay before an alarm

condition is activated.
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7. Every time when the system detects changes in the background image, you will be prompted for

alert. If you want to close the prompt, select Hide Reference Image Setup Dialog.
8. In the Options section, configure these settings:

B Embed Alarm Region into Recorded Video: This option will contain the flashing alert boxes
in the recorded files so that you can easily spot suspicious events during playback. Note that if
you are used to searching suspicious events with Object Search, do not enable this option.

These flashing boxes can cause false alarms.

B Skip Instant Light Change: Select this option if your scene has the condition of sudden light

changes.

B Invoke Alarm: Enables the computer alarm when an assemblage is detected. Click the [...]

button next to the option to assign a .wav sound file.

B Output Module: Activates the output device when an assemblage is detected. Click the [...]

button next to the option to assign an installed output module and a pin number.
B Never Recycle: Enables the system not to recycle the event files of crowd detection.

9. You can click Test to test your settings. If an assemblage cannot be detected, decrease Ratio of

Changes to increase the system sensitivity for detection.

10. Click OK to apply the settings, and start monitoring to run the application.

When a crowd of people gathers in the alarm region for the specified time, its location will be
highlighted on live video, the selected alarm or output will be activated, and the event will be recorded
as Crowd Detection in System Log for later retrieval.

Note:

For the Skip Instant Light Change option:

1. When itis selected, you may be subject to the risk that the system will not generate an alert
whenever the lens of the camera is covered by malice.

2. Ifthe infrared camera is in use, it is not recommended to select this option.




Advanced Scene Change Detection

Compared to Scene Change Detection that can only be applied in the indoor, the advanced version of

Scene Change Detection can be applied in the outdoor scenes with sudden light changes, thus

avoiding false alarms. The Advanced Scene Change Detection detects and prevents any changes of

scene, viewing angle or focus clearness made by malice.

Note:

1. This function is only available when an AVP dongle is used. Up to 16 cameras can be configured

for this application.

2. ltis highly recommended not to use Advanced Scene Change Detection and Scene Change

Detection together.

1. On the main screen, click the Configure button, click Advanced Video Analysis, and select

Advanced Scene Change Detection Setting.

2. Select the desired camera(s) to be configured, and click Configure. This dialog box appears.

Advanced Scene Change Datection

¥ Carnera
Camera Selection

Definition

hask Region Eﬂm

Setting
Sensitivity 3

|
¢

Tolerance Time of Alarm (sec.)

R ——
Test @

Cption

™ Skip instant light change
I Invoke Alarm

[~ Output Module

[~ Mever Recycle

@)

Figure 3-38

3. Select a camera from the Camera Selection drop-down list, and configure these settings:

B Mask Region: If necessary, mask off the area on the camera view where motion will be

ignored.

B Sensitivity: Adjusts detection sensitivity. The higher the value, the more sensitive the system

is for changes in the camera view.
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B Tolerance Time of Alarm: Sets the duration of scene change before an alarm condition is

activated.

B Skip Instant Light Change: Select this option if your scene has the condition of sudden light

changes. See the Note in Crowd Detection.

B Invoke Alarm: Enables the computer alarm when the scene change is detected. Click the [...]

button next to the option to assign a .wav sound file.

B Output Module: Activates the output device when the scene change is detected. Click the [...]

button next to the option to assign an installed output module and a pin number.
B Never Recycle: Enables the system not to recycle the event files of scene change.

4. You can click Test to test your settings. If the scene change cannot be detected, increase

Sensitivity value to increase system sensitivity to changes in the camera view.

5. Click OK to apply the settings, and start monitoring to run the application.

When a scene change is detected in the camera view for the specified time, its location will be
highlighted in live video, the selected alarm or output will be activated, and the event will be recorded

as Advanced Scene Change in System Log for later retrieval.
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Advanced Unattended Object Detection

Compared to Unattended Object Detection that can only be applied in the indoor, the advanced
version of Unattended Object Detection can be applied in the outdoor scenes with sudden light
changes, thus avoiding false alarms. The Advanced Unattended Object Detection can generate an

alert when any unattended object stays within the camera view.

Note:

1. This function is only available when an AVP dongle is used. Up to 16 cameras can be configured
for this application.

2. ltis highly recommended not to use Advanced Unattended Object Detection and Unattended

Object Detection together.

1. On the main screen, click the Configure button (No. 14, Figure 1-2), click Advanced Video

Analysis, and select Advanced Unattended Object Detection Setting.

2. Select the desired camera(s) to be configured, and click Configure. This dialog box appears.

Advanced Unattended Object Detection

—Iv Camera
Carmera Selection

— Definition
i+ Mask Region |X|

" Unattended Object Size

[hin Criect size ~| G

—Setting

Sensitivity 3
|
/

Tolerance Time of Alarm {sec.)

| a0 J—
[~ Skip instant light change
~ Construction Option — 7]

[~ Invoke Alarm

[ Output Module IMod,‘] vIPin.1 vl

Test | [~ Mever Recycle @
Qk I Cancel |

— Qption

[~ Embed alarm region into recorded video

[~ Hide reference image setup dialog

Figure 3-39

3. Select a camera from the Camera Selection drop-down list.
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10.

11.

12.

If necessary, use the Mask Region function to mask off the area on the camera view where

motion will be ignored.
Select Unattended Object Size, and click the Camera icon to freeze the camera view.

Outline Min Object Size on the camera view, and select Max Object Size from the drop-down list

and outline it on the camera view.

Select Sensitivity. The higher the value, the more sensitive the system is for changes in the

camera view.

Specify Tolerance Time of Alarm in seconds that allows any unattended object to stay before an

alarm condition is activated.

Every time when the system detects changes in the background image, you will be prompted for

alert. If you want to close the prompt, select Hide Reference Image Setup Dialog.
In the Options section, configure these settings:

B Embed Alarm Region into Recorded Video: This option will contain the flashing alert boxes
in the recorded files so that you can easily spot suspicious events during playback. Note that if
you are used to searching suspicious events with Object Search, do not enable this option.

These flashing boxes can cause false alarms.

B Skip Instant Light Change: Select this option if your scene has the condition of sudden light

changes. See the Note in Crowd Detection.

B Invoke Alarm: Enables the computer alarm when an assemblage is detected. Click the [...]

button next to the option to assign a .wav sound file.

B Output Module: Activates the output device when an assemblage is detected. Click the [...]

button next to the option to assign an installed output module and a pin number.
B Never Recycle: Enables the system not to recycle the event files of unattend object detection.

You can click Test to test your settings. If the unattended object cannot be detected, increase

Sensitivity value to increase system sensitivity to changes in the camera view.

Click OK to apply the settings, and start monitoring to run the application.

When any unattended object is detected in the camera view for the specified time, its location will be

highlighted in live video, the selected alarm or output will be activated, and the event will be recorded

as Advanced Unattended Object in System Log for later retrieval.



Advanced Missing Object Detection

Video Analysis

Compared to Missing Object Detection that can only be applied in the indoor, the advanced version of

Missing Object Detection can be applied in the outdoor scenes with sudden light changes, thus

avoiding false alarms. The Advanced Missing Object Detection can generate an alert when any object

disappears from the camera view.

Note:

1. This function is only available when an AVP dongle is used. Up to 16 cameras can be configured

for this application.

2. ltis highly recommended not to use Advanced Missing Object Detection and Missing Object

Detection together.

1. On the main screen, click the Configure button (No. 14, Figure 1-2), click Advanced Video

Analysis, and select Advanced Missing Object Detection Setting.

2. Select the desired camera(s) to be configured, and click Configure. This dialog box appears.

Advanced Missing Object Detection

v Camera
Camera Selaction

|Camera1 j

Definition
Define Ohject

Setting

Sensitivity 3
|
/

Tolerance Time of Alarm (sec.)
30

Construction Option &

[ Hide reference image setup dialog

Test

Qption

[~ Embed alarm region into recorded viden

[~ Skip instant light change

[ Imvoke Alarm
[~ Cutput Module | Jl J
[ Mewer Recycle @

Ok | Cancel ‘

Figure 3-40

3. Select a camera from the Camera Selection drop-down list.
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4. Click the IE button to outline the regions on the objects you want to detect. To cancel the
previously drawn area, click the button.

5. Select Sensitivity. The higher the value, the more sensitive the system is for changes in the

camera view.

6. Specify Tolerance Time of Alarm in seconds that allows any object missing before an alarm

condition is activated.

7. Every time when the system detects changes in the background image, you will be prompted for

alert. If you want to close the prompt, select Hide Reference Image Setup Dialog.
8. In the Options section, configure these settings:

B  Embed Alarm Region into Recorded Video: This option will contain the flashing alert boxes
in the recorded files so that you can easily spot suspicious events during playback. Note that if
you are used to searching suspicious events with Object Search, do not enable this option.

These flashing boxes can cause false alarms.

B Skip Instant Light Change: Select this option if your scene has the condition of sudden light

changes. See the Note in Crowd Detection.

B Invoke Alarm: Enables the computer alarm when an assemblage is detected. Click the [...]

button next to the option to assign a .wav sound file.

B Output Module: Activates the output device when an assemblage is detected. Click the [...]

button next to the option to assign an installed output module and a pin number.
B Never Recycle: Enables the system not to recycle the event files of missing object detection.

9. You can click Test to test your settings. If the missing object cannot be detected, increase

Sensitivity value to increase system sensitivity to changes in the camera view.

10. Click OK to apply the settings, and start monitoring to run the application.

When any object, which you have outlined the regions for, disappears from the camera view for the
specified time, its location will be highlighted in live video, the selected alarm or output will be activated,

and the event will be recorded as Advanced Missing Object in System Log for later retrieval.



Specifications

Feature

Notes

Panorama View

AVP Dongle required
1 GB of RAM minimum required
Maximum of 16 channels

4 sets of panorama view for live view monitoring

Defogging

AVP Dongle required
9 MB of RAM minimum required for each channel

Maximum of 4 channels

Stabilizer

AVP Dongle required
6 MB of RAM minimum required for each channel

Maximum of 4 channels

Crowd Detection

AVP Dongle required

Maximum of 16 channels

Advanced Scene Change
Detection /

Advanced Unattended
Object Detection /
Advanced Missing Object

Detection

AVP Dongle required

Maximum of 16 channels

Scene Change Detection

3 MB of RAM minimum required for each channel

Object Counting

7 fps and 9 MB of RAM minimum required for each channel

Maximum of 16 channels

512 MB of RAM and Pentium 4 Dual Core 2.13 GHz of CPU

required for 8 or more cameras

Privacy Mask

3 MB of RAM minimum required for each channel

Maximum of 250 detection boxes can be set

The overall size of detection boxes cannot exceed 102400

bytes.

Object Index /
Object Monitor /

Face Detection /

7 fps and 14 MB of RAM minimum required for each channel

Maximum of 16 channels

Specifications are subject to change without notice.
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Note: To use two or more of the following functions simultaneously, at least 2 GB of RAM is required:

Advanced Video Analysis, Video Analysis, IP Camera and Pre-Record by Memory.
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Playing Back Video Files

Recorded files can be played back using different software applications offered by the system —

ViewLog, Quick Search, Remote Playback System and Remote Playback System WebCam version.

Following is a comparison table for these applications. This is not a complete comparison table,

because many of these features are dealt with in details throughout the manual. However, this table

may help you to decide which application to use under a given situation.

Application Description
ViewLo Plays back video files on the servers and computers within the LAN, as
g well as supporting the Backup function.
. A more convenient tool that allows you to search video files recorded
Quick Search

on motion, alarm, or POS events.

Remote Playback System

Plays back files through network connection. Offers most complete
playback features among the five. This application is a management
system itself. It can download and play back history video files from
several servers over Internet. See Playing Back over Internet Using
Remote Playback, later in this chapter.

Remote Playback System
WebCam version

No additional software installation is necessary. Just play back by your
web browser. See Remote Playback on WebCam in Chapter 8.

This chapter discusses ViewLog, Quick Search, and Remote Playback System in details.



Playing Back Video Files

Playing Back on ViewLog

The ViewLog would play back recorded video files without affecting recording. There are two ways to

launch ViewLog:

® Start Video Log from the GV-folder (Windows Start menu/Programs)

® On the Main System, click the ViewLog button (No.13, Figure 1-2) and then select Video/Audio
Log. Or press [F10] on the keyboard.

7 6000

ée\

eb

Figure 4-1 The ViewLog Window

By default when you open ViewLog, it will play the last event of camera number 1. Without further
settings you could already play back the event by clicking the Play button on Playback Panel. Click the
View Mode button (No. 6, Figure 4-1) to switch the current view mode to a multi-channel view. Use
controls on Playback Panel to view the event in the way you want. Move the slider in Playback Meter
(No. 11, Figure 4-1) forward and backward to navigate video frames.

To play back multiple events, keep pressing [CTRL] on the keyboard and highlight the desired events
on the Video Event List (No. 4, Figure 4-1). Then click the Play button to play these events. To select
events from different dates, click the date from the Date Tree (No. 3, Figure 4-1). Events of that date
will be listed in the Video Event List.

Note: By default, the ViewLog is set to play back video “frame by frame without audio”. To change the
playback method to real time with audio playback, find the “Real Time or Frame by Frame” button
(No.19, Figure 4-1) on the Playback Control Panel.

B Frame by Frame (without audio): Plays back video frame by frame. This method delays
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playback depending on bandwidth and computer performance, but all video frames are fully
played back. When the view mode is set to be Panorama View, Quad View or MultiView, the

default play mode is Frame by Frame.

B Real time: Plays back video on real time. This method saves waiting time for rendering, but drop

frames to give the appearance of real-time playback. When the view mode is set to be Single, the

default play mode is Real Time.
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The controls in the ViewLog window:

No. Name Description

1 Camera Name Indicates the given camera name.

2 Camera View Displays the playback video.

3 Date Tree Displays date folders.

4 Video Event List Displays video events within a certain date folder.

5 Arrow Switch Switches between video event list and multiple host connection list.
Sets screen divisions: Single View, Panorama View, Quad View or Multi

6 View Mode View. Single View also includes these options: Standard, Thumbnail, Mega
Pixel (PIP) and Mega Pixel (PAP).

7 Camera Select Sets a desired camera for display.
Accesses the basic, advanced search, timeline search and reloads video

8 Advanced .
event list.

9 Normal Displays the date tree, video event list and multiple host connection list.

10  Function Panel Provides various settings for ViewLog.

11 Slider Moves the slider to rewind or forward the video during playback.

12 Audio Playback Enables audio playback.

13  Playback Panel Contains typical playback control buttons.
A highlighted icon indicates an enabled function. From left to right are the A
to B Mode, auto playing of next events, the contrast and brightness

14  Function Icons function, the light enhancement and equalization function, the sharpness
and smoothness function, the grayscale function, reconnection to Remote
ViewLog, the defogging function and stabilizer function.

15  Playback Speed Indicates the playback speed. x1 represents normal playback speed.

16  Time Display Indicates the time of the playback video.

17  Date Display Indicates the date of the playback video.

18  Exit Closes or minimizes the ViewLog window.

19 AtoB Mode Plays repeatedly the set frames A to B.

Frame by Frame /
20 Plays back video frame by frame or on real time.

Real Time




Playing Back Video Files

:

J

Figure 4-2 Function Panel

The controls in the Function Panel:

No.

Name

Description

Effects

Adds effects to the images. The effect options include: Sample,
Contrast/Brightness, Light Enhancement, Equalization, Sharpen,
Smooth, Grayscale, Undo to Prev. Action, Undo All Effects, Copy Image
to Clipboard, Sample and Advanced Video Analysis.

Save As AVI

Save a video file as avi or exe format.
See Merging and Exporting Video later in this chapter.

Save As Image

Save a video image as bmp, jpg, gif, png, or tif format.
See Saving Images later in this chapter.

Print

Specifies various settings for printing.

Setting

Accesses system settings of ViewLog.
See Advanced Settings later in this chapter.

Tools

Brings up these options: Object Search, Advanced Log Browser, Delete,
Remote ViewlLog Service, Remote Storage System, Address Book,
Display GIS Window, Select Map API, and Tool Kit.

See Object Search, Advanced Log Browser, Playing Back Over Internet
Using Remote ViewLog Service later in this chapter.

Backup

Backs up video files. See Backing Up and Deleting Files in Chapter 5.
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Playback Screen Layout

Click the View Mode button to select the following screen layouts:
B Single View: Includes four types of layouts:
Standard: Displays one playback channel only.
Thumbnail: Reviews images frame by frame in thumbnails. Only one camera at a
time can be selected for this function.
Mega Pixel (PIP): Crops a video to get a close-up view or zoom in on the video.
For details, see Picture-in-Picture View in Chapter 1.
Mega Pixel (PAP): Creates a split video effect with multiple close-up views on the
image. For details, see Picture-and-Picture View in Chapter 1.
B Panorama View: Plays back in continuous scenes. For details, see Panorama View in Chapter 3.
Note this function is only available when an appropriate USB dongle is used.
B Quad View: Plays back in a quad layout. For details, see [Quad View] in Advanced Settings later
in this chapter.
B Multi View: Plays back up to 16 camera recordings. For details, see [Multi View] in Advanced

Settings later in this chapter.

Click the View Mode button (No. 6, Figure 4-1) any time when you want to change the current view
mode. The option of Thumbnail View is disabled while a video file is playing back. Wait until the video

ends or click the Pause button to make the option available.

In a thumbnail view, a video file is divided into a set of frames. The frames are displayed in 25
playback windows, shown as follows. The key frame is in the center, with 12 video frames occurred
before and after the key frame. This helps to locate required frames you may otherwise miss by other

viewing methods.

Figure 4-3
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Playback Control Buttons

Video files may be played back with or without audio. To play back with audio, click the Audio

Playback button, as shown below. (Please note not all GV cards support the audio function.)

Playback Scroll
—

Audio Playback

Rewind Stop

Real Time or

Previous Frame Play / Pause End Frame by Frame

Figure 4-4

A to B Playback Mode

When playing video events, you can set a starting and an ending frame for auto-playing:

1. To set the starting frame A, click the A to B Mode button (Figure 4-4). The message A to B Mode
(Set A) appears on the screen.
2. To set the ending frame B, click the A to B Mode button. The message A to B Mode (Set B)

appears on the screen.

ViewLog will start playing the set frames A to B repeatedly. To stop the playing, click the A to B Mode
button; the message A to B Mode (Cancelled) will appear.
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Searching a Video Event

ViewLog offers three search methods: Basic Search, Advanced Search and Timeline Search. The
three methods allow you to locate a video event recorded by a specific camera and during a specific

time period.

Basic Search

1. Click the Advanced button (No. 8, Figure 4-1) and select Basic Search. This dialog box appears.
Alternatively, press [CTRL] + [F8] on the keyboard to call it up.

Ewert Time
| & 2/2005 j |1?:|:|?:13 =

[ Searchthe DT rollback event.

Description

“iewwLog : Using Event time selector, it is
pozzible to jump straight to video archive
from a specific paint in Time.

Search Close

Figure 4-5

2. If you want to search the video events recorded during the Daylight Saving Time period, select
Search the DST rollback event.
Specify a desired date and time.

4. Click the Search button for the search. If the specified time can't be found, a prompt will appear

for you to select a next or previous video event available.

146



Advanced Search

1.

appears. Alternatively, press [F8] on the keyboard to call it up.

n Playing Back Video Files

Click the Advanced button (No. 8, Figure 4-1) and select Advanced Search. This dialog box

Time Period Select Camera(s) @’] Q]
Start Time : - 07 —_
| 51 212005 j |1 70713 - —
Endl Time : | 5/ 202005 j - |1?:|:|?:13 =l Camera 2
. Camera 3
[ Searchthe DST rollback event.
Description
WiesvLog : Using Time Period zelectar, tis possible to display all
availahle recordinglz] between twa specific points in time.
Ok Cloze
Figure 4-6

Search the DST rollback event.

Click OK to start searching.
In the Video Event list, the events matching the search criteria will be highlighted in gray color.

Specify the desired date, time period, and cameras for search.

Click the Play button to play back the highlighted events.

If you want to search the video events recorded during the Daylight Saving Time period, select
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Timeline Search

In addition to Date Tree, the system provides you another graphical search method called “Timeline” to

locate the desired video events within a set period of time.

1.
2.

Select the desired view mode for playback by clicking the View Mode button (No. 6, Figure 4-1).

Click the Advanced button (No. 8, Figure 4-1), and select Timeline Search. This window

appears.
2005 May [<] > |Camera [ 184311y puguusununnuzs ]|
Camera 1 :
Sun | Mo | Tue |Wied | Thu [ Fri | Sat
iﬁ‘gue 4e - " - i - g::::g Change ko minute mode { 21:16:00 ~ 21:16:59)
e s TR TR I (ER Camers 4 [ Change ko hour mode { 21:00:00 ~ 21:59:53 )
16 (16 |17 |18 (@] [
FEENENERERERE
FHENE
™ Searchthe DST rollback event. _ Rewvind Plary Close

[ Display Audio Information.

[v Dont close this window during playback or revinding.

Figure 4-7

If you want to search the video events recorded during the Daylight Saving Time period, select

Search the DST rollback event.

Select a date from the calendar.

® The date with recorded events is displayed in GREEN color.

® On the right panel, the BLUE blocks indicate which camera has recorded events on the

selected date and at which hour.

Click on the desired camera.

Move the mouse pointer on the desired BLUE block of that camera, and right-click it to have the

sub Timelines of hour mode and minute mode. Three types of timeline2 modes are available:

B Change to day mode: The default mode displaying at which hour the events have been

recorded.

B Change to hour mode: Opens the sub Timeline displaying at which minute the events have

been recorded.

B Change to minute mode: Opens the sub Timeline displaying at which second the events

have been recorded.

Click on the BLUE block of the desired time, and then click Play or Rewind for playback. If you do

not want to close the Timeline Search window during playback or rewinding, select the Don’t

close this window during playback or rewinding option.



Merging and Exporting Video

Playing Back Video Files

You can merge several video files into a single file, and export it in AVI format. You can also choose to

export the file in EXE format which allows you to play video with any multimedia player.

Note: The maximum size of the merged file is 2 GB for FAT32 and 4 GB for NTFS. If the merged file

is over the limit, it will be split up into another file.

10.

From the Video Event list (No. 4, Figure 4-1), select one event or several events by using Ctrl +

left click.

Select the screen division from the View Mode button (No. 6, Figure 4-1).

Click the Save As AVI button (No. 2, Figure 4-2). This dialog box appears.

Alternatively, press [S] on the keyboard to call it up.

Save Avi File X

Al View | Sefling |

Start-Time : 19:42:13

End-Time:19:42:15

Export with new Privacy Mask region(s)
" Un-recoverable

& Recoverable

Remove Recoverable Privacy Mask region(s)

@ ID: 1
@ Password *

Wiew Merge Log

Drag the timelines to define

Figure 4-8 Save AVI File

a starting and ending time of the file.

If the video event has the Privacy Mask settings, and you want to retrieve the recoverable

block-out area(s) in the exported file, type a valid ID and password in the Remove Recoverable

Privacy Mask region(s) field. If you want to remain the recoverable block-out area(s) in the

exported file, leave the field

blank.

If you want to add more Privacy Masks onto the video, follow the instructions in Privacy Mask

Settings below.
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11. To configure the saving path and format of the exported video, click the Setting tab. For details
see AVI File Settings below.
12. Click OK to export and save the file.

Privacy Mask Settings

In case you forget to set the Privacy Mask at the Main System or need to add more Privacy Masks

onto the video for special requirements, you can do that in ViewLog.

1. Inthe Export with New Privacy Mask Region(s) section (Figure 4-8), select Un-recoverable
and/or Recoverable.
B Un-recoverable: The block-out area(s) in the recorded files cannot be retrieved.
B Recoverable: The block-out area(s) is retrievable with password protection.

2. Drag the area(s) where you want to block out on the image. You will be prompted to click Add to

save the setting.

Using a valid ID and Password, you can retrieve the recoverable block-out area(s) in the exported file.

For details on the Privacy Mask, see Privacy Mask Protection in Chapter 3.

AVI File Settings

To configure the format of exported video, follow these steps:

1. Click the Setting tab in the Save AVI File dialog box. Note that when you save the AVI file in single

view mode, the window looks slightly different.

Save Avi File X

aviview Seting |

SetLocation

CAGYRO0File20071219031150.Exe
MNormal Camerals) =g
@ ¥ Time merge Camera Mumber A~

Wl TESTSE - Camera 1

v Save a3 exe -
B~ I TEST96 - Camera 2

r ( W TEST96 - Camera 3
e ™ TEST96 - Camera 4

Diate f Time ; ¥ TEST9G - Camera §
I TEST96 - Camera B

VBN I TESTSE- Camera 7
Audio Export : W TESTSE - Camera 8
W TESTO6 - Camera 8

@ Awi Bize for Multi-Camera [ TEST96 - Carnera 10

™ TEST96 - Camera 11
M TEST96 - Camera 12
¥ TEST96 - Camera 13
M TEST96 - Camera 14

] TECTAR  Peranen 16

Figure 4-9
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[Set Location] Click the [...] button to assign a saving path.

[Normal]

Time Merge: Select whether to save a full-length video with recorded and non-recorded
periods. The non-recorded period will display a blank blue screen. This option is designed
to accurately reflect your recording status.

Save as EXE: Select whether to save files in EXE format. Enable this feature if you want to
play back video at the computer without installing GV-System. This format allows you to
auto-play the files with any third-party player.

Add digital watermark: Select whether to include the watermark in the exported video.
This option is only available when the watermark has been applied on the recorded video.
Date/Time: Select whether to include date and/or time stamps. You can also select the font
type and size, stamp position and color on the images.

Video Effects: Select whether to include the special effects in the exported video. To
include the effects of De-Interlace, Defog, Stabilizer, Overlay’s Camera and Time and
Overlay’s POS, you must have applied these functions on the recorded video.

Audio Export: Select Denoise to remove audio noises from the video, or select Channel
for audio exporting.

AVI Size for Multi Camera: Select the screen size of the saved file.

[Camera(s)] Select which camera file for exporting.

Click OK to apply above settings.
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Extracting Frames from a Video Event
You can extract certain frames of a video event and save them as another event.

1. Click the Save As Avi button (No. 2, Figure 4-2), and select Display Merging List. This dialog

box appears.

. Merging List

Status Start Time End Tirme [ Preview

[ CEREIEER -/ 1/2005 20:50:33.262 5{1/2005 20:54:13.269 C:\l
| CERpISIER 5/ 1/2005 20:50:34.884 5/1/2005 20:50:39.756 o\

£-B Merging (2)
® O

< > Wiew Werge Log |

Figure 4-10

2. Select a desired video file from the Video Event list.

Click the Play button on the Playback Panel to play the video.

4. To set the start frame, click the A to B Mode button @ in the Merging List dialog box. The button
turns black. If you want to reset the start frame, click the Cancel button % and then click the A
to B Mode button @ again to set a new start frame.

5. To set the end frame, click the A to B Mode button @. The system starts extracting the specified
frames from the file. When the extract is complete, the Status field displays “Complete”.

6. To view the extract, click the arrow button on the list, and select Open.

Note: If you want to clear the entries on the Merging List, click the arrow button beside the desired
entry, and select Clear. The entry will be deleted, but the saved file is still kept in the storage

location.
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Saving Images

You can save the current camera view as an image file.

1.

Playing Back Video Files

Click the Save As Image button (No. 3, Figure 4-2). This dialog box appears.

Save As

Savein: |.D My Documents

~| e @®ckEr

RIX

&

My Recent
Docurents

[

Desktap

X

tdy Documents

L‘J\‘:-;

tdy Computer

iiﬂMy Music
iuﬂMy Pictures

3
Py Metwork,
Places

v Hostname
¥ Date
v Delinterlace

Set Font

File namme:

Starmp Text on the Image

¥ Transparent Text

Save as type:

¥ Camera name

¥ Time

v Waterrmark

]W’indows Bitmap [ “.bmp |

Figure 4-11

[Stamp Text on the Image]

Select whether to include host name, camera name, date and/or time stamp on the image.

Selecting Transparent Text will create the stamp on the transparent background.

Selecting Watermark and Deinterlace will include the two features in the saved image.

Click the Set Font tab to set the font for the stamp.
[The image] Click on the image at the bottom to preview the stamp text. Click on the image

again to close the preview window.

Name the file, select a file format, and then assign the location to save the image file.
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Printing Images

You can print images in three layout styles: single view, quad view or multi view.

1. Click the View Mode button (No. 6, Figure 4-1) to decide the screen layout.
Note that Thumbnail View is not available for print.

2. Select an event in the Video Events list (No. 4, Figure 4-1), and then click the Print button (No. 4,
Figure 4-2). This dialog box appears.

Page Setup

~Image Ratio and Position

Wiidth | 600

Height: | G600

v Align to center
Fos¥: | 1440 Pixels

PosY: | 2430 Pixels

1

Print | oK |
Page Setup | Cancel |

— Text Stamp and Fosition
v Print host name.
¥ Print carmera narme. ® @ o E
v Printimage date.

¥ Printimage time. o @ o @

[~ Ptint note.

I Set Font |

Figure 4-12

[Image Ratio and Position] Changes the size of the image and its position on the page. This
option is only available in Single View mode.
B Preserve aspect ratio: Click to maintain the aspect ratio when resizing an image.
B Align to center: Click to change the position of the image on the page.
[Text Stamp and Position]
Select whether to include the host name, camera name, date and/or time stamp on the printed
image.
Select Print note to include a note below the image. Under the Print note field, type the text of
less than 64 characters.
B Stamp position icons: Sets the position where the stamp is printed.
B Set Font tab: Click to select the font type for the stamp.
3. Click OK to save the settings or Print to print out the page.
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Recycling Option for Video Files

You can choose whether to recycle your video files. To apply this function, follow the steps below.

1.

up a menu as shown below.

Select a desired video event from Video Event List (No. 4, Figure 1-1), and then right-click it to call

Video Events

The never-recycling flag —

2.
3.

Never Recycle.

AT TR TSR TS Jeols T

1540011
15:49:49
15:52:02

Save Avi File(s)

19:04
19:05
19:09
1912
19:12
19:13

A0,4.4

Mark Mever Recycle

Backupi{Ctrl+B)
Delete(Crl+D)

The never-recycling option

Figure 4-13

Select the Mark Never Recycle option. A never-recycling flag will appear next to the video event.

To disable the never-recycling function, right-click the video event again and select Unmark

Unmarking All Never-Recycling Flags

The above step 3 illustrates how to unmark never-recycling flag one by one. When you like to unmark

all the never-recycling flags in certain cameras, follow the steps below.

Shut down ViewLog and Main System if they are running.

Go to the Windows Start menu, select Programs, point to the GV folder, and then click

RepairLog500.exe. A valid ID and a password are required.

When the Select Camera for Repair Database dialog box appears, select the cameras of video

files that you want to unmark their never-recycling flags

Uncheck Reserve Never-recycle Flag.

Click OK to open the Repair Database dialog box. See Figure 5-§ in Chapter 5.

Click the Use Default Path button to unmark all the never-recycling flags.

Reserving Never-Recycling Flags

If you like to reserve all the never-recycling flags you marked on video events even after repairing the

database, check Reserve Never-recycle Flag on the Repair Database window before making repairs.

See Figure 5-8 in Chapter 5.
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Advanced Settings

The Setting button on the Function Panel (No. 5, Figure 4-2) allows you to configure (1) Quad View, (2)
Multi View, (3) Thumbnail View, (4) Play Setting, (5) Display and (6) Database / Cache. Click this

button to open the System Configuration dialog box.

[Quad View]

You can configure up to 10 sets of Quad Views for simultaneous playback of up to 4 camera

recordings. Drag up to four cameras from the right side to the desired nhumber of Quad View.

System Configuration

Play Setting I Display ] Database f Cache  Guad View ]Thumbnail i I

To Be Activated in a Guad View

=14 (= i e Camera 1
& Camera 1 SR Camera 2
"SR Camera 2 FEH Camera 3
"SR Camera 3 S Camera 4

2R Camera 4
s Quizd Wiew 2
s Quzd Yiewe 3
I Quad Yiewe 4
I Guad View 5
I Quad Wiew B
I Quad Wiewe 7
I Quizd Wiew 8
I Quad Yiewe 9
s Quad Yiewe 10

g

O | Cancel

Figure 4-14




[Multi View]

Playing Back Video Files

You can configure up to 10 sets of Multi Views for simultaneous playback of multiple camera

recordings. In each Multi View you can select the maximum of 16 cameras for playback. Drag up to 16

cameras from the right side to the desired number of Multi View.

System Configuration

Play Setting | Display | Database i Cache | Guad view | Thumbnail view  Multi View ]

To Be Activated in & Multi Views

"R Camers 10
" Camera 11
"R Camers 12
"R Camers 13
"R Camers 14
"Eh Camera 15
"Eh Camera 16

"Eh Camera 1

"ER Camera 2

"Eh Camera 3
o) MUl Wigww 3
s MUl igwe 4
o) MUl Wigww S
o) MUl vigww B
o) MUl Wigwe 7

| Mt Wire 5

1

|

FE Camers 1
el Camers 2
e Camera 3
el Camera 4
el Camers 17

QK Cancel

Figure 4-15
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[Thumbnail View]

System Configuration

Plary Setting | Display | Database / Cache | Quad view  Thumbnail View ]Mum View |

Thumbnail iew

Frame Interwal : 1 _I;l framers)

[v Show frame time

(9.4 Cancel

Figure 4-16
B Frame Interval: Specify the number of frames between each video thumbnail. Set the interval

between 1 and 600.

B Show frame time: Displays time stamp on each thumbnail.
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[Play Setting]

System Configuration

Play Setting IDiSpIa\;] Database  Cache | Quad View | Thumbnai View | mMuti View |

General Play Method
™ Audio de-noize
[ Auto play next event
[ Auto plary the latest event when Viewlog starts

[v Defaultt view mode when Yiewlog starts

Wignwy made : |Multi Wiey ﬂ

Metwark speed and butfering

Choose Connect Speed : |L.£\.N j

[ Wideno download and playback simutaneously

Irterseal : _|:| Seconds.

Ok | Cancel

Figure 4-17

[General Play Method]

starts.

Playing Back Video Files

Auto Denoise: Improves the audio quality during playback without affecting the files.
Auto play next event: The next events can be put in sequence for auto playing.

Auto Play the latest event when Viewlog starts: The latest event starts playing when ViewlLog

Default view mode when Viewlog starts: Select the desired view mode at startup.

[Network Speed and Buffering] This feature provides network-buffering options to meet your

bandwidth needs. This section is only available when the Connect to Remote ViewLog Service feature

is enabled. For Remote ViewLog Service, see Playing Back over Internet Using Remote ViewlLog

Service later in this chapter.

options.

Specify the interval between downloaded files.

Choose Connect Speed: Select your connection speed for LAN, Broadband or Narrowband. The

selection will bring up default settings in the Advanced Play Method and Network Buffering

Video download and playback simultaneously: This method is recommended for broadband

and busy network. It partially downloads and stores a file in a buffer before it begins to play.
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[Display]

System Configuration

Play Sefting  Display lDatabase.fCache | Guiad view | Thumsnail view | uti view |

Uzer Interface

Azpect ratio: |4:3 j

Evertt list : |Event-Time =]

Camera ! Image Setting
v fpply deinterlace render
v fpply scaling render
[ Apply deblocking render ( single view only 1
[v Apply text overlay's camera name [time { alarm render
v Apply text overlay's POS f G- Wiegand render

[v Apply camera name render

Use image instead of blue screen
[” Replace blue screen during playback or merging video clips

CAGYEIMCommBes \Camioga jog

Cancel |

Figure 4-18

[User Interface]

B Aspect Ratio: Select the ratio between the width of the image and the height of the image.

B Event List: Click the drop-down list to select the display layout of Video Event List. You can select
to display Event Time only, Event Time together with Total Frame, Event Time together with Total

Time, or Event Time together with File Size.

[Cameral/lmage Setting]
B Apply De-interlace Render: Enable the De-interlace function, and then restart ViewLog to apply

it.

Note: This function requires DirectX 9.0C. The De-interlace only works in single view with the
resolution of 640 x 480 and 720 x 480.

B Apply Scaling Render: Select to smoothen mosaic squares when enlarging a playback video.

Restart ViewLog to take effect.

Note: This function requires DirectX 9 and VGA card with the video scaling support. And the scaling
only works in single view.
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B Using Colorful Mode: Click the Arrow button beside the Apply Scaling Render option, click
the DirectDraw Scale tab, and select Use Colorful Mode. During playback, you can enhance
the coloring to have more vivid and saturated images. Note this function does not affect the
original files.

B Apply deblocking render (single view only): Select to remove the block-like artifacts from
low-quality and highly compressed video, greatly increasing the overall quality of video.

B Apply text overlay’s camera name and time render: Displays the overlaid information of
camera ID, location name, date and time on the recorded files. For details, see Superimposing
POS Data onto Camera Screen in Chapter 7.

B Apply text overlay’s POS / GV Wiegand render: Displays the overlaid information of POS or
GV-Wiegand Capture on the recorded files. For details, see Superimposing POS Data onto
Camera Screen in Chapter 7.

B Apply camera name render: Displays the camera number and name on the screen.

[Use image instead of blue screen]
B Replace blue screen during playback or merging video clips: Select a customized image
in .jpeg or .omp format to replace the blue screen. Note the image size is limited to 720 x 576.

The blue screen is the default setting for no image in the recording.
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[Database / Cache]
Specify the duration of event files to be loaded at ViewLog startup.

System Configuration

Plary Sefting | Display Database / Cache ]Quad Wiew | Thumbnail Viev | Muti View |

Read Database when Yiewlog starts ( Local Only )

{(* Dizplay all available events

™ Dizplay the latest everts [ Iterval J i

Path far cache

C: UMM DO ST e,

Defautt

Ok Cancel

Figure 4-19

B Display all available events: Load all recorded event files.
B Display the latest events: Check this option and select time length of the event files to be

loaded.

Note: If you check the Display the latest events option, the Event List will not be refreshed as the
latest event is recorded. To refresh the List, click the Advanced button, select Reload Database,
select DVR, and then select

B Default Setting to reload the specified time length of the event files, or

B Read All to reload all record event files.

[Path for Cache] A cache is memory location that is used to store data temporarily, when you are
using the function of Save AVI, Export DVD or Network Buffering. If the default path does not have

sufficient space for this temporary storage, assign another path by clicking the [...] button.
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Playing Back Video Files

This feature allows you to perform two functions: 1. Detect motion, missing objects or unattended

objects within a certain region of a recorded file. 2. Perform the counting function within certain regions

in a recorded file. The following gives an example of motion detection. For details on missing objects,

unattended objects and counting, refer to Object Counting and Unattended and Missing Object

Detection in Chapter 3.

3.

Select a desired video file from the Video Event list for the search. Or select multiple files by

clicking on each file while keeping pressing [CTRL] on the keyboard.
Click the Tools button (No.6, Figure 4-2) on the function panel, and then select Object Search to

display the following window.

o

18:43:45:265

Yideo Process

Alarm hd

ﬁ'@ ——— Save Image

Option

v

v Showe Mask
[¥ Find and Stop

Result

Setup

— Show

Search

Open View Log

Figure 4-20 Object Search

In the Video Process drop-down list, select Alarm.
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4,

9.

10. When any video segment matches the search criteria of motion detection, the Show button will be

11.

12.

Click the Setup button for further settings. The following window will appear.

Option
Sensitivity:

Cancal

Use the mouse to outline a region for motion detection. You will be prompted to enter Alarm

Region.

Keep detection Sensitivity and Search Speed as defaults or adjust them if needed.

Figure 4-21

Click OK to finish the settings and close the window.

In the Option section, you have several options:

B Play All Events: Plays back the video segments found as a continuous series of images.

B Show Mask: Shows masks on the detection regions.

B Find and Stop: (recommended) Pauses the search process when motion is detected.

In the control panel, click the Search button for the search.

available. Click Show to display the Event List window.

Wideo Process

Ta

Option
¥ Plary &Il Everts
[V Show Mask

[ Find and Stop

gl 120072006 16:41:01:968

gl 121872006 16:41:06:671
g 1292005 16:41:11:437
L g 12972005 16:41:1 5375
gl 120072006 16:41:20:084
gl 121872006 16:41:22:250
g 12972005 16:41:28:828

Expand the event folders to see the video segments inside. Or, enable Show Small Pictures at

Figure 4-22

the upper of window to access the thumbnail view.

Select one video segment, and then click the Play button in the Object Search window to play it

back. Or, click the Open ViewLog button to play it with ViewLog.




Playing Back Video Files

Advanced Log Browser

With the Advanced Log Browser, you can search for log data of monitored events, system activities,
user activities, Object Counting events and POS events. For details on the log types, see System Log

in Chapter 1.

1. Click the Tools button (No. 6, Figure 4-2) and select Advanced Log Browser. This dialog box

appears.

Advanced Log Browser -- Open Daks x|

Select a period to open
I 1/10/2006 j - I 111612006 j

Import Database Range: 1-~7 Days.

(0] 4 Cancel

Figure 4-23

2. Specify a time range and click OK. All events within the specified range will be displayed on this

Advanced Log Browser window.

POS } b 4
Monitor Swstem  Login Courtsr POS

D Time Device Infiarmation Evwent -

1 2007/10/11 21:65:35 Camera 3 Widen Last

2 20071104171 21:55:35 Camera 4 ideo Lost

3 200740411 22:05:45 Camera 3 “ideo Last

4 2007104171 22:03:45 Camera 4 ideo Lost

L} 20070411 2210:59 Camera 3 Video Lozt

E 20070/171 2210:53 Camera 4 ideo Lost

7 20070411 221550 Camera 3 Video Lozt

8 20070/171 221550 Camera 4 ideo Lost

1 200710412 14:25:03 Camera 3 Wideo Lost

2 200710/1214:23:03 Camera 4 ideo Lost

K] AONFANA214-48-39 Carmera 3 Widen | st b
< >
Exit Items: 29 UM

Figure 4-24 Advanced Log Browser
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The buttons on the Advanced Log Browser:

No. Name Description
1 Open Opens an event log.
Select Reload All Table or Reload Current Table to refresh
2 Reload
loaded data.
3 Filter Defines the search criteria. See Filter Settings topic later.
Select All Tables to back up all log data, or selects Current
4  Backup
Table to back up the current log table you are at.
5 Print Prints the current log table.
6 Monitor Table Displays the monitor log.
7 System Table Displays the system log.
8 Login Table Displays user’s login/logout log.
9 Counter Table Displays the counter log.
10 POS Table Displays the POS log.
11 POS List Accesses one POS channel for log data.
12 Exit Exits the browser.
o Appears to indicate the filtering process is being performed.
Filtering / o o o
13 You can click it to cancel the filtering. After the filtering is

Cancel Filtering

complete, this icon appears dimmed.
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You can define filter criteria to search the desired log data. You can also import pre-defined filter

settings for log search, or save current filter settings for future use.

1. On the toolbar, click the desired log table button (Monitor, System, Login, Counter or POS), click

the Filter button (No. 3, Figure 4-24), and select Default Filter. This dialog box appears.

[v Device

v Information

[ Evert

|Camera 1 ﬂ |M0dule 1

v Time

" Date

i Time

[~

| etion

{+ Both

3 52003 ||oc00:00

Add Mews Command |

==~ | 3 52003

v ||2zsass

Import |

Cancel

Export

[~
_ e |

Time:

Device

| Information |

Event | DST

FEN2005 ~ 303520035 11:59:55 PM

4

Mote: all commands are opersted by 'OR'

Camera 1

hiociule 1

otion

Figure 4-25

Define the filter criteria, such as a specific camera and a period of time.

4. If you want to search the log data recorded during the Daylight Saving Time period, select DST

Rollback.

5. You can click Export to save the current settings to another location, or Import to apply other filter

settings.

6. Click OK to display the filter results.

Tip: Next time when you want to use the same exported settings, just click the Filter button, select

Favorites, and select the name of the export file.

Note:

1. The Import and Export features are only available in version 8.1 or later, therefore it is not

applicable to export the filter settings to the older version of GV-System.

2. The default Export path is :\GV folder\Syslog_Favoirates\Monitor. If you change the saving

path, the name of the export file will not be listed in the Favorites option.
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The POS Filter dialog box has a slightly different look, as illustrated below.
B Filter the conditions in below to the selected POS table: Apply the filter settings to the

selected POS devices.
B Period between: Set the employee IDs or names for filtering.

B Import/Export: Import or export the POS Filter settings.

(" Date (" Time {+ Both

Pos Filter [E5]
v Filter the condictions in below to the selected POS takle
F1 Tz Tas M4 Ts Te 7 s Stk |0 hd
Fa 1011 12 13 14 15[ 16  Clear &l | Select Al |
v Contert
| ¥ Period between: | -~ |
[ Ewent W Mate
| =
[v Time
|2008mazs —|ooooon <~ |oomeme7 v ||amssss Pr—

Advance Search

| | =l = =

Add Mewy Command | | Impart | Export |

Time Cartert T
BPEROGE ~ G008 11 5558 Ph

4 3

Mote: all commands are opersted by "OR!

Figure 4-26
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Quick Search

Quick Search is a very useful tool for searching and playing back POS events. In Advanced Log
Browser (Figure 4-24), double-click any POS event in the POS table. The Quick Search window will
appear. The following figure and table give you an overview on Quick Search’s features and functional

buttons.

Note: If the Quick Search window doesn’t appear, click the Configure button (No. 14, Figure 1-2) on
the Main System, select General Setting and select System Log Setting. Then in the POS Table

drop-down list, change the video player from ViewLog to Quick Search.

| Event I

| |p29 bensjerry ice creass.ooT ’—:'_e
Camera 2 i
91412007 5 e
17:36:31 —0
GO ‘a
(@
w

mxmammnm} 3

i
9IS HEEereE

® ® © eo® O

Figure 4-27 Quick Search

s
v

The controls on the Quick Search window:

No. Name Description

Displays video associated to the event. Right-click on the window to have

1 Monitoring Window i
the options of Play Mode, Render and Tools.

2 Camera Select Use the drop-down list to select camera

3 Day Select Use the drop-down list to select date

4 Time Select Use the drop-down list to select time

5 Go Button Click to search files that match to the parameters set above.

6 Event Query Click to specify event query. See Event Query Settings topic later.
7 Transaction Use the arrow buttons to select previous or next transaction event.
8 Void Use the arrow buttons to select previous or next void event.
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9  Transaction Window Displays POS transaction
10 320<->640 Click to switch between 640 x 480 and 320 x 240 display.
Expand / Select Expand/Shrink Dialog to display the Transaction window or
11  Shrink Dialog select Advanced Search to display the Advanced Search panel. See
Advanced Search Settings topic later.
12 View by ViewlLog Click to open ViewLog player.
13  Time Period Use these buttons to search event within the specified time.
Includes Play, Pause, Previous 10 frames, Home, Next 10 frames, End
14  Playback Panel
buttons.
15 Exit Click to close Quick Search screen

Event Query Settings

Click the Event Query button (No. 6, Figure 4-27) on the Quick Search window, and the following

dialog box will appear. Use this function to find POS events by a specific item, transaction, or date.

Search 3
[ Find Text
| E
[~ POS Event
| E
[~ Start Time
| | | =
Rule
Fovar -]

Gao | Cancel ‘

Figure 4-28

[Find Text] Enable this option to find video events that match to the key word.

[POS Event] Enable this option to find video events that match to the specified transaction type.

[Start Time] Enable this function and use the drop-down list to specify date and time

[Rule] Specify to search forward or backward from the set date.
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Advanced Search Settings

To decide the size of Quick Search monitoring window and set up a list of favorite texts for search,

follow these steps:

1. Click the Expand/Shrink Dialog button (No11, Figure 4-27), and select Advanced Search. The
Advanced Search panel appears.
2. Click the Setting button on the right side of the panel. This dialog box appears.

Advanced Search Setting §|

Default Layaut

View Size: |320xz40  w| W Show Advanced Search Panel

Fawotite Search Text

MNewspaper Add
Tea

Coffee Delete
MewSearchTeaxt 2

Magazine Modify

S 100

OF | Cancel

Figure 4-29

[Default Layout]

B View Size: Selects 320 x 240 or 640 x 480 for the monitoring window size when the Quick
Search is opened.

B Show Advanced Search Panel: Displays the Advanced Search panel when the Quick
Search is opened.

[Favorite Search Text]

Click the Add button to create a list of favorite texts for search. When you use the Find Text

drop-down menu on the panel, this list is available for use. Up to 100 kinds of texts can be added

to the list.
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Playing Back over Local Area Network (LAN)

Using LAN Viewlog, it is possible to play back video files across the Local Area Network (LAN). This

application provides access to file locations and allows playback in any local computer. Same tasks

would be accomplished by using Windows My Network Places but in a much more complicated

process.

Before you start, make sure both your system folder and to-be-view video files are made available to

network users, done through the proper setup in Windows Sharing And Security.

After the folders and files are made available, you must download LAN ViewLog and install GV codec

to your local computer first:

1.

is located.

InstallCodec.exe.

To view video files:

1.
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& C:\GYE50

File Edit Wiew

Fawarites

=10 |

'l;r

and copy and paste this program to your local computer.

To install GV codec, locate the Install Codec folder in the system folder, and run

At the local computer, go to Windows My Network Places. Find the server where the GV-System

To download LAN ViewlLog, locate LANViewLogCtrl.exe from the system folder (Figure 4-30-1),

At the local computer, execute LANViewLogCtrl.exe to bring up the LAN ViewLog Controller
window (Figure 4-30-2).

@Back - \_.JI - ?

o

fddress |5 C:\EYES0

le:u

.’l_‘:I kevReference_WiewlLod.jpg
Keview.exe

YiewLogCrl, exe

1% Lock:
.‘_"*1 Logo
.f_] Map?

CLan
=] left. gif
%) LoadDBShareDl. di

[

mCan
%] MDE
2

B LAN ViewLog Controller

MName

Path | comrm..

2o TRSIZT

West2MgvEalviewlLogs00.exe  Stand by

o

Figure 4-30-1

i

Add Delete

Figure 4-30-2

Play
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2. Click the Add button to bring up the Add ViewLog dialog box.

Add YiewlLog )

|1 892.168.0.1 TRigvES0NiewLog500. exe| j |
Detect I Cancel |
Figure 4-31

Click [...] the Browse button, and locate ViewL0g500.exe in the server computer.

4. Click the Detect button to load video files from the server computer.
If you see a Red Cross sign instead of green checks (Figure 4-32), go back to your Windows
Sharing And Security in the server PC and check if you've made these folders shared for intended

PCs.
5. Click the Add button. A path to the server is now established.

Tasks I Status E= LAN ViewLog Controller
+ Check ViewlLogh00.exe 0K
+ Loading DB file 0] 4 Marme | Path | comm..|
+ Check log file folder OK 3. System B \\SystemB\gv650\ViewLog500.exe Stand By
" 1:Ej\Data-E oK
' 2:F\Data-F oK
' 3:GiData-G oK
[\Test27\gv6501ViewLog500.exe o |
| | |
Figure 4-32

6. Highlight the path, and click the Play button to open ViewLog that is loaded with video files.

More paths may be added for fast access through the application.
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Playing Back over Internet Using Remote

ViewLog Service

Through the Internet, you can retrieve the files from a remote video device, such as GV-System (DVR),
Video Server and Compact DVR, and play video back. This feature is made possible through the

Remote ViewLog Service. The Remote ViewLog Service features:

® All functions provided by ViewLog are available, such as Backup, Save as AVI, Object Search,
Export to DVD Format, Database Files Backup, and so on.
® Capability of disabling certain camera connections under heavy network load

® Resuming file transfers for backup

Before you can review video recorded on a remote video device, the following function must be
enabled at the remote video device to allow access:
® GV-System (DVR): Enable Remote ViewLog Service on Control Center Server

® Video Server, Compact DVR: Enable the Remote ViewLog function

Retrieving Recordings from one Host

1. On the function panel, click the Tools button (No. 6, Figure 4-2), and select Remote ViewLog

Service. This dialog box appears.

Connect to Remote Viewlog Service

(2) P Address: | j
m— 15552 Defaul
D | Guest
Passward : |

[~ Save Password

Host Type :

Add current entry o Address book under
this group

Address book ‘ Connect | Cancel

Figure 4-33

2. Enter the IP Address, ID and Password of the remote video device. Keep the default port as 5552

or modify it if necessary.
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3. Inthe Host Type, select DVR, Video Server or Compact DVR.
4. Click the Connect button.

When the connection is established, you will see the events of the remote video device appearing on

the Event List. Then you can use all ViewLog features for playback.

Retrieving Recordings from Multiple Hosts

You can access the video files of up to 16 cameras from multiple hosts of GV-Systems (DVRS), Video

Servers and Compact DVRs over network.

1. To create several hosts, click the Tools button (No. 6, Figure 4-2), and select Address Book.

2. Click the Normal button (No. 9, Figure 4-1) to display the Date Tree, click the right-arrow button,

and select Connect to Multihosts. The Connect To Multihosts dialog box appears.

[b] >

Click the right-arrow = 0 ]
button. The Connect To —J- g Mew Graup
Multihosts dialog box o g
appears +-md Hsinchu

' + gl Kaohsiung

Date Tree Connect To Multihosts
Figure 4-34

3. When this dialog box appears, the ViewLog will automatically detect and connect to the hosts
created in the Address Book. Once the connection is built, the available cameras will be

displayed.

4. Expand the hosts, select up to 16 cameras from different hosts you want to access, and click the

Connect button@. The selected camera images will appear on the ViewLog player.
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Managing Connection Status

To disable certain camera connections when the Internet connection is overloaded, open the Connect

To Mulithosts dialog box (Figure 4-33), clear the selections of certain camera connections and click the
Connect button to apply it.

To activate automatic reconnection once the connection is interrupted, click the Setting button (No. 5,
Figure 4-2) and click the Multi View tab. Select Auto retry when connection is broken and specify

retry interval for connections.

Resuming Backup

The Remote ViewLog Service allows you to back up files from a remote video device, such as
GV-System (DVR), Video Server and Compact DVR. When the file transfer is interrupted by a network

error, you can even resume backup.

1. When the backup is interrupted, this message will appear: There are x file(s) couldn’t be backup.
Do you want to keep a log file and backup them later?

2. Click Yes. You will be prompted to save the partial backup file as *lv format.

3. To resume backup, click the Resume button in the Backup dialog box, and then locate the partial

backup file to continue.

For details on backing up files, see Backing Up Files Using ViewLog in Chapter 5.
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Playing Back over Internet Using Remote

Playback

Remote Playback Client (RPB Client) allows client PCs to download history video files from server
PCs through Remote Playback Server (RPB Server). Before getting started, make sure the following

requirements are met:

oS Windows 2000, XP, Server 2003, Vista

CPU Pentium 500 (minimum)

Memory 128 MB RAM

Hard Disk 20 GB (minimum)

VGA NVIDIA GeForce 1l 32 MB, 800 x 600 screen resolution (minimum)
Network TCP/IP

Working with Remote Playback Server at the Server PC

To establish a connection, first activate RPB Server at one server PC. RPB Server comes with the

installation of Main System. Follow these steps to activate it.

1. GotoWindows Start, select Programs, point to the GV folder, and then select Remote

Playback Server. This RPB window appears.

=
Server  Option  Wiew
-
[
Ready MU A
Figure 4-35

2. Click the Start Service button Eﬂ . Avalid ID and Password are required.

In the RPB window, you can see the message, for example, “1/4/2005 6:14:36PM Start Sever”,

indicating when the server is activated.
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To stop a connection, click the End Server button . Avalid ID and Password are required.

To minimize the RPB window in Windows taskbar, select Option from the menu bar, and then select

Hide When Minimize.

Configuring RPB Server
To configure the RPB Server, select Option from the menu bar, and then select Setup. This displays

the following dialog box.
Setup g|

[¥] Auto Run when StartWindows
1D: RemotePlayBack

Password: | eesesssses

Save the Connective Record
Path:; | EMGYBODIRPBSyrLog. bt

Part | 5066

End connection when idle mare than 30 rinutels).

Maximum Users: 16

Enable IP white list

[#] Bandwidth Contral
Mazirmurm Speed: 100 KBytes | Sec.

Enhance netwark security

[ ks H Cancel ]

Figure 4-36

[Auto Run when Start Windows] Automatically starts RPB Server at Windows startup. Enter an ID
and a password that are allowed to use the server.

[Save the Connective Record] Check to create a log that keeps the login and logout status of the
server. Type a storage path in the Path field.

[Port] The default port is 5066. To automatically configure the port on your router by UPnP technology,
click the Arrow button. For details, see UPnP Settings in Chapter 8.

[End connection when idle more than x minute(s)] Stops the connection after the assigned idle
minutes.

[Maximum Users] One RPB Server allows the maximum of 16 connections. You can determine the

maximum number of client PCs allowed to log in your RPB Server.
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[Enable IP White List] Check the item and click Edit to create a list of IP addresses only which are
allowed to access the RPB server. For the setting details, see IP White List Settings in Chapter 8.
[Bandwidth Control] Check to prevent overloading on slow network. You can set the bandwidth from
0 to 100,000 Kbytes to transfer in one second.

[Enhance network security] Enable to enhance Internet security. Please note when the feature is

enabled, the subscribers using earlier version than 7.0 cannot access the RPB any more.
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Working with Remote Playback Client at the Client PC

RPB Client software is to be installed at the client PC, and the software is included in the Surveillance

System Software CD. Install and execute Remote Playback Client Site.

Camera views from different servers may be displayed in a single 16-channel screen view. Clicking the
Page Select button turns the screen view to the next page. Maximum two pages (total 32 channels)

may be displayed in one RPB Client.

Note: When you connect to GV-System version 8.3 or later, only its first 16 cameras can be

accessed.

005 0:45 046

0 DEEREEEE

L O

Figure 4-37

180



The controls in the RPB Client:

Playing Back Video Files

No. Name Description

1 Camera Name Indicates the given camera name.

2 Camera View Displays playback video.

3 Connect Sets the connection to the RPB server.

4 Disconnect Closes all or selected connections to the RPB server.

5 Download (Play) Remote Video  Downloads and plays the remote video.

6 Play Local Video Plays back video files at the client computer.

7 View List Keeps record of connection activity.

8 Connection Record Keeps track of the connections.

9 Address Book Creates a quick connection to the RPB Server.

10 Preference Setting Sets download status, text display and panel resolution.
8 sweran
12 Save As BMP Saves a video image as bmp format.

13 Exit Closes or minimizes the RPB Client window.

14  Scroll Bar Moves forward and backward of the playback video.

15 Playback Panel Contains typical playback buttons.

16 Page Select Toggles between channels 1~16 and 17~32.

17 Screen Division Sets the screen divisions.

Connecting to RPB Server
Click the Connect button on RPB Function Panel (No.3, Figure 4-37). This displays the following

Connect to dialog box.

Caonnect Ta...

IP Address | 127.0.0.1

=T

D |
Fassward |
Port| 5066 Default
Connect Cancel ‘
Figure 4-38

Enter the login information. You may enter the IP address or the domain name of the RPB server.

Alternatively, you may click the drop-down list to find recently visited servers, or click the Browse

button to select a RPB server from the folder.
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Disconnecting from RPB Server

Click the Disconnect button (No.4, Figure 4-37) and select to close all connection by choosing All

Connections, or close only the selected connections by choosing Select Disconnection.

Downloading and Playing Remote Video

There are two options to download and play remote video: Normal and Advanced.

[Normal] Select Normal from the Download (Play) Remote Video button (No.5, Figure 4-37). This

displays the following Search & Download panels.

Select RPB Server

ITEST111 (127.6.0- Refresh comerat | |
118:52:31 127KB
~ 200747 775KE

® Close Panel | l2moe:d1 3158

720:09:27  823KB
— Download Button | zains 2o

=

3 4

&5

4|
|

I
Channel Select

Figure 4-39

Follow the steps to search desired files:

1
2.
3.

Select the desired RPB server from the drop-down selection field.

Choose the required date from tree folder.

Select the required camera from the Channel Select tab, and select the video files from Event List
Window.

Click the Download button to download by the four available options:

Download & Play: Play the selected files while downloading into the RPB Client.

Just Download: Download files only.

Just Play: Play files without downloading them into the RPB Client.

Download & Play (Period): Download files by frames. Select only one file at a time to apply

this function.
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[Advanced] Select Advanced from the Download (Play) Remote Video button (No.5, Figure 4-37).
This displays this following dialog box.

Select Server Select Camerals) | LS

TEST111 (127.0.0.1) j |_Camera1
|_Camera2

|_Camera 3
|_Camera 4

i"armera B

Select All Cameras

£

Tirme FPeriod

StartTime: [10/7/2007  ~| = [12:31:38 -

End Time: [10/17/2007 = = [23:31:39

Figure 4-40

The files can be searched by time and date, and by camera. Follow these steps to select cameras to

load at specified times:

1. Select the desired RPB Server from the drop-down selection field.
2. Select the required camera from Select Camera(s) window, or click Select All Cameras button to
select all cameras.

3. Specify the time range. Click OK to start the search.

Note: A warning message may appear if the downloaded file size is greater than the designated

storage space.

Playing Local Video

After loading the video files from the server PC to the client PC, click the Play Local Video button
(No.6, Figure 4-37) to play back the files at the client PC through the RPB Client.

View List

The list keeps record of connection activity, and it is available in four listing options:

[Channel List] Lists all RPB Servers and their respective cameras. Click the Up and Down buttons to
move up and down the list. The Disconnect button ends the connection of the selected camera. The

Exit button closes the list while all connections remain.
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[Connection List] Indicates the number of files currently engaged in the connecting activity. The
number shown in the Total Works field drops as connection completes. Click the Work List to show
the type of connecting activity engaged, listed in the Type field. Click the Back button to go back to the

list; the Disconnect button to end the connection; the Exit button to close the list.

[Download List] Displays a list of files that is currently being downloaded to the RPB Client. The Ratio
field shows each file’s download progress and the Save Path field shows the location where files are

downloaded to.

[Download History] Displays a history list of downloaded files in the RPB Client. Double-click the list

will play back related files in the RPB monitoring window.

Connection Record
Connection Record keeps track of the connections, which makes your next connection more easily.

[Save Connective Status] Saves current connections to a path. When open the RPB Client next time,
click the Connection Record button and then select Load Connective Status (see descriptions

below) to look for this path for fast access to current connections.

[Load Connective Status] Loads connection status that was previously saved into a file by Save

Connective Status, described as above, into the RPB Client.

[Load Resume File] If the connections were ended, select this option to continue the downloading

process.
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Address Book
The Address Book not only keeps connection information about the RPB server, but also allows quick

connection and auto login to the RPB server. Follow these steps to create an entry in Address Book:

Click the Address Book button (No.9, Figure 4-37) to bring up the following dialog box.

Address Book
= égﬂum Server Marme;
Server
o Server? |Ser\rer1
a% Graup? Senver Address:

InX
|Guest
Pazsword:
Fort:
| 5066

ey Graupl ey Ser\rer| Delete | Connect | Close |

Figure 4-41

Click the New Server button and provide information to the fields:

Server Name: Give a descriptive name to the server.

Server Address: Enter the IP address or domain name of the server.
ID: Enter an ID that was already created in the server.

Password: Enter the password associated with the ID.

Port: Use the default port 5066, unless otherwise necessary.

You may create a group (click the New Group button) before adding any user. Click on any group, and

then click the New Server button to add users to that group.

Click the Close button to finish the setup; Delete to remove the entry from Address Book; Connect to

connect the RPB Client to the RPB Server instantly.
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Preference Settings

Figure 4-42

[Download] The options allow you to specify how your files are saved when your storage space is full.
[Channel Text] The selections determine the effect you want your camera view to display.

[Panel Resolution] Select the screen resolution of the RPB Client window.

RPB Client Playback Control Panel

Playback Status Panel Playback Meter

#1 10/8/2007 21:17:57.502

= ES == E EE ERS - (9 ) () (= ) O) 0[5 |—Peedup
~ > Speed down
Pause | Play
Frame Frame
. Disconnect
PreVious Next
Frame Frame

Figure 4-43
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GPS Tracks Playback

Since GV-Video Server and GV-Compact DVR support GPS tracking, GPS tracks are recorded along
with video on these devices. On the GV-System, you can retrieve GPS tracks from these devices and

play them back in Google Maps, Microsoft Virtual Earth and even user-defined maps.

1. GV IP device must allow the remote access with ViewLog Server activated. See ViewLog Server

in its user’'s manual.

2. Toremotely connect to GV IP device from GV-System, click the Tools button and select Remote

ViewlLog Service. The Connect to Remote ViewLog Service dialog box appears.

3. Enter the connection information of GV IP device, and click Connect. Once the connection is

established, the video events will be displayed on the Video Event list.

4. To select a map API (Application Program Interface), click the Tools button and click Select Map

API. This dialog box appears.

GV-GIS X

Please enter the map authorization key or license key

[ T

FPlease enter the wehsite of the Map API

| http i ey virtualearth. netmapcontrali default @
W ‘ark offline @)
Pleasze select a Map AP
Microsoft Virual Earth - @
Cancel
Figure 4-44

5. In Please Select a Map API, select a Map API. For Google Maps, you need to sign up for an API
key from Google website (http://code.google.com/apis/maps/signup.html), and enter the API key

in the Please enter the map authorization key or license key field.

6. To play back GPS tracks, click the Tools button and select Display GIS Window. The first-time
user will be prompted for a License Agreement. Read through the license terms before you click |

understand and agree to continue.

7. Select the events with GPS tracks from the Video Event list, select the desired video mode, and

click the Play button to start.
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a5 . " [=larEs

8
! ! ﬁ“n‘
Figure 4-45
Note:
1. Ifyou like to use the maps created yourself, overwrite the files at :\GV foldenGIShtm-User, and

select User Defined from the “Please Select a Map API” drop-down list (Figure 4-44).

You can also attach the USB mass storage device with the recorded files to GV-System for
playback. For this kind of playback, first load the data to ViewLog by following the instructions in
the section of Playback Using USB Mass Storage Device in GV-Video Server or GV-Compact
DVR User’'s Manual. Then follow Steps 4-7 above to play back GPS tracks.
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Touch Screen Support

By the touch of a finger, the touch screen panel allows you to change screen divisions, switch to full

screen and close the ViewLog screen.

1. Click the Tools button (No.6, Figure 4-2), point to Tool Kit, select Touch Screen Panel, and click

Panel Setup. This dialog box appears.

Touch Screen Panel Setup E|
[w Activate
{* Activate when erter Full-Screen Mode only g
(" Ahways Active
Layaout
f= “ertically " Horizontally
8031 Cancel |
Figure 4-46

2. Click Active to have these options:
B Active when enter Full-Screen Mode only: Launches automatically the panel when the full
screen view is applied.
B Always Active: Always displays on the ViewLog screen.
B Layout: Select a vertical or horizontal panel.
3. Click OK for the above settings.
4. To active the panel, click the Tools button, point to Tool Kit, select Touch Screen Panel, and
click Panel Active.
5. At the upper left corner of the screen, an information window indicating date, time and storage

space will appear. Right-click it to open this touch panel.

=006

2198

Figure 4-47
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Fast Key Reference

To view the fast key list, click the Tools button (No.6, Figure 4-2), point to Took Kit, and then select
Fast Key. The ViewLog fast key list appears.

Specifications

190

Feature

Notes

Support for Defogging

Yes (4 channels)

Support for Stabilizer

Yes (4 channels)

Support for PIP View

Yes

Support for PAP View

Yes

Support for Panorama View

Yes (4 sets of Panorama View )

Videos Exported as .AVE Files

Yes

Object Search

Yes




Chapter 5

Backing Up and Deleting Files ........... 192
Backing Up Log Data USing SYStem LOQ .....ceeviiiiiiiiiiiiiiiiieeeeeeeeeeiiin e 192
Backing Up Files USiNg VIEWLOQ .....cccoiiiieiiiiiii et 194
Splitting Files for Backup onto Multiple DISCS ......ccuuvviiiiiiiiiiiiiiiiicee e, 197

Excluding ViewLog Player in the Backup Files .........ccccccooiiiiiiiiiii e, 197
Including ViewLog Player in the Backup FileS........ccccccooiiiiiiiiiiii e, 198
Deleting Files USiNG VIEWLOQ ...uuuiiiiiieiieeeiie et 199
Repairing Damaged File Paths ... 201

Repairing Damaged Video FileS ........coooiiiiiiiiiii et 202



Backing Up and Deleting Files

This chapter explains how to back up and delete video/audio files. Video files can be copied from the
hard disk to external storage media, such as CD-R, DVD, MO, or ZIP drives. Video files saved on the

hard disk can be deleted as well.

Backing Up Log Data Using System Log

Using the System Log, you can back up all log data or filtered data based on criteria.

1. To open the System Log, click the ViewLog button on the main screen (No.13, Figure 1-2), and
select System Log.

2. Click then icon at the top left corner on the System Log window, and select Advanced Log
Browser. The Advance Log Browser appears.

3. Select a time period of logs to be loaded to the Advanced Log Browser.

4. Click the Backup button on the toolbar. This dialog box appears.
x
Takle Option
(= {nii Tablesi

" Current Takle

[v Export with “ideo/tudio data

Ok I Cancel

Figure 5-1

[Table Option]
m All Tables: Backs up all log data.
B Current Table: Backs up only the log table you are currently at.

[Export with Video/Audio data] Backs up video/audio attachments with log data.
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5. Click OK. The Backup dialog box (Figure 5-2) appears.
6. Inthe Media section, select the method and destination to back up the log files.
7. Click OK to back up.

Note:
1. To back up the filtered data, use the Filter function to define search criteria first. See Filter
Settings in the section of Advanced Log Browser in Chapter 4.

2. To open the backup data, run EZSysLog.exe from the backup file.
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Backing Up Files Using ViewLog

Using ViewLog, you have three backup options:

® Back up to hard disk

® Create CD/DVD using a third party software, e.g. Nero, Roxio, etc.

® Create CD using Windows XP / Server 2003 / Vista inbuilt burning software

To back up files:
1. On the function panel, click the Tools button (No. 6, Figure 4-2), and then select Backup. This

dialog box appears.

Media Time Frame
L nobat b (% 9/24/2007 0:00:00 ~ 10/24/2007 2359:59
Backup Folder Mame ; o 71024
|GA[ACPEN CD-RWCRWS232 :650ME]  v|
0 DD Burning Softvare
(€D Using C'S-Burning @
Media Information
z :
e
[ Used Size : 13918 MB
Free Size : 51052 MB
Total Size B:50.00 MB
Add time frame | Resume ‘
Erase Rewritable Disc ‘ “iew Backup Log | @ JiE e L F t
oK | e | v Include “iewlog Player
Figure 5-2

2. Select a destination media to back up files.
[Media]
B Using Hard Disk: Click to back up files to the hard disk you select. Click the [...] button to

select the desired hard disk.

Backup Folder Name: Enter a desired name for the backup folder.

Using CD/DVD: Click to back up files to the CD or DVD media using the third-party software.

» Click the [...] button to assign the desired burning software (.exe file). When you click
OK on the Backup dialog box (Figure 5-2), the system will ask you to paste the backup
files to the CDR-Writer program, and call up the assigned burning software for you to

paste and backup files.
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» If Nero software of version 6.6.0.1 or later is installed, the backup feature provides the

direct burn function. It allows you to directly burn the files onto CD/DVD without the steps

of assigning the burning software and pasting the backup files to the CDR-Writer

program.

» If Nero software of version 7.0 is installed, the backup feature allows you to directly burn

the files to blu-ray media.

B Using OS-Burning: This option is only available when you use Windows XP or Server 2003.

It burns files using the inbuilt software of the operation system. Note that your hard disk

needs at least 1 G buffer space.

[Media Information] This section indicates free and used space on CD/DVD media or the local

disk.

Click the Add Time Frame button to define a time period for backup.

Select Backup Time

Time Period @ Select Camerals) Q Q]
) ~ = Camera 1 0+0
StartTme: |11/ 72007 «| - [ooonon = a2 0o
Camera 3 3+0
End Time : - :59: _
[117 go07 |- [2ases = comore 0o
Camera 5 o+0
=ty Camera & 0+0
[v Dstabase Files Catmera 7 0+0
¥ Object Index ¥l Camera & 0+0
= @y N v Camera 9 0+0
v Only Never-Recycle Eve Camera 10 0+
Unnark these evgrﬂs to be recycled @ Camera 11 0+0
after the backup is complete.
Camera 12 0+0
Camera 13 o+0
Camera 14 o+0
Camera 135 o+0
L:‘J Camera 16 o+0
“ Stetus Search End
Total Event : 3
Total MDB -]
Total Chjsct Index : 3
Used Size: 3g2mB
Video + Audio Evert -
o | cuea || [
Figure 5-3

[Time Period] Specify the time periods for backup.

[Select Camera(s)] Click to select the camera(s) for backup. The number of video and audio

files of each camera is indicated respectively, e.g. “Camera 1 1+0” means Camera 1 has 1 video

file and O audio file.

B Video + Audio drop-down list: Select the types of video events for backup.

[Information]

B Database Files: Click to back up the files from System Log.

B Object Index: Click to back up the Object Index files.
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Only Never-Recycle Event: Click to only back up the never-recycle events.
Unmark these events to be recycled after the backup is complete: After the backup is
complete, the never-recycle events will be unmarked for recycling. Please note if the first file
in the database has been marked and then unmarked in this condition, the first file will be
deleted automatically.

B The Status and Search End section: Indicates the number of backup files and their total

size. (Total MDB refers to the System Log files.)

4. Click OK to add the schedule. You can repeat step 3 to create up to 10 periods of time.

5. Click OK on the Backup dialog box for backup.

Tip: If you just want to back up a specific event or several events of one day, select the event or
multiple events on the Video Event list, and right-click to select Backup. The Select Backup Time
dialog box will then appear, and you can follow the steps described above to back up files without

setting up the time period.

Note:

1. If you are unable to record a CD, make sure the CD recording is enabled in your CD burner:
open My Computer, right-click the CD Drive icon, click Properties, click the Recording tab,
and then check Enable CD recording on the drive.

2. The Export to DVD Format option, at the right bottom of Backup dialog box (Figure 5-2),
outputs your files in DVD movie format, meaning that it will play in any DVD player that supports
writable DVD disks. To enable this option, MPEG2 files recorded by the GV-2004 Card /
GV-2008 Card need to be selected first (see the Select Camera(s) option), and a DVD+RW disk

is required as well.
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Splitting Files for Backup onto Multiple Discs

When the size of the backup files exceeds the disc space limit, the ViewLog can automatically split the
files to be burned onto multiple discs. For this feature to work, Nero 6.6.0.1 is required to be installed

on your system.

Note: This feature is not available when
1. the Export to DVD Format option is enabled to back up files to DVD, or
2. the CD Using OS-Burning option is enabled to back up files using the inbuilt burning software of

the operating system.

To access this feature, click the Backup button. You may choose to include the ViewLog player in the

backup files or not.

Excluding ViewlLog Player in the Backup Files
If you choose not to include the ViewLog player in the backup files, there are two backup modes:

® Mode 1: This mode intelligently burns files onto CD/DVD by shifting the complete event(s) to a
new CD/DVD if space is not enough on the current CD/DVD. You may see some blue screen

images at the beginning or the end of each CD/DVD.

1. When you start burning, a dialog box appears.

T T
Are You Sure ? %

Do you want to reduce the disc contents?

Yes Mo

Figure 5-4
2. For Mode 1, select No. A dialog box indicating the number of required discs for burning

appears.

Do you want to bumn the files? M

You will need 2 disc(s) to burn the files.

Yes Mo

Figure 5-5

3. Select Yes to start the backup.
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® Mode 2: This mode will keep some buffers at the end and beginning of each CD/DVD, thus
overlapping some videos in the beginning of each CD/DVD from the end of the previous CD/DVD.

1. When you start burning, a dialog box (Figure 5-4) appears.

2. For Mode 2, select Yes. A dialog box indicating the number of required discs for burning
(Figure 5-5) appears.

3. Select Yes to start the backup.

Including ViewlLog Player in the Backup Files

If you choose to include the ViewLog player in to backup files, the Model 2 backup method will be
applied. You may see some overlapping videos in the beginning of each CD/DVD from the end of the

previous CD/DVD.

1. Toinclude the ViewLog player in the backup files, check the option of Include ViewLog Player

at the right bottom of the Backup dialog box.

Medis Time Frame

[ Using Hard Disk [#- (L% 91 D/2007 0.0000 ~ 871972007 23.53°53
Backup Folder Mame @

(+ Using CD /DVD
e[ LTR-523275 : 650 MB ] |

D f DWD Burning Software

" CD Using OS-Burning @
Media Infarmation
[ Used Size: 113.93 MB
Free Size : 536.07 MB
Total Size E50.00 MB

R o ‘
‘ “Wiewr Backup Log | @ =
X I Cancel | ¥ Include Yiewlog Player
Figure 5-6

2. When the backup process starts, a dialog box indicating the number of discs required for backup

appears.

3. Click Yes to start the backup.
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Deleting Files Using ViewlLog

To delete files using ViewLog, follow these steps:

1.

Backing Up and Deleting Files

On the function panel, click the Tools button (No. 6, Figure 4-2), and then select Delete Log. This

dialog box appears.

Time: Period
Start Time : | 712004~ |- |onooios =
Enel Time : | 723004 |- |23:58:09 =l
Select Camerals) =10)
Camerals) Files Status
Camera 1 4 Ready
Camers 2 n Reacy
Camera 3 1 Ready
Yidea + Audio Evert |
[~ Only Never-Recycle Event.
[ Included day light saving time rollback event.
Total Event : =)
Total Size : 1585 KB
Delete Close

Figure 5-7

Define the time period for file deletion.

Uncheck the cameras, which you don’t want to delete the files of.

Use the drop-down list to select the types of events to be deleted, e.g. video, audio or both

together.

If you only want to delete the never-recycle events, select the Only Never-Recycle Event option.

If you want to delete the events recorded during the Daylight Saving Time period, select the

Included Day Light Saving Time Rollback Event option.

Click the Delete button.
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Tip: If you just want to delete a specific event or several events within one day, select the event or
multiple events on the Video Event list, and right-click to select Delete. The Delete dialog box will then

appear, and you can follow the steps described above to delete files without setting up the time period.

Note:
1. If you want to view the history of file deletion, click the View Delete Log button.
2. To view the information of files from a desired camera, right-click the camera and select Event

View.
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Repairing Damaged File Paths

The only way to correctly delete video and audio files is through the operation you've just performed in
the previous section. If you move or delete a video file using Windows Explorer or Windows File
Manager, GV-System will not know what you have done, unless you've run the Repair DataBase

Utility. This Utility comes with the installation of Main System. Follow these steps to repair the paths:

1. Gotothe Windows Start menu, select Programs, point to the GV folder, and then select the
Repair DataBase Utility. The valid ID and password are required.

2.  When the Select Camera for Repair Database dialog box appears, select the desired cameras to
fix the file paths.

3. Click OK. This dialog box appears.
11X

Status Result

—Default Path
CAGVEIOm

v Resene Mever-Recycle Flag

[~ Repair all information (It will spend long time )

Search Hard disk Exit

Description

Search the user defined path for log to rebuild the database.

Figure 5-8 The RepairDB Dialog Box

4. Click the Use Default Path button to start the path re-building at the locations specified to save
the files in the Main System. For details, see Log Storage, in Chapter 1.

5. Click the Search Hard Disk button to search the entire PC, and then to re-build paths for the files
recorded by GV-System.

Note:
1. The repair and the search function will not apply to the files that have been renamed manually.
2. Use this Utility if encountering any of the following scenarios in ViewLog:

(1) A question mark appears right before a video file in the Video Event list.

(2) When you click the Playback button, no video is displayed even a file is selected.
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Repairing Damaged Video Files

If the computer has been shut down improperly, e.g. due to power failure, use this function would

repair the damaged video files.

Tip: When a computer has been shut down improperly, the first thing you do before starting the

GV-System is to run Repair BataBase Utility. After running the utility, go back to ViewLog and view
Video Events. You should be able to play back all video files at this step. However, if what you see is a

guestion mark after clicking on the file, the problem may be that the recording process was interrupted.

To repair the file, run the AVI repair utility and follow the steps below.

1. Double-click AVIRepairAPIl.exe in the GV folder. This dialog box appears.

£ AVIRepair

1. Select source file to repair.

Browse

Source File Path D:AGVY1480\cam1 7\0304Event20030304214623017.avi

2. gelect repair method. (A1 file only)

" Auto
Compression Type Resolution
MPEGA | |320 % (240
3 Click"Repair to start.
Figure 5-9

2. Click the Browse button to find the damaged video file.

3. If you know the codec and resolution of the file, select Manual, select Compression Type and

type Resolution. Alternatively, you may select Auto and the system will run all combinations for

you. Please note it takes longer time to repair with this selection.

4. Click the Repair button to start.




5. You may see the distorted image or No Image on view screen if an incorrect codec and resolution

Backing Up and Deleting Files

were chosen. For this, click No for the next combination until a complete image appears.

Distorted Image

Preview Dialog

Resolution 320x240
Campression Type MPEG-4

Dovyou acceptthis video?

No Image

N ¢

mage

(e =
Resolution 640x480
Campression Type MPEG-4

Do you accept this video?

Complete Image

Preview Dialog

Resolution 320x240
Cormpression Type Geo MPEGY (ASP)

Do you acceptthis video?

T Ves | ne | cancal | ves | wo | cancel | Mo | cancel |

Figure 5-10 Figure 5-11 Figure 5-12

6. When a complete image is displayed, click the arrow button to preview the file.

7. Click Yes to start the repair.

8. Click Yes to overwrite or No to save this file to another path. Note if you choose No in this step,

remember to run Repair DataBase Utility again after exiting this program.
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/O Applications

This chapter discusses how you can set up and control the I/O devices connected to GV-System. 1/O
applications include these features:
® Configure 1/O devices

Move PTZ to a preset location on input trigger

® Support access control systems of Momentary and Maintained modes
® Arm and disarm I/O devices without interfering with the monitoring
® Centrally manage I/O devices across the wide area by the Advanced 1/O Panel



n | /O Applications

Setting Up I/O Devices

Devices necessary for I/O applications are: GV-Net, GV-Net card, GV-NET/IO card, GV-10 and
GV-Relay. For details, see Chapter 2 in the Installation Guide.

To connect an I/O device to GV-System, you need to configure the settings. On the main screen, click
the Configure button (No. 14, Figure 1-2), point to General Setting, click System Configure, and

then click the I/O Device tab. This window appears.

System Configure §|

General Setting] Camera Record Setting | /0 Device l HotLine]
Select /0 Device

Input 1 Jj
Device:  |GYMETAD Card v _Farmat i || -Name Signal Typs

5 Latch

Fot. | E 4 Input 1 G NOCnC T
Address: | J Remaove Manitar [nput

v Recideo: ’5_ Sec

v Irreoke Alarm: ui]-;)) Maotify -
M odule | Device | Fart | Address [ Ireeoke to Send dlerts
1 GY-NETAO Card - ™ Output Module: | J | J

[ Register Input Event

Clutput 1 ﬂj

B

Mame

QOutput 1 Forze Output

Signal Type

& N/ T NAD Toggle N/ Pulse
< 5| € WD © N/ Toggle ™ N/C Pukse Ees

(]9 | Cancel |

Figure 6-1 1/O Settings

[Select I/O Device] Adds an I/O device to the system:

1. Select the device from the Device drop-down list.

2. Click the Format Addr. button to assign an address to the device. The Format Address dialog box
appears.

3. Start your first device with New Address set to 1. Click the Write button to write the address to the
device. Click OK to apply the setting.

4. Click the Add button. You should see the device listed in the display window.
Repeat above steps to add more devices once at a time. Each device should have its own address;

therefore, in step 3 you should assign a different address for the new device.

Note: For GV-Net/IO Card V3.1 (Net/IO Card Mode), select the option of GV-NET/IO Card; for
GV-Net/IO Card V3.1 (I/0O Box Mode) and GV-I/O Box 4, select the option of GVIO-USB (4); for GV-10
Box 8, select the option of GVIO-USB(8), and for GV-I1/0 Box 16, select the option of GVIO-USB(16).
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[Input X] Click the Arrow buttons to select an Input to set up. One GV-10 module provides up to 8

inputs.
Select Input Apply to all Inputs
Input 1 !JL
Mame Signal Type
- Latch

Imput 1 @ NO N T Trigger

Monitar Input (8=

v RecVideo: IE_ Sec

[v lrvoke Alarm: q i "l

"\/] ) |Notiy Take a snapshot on input trigger

v lrvoke to Send Alerts @ @ Delay Time Setup

v Output Module: Mad 1 =||Pin1 = |[Bl——Delay Time Setup

v Reaister Input £ venk

Figure 6-2

B Name: Specifies a name for each input device in the Name field. (Click the Arrow button to set up

next input).
Signal Type: Select signal type for your input device. You may use the Finger button to apply
your selection to all input devices.

For details on Latch Trigger, see Latch Trigger later in this chapter.

[Monitor Input]

Rec Video: Check this option to use the input (sensors or detectors) to trigger recordings on
multiple cameras. Click the Arrow button to select which camera to record upon input trigger, and
specify the recording duration.

Invoke Alarm: Check this option to activate computer alarm when the input is triggered. You may
select the alarm type in the drop-down menu.

Invoke to Send Alerts: Check this option to send out an assigned alert (E-Mail/Hotline/SMS)
when the input is triggered.

1st Right Arrow button: Appears when E-Malil is the assigned alert. Click to select the camera(s)
to take a snapshot on input trigger. The snapshot will be sent out by E-Mail.

2nd Right Arrow button: Click to set the delay time to activate assigned alerts
(E-Mail/Hotline/SMS).

Output Module: If the input is invoked, the system will automatically send a signal to an output
pin.

Right Arrow button: Click to set the delay time to activate the assigned output module.
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B Register Input Event: This option logs the alarm events into System Log. Each event is labeled
with ID, time, device name (camera or I/O input), corresponding module of the device, and event

for later retrieval. For details on System Log, see System Log in Chapter 1.

Note: The delay functions in Invoke to Send Alerts and Output Module allow you time to deactivate
prior to enabling alerts and the output device. To deactivate these settings, you may stop monitoring or
enable the assigned input module set at “Deactivate notification when selected pin ON" in I/O

Application window (Figure 6-8).

[Output X] Click the Arrow buttons to select an output. One GV-IO module provides up to 16 outputs.

Select Output

[ |
— Dutput 1 _LJ_JI

I e =
—Mame
F Output
Apply to all Outputs !Dumm 4 1 MI

— Signal Type E

& N O NAD Toggls " NAO Pulze
=
N/ O NJC Toogle (&1 " M/ Pulse [F sec

Keep Last Toggle Status
Figure 6-3

B For PTZ: This option opens the PTZ Control Panel, where to control movements of your PTZ
camera.
Name: Specifies a hame for each output device in the Name field.
Force Output: Click to test signal to the selected device.
Signal Type: There are six signal types available: N/O (Normal Open), N/O Toggle, N/O Pulse,
N/C (Normal Closed), N/C Toggle, and N/C Pulse. Choose the one that mostly suits the device
you're using. The N/O Toggle or N/C Toggle signal type is the output high mode that turns to
output low until the monitoring is stopped. You can also specify the pulse duration for pulse type
signals.

B Keep Last Toggle Status: See Keeping Last Toggle Status later in this chapter.

Note: PTZ camera and I/O devices cannot be assigned to the same port at the same time.
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Latch Trigger

Instead of constant output alarm in N/O and N/C, the Latch Trigger option provides a momentary alarm,

and allows you to set the alarm duration.

Setting up Latch Trigger:
On the main screen, click the Configure button (No. 14, Figure 1-2), point to General Setting, click
System Configure, click the I/O Device tab, and then check Latch Trigger. See the red square in this

dialog box.

System Configure P§|

Gerneral Setting] Camera Record Setting |/ 0 Device l HotLine / Network]
Select [/0 Device

Input 1 jj

Device: |GWMET/DCad | Name Signal Type [ e
= ate

Part | J Input 1 ™ Na O NS W Trigaer
Address: | J Remaove Manitar Input lﬁ

v Rec'ideo: 5  Sec |Cameral -

W rwvoke Alarm: [[j.)):] Matify =
Module | Dievice | Fort | Address W Irvoke to Send flerts
1 GW-MET/I0 Card . .

v Output Madule: |Mod. 1 j |F'in. 7 ﬂ

v Feaister Input Event

Output 1 ﬂj

I

M arme

COutput 1 Faorce Output

Signal Type [

N/ © WD Togole * N/ Pulze
e si| | € MC N Toggle ] N/CPuse |90 Se

QK. | Cancel |

Figure 6-4

Application Example:

In the above scenario, Input 4 is set to N/O and Latch Trigger as well. When Input 4 is triggered:

® Camera 1 starts recording for 30 seconds and stops itself until the next input trigger (see the Rec
Video option).
Computer Alarm sounds once (see the Invoke Alarm option).
The output (Module 3, Pin 7) is triggered simultaneously based on the Latch Trigger mode (see

the illustrations below).
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Following illustrations can help you understand different output signals (see Purple Square in the
above dialog box) working with the Latch Trigger option.

1. N/O (Normal Open) + Latch Trigger
Once the input triggers the output, the output will be triggered for a short moment and then turn off

itself.
N/C N/C N/C N/C
Input
Output
N/O N/O N/O N/O N/O N/O

2. N/O Toggle + Latch Trigger
Once the input triggers the output, the output will keep triggering until a new input trigger.

N/C N/C N/C N/C
Input
Output
N/O N/O N/O N/O
1st Input Trigger 2nd Input Trigger

3. N/O Pulse + Latch Trigger
Suppose you set the Pulse time to 60 second. Once the input triggers the output, the output will remain

ON for 60 seconds before turning off itself.

N/C N/C N/C N/C

60
sec

60
sec

Input
Output

N/O N/O N/O N/O

211



Q GeoUision

212

Keeping Last Toggle Status

This feature can memorize the current output state when the monitoring is stopped or the system is
restarted. For example, suppose the output is lights. When remaining on the premises, you stop

monitoring but the triggered lights remain ON, not affected by the system state.

Setting up “Keep Last Toggle Status”:
In the System Configure dialog box (Figure 6-1), select N/O Toggle or N/C Toggle, and click the

Arrow button beside to check Keep Last Toggle Status.

Signal Type (g
" N N/D Toaggle |:| " N/ Pulse
" NAC € NAC Toggle

Car

v Keep Last Toggle Status

Figure 6-5

Application Example:
Following two illustrations help you understand how the input works with the output set to Keep Last

Toggle Status.

1. Input (N/O) + Output (N/O Toggle + Keep Last Toggle Status)

The triggered output remains ON even when you stop monitoring or restart the system.

N/C N/C N/C
Input
Output N/O N/O N/O
1st Input Trigger 2nd Input Trigger

Stop monitoring /
Restart the system
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2. Input (N/O + Latch Trigger) + Output (N/O Toggle + Keep Last Toggle Status)
When “Latch Trigger” works with “Keep Last Toggle Status”, the output only has a momentary trigger
but also needs to remain ON even when you stop monitoring or restart the system. Therefore under

the two conditions, the output turns off until a new input trigger.

N/C N/C N/C
Input
Output N/O N/O N/O
1st Input Trigger 2nd Input Trigger

Stop monitoring /
Restart the system

213



214

Q GeoUision

1/0 Control Panel

I/O control panel is used to control I/O devices that are added to the system. This control panel will not
appeatr, unless at least one 1/O device is connected to the system. To add and to configure a device,

see Setting Up 1/0O Devices earlier in this chapter.

I/O Input Control Panel

After a device is added to the system, click the I/O button on the main screen to bring out the on-screen
control panel for inputs and outputs (Figure 6-6 and Figure 6-7). If only one I/O device is connected to
the system, click the 1/O button and select Module 1 to bring up the control panel; if more than one 1/O
modules are connected to the system, clicking the 1/0O button will list all I/O modules connected to the

system. Select one to bring out the control panel.

n_] Out &
Module 1 ——— Mook Nomber
Inpat 1 ]
Input 2
Inpat 3
Input 4
Inpit 5
Input &
irpat 7
Input &

— Ihpnt Device

¥ B §io o B0 B0 B0 B0

Figure 6-6 Input control panel
The input panel displays status of current input sensors. The “walking man” icon indicates the sensor is

being triggered.

I/O Output Control Panel

Click the Out button to switch to the following output panel. Pressing an alarm icon will send an output

signal to the corresponding relay.

[ [Ci]&E IR T

Moduls 2 Module 2 —1——Module Number
Output 1 @ Output 9 @

Output 2 @ Output 10 @

Output 3 @ Output 11 @

Output 4 @ Output 12 @

oupts (@ outpt 13 (@ [ Output Device
Output 6 @ Output 14 @

Output 7 |@ Output 15 |@

ouputs @ Output 16 (@] |

Figure 6-7 Output Control Panel
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H | /O Applications

In the 1/0 Application dialog box, you can configure the advanced applications, such as defining a PTZ

camera movement upon input trigger, setting momentary or maintained mode, deactivating alarm and

alert settings, and triggering an output device after video or connection lost. Click the Configure button

(No. 14, Figure 1-2), point to Accessories, click I/O Application, and select I/O Application Setting

from the menu to bring up the following dialog box.

|10 Application
ociule 1 Clear Al
Input 1 A [¥ Deactivate notification when selected pin is Ol
[v Preset Go by 10 ftod. 1 - Input . |Pin. 1 -
|vecs - Deactivate Motification (9

Acldlr: 1 -

Alarm On: |Preset! A Deactivate Selected Motification;

Alarm Ott [po oot - [ Output [ Wave Slarm (2 o
B,

[~ Send Alert (TelEMailSMS) B
Alarm On Dweell Time; 10 Sec,

Trigger by:  |mction |

Mever Recycling Input - Triggered v Yideo LostiConnection Lost
Everts Trigger WO
Ot
v 1O Overlay: Setup... |Camera1 ﬂ r |Mod.1 ﬂ |Pin.1

" Momentary Mode (* Mairtained Mode
Start/Stop Pin
[v StartrStop Camera Monitar by KO |M0d.1 j |Pin.1 j
W StartrStop 10 Maritor by 10 Mod.t w|[Pnt )

O | Cancel |

)

%]

Figure 6-8 I/O Application

Moving PTZ Camera to a Preset Location upon Alarm Events

This feature allows you to define how the PTZ camera and the GV-System will respond to an input

trigger event. Click the Arrow buttons, and select a module and its input to set up.

Addr: Specify the address of the PTZ camera.

point, before returning to the “Alarm Off” preset point.

Preset Go by I/0O: Enable the option and select your PTZ camera from the drop-down list.

Alarm On: Turns the PTZ camera to a preset point when the input is triggered.
Alarm Off: Returns the PTZ camera to a preset point when the triggered input is off.

Alarm On Dwell Time: Specify the amount of time the PTZ camera stays at “Alarm On” preset
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Note: Depending on the capability of the PTZ camera, up to 64 PTZ preset points and addresses can

be programmed.

Setting Momentary and Maintained Modes

[Momentary Mode] Pushbutton switches that are normally open and stay closed only as long as the
button is pressed. Momentary switches allow turn-on or turn-off from multiple locations. For example,
certain premises have a designated entry/exit door. When the staff enters the entry door, the system

starts monitoring. When the staff leaves from the exit door, the system stops monitoring.

[Maintained Mode] Push-on/push off button switches that stay open until thrown, and then stay closed
until thrown again. Maintained switches are convenient for only one switch location.
For example, in the business hour when the door is opened, the system stops monitoring; in the

non-business hour when the door is closed, the system starts monitoring.

Deactivating Alarm and Alert Settings upon Input Trigger

The option lets you instantly deactivate all the prior alarm and alert settings (Output, Wave Alarm, Send

Alerts), when an assigned input module is triggered.

[v Deactivate notification when selected pin is N

o 1 hd It Pin. 1 hd

Deactivate Matification M

Trigger by:  |Motion -]
Deactivate Selected Matification:

[ Output [ Wave Alarm ﬁ o
o
— Serd Alert (TeEMailSMS) oo

Figure 6-9
[Deactivate notification when selected pin is ON] When an assigned input module is activated, all

designated alarms and alerts will be disabled. Assign an installed input module and a pin number for

the application.
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[Deactivate Notification]

B Triggered by: Select an alert condition from the drop-down list for the application. For example, if
you choose Motion, all designated alarms and alerts upon motion detection will be deactivated
when an assigned input module is activated.

B Deactivate Selected Notification: Select the alarms and alerts you want to be deactivated, such

as Output, Wave Alarm and/or Send Alert, when the assigned input module is activated.

Overlaying Input Name onto Screen upon Alarm Events

This feature is designed to overlay the name of input device on live video for alert or save it to video

files whenever the input is triggered.

[I/O Overlay] Click Setup to display this dialog box, use the drop-down lists to select the input module

and pin number, and then select camera(s) associated with the input device..

10 Overlay Setup E|
Mod.1 w|[Pin1 w|  Clearad
Camera
v 1 v 3 v 3 v 13
M3 7 V1 M5 ncheck Al
W 4 w8 w12 ¥ 16
Ok | Cancel |
Figure 6-10

To overlay the name of triggered input on live video, click the Configure button (No. 14 , Figure 1-2),
select General Setting, select Text Overlay Setting, and select Print on screen (Only for I/O alarm)
or Print on video file. You can also select the position of the name stamp on the screen. For details,

see Superimposing POS Data onto Camera Screen in Chapter 7.

Other Applications

[Video Lost/Connection Lost Trigger I/O] Activates the specified output module if any camera loses
its video signal or the connection is interrupted.
[Never Recycling Input-Triggered Events] When the item is checked, the files of input-triggered

events won't be recycled by the system when disk space is full.
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Input State Detection

This feature is designed to monitor all inputs for a change of state whenever you start I/O monitoring. A

change from the defined state (N/O to N/C or N/C to N/O) can activate an alarm condition, e.g. a
warning light or buzzer.

1. On the main screen, click the 1/O button (No. 7, Figure 1-2), and then select Detect Input Status.
This dialog box appears.

E
[+]% Module 1
[#] &= Input1
[#] &= Input 2
[#] &= Input 3
[#] &= Input4

[V Force outputwhen one or more inputs are abnormal

hiod. 1 | Output  |Pin. 1 <

AulocloseabnormalnotmyaﬂerI §  gec

cancel_|
Figure 6-11

2. Check the Input(s) you want to monitor.

For any state change, you can trigger an alarm output by checking Force Output when one or
more inputs are abnormal, and assigning the output module and pin humber.

When the state change is detected, a warning message will pop up on the screen. In the Auto

close abnormal notify after x sec field, you can define the duration of the message to close itself
automatically.

After settings, you can manually detect all input states by selecting Detect Input Status. Or, you can

just start I/O monitoring. When the system detects any change of input state, you may see this warning
message:

Detect Input Status

.IOI

\E_‘_ Flease verify the following abnormal inputs

Module | Pin |
1 Input1

1 Input 2
1 Input 3
1 Input 4

Setup | Retry |

Figure 6-12
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/O Enable Setting

You can manually arm or disarm any I/O devices without interrupting the monitoring. For example,

when an output alarm is triggered at the front door, you can turn off the output while the system keeps
on recording and I/0O monitoring.

Arming / Disarming 1/O devices:

1. On the main screen, click the 1/0O button (No. 7, Figure 1-2), and select /O Enable Setting. This
dialog box appears.

|
= TEST27
=[] T Module 1

; L8 nput Pin { 4)

‘@ OutputPin ( 4)

Reszet Output |
Ok I Cancell Apply |

Figure 6-13

2. Check the Input/Output to arm or uncheck the Input/Output to disarm the device(s). Then click
Apply to verify the changes.
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Advanced 1I/0 Panel

The Advanced I/O Panel provides a centrally managing solution for I/O devices installed across a wide
area. It simplifies the process of configuring and managing many 1/O devices. Its major features are:

® Trigger I/O devices without starting 1/0O monitoring

® Group I/O devices for cascade triggers

® Monitor different 1/0O cascade configurations at different times of the day

°

Quickly access triggered 1/0 devices by a Quick Link window

The Advanced I/0 Panel

To open the panel, click the 1/0O button on the main screen, and then select Advanced I/O Panel.

00600606 o

. L0 Central Panel = |EI|5|
& | é
@ | voue [pefaut =l
e__:J- Standard 110 List BB A dvanced 1O List |
¥ TEST27 (1 Modules)
=05 Module 1
----- &= |nput1
..... & Input 2
----- &= |nput 3
----- &= |nput 4
..... @ Output 1
----- (@ Output 2
----- @ Output 3
----- @ Output 4
Figure 6-14
The controls on the Advanced 1/O Panel:
No. Name Description
1 Configure Accesses Panel and Schedule settings.
2 Mode Schedule Starts/stops Mode Schedule.
3 Toggle Quick Link Displays the Quick Link window for quick access to triggered 1/O devices.
4 Advanced I/O List Style Displays the Advanced I/O List in various styles: View/Edit, Icon and Detail.
5 Expand Tree Row Expands tree branches.
6 Collapse Tree Row Collapses tree branches.
7 Mode Configures various cascade modes.
8 Standard I/O List Displays connected 1/0O modules.
9 Advanced I/O List Groups /O devices in cascade mode.
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You can group I/O devices by function or geography. Further, the group allows cascade triggers,

meaning that the trigger actions of one trigger can activate another trigger.

For example, you might have a group called “Entrance” that contains all /O devices installed at

entrances. The “Entrance” group might contain other sub groups, each of which contains just the
related I/O devices in various geographic locations:

=] Input 2

=@ Output 1
[ @ Output 2

Group containing all I/0O devices installed at entrances

———— Input 2 installed at the front entrance

Output 1 sub group at the kitchen

—— Output 3 sub group at the garage

Figure 6-15

When Input 2 is triggered, it will trigger the sub groups of Output 1 and Output 3, and Output 1 will
trigger Output 2 in a cascade series.

Creating a Group

1. Right-click on Advanced I/O List, and then select Add A Group. This dialog box appears.

Group Information |
— Group Mame

Save

IHDSH

Cancel |

— Group Motify Setting
W Irwvoke Alarm

Buzer

¥ Enahle advanced logical input in Multicam

=

Figure 6-16

Group Name: Names the group.

Invoke Alarm: Invokes the computer alarm on I/O trigger. Select a sound from the drop-down

list.

2. Click Save to apply the settings, and return to the panel.

Enable advanced logical input in Multicam: See Setting Advanced Logical Input Status
later in this chapter.

3. To create a cascading hierarchy, drag the desired inputs/outputs from the left Standard I/O List to

the group.

Note: In the cascading hierarchy, each input can only be used once while the same output can be

used repeatedly.
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Editing a Group:
To modify group settings, right-click a group, and select View/Edit. This dialog box appears.

Group Information

E|
— Graup Mame
"

I Entrance
Cancel

—Group Motify Setting

¥ Invake Alarm Buzzer j il

[v Enable advanced logical input in Multicam

— Current Pin Setting

Input 1
Input [ Level User-defined ]

ﬂ-l ¥ Triguer Associated Outputs

ﬂ'l Q Change Icon |
Mormal Default lcon |
=4+ Entrance
=4 Input 1
L@ Output1

Figure 6-17

[Group Name] As described in Figure 6-16.

[Group Notify Setting] As described in Figure 6-16.

[Current Pin Setting] To enable this option, highlight an 1/O device from the group list at the bottom.

B Trigger Associated Outputs: Triggers outputs in cascade mode. Click the Finger button to apply
the change to all I/O devices at the same group.

B Change Icon: To enable this option, select one of two displayed icons: Normal or Trigger. Click
the Change Icon button to change an icon. Click the Finger button to apply the change to all I/O

devices at the same group.

222



Editing an I/O Device

H | /O Applications

In addition to editing groups, you can also edit the settings of individual /O device. Right-click an 1/10

device, and select Setting. This dialog box appears.

Pin Setting - Inpuk

E

—Display Setting

@ | Input 1

 Text Color f+ Background Color

Alarm Level | Lewvel Uindefined

— Tridoer Setting
v Trigger Associated Outputs

Default ]

Figure 6-18

[Display Setting] You can define the nature of I/O devices by colors. Note that the setting only affects

the Detail style of the Advanced 1I/O List (No. 4, Figure 6-14).

B Alarm Level: Click the Alarm Level drop-down list, and select one of the six default colors: Fire,

Smog, Vibration, Intruder, Motion and Emergency. For the Level Undefined option, select Text

Color or Background Color, and then click the Input/Output drop-down list to change its color.

[Trigger Setting]

B Trigger Associated Outputs: Triggers outputs in cascade mode (see Creating a Group for

Cascade Triggers above).
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Configuring the Advanced I/O Panel

On the panel toolbar, click the Configure button, and select Panel Setting. This dialog box appears.

Panel Configure x|

General |

— Startup
[ Show Quick Link

[ Start Monitoring Schedule

— Laypout
[ Show Host Mame

¥ Use User-defined Text
fLevel 1 7| JLevel1-Fie

0k I Cancel

Figure 6-19

[Startup]

B Show Quick Link: Opens the Quick Link window at panel startup.

B Start Schedule Monitoring: Starts Mode Schedule at panel startup. For details, see Setting up
Mode Schedule below.

[Layout]

B Show Host Name: Displays the host name of each I/O device on the Advanced I/O List.

B Use User-defined Text: Allows you to modify the text of Alarm Level (Figure 6-18).
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The Mode Schedule allows you to monitor different I/O cascade configurations at different time. For

example, you may want I/O cascade triggers one way during business hours and another way for

non-business hours. Modes can be switched automatically at a scheduled time.

Creating a Mode:

1. Click the Mode drop-down list (No. 7, Figure 6-14), and select More Edit. This dialog box appears.

Advanced I/0 Modes

Advanced O Settings

Mewhode 1

Save

Cancel

Add

Delete
Fename

Copy

17100

Figure 6-20

2. Click Add, and name the created mode. You can create up to 100 modes.

3. You can also apply the settings of the existed mode to the newly created mode. Click Copy, and

select from Default to create a mode of default settings, or select from selected Mode to create

a mode using the settings of the previously created mode.

4. Click Save to return to the panel.

Select the created mode from the Mode drop-down list, and create the groups in the Advanced I/O

List. For details, see Creating a Group for Cascade Triggers.

225



Q GeoUision

Creating a Mode Schedule:
Define the times and days you like the panel to switch modes.

1. On the panel toolbar, click the Configure button, and select Schedule Setting. This dialog box

appears.
E
Add | Modify | Delete | Save I cancel |
Mame | Maode | Time | Days |

Schedule 1

Monday,Wednesday, Friday

Figure 6-21

2. Click Add to create a schedule. This dialog box appears.

Mame | Schedule 1

Mode  |Default =|
Time  [0o0000 = ~ [23:00:00 <
Days

8154 I Cancel

Figure 6-22

Name: Type a name for the schedule.
Mode: Select a mode from the drop-down list.

Time: Define a time period you want the mode to run.

Days: Check the day(s) you want the mode to run.

3. Click OK to apply the settings, and click Save to return to the panel.
4. To start the mode schedule, click the Mode Schedule button (No. 4, Figure 6-14), and then select
Mode Schedule Start.
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Quick Link

The Quick Link provides a quick access to triggered 1/O devices. It is a separate window to display all

group icons. The group icon flashes when any included 1/O device is triggered. Clicking the flashing
icon will bring you to the 1/O location in the Advanced I/O List.

» To open the Quick Link window, click the Toggle Quick Link button. (No. 3, Figure 6-14).

» To set the Quick Link window at panel startup, see the Show Quick Link option in Figure 6-19.

_ o x|
xaleo-lao
| Mode [Deraut = @Entrance
= Standard 1/0 List ERS] Advanced 1O List @ Euit
2.3 TEST2T (1 Modules) & Entrance
=75 Madule 1 &= Input1 @Lobbv

c,_ Input 3

L4 Input 4
@ Dutput 1
@ Output2

@ Output 3 2§ Labby
L@ Output 4 L= Input 2
@ Output
=-@ Output 2

Figure 6-23

Forcing Output
To manually force an output, click one output, and select Force Output.

>
>

In the Standard I/O List, you can force the output individually.

In the Advanced /O List, considering cascade triggers, you can only manually force the output at

the top level, e.g. Figure 6-24. Other outputs at sub levels cannot be forced manually, e.g. Figure

6-25.
However, if the output is not in a cascading hierarchy, you can definitely force it manually, e.qg.
Figure 6-26.
- [ Elevatars .4+ Entry = J@] Toilet
=R Y Cutput 1 | -4 Input 2 @ Output 1
- @ Output 2 --|@ Output 1 (=4 utput 2
--|@ Output 3 [@ Output 2 [@ Output 3
[@ Output 4 [@ Output 3 [@ Output 4
Figure 6-24 Figure 6-25 Figure 6-26
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Editing Background Image

With the Background Image feature, you can import a floor plan to lay out the locations of triggered I/O

devices. This feature works in the Icon style of the Advanced I/O List.

1. To switch to the Icon style, click the Advanced I/O List Style button (No. 4, Figure 6-14) and then
select Icon.

2. Select a group in the Advanced I/O List. The 1/O icons of this group will be displayed.

3. Right-click on the right screen, and select Background Image to import a graphic file.

4. Right-click on the right screen, and uncheck Auto Arrange. Now you can freely drag the I/O icons
to the desired locations on the imported map.

5. To add images to another group, repeat the steps 2 to 4.

++ I/0 Central Panel =18l x|
X Hle a-ao
Mode  |Default hd
-1 Advanced 10 List .
=4 Entrance @J & I—
=& Inputq _— Input 3
1@ output 1 Output 2
=¢ER
B Input 3
1@ output4 .
=] @ Qutput 2 @
L@ Output 3 Qutput 4
-4 Lobby l@
&= Input 2
@ Ouputt Output 3
= @ oupuz — ]
1@ output4 — —
Figure 6-27

Note: Highlighting Advanced I/O List in the Advanced I/O List, you can import another image.

System-Wide Triggers

The System-Wide feature gives privileges to remote applications, such as Center V2 and VSM, to

force the outputs in the Main System for cascade triggers.

For this example, the System-Wide feature is enabled in Output 1. When the VSM operator manually
forces Output 1, Output 2, 3 and 4 will be triggered in a cascade series. If the System-Wide feature is

disabled, the operator can only force Output 1 without cascade triggers.

-4+ Elevators
- & Output 1 (System-Wide)
--|@ Cutput 2
--|@ Output 3
[@ Output 4

Figure 6-28

To enable this feature, right-click an output at the top level, and then select System-Wide Output.



n | /O Applications

The “Advanced Logical Input Status in Mutlicam” Option

If you already set a specific input to trigger a specific output in the Main System, you can decide

whether to apply the simple input-trigger-output setting in the Advanced 1/O Panel.

For example, you have set a simple access system in the Main System: Input 2 (card reader) triggers
Output 3 (the door opens).

Input 2 i
Mame JJ Signal Type

Input 2 & no CoNe 'ff}tgcgher
b amitar Input

[~ RecVideo: ’_ Sec

W lrvoke Alarm: ﬂi]-]):] Muotify -

[ Invoke to Send Alerts |F|

||7EQ.HEEHF..ME.E'HI.@;E Mod 1 «||Fin 3 ﬂ|

[ Regizter [nput Event

Figure 6-29

But to tighten security, you may set a group “Garage” in the Advanced I/O Panel. Both Input 1 (power
switch) and Input 2 (card reader) should be activated together to trigger Output 1 (light), Output 2
(alarm) and Output 3 (the door opens) in a cascade series. Simply activating Input 2 (card reader)

shouldn’t cause any output triggers in the cascading hierarchy.

2 Garage )
o &= Input] ——————————— Ppower switch
o4 Inputz ——— card reader —---- Output 3 door opens
-|@ output1— light
=@ Output 2 alarm
|@ CQutput? —— door opens
Figure 6-30

So now you have the options:

» At default, the simple input-trigger-output setting is applied at the Advance I/O Panel when 1/O
monitoring is activated. For this example, Input 2 will trigger Output 3.

» To only apply the cascade triggers set in the Advanced I/O Panel and ignore the simple
input-trigger-output setting, enable Use adv. Logical input result as input status from the 1/0
icon on the main screen and Enable advanced logical input in Multicam from a certain group
(see Figure2- 16) together.

» To switch to the simple input-trigger-output setting, just disable Enable advanced logical input in

Multicam.
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Managing a Group of I/O Devices

With groups of I/0 devices set up on the I/O Advanced Panel, you can enable or disable these 1/0

devices by groups.

Enabling a Group
On the 1/0 Advanced Panel, right-click a desired group and select Start Monitoring. All input devices

of this group are now enabled. When inputs are triggered, outputs will be activated in cascade mode.

Disabling a Group
On the 1/0 Advanced Panel, right-click a desired group and select Stop Monitoring. All input devices

of this group are now disabled. No cascade triggers will occur.

Pausing the Triggered Inputs
This feature is designed for a group of outputs set to be Toggle mode. When inputs activate outputs in
cascade triggers, right-click this group and select Pause Monitoring. The inputs of the group will be

reset, but the outputs keep on alarming.

Note: With the System-Wide Output option (see System-Wide Triggers above) activated, you

cannot use these three options to manage a group of I/O devices.
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Visual Automation

The Visual Automation helps you automate any electronic device by triggering the connected output.

You can intuitively click on the image of the electronic device to change its current state, e.g. light ON.

Setting Up Visual Automation

1. Onthe main screen, click the Configure button (No.14, Figure 1-2), point to Accessories, and

select Visual Automation Setting. This dialog box appears.

Visual Automation Setlp

[v¥ Enahle

|Camera1 j

Set Color |

Delete All Sets |

Showe Style

" Marmal

(]9 | Cancel |

Figure 6-31

2. Select the desired camera from the drop-down list, and check Enable.

3. Drag the region on the image of the desired device. This dialog box appears.

Moduiet -
|Output 1 |

ote

—

Cancel|

Figure 6-32
4. Select the connected module and output device. In the Note field, type a note to help you manage
the device. Click OK to save the configurations.
To change the frame color of the set region, click the Set Color button.
6. To emboss the set region, check the Float Up option; or keep them flat by checking the Normal

option.
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Using Visual Automation

1. Onthe main screen, click the desired camera name (No. 2, Figure 1-2), and select I/O

Automation. This window appears.

Yisual Automation ¥iew - Camera

Figure 6-33

2. Click the set regions to force the connected output device.

3. To change the style of the set region, right-click the 1/O icon to bring up these options:
B Show All: Displays all set regions.
B Rect Float: Embosses all set regions.

B Set Color: Changes the frame color of all set regions.
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The GV-System can work with the GV-Video Server, GV-Wiegand Capture, GV-Compact DVR and

GV-IP Camera. The integration allows the GV-System to control their connected I/O devices

respectively.

On the main screen, click the Configure button (No.14, Figure 1-2), point to Accessories, click I/O

Application, and select Virtual I/O Setting. This dialog box appears.

Except the Enable options, other settings are similar to those of the Main System. Selecting Enable

can turn on the I/O device of the selected IP device, while clearing the selection can turn it off. For

details, see Setting Up I/O Devices earlier in this chapter.

Virtual lfO device setting
Selectvirtual I'0 device
|Gv-video Server, GY-Cor - |

Device:

@)

Add

Remaove

i

Modify

Module | Device Description

W3-02-Joyce(19...

3

Input 1

Rk
MName Signal Type F
{s {
Monitor Input— {8

[ Recvideo: Sec
W Invake Alarm: [[i]-])) I otify -

[ Invoke to Send Alerts
[ Output Module; | J |

Iv¥ Enahle

B

[ Redister Input Event

Output 1 jj

Mame %]

Force Output | Enable

Signal Type — g3

i - i
= ~ ~ I_ Sec
[0]34 | Cancel |
Figure 6-34

233



Q GeoUision

234

Setting Up a Module

Up to 16 connected I/O devices can be combined to be one module for the GV-System to use. Note
that 1/0O devices from GV-Video Server, GV-Compact DVR and GV-IP Camera can be combined to
build a module. However, 1/0O devices of GV-Wiegand Capture can only combine with those of another

GV-Wiegand Capture to set up a module.

1. Establish the connection to GV-Video Server, GV-Wiegand Capture, GV-Compact DVR or GV-IP
Camera. For details, see Hybrid and NVR Solution in Chapter 2.

2. Inthe Virtual I/O Device Setting dialog box (Figure 6-34), select one device, e.g. GV-Video Server,
GV-Compact DVR, GV-IP CAM 1.3M I/O, and then click the Add button. This dialog box appears.

GV -Video Server, G¥-Compact DYR, G¥-IPCAM1. 3M 1/O

Device Na... | IP Address | Device Na... | IP Address | Status |
GVCIPCAMT.. 192168.1.238 GY-IPCAMT.. 1592.168.1.154 ]
192.168.1.237 8]

ﬂ
ﬂ

Input ;1 Total Input: 2
Cutput 1 Total Qutput : 2
(0] 4 | Cancel
Figure 6-35

3. The connected devices appear on the IP address list. Select the desired devices and click the [>>]
button to add their I/O devices to the Mapping list. The total number of added I/O devices is
displayed at the bottom of the Mapping list. Click OK.

4. Select the added module from the list, and define the input status in the Monitor Input section. For
details, see [Input x], Setting Up I/O Device, earlier in this chapter. Click OK.

5. Onthe main screen, click the I/O button (No. 7, Figure 1-2). This module is available from the

selection list.
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Point-Of-Sale (POS) Application

A POS device can be integrated to GV-System. You can view transactions as they happen overlaid on
video channels. Transaction alerts can be configured, allowing instant notification of transaction events.

Video searches can be performed based upon a specific item or a period of time.

Before connecting a POS device to the GV-System, you need to know the printing mode of your POS
device: Text Mode or Graphic Mode. If you are not sure about the printing mode of your POS device,
refer to The Printing Mode of POS System/Cash Register at this link:

http://www.geovision.com.tw/english/fag/POSflowchart/The_printing_mode_of POS_system_cash_register.pdf

Text-Mode POS Device

Windows-Based Direct POS Integration

You can integrate a POS device with the GV-System without requiring a GV-Data Capture Box. The
transaction data is directly transferred to the GV-System via a RS-232 serial cable or TCP/IP

connection.

Before You Start

Before you start, note the specifications below for the integration:

e This integration only supports the Windows-based POS device that can generate TXT, INI or JNL
files.

e  An appropriate dongle is required for the integration to work.

e  For serial port connection, up to 4 POS devices can be connected to one GV-System. For TCP/IP

connection, up to 16 POS devices can be connected to one GV-System.


http://www.geovision.com.tw/english/faq/POSflowchart/The_printing_mode_of_POS_system_cash_register.pdf

Point-of-Sale (POS) Application

Connection

Choose one of these ways to connect the GV-System to a POS device.

RS-232 Connection

Cross-over RS232

m—
POS Device GV-System + USB dongle

Figure 7-1
1. Using a cross-over RS-232 cable, connect the GV-System to the serial output of the POS device.

2. Connect the USB dongle to the GV-System.

Network Connection

POS Device GV-System + USB dongle

Figure 7-2
1. Connect the GV-System and POS device to the network.

2. Configure a static IP address or domain name on the POS device. If the POS device uses a
dynamic IP address, you should apply for a domain name from the DDNS service so that the

GV-System can always access the POS device by the domain name.

3. Connect the USB dongle to the GV-System.

Note: Two kinds of DDNS programs are provided in the Software CD: Dynamic DNS Service and
Local DDNS Server. For details see Chapter 11 Useful Utilities.
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Settings

At the POS device:

1. Insert the Surveillance System Software CD to the POS computer. It will run automatically and a

window appears.
2. Click Install V8.3.0.0 System.

3. Select POS Text Sender and follow the on-screen instructions. This dialog box appears.

. POS Text Sender =19}
T | Modify Delete | Start
Status | File Path [ Pos index [ Part
< >
v Execute Program as Windows Startup
Figure 7-3

4. Click the New button. This dialog box appears.

ReadFile Setting X

Printer Type: IWI
Flepath:  [ciposiootin .|
Poshumi  [post v
COM Port: oM hd

‘ 9600,3,Mane, 1.0 |

Add | Cancel |

Figure 7-4
B Printer Type: Select the type of the POS device: Serial Port or TCP/IP Port.
B File Path: Locate the data file to be transferred to GV-System.
B POS Num: Number the POS device.
B  COM Port: Select the COM port that is used in connection with GV-System.
B The parameter/IP address button:

For the serial type of POS device, click this button to configure Baud Rate, Data Bits, Parity
and Stop Bits of the POS device.
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Point-of-Sale (POS) Application

For the TCP/IP type of POS device, click this button to configure Device Port and Password to
match those of the GV-System.

5. Click Add to apply the settings.

6. Inthe POS Text Sender dialog box, the POS device is added to the connection list. Click Start to

start the connection. You can also minimize the dialog box to the notification area

B R L - 12:49 AM

At the GV-System:
It is required to insert an appropriate dongle to the GV-System for this integration to work.

To set up a POS device in GV-System, see Setting a POS Device later in this chapter.

Note: The maximum data size of each transaction to be transferred to a GV-System is 100 KB.
When the data size of a transaction exceeds the limit, only the latest data will be transferred and

displayed at the GV-System.

Data Capture Box Integration

For details on attaching the text-mode POS device to GV-System through GV-Data Capture Box, visit
the related links below. POS System refers to that with a receipt printer attached internally, while Cash

Register refers to that with a receipt printer attached externally.

To access Visit

DB9 Interface POS System http://www.geovision.com.tw/english/fag/POSflowchart/text/DB9_POS.pdf

DB25 Interface POS System  http://www.geovision.com.tw/english/fag/POSflowchart/text/DB25_POS.pdf

DB9 Interface Cash Register http://www.geovision.com.tw/english/fag/POSflowchart/text/DB9_cash.pdf

DB25 Interface Cash Register http://www.geovision.com.tw/english/faq/POSflowchart/text/DB25_cash.pdf
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Graphic-Mode POS Device

To attach the graphic-mode POS device to GV-System, first check if your POS device has these two
characteristics:
® \Windows operating system

® Serial port (COM port) for output

For the application of the graphic-mode POS device, you need:
® Additional USB dongle

® POS Data Sender program (included in the Software CD)
® A cross-over RS-232 Cable

POS Data Sender

To attach the graphic-mode POS device with the Windows operating system and serial output to

GV-System, follow these steps:

1. Connect the POS device as illustrated below.

Cross-over RS232

77—
sinin BABA ARAAR ABAA ALs AGAS)
ABRAARAAAAARAS Anm ARAR

SA0SSAA8RARET 888 8383

o oARRABRARRRAAN afta S8R0

POS Device GV-System + USB dongle

Figure 7-5

2. Insert the Surveillance System Software CD to the POS device. It will run automatically, and a
window appears.
Click Install V 8.3.0.0 System.

4. Select Software POS Driver (Only for Graphic mode POS System), and follow on-screen

instructions to complete the installation.
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5. Goto Windows Start, point to Programs, select DVR-POS, and then click DVR POS Driver. This

dialog box appears.

_™ P05 Data Sender 1=l

Mot commected

Figure 7-6 POS Data Sender

6. Click Start Service, and then select the COM port to send graphic data to the GV-System.

The GV-System must be configured and ready for this application. To set up the GV-System, see

Setting a POS Device below.
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Setting a POS Device

To set up a POS device in GV-System, follow these steps:

1. Onthe main screen, click the Configure button (No. 14, Figure 1-2), point to Accessories, click

POS Application Setting, and then select POS Device Setup. This dialog box appears.

POS Server Setup rg|
N | Delete | Text Setup
Device | Mapping Gam... | Parameter 1 | Parameterz | PosS
POS51 Camera 1 127.0.01 TCRIP Portid...  Sofh
£ ?

Ok Cancel

Figure 7-7 POS Server Setup

2. Click the New button. This dialog box appears.

Printer Type:  |TCPAP Port |
Device : 11 =|[Posi
Comers:  [camerat ]
POSModule:  [SoftwarsPos
COM Part: | =]
127.0.01 |

v Cash Drawer open signal

Modulet  w| |lnput1 =]

@ v Use Codepage Mapping

437 (OEM- United State | . |

[~ Trace mode @

Change | Cancel ‘

Figure 7-8 POS system settings
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B Printer Type: Select Serial Port, Parallel Port or TCP/IP Port that the POS device belongs
to.

B Device: Select the number of the POS device if multiple POS devices are connected, and
rename it if necessary.

Mapping Camera: Assign the POS device to a camera screen.

POS Module: Select the printer attached to the POS device.

If it's not Epson, select General for other brands.

If the printing is the graphic mode, select GraphMode. For Graphic mode applications, see
the POS Connection section above.

If the printing is the text mode and a GV-Data Capture Box is not used for integration, select
POS Text Sender. For this application, see Windows-Based Direct POS Integration earlier in
this chapter.

COM Port: Select the COM port that the POS device is connected to.

The parameter/IP address button:

For the serial type of POS device, click the button to configure Baud Rate, Data Bits, Parity,
and Stop Bits of the POS device.

For the TCP/IP type of POS device, click the button to configure IP address, domain name or
device name of the POS device.

B Cash Drawer Open Signal: This option is only available when an input module is configured
in the Main System. Assign the input module connected to the cash drawer. Every time when
the cash drawer is opened, a signal will be sent to the Main System and recorded in System
Log for later retrieval.

B Use Codepage Mapping: This feature is to support special characters and symbols display.
For details, see Codepage Mapping later in this chapter.

B Trace Mode: Check this item only after getting the recommendation from our technical
support staff.

After above settings, click Add to add the POS device to the Main System.
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Superimposing POS Data onto Camera Screen

Follow these steps to set camera screens with POS text data:

1.
2.

Open the POS Server Setup window (Figure 7-7).

Click the Text Setup button to set text font and position of the data.

Text Overlay Setting g|
Camers name
|Camera1 j
FOS Fiiiegand Overlay Object CamerafTimelld alarm F}
Text Photograph Text
I Printon video file Print text on video file I Printon video file
) [¥ oran screen with

[ Printon screen photograph W Frint on screen {Only
Jv Printon POS Live Wiew [v Printon POS Live Yiew for 1O alarm)

Alignment Alignment

Alignment
r i i o
= = = &= - I8 Bl -
‘BB EE-
- = =] -
Set Font @
v Enable Clean time
Clean time |_5 sec. ) v Apply Stereo Font
Transaction end dwell time =11 El
Ok | Cancel

Figure 7-9 Text Overlay Settings

[Camera Name] Select a camera to be configured. After configuration, you can click the Finger

button at each section to apply the same settings to all cameras.
[Text]

B Print on video file: Enable this option to display POS data on the recorded video file.
B Print on screen: Enable this option to display POS data on the transaction scene.

B Print on POS Live View: Enable this option to display POS data on the POS Live View

window. See POS Live View later in this chapter.

B Alignment: Select to set the position of text overlay on the screen.

[Photograph]

B Print text on video file or on screen with photograph: Enable this option to overlay the

photos with access text onto the live video or recorded file.




Point-of-Sale (POS) Application

B Print on POS Live View: Enable this option to display the photos on the POS Live View
window. See POS Live View later in this chapter.

B Alignment: Select to set the position of photo overlay on the screen.

[Enable clean time] When the option is enabled, after the specified time in seconds that if
GV-System hasn't received the transaction data from your POS device, the already-displayed data
will disappear from the camera screen, i.e. the cashier stops entering the transaction data.

B Transaction end dwell time: Specify the amount of time in seconds that POS data stays on

a camera screen before the next transaction.

[Camera/Time/IO Alarm Text]

B Print on video file: Enable this option to display camera ID and location name on the
recorded video file.

B Print on screen (Only for 10 alarm): Enable this option to display the name of triggered
input device on the camera screen. For this function to work, it is required to map a camera to
an input device, see Overlaying Input Device Name onto Screen upon Alarm Events in

Chapter 6.

Note: Up to 5 input names can be stamped on each channel when inputs are triggered.

B Alignment: Select how you want the camera information to be aligned on a camera screen.

[Set Font] Click the Set Font button to set up the font for POS and Camera/Time text. The option

Apply Stereo Font makes texts stand out from the background by giving white-edge to the texts.
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POS Field Filter

POS Field Filter allows you to create a column for a transaction item in System Log. It further filters the
transaction conditions based on your criteria, and displays the results under the created column. To set

up the function, follow these steps:

1. Onthe main screen, click the Configure button (No. 14, Figure 1-2), point to Accessories, select

POS Application Setting, and then select POS Field Filter Setup. This dialog box appears.

POS Capture Data Setting
POS2 |

Mame | Type | Keyward |

New

e )

Ok | Cancel |

Figure 7-10 POS Capture Data Setting

2. Click the New button and select Caption Data. This dialog box appears.

Caption Data Setting r‘s—(|

key Ward
| Coke

Capture Data Type

|Curren|:~_.r j

[ with Comma (e.9.1,000) |

¥ With Decimal Sign | -

MDB File Entry Mame

Coke

(0] Cancel

Figure 7-11 Setting search criteria
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[Key Word] Enter a meaningful keyword that matches exactly one of transaction items/texts in the
receipt. The field is case sensitive. Suppose we enter Coke, and every text matching to Coke will
be screened out.

[Capture Data Type] Select the type of data followed by the specified transaction item/text:
Numeric, Currency or Alphabetic. If the specified transaction item/text is followed by a price
amount, select Numeric or Currency. If it is followed by alphabets, select Alphabetic.

B With Comma: If there are commas in a price amount, check the option.

B With Decimal Sign: If there are decimal signs in a price amount, check the option.

B With Space: The option is only available when you select Alphabetic. If there is space

among a series of characters, check the option.
[MDB File Entry Name] Enter a file name to store the data.

Click OK to apply the above settings.
In System Log, for this example, you can see the last column created for the transaction item

Coke. The transactions matching the search criteria will be displayed under the created column.

W Live Log Browser - Recycle Log: 11/28/2007 23:04

monitor | System | Login | counter | Pas1 POS2 |Pos:| Pos4| Foss| poss | Pos7 | Poss| Poss| rosio| 4] ]
D Tirne Content Event Naote coke ~
994 11/29/2007 2:30:44 PM oreo cookie §l000T
985 11/29/2007 Z2:30:45 PM oreo cookie §1000T
998 11/29/2007 Z:30:45 PM oreo cookie §1000T
997 11/29/2007 Z:30:45 PM oreo cookie §1000T
996 117292007 2:30:45 PM oreo cookie §1000T Alarm
999 11/29/2007 2:30:46 PH oreo cookie §1000T
1000 11/29/2007 2:30:46 PH oreo cookie §1000T
1001 11/29/2007 2:30:46 PM oreo cookie §l000T
1002 11/29/2007 2:30:46 PM oreo cookie §l000T
1003 11/29/2007 Z2:30:47 PM oreo cookie §1000T Alarm
1004 11/29/2007 Z:30:47 PM oreo cookie §1000T
1005 1142972007 2:30:48 PM [[[[[coke tpack[[[s1000T a
1006 1152972007 2:30:49 PM [[[[[coke tpack[[[s1000T a
1007 11/29/2007 2:30:49 PM [[[[[coke Epack[[[sl000T &
1008 1142942007 2:30:40 PH [[[[[coke &pack[[[4$1000T &
1009 1172942007 2:30:49 PM [[[[[coke Bpack[[[$1000T Filterl &
1010 1172942007 Z:30:50 PM [[[[[coke Gpack[[[$1000T &
1011 1142942007 Z:30:50 PM [[[[[coke Gpack[[[$1000T &
101z 1142942007 Z:30:50 PM [[[[[coke Gpack[[[$1000T &
1013 1152972007 2:30:51 PM [[[[[coke Spack[[[&1000T 5]
014 1 r [[[[[coke ackl [ 3
1015 11/29/2007 2:30:51 PH [[[[[coke &pack[[[4$1000T &
1016 1172942007 2:30:51 PM [[[[[coke Bpack[[[$1000T & a3
s >

Figure 7-12 A created column in System Log
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Abnormal Transaction Alerts

When an abnormal transaction of the specified transaction item occurs, this function can automatically
activate the output device and send out assigned E-Mail/SMS/Pager alerts. To set up this function,

follow these steps:

1. Follow the instructions in POS Filed Filter earlier to set up a transaction item first.
2. Inthe POS Capture Data Setting dialog box (Figure 7-10), click the Loss Prevention Setting

button. This dialog box appears.

Coke - Loss Prevention Setting E|

v Alarm Conditions

|>: j |1unnn
|And |
- = |1ununn

Advance

v Alarm Qutput

IModule 1 w| |output1 v

Alert Meszage
|Abnurma| Transaction

QK | Cancel

Figure 7-13 Loss Prevention Setting

[Alarm Conditions] Check this option and define the price range for an alarm condition. For this
example, when the price amount in a transaction is great than or equal to (>=) 10000 and less
than or equal to (<=) 100000, the assigned alarm will be activated.

[Alarm Output] Assign an installed output module for the application.

[Alert Message] Enter a desired alert message. To set up a notification type (E-Mail/Hotline/SMS),

refer to Send Alerts Approach in Chapter 1.
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Point-of-Sale (POS) Application

To eliminate false alarms and increase monitoring efficiency, you can set up alarm frequency

conditions.

In the Loss Prevention Setting dialog box (Figure 7-13), click Advance. This dialog box appears.

Advance Setting

[ Freguency Condition
FHumber of Occurences :

5

Time Frame :

| one haur = @

[w Returntothe canfigured frequency conditions

v Idletime

0 hours |10 rrinutes
[8]54 | Cancel

X

Figure 7-14

B Frequency Condition: Enable to set up the number of event occurrences within a given time

period to trigger the alarm.

®© Number of Occurrences: Specify the number of event occurrences.

© Time Frame: Select one of the time periods: one hour, 12 hours, one day, one week or one

month.

® Return to the configured frequency conditions: After the alarm is triggered by the set

frequency conditions, the system starts counting frequency again from zero. If this option was

disabled and the frequency conditions have been met, the alarm will be triggered by every

event.

B [dle time: To avoid constantly triggered alarms, you can set the time interval between each event

occurrence.
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In System Log, the events that match the alarm frequency settings are marked with “Alarm.”

Log Browser -

og: 11/28/2007 23:04

250

wonitor | Systern | Login | Counter| Pos1 POS2 [pos3| Pos4| Poss|pogelpos7|pose| posa) pagin| ¢ b
18] Time Content Event Note coke ~
994 11/29/2007 2:30:44 PH oreo cookie §1000T
995 11/29/2007 2:30:45 PH oreo cookie §1000T
996  11/29/2007 2:30:45 MM oreo cookie §1000T
997 11/29/2007 2:30:45 MM oreo cookie §1000T
998  11/29/2007 2:30:45 MM oreo cookie §1000T Alarm
993 1172972007 2:30:46 FM oreo cookie §1000T
1000 1172972007 2:30:46 FM oreo cookie §1000T
1001 1172972007 2:30:46 FM oreo cookie §1000T
1002 1142972007 2:30:46 FM oreo cookie §1000T
10053 11/29/2Z007 Z:30:47 PM oren cookie §1000T Alarm
1004 11/29/2Z007 Z:30:47 PM oren cookie §1000T
1005 11/29/2007 2:30:48 PM [[[[[coke épack[[[§1000T [
1006 11/29/2007 2:30:49 PH [[[[[coke épack[[[§1000T [
1007 11429/2007 2:30:49 PH [[[[[coke épack[[[§1000T 6
1008 11/29/2007 2:30: [[[[[coke épack[[[§1000T 6
1008 11429/2007 2 [[[[[coke épack[[[§1000T Filrerl 6
1010 11429/2007 2 [[[[[coke épack[[[§1000T 6
1011 11429/2007 2 [[[[[coke 6pack[[[§1000T 3
1012 11429/2007 2 [[[[[coke 6pack[[[§1000T 3
11,/29,/2007 [[[[[coke 6pack[[[§1000T [
[ 3 T
11/29/2007 2: [[[[[coke épack[[[4$1000T [
1016 11/29/2007 Z: [[[[[coke épack[[[4$1000T [ ;
< | >
Figure 7-15
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Codepage Mapping

This feature is to support special characters and symbols display. When your transaction text appears
on the screen incorrectly, your POS device may use different character code from GV-System'’s. To

change a character code, follow these steps:

1. In Figure 7-8, enable Use Codepage Mapping, and then select a character code from the

drop-down list.

Note: The codepage is related to “Script” in the Set Font option (Figure 7-9). When this option

is disabled, it means there are no codepages matching your script setting.

2. To verify the character code you selected, click the [...] button to preview its codepage.

Codepage Mapping Preview

X]

From To

OEM - United States) | -]
0o/1/2 /3|4, 56 7 8|9 A|E/C|DE|F 0/1/2/3/4/ 5 67 8|9 A|BEC/DE|F
o/ooolooololooo oo oo o/oololooololoolo oo oo
10000 0000joooooonog 10000 0000(oo0ooooonono
2 BRI AR AR A Y 2 BRI AR AR A Y
3|ol1|z(3|a|5[6|[7|8|9|:|:]<][=]>]7 3|ol1f{z|3|a|5|6|[7|8|9|:=|:]=<[=]>|7
4/ @|L/BlCcDE|IFIGHIJELMNO 4/ @ |a|lBlcD E|F|GHIJEILMNO
S PIoRs TOlviwx v Er(yv1* S PlolRls TV w X Y (v
=] ablc/de flgh i/ k[l mnao 6l lalble|lde|/flaglhi|li/k litnn/o
TpgristcuwvwlH|{vl= {1 ~0 Tpgrstcuwvwlx|{v/= {1 ~0
glclilé 4l aldlcléele|i|ilidh gleof.|Ff . .t =3« €0lio
9E’ae£éfj§uﬁﬁﬁéﬂc£ i glof [~ [-|=|"|™|&|:|eO|&|F
Alalil|lo|a @i N2 ;o kX A il¢| £ £ 3 @ a =@
Bl el [ [+ [+ |OxSC B|°|x[=]> RN
Clt|=|= |+ [+t +|[+][- |- |t =TFT= clilAla[3|0xA3p k(e8| E[E]1
D == =+ + [+ + ]+ +][+] . D|p | H & oo @|u| T 0 ife B
Elalk| G pn 3 s u t F T odsEs f£fen Elalalalda ad e ol eleléelelili/ili
Fl=|lx/=|=(/1 /" |®*|-|-|win =! Fla #flda d|d|d ol +|wtfadilv bl ¥

(0]24 | Cancel

Figure 7-16 Codepage Mapping Preview

3. Inthe From field, locate and click one of the symbols or characters that couldn’t display correctly.
In this example, you can see its previous character code (From side: Ox9C) has been transferred

to the default equivalent (To side: OxA3).
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POS Data Search

You can locate any desired POS data and videos during a transaction. On the main screen, click the
ViewLog button and then select Search POS Data to display the Quick Search window. When the
Quick Search starts, the latest transaction video and data will always be displayed. For details on this

feature, see Quick Search in Chapter 4.

Note: When IP cameras are installed with POS devices, note the following:

« In an Internet environment, the found POS data and images cannot match properly. Therefore,
IP cameras are not recommended to be installed with POS devices in this condition.

« In a LAN environment, there will be image delay between found POS data and images. The

delay is about 3 frames before or after the found data record.
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POS Live View

The POS Live View can display transaction data in a separate window instead of overlaying data on

the main screen. It features:

Fast access to transaction data without opening System Log.
The View is designed for high screen resolution of 1280 x 1024. When your monitor supports 1280
x 1024 and the main screen is set to 1024 x 768, you can juxtapose the main screen and the POS

Live View.

The POS Live View Window

On the main screen, click the ViewLog button, and then select POS Live View.

0000 ©

KL T rost ®

Milk 250

Hot Diog 1,80

Jelly 1,20

Enog roll 1,25

ITEM %QID

Eqg roll 1,25-
Figure 7-17

The controls in the POS Live View Window:

No. Name Description
1 Previous Transaction Goes to the previous transaction data.
2 Next Transaction Goes to the next transaction data.
Suspends the current transaction data display. Clicking this button
3 Freeze o . .
again will restore to the live display.
4 Live View Menu Accesses the settings of POS Live View.
5 Exit Closes the POS Live View window.
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Setting Live View
To change the display status on the POS Live View window, click the Live View Menu button (No.4,
Figure 7-17) and select Live View Setup. This dialog box appears.

Live ¥iew Setup §|

Wiew Setting

" Max Transactions in Each View :‘
t« Max Rows in Each Yiew 994949 j‘

Mode Setting
f* Single Wiew i

Figure 7-18

[View Setting]

B Max Transactions in Each View: Enter the number of transactions you want to keep on the POS
Live View window. For example, if you enter 99, there are always 99 transactions kept on the
window. When the 100th transaction is entered, the oldest transaction data will be deleted and the
max. transaction number remains to be 99.

B Max Rows in Each View: Enter the number of transaction rows you want to keep on the POS

Live View window, which includes any materials printed by the POS device, e.g. data and time.

[Mode Setting]

B Single View: Displays only one POS Live View window on the screen.

B Multi View: Displays multiple POS Live View windows on the screen.

B Save User Define Arrange Position: Allows you to freely place the multiple windows on the
screen.

To use this feature:

(1) Drag the windows to the desired places on the screen.

(2) Open the Live View Setup dialog box, and click this option. Click Yes to save your
arrangement when this warning message appears: Are you sure to save User Define Arrange
Position?

Whenever you want to place the POS Live View windows as your previous arrangement, click the

Live View Menu button, point to Arrange Views, and select Custom View.
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POS Color Text

You can use different colors and time periods to identify any desired transaction items. When the
transaction item is identified, the feature can trigger the alarm and send out the alert message. The

identification is recorded in the System Log for later retrieval as well.

For example, if the liquor is prohibited for sale in the midnight, a seller can use this feature to prevent

from any unintentional sale.

Setting POS Color Text

1. Onthe main screen, click the Configure button (No. 14, Figure 1-2), point to Accessories, click
POS Application Setting, and select POS Filed Filter Setup. The POS Capture Data Setting
dialog box (Figure 7-10) appears.

2. Click New and select Color Keyword. This dialog box appears.

Color Keyword Setting E|
Key Word

| liquar

Colar

I |

v onlywiark between

2300 ==~ |opoo -

Ok | Cancel

Figure 7-19

[Key Word] Type the text to be identified in the transaction data. The keyword setting is case
sensitive.
[Color] Specify a color to identify the defined text.

[only work between] Specify the time period to identify the defined text in the transaction data.
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3. To trigger an alarm when the defined text is detected during the transaction, click the Loss
Prevention Setting button in the POS Capture Data Setting dialog box (Figure 7-10). This dialog

box appears.

Liguor - Loss Prevention Setting E|

[v Enahle Alarm

Advance

v Alarm Qutput

Module 1 ~| |outputt -]

Alert Message
| Mot for sale
(]34 Cancel
Figure 7-20

B Enable Alarm: Check this item to enable the alarm when the identified text is detected. To set
up alarm frequency conditions, click the Advance button. For details, see Alarm Frequency
Settings earlier in this chapter.

B Alarm Output: Check this item and use the drop-down lists to select the connected module
and output device.

B Alert Message: Type the message for the E-mail or SMS alerts to be sent out when the alarm
is triggered.

4. Click OK to save the above settings.
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When the defined text is identified in the transaction data, the identification appears not only on

the main screen but also on the POS Live View window. It is also recorded in the System Log.

*
Monilor| Bystem| Lugin| Coumer| POS 1 | Devicel FOSS8

ID | Time | Cortent
33.. 12772008 3:34:81... 116 kellonn's cereal $2 997
33, 1272006 3:34:51 . 117 kraftcheese $1.99T
33.. 124772008 3:34:52... 118 treetop juice  $2 88T
33.. 12072008 3:34:52... 119 krisov- $0.497
33.. 1247/2008 3:34:83... 120 farmerinhn hotdon $10
33, 12/7/2008 3:34:83... 121 vaid

33, 12772008 3:34:54 . 122 farmeriohn hotdoo-$10
33.. 120772008 3:34:54... 123
33.. 1247/2006 3:34:65... 124 Rend582 16 Itern
33.. 12/7/2008 3:34:85... 125 Total 211121
33.. 1207/2008 3:34:56... 126 Cash 211170.70
= 33 1272008 3:34:58 127 Change 48.00
33... 12/7/2008 3:34:56... 000 2006/12/07 15:37.28.6¢
33.. 12072008 3:34:56... 001 2005.09 14 1754 Sho
33.. 12/7/2008 3:34:57... 002 1-000000 (208)Pag..
33.. 120772008 3:34:57... 003 coke Bpack $10000

- 33.. 12/7/2008 3:34:58... 004 minute maid ~ $100.1
E__ 33.. 122006 3:34:58.. 005 oreo cookie  $10007
\ 33.. 127/2008 3:34:58.. 006 farmeriohn hotdog $10

33.. 1207720068 3:34:59... 007 fosters coffee $1000°
33, 12/7/2006 3:34:58 i 4
1 £ [

milley-wizy chocolatk 10

Figure 7-21

@OEE rsi &

=

TZrminute maid — $100T .
113 oreo cookie  $1000T
114 quaker natmeal  §1.50T
1158 soup  §1.94T
116 kellogg's cereal §2.98T
117 kraficheese  $1.99T
118 treetop juice  $2.99T

119 krispy- $0.49T
120 farmerjohn hotdog §1000T
121 Woid

122 farmerjohn hotdog-$1000T
123

124 Rep4582 16 ltem
125 Total 211270

126 Cash 21117070
127 Change 49.00

000 2006/ 207 15:37:28.890
001 2005.08.14 17:54 Shop:01
002 1-000000  (208)Page:t
003 coke Bpack $1000T
004 minute maid ~ §100.T
005 aren cookie  $1000T
006 fzrmerjohn hotdog §1000T
007 fosters coffee $1000T
008 milky=veay chocolatf1000T
008 Yoid

]

Note: You can set the maximum of 32 keywords for identification.

257



Q GeoUision:

258



Chapter 8

Viewing Live Video Using WebCam.... 261

Configuring WebCam SEIVET ..... ... 261
WEDCAM SEIVEN SEHINGS ...couveiee ittt st e s e bbe e e e e 261
UPP SEHINGS ..eeeeeiiiiiee ettt e e bt e e st e e s et bt e e e ab e e e e e anbeeeeneees 271
FTP SEIVEI SEEINGS ..eeiiiiiiiie ittt et et e et e e e b e e 274
NEtwOork Port INfOIMEALION ........ocuuiiiiiiiiee e 275

Accessing Live Video Using a Web Browser.......ccccccvvvviviiiiiiiiiiiiiiiiiiiiiieeee, 276

Single View MPEG4 ENCOAEr VIEWET ........uuuuuiiiiiiiiiiiiiiiiiiiiiiiiaees 278
CONIOI PANEL ...ttt e e st e e s st e e e e e abae e e 280
AGAING @ SEIVET ..ttt e e skt e e s e a b b e e e eb b e e e s e nbe e e e enbreeesenes 281
A4 (e [Tl =T oTo] (o |1 oo R U PO PP U PP PPPRP 281
AL NOTIFICATION. .....eeiiiei et e e s e e s eneb e e enenes 282
Video and Audio CONFIGUIALION .........viiiiiiiiie et 283
Hardware-Compressed or MegapiXel Stre@m ..........c..cooiiiiiiiiiiiieiiieee e 284
e A O] o1 (] IO P PP PP PPPRP PP 285
Visual PTZ CONIOl PANEI ...t 286
7@ o] a1 7o ] IO PP PP PUP PP PRPP 287
VISUBL AULOMATION .....eeieiiteie ettt ettt e e et e e st e e s e bb e e e anbe e e e e e 288
PiICUIE-IN-PICIUINE VIBW .....eiiiiiiiiiie ettt et e e 289
PiICtUre-and-PiICLUIE VIBW ........ocuiiiiiiiiiie ettt et sib e e s e e naes 289
IMAage ENNANCEIMENT ...t sttt e e e e e e eneee 289
REMOLE CONFIGUIALION ... teiiii ittt e e st e e s sbb e e e s sabeeeeeaaes 290

2-WIiNndow MPEG4 ENCOUEr VIEWET ......uui s 292

Multi View MPEG4 ENCOAEI VIBWET ......uuuiiiiiiiiiiiiiiiiiiiiiiiiiiiiiiiiiiiiiiniinieieennnnees 293
SEArtING MUK VIBW ...ttt ettt e st e e e sbae e e e abneee e 293
[ [0S O ] P TP PP UP PP PPN 296
Channel Status INFOrMALION ..........coiiiiiiiiiii e 297
AAAING @ HOSL ...ttt et e et e e s e b e e s anb e e e ennns 297
Combining Multiple HOsts into @ Single HOSE ........oooiiiiiiiii e 298
A4 (e [Tl {=ToTo] {0 |1 oo R U S PO PP PP PP PTPRP 300
(0= 100 [=T r= T o] |1 oo [P PP PP POPPPPTOPRN 300
Hardware-Compressed or MegapiXel Stre@m ..........c..cooiiiiiiiiiiiiei e 300
e A O] o1 (] IO P PP PP PPPRP PP 301

AV AL 1 o A e a1 (0] I == o (=] T 301



(@ TT11 01| O] 11 (oINPT PO PP PPUPPPPPPRRN 302

REMOLE VIBWLOQ ..ttt ettt e st e s et e s e b e e e 302
SYSIEM CONFIGUIALION ...eeiiiiiiiieiiie ettt ettt e e e st e e e bbe e e e snnneee s 303
L0 10 [=] = TS = LU PP P PP PEPT P 304
HOSE INFOMME@LION ...ttt e s e nens 305
Multicast and AUudio BroadCast..........uuuuuuuuuummiimiiiiiiiiiiiiiiiiiiiiee 306
Configuring Multicast and Broadcast SetlingsS..........ccueeeeiiiiireiiiiieeiiiee e 306
Sending AUIO BrOBUCAST ........coiuuiiieiiiiiie ettt e e e e e nnneee s 307
Receiving Multicast and Audio BroadCast ............coocuiiiiiiiiiiiiiiiiee e 308
JPEG IMAQJE VIBWE ...coeiiiiiiiiiiiiiiieeeeeeeeeeeeeee ettt 310
Remote PlayDacCK..........uuuuiiiiiiiiii 311
REMOTE VIBWLOQG ..ttt s 312
EVENT LIST QUETY ..ttt 313
DOWNIOAA CONTEN ...ttt 315
Mobile Phone AppPliCatioNS........uuiiiiiiiiiiiiiiiii e 316
P D A 318
[-MOTE PRONE ...ttt s bt e st e e s b e e e enes 323
WINAOWS SMAITPNONE .....eiiiiiiiiie et e e abe e e e 325
Symbian SMArPNONE ......coouiiiii et 327

BIACKBEITY PRONE ... ..ottt st st 329



Viewing Live Video Using WebCam

With Microsoft Internet Explorer, it is possible to remotely view live videos, download and play back
video files, manage systems within the security network, control PTZ camera and 1/O devices via the

WebCam server.

Before starting the WebCam server, make sure your system meets the following minimum

requirements:

oS Windows 2000, XP, Server 2003, Vista

CPU Pentium 4, 2.0 GHz

Memory 256 MB

Hard Disk 60 GB

VGA NVIDIA GeForce Il 32 MB, 1024 x 768 screen resolution
Network TCP/IP

Web Browser IE 6.0, Netscape Navigator (with limited functionality)
DirectX Version 9.0 or above

Configuring WebCam Server

GV-System is built-in with a web sever. Click the Network button, and then select WebCam Server to

display the following Server Setup dialog box.

WebCam Server Settings

The Server Setup dialog box contains these tabs: (1) General, (2) Server, (3) Video, (4) SDK, (5) Audio,
(6) JPG, (7) 3GPP, (8) Mobile and (9) Multicast.
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[General]
2% Server Setup
sudio | JPe | 36PP | Modile | Muticast |
Genersl ] Server ] iden ] SOk

WiehCam Options
[ Enhance network security @
[ Enable Remote Control
[v Run “iewlog Server

[v Run Bandwidth Contral Server

Frame Page Title Color

(* Maone " Black " White

O | Cancel | Defautt |

Figure 8-1 Server Setup- General

[WebCam Options]

B Enhance network security: When this option is enabled, it is required to complete a word
verification step every time when you log in the WebCam server.

B Enable Remote Control: Check this item to use Remote Configuration and Enable/Disable I/O
functions on WebCam.

B Run Viewlog Server: Check this item to enable the Remote ViewLog Service. This feature must
be activated if you want to run remote playback through WebCam server or mobile phone
application.

B Run Bandwidth Control Server: Check this item to enable the Bandwidth Control Server. For

details, see Bandwidth Control in Chapter 11.

[Frame Page Title Color] Select the color of date, time and camera stamps on the frame.

Note: When Enhance network security is enabled,
® the users using earlier version than 8.0 cannot access WebCam applications any more, and
® JPEG/3GPP/Mobile applications will be disabled.
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[Server]
2% Server Setup
sudio | Jpe | 36PP | Mowile | Muticast |
General Server l Wicleo ] SDK
[v Run GeoHTTP Server @
[ Enable SSL [43
HTTP Part E
Command Part Iﬁ
Data Port 5550
Detect UPRP
’TI Cancel | Default |

Figure 8-2 Server Setup- Server

n Viewing Live Video Using WebCam

[Run GeoHTTP Server] Enable Geo-developed HTTP server or use your own HTTP server.

Command Port is the port used to access WebCam, and Data Port is the port used to transfer data

over Internet.

[Enable SSL] Enable the Secure Sockets Layer (SSL) protocol to ensure the security and privacy of

Internet connection.

[Detect UPNnP] For details, see UPnP Settings later in this chapter.
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[Video]
2% Server Setup
suio | Jpe | aere | mobie | muticest |
General l Server Witlen l DK ]

Mai=. Channeli=) 120

Mazx. Image size |Normal i

PTZ

Alloweed PTZ camera

Ok | Cancel | Detaut |

Figure 8-3 Server Setup- Video

B Max. Channel(s): Specify the number of channels allowed to access WebCam, with the upper

limit of 200 channels.

B Max Image size: Select a maximum resolution on the WebCam server. The default resolution on
WebCam is Normal (320 x 240).

>

For DVR video source, if you want to view the image of Middle (640 x 480 (De-interlace),
720 x 480 (De-interlace)) or Large (640 x 480 or 720 x 480) size on the remote site, you also
have to configure a corresponding Video Source at the GV-System. Click the Configure
button on the main screen (No. 14, Figure 1-2), point to A/V Setting, and then select Video
Source. In the Video Resolution field, select 640 x 240 or higher resolutions, and then click
OK to apply.

For IP video source, you may have larger size than DVR’s. Besides normal, middle and large
size, you can select Actual Size of that IP video. Refer to Hardware-Compressed and
Megapixel Stream in the section of Single View MPEG4 Encoder Viewer and Multi View

MPEG4 Encoder Viewer later in this chapter.

B Allowed PTZ camera: The option allows you to control selected PTZ cameras at a remote

computer. Click the button and select the desired PTZ cameras to work on WebCam.

Note: To specify the time length allowed for a guest user to access the WebCam server, click the

Configure button on the main screen, point to General Setting, select Password Setup, and select

Local Account Edit. On the WebCam tab, check the Limit Connection Time option and specify the

time length. The time range is between 10 and 3600 seconds.
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[SDK]
2% Server Setup
sudio | Jpe | 36PP | Mowie | muticast |
General ] Server l Wideo S0k
RRE QX SDK

e, Channel(s) 10

Max. zpeed 100 WBytes/zec

QK | Cancel | Defautt |

Figure 8-4 Server Setup- SDK

This feature is only used for SDK users to prevent overloading on slower networks.
B Max. Channel(s): Specify the number of channels allowed to be downloaded to a client PC.
B Bandwidth Control: Enable and specify the rate of data to be transferred over network. The

option effectively controls the bandwidth being used by the WebCam server.
[Audio]

Connecting Audio Devices
Via WebCam, you can access live audio at a remote site and talk to the server site. This feature is
useful when the remote site requires speaking to the personnel at the server site in case of emergency.

Before using this feature, make sure all the necessary hardware are in place:

1. If you purchase a BNC connector GV-System, connect the audio extension card to the system
(see Installation Guide). If you purchase a D-type connector GV-System, audio extension cables
should come available with the D-Type extension cables. For GV-1000, the audio card must be
purchased separately.

2. Make sure your sound card is already inside the computer. Connect a multimedia speaker to the
audio output of your computer’s sound card. This is for receiving audio from the remote site.

3. Connect a desktop microphone to the input of the audio extension card (or cable line). This is for

sending audio to the remote site.
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Audio Setup
2% Server Setup
General ] Server l Wideo ] SOK l
|

Audio ] e | 3ePP | Moble | Muticast

Max. Channel(s) 20
Codec Selection Good(ADPCM) -

[v Cliert to Server

gz, Channel(s) 5
Codec Selection Good{ADPCHM)
Part G550

QK | Cancel | Defautt |

Figure 8-5 Server Setup- Audio

[Server to Client] Allows a client PC to access live audio from the server site.

B Max. Channel(s): Enter the number of client PCs allowed to access live audio, with the upper limit
of 40 PCs.

B Codec Selection: ADPCM requires 4 KByte bandwidth, while G.723 requires only 0.66 KByte
bandwidth. But ADPCM offers much better audio quality than G.723. The audio codec is set to
Good (ADPCM) by default. Note Windows Vista does not support G.723.

[Client to Server] Allows a client PC to speak to the server site.

B Max. Channel(s): Enter the number of client PCs allowed to speak to the server site, with the

upper limit of 20 PCs.
Codec Selection: The same as the above Codec Selection.

Port: The default audio port is 6550.
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[JPG]
These settings allow you to send JPEG or GIF files over Internet.

2% Server Setup

General ] Server ] Wideo ] SOk
sudio PG ] 3GPP | Mobile | Muticast |

[ Create JPEGIGIF file(s) @

[~ FTP tranzfer JPEZ file

[ 7 s,

JPEG Cruality

b
25 -

64 | Cancel Default

Figure 8-6 Server Setup- JPG

B Create JPEG/GIF file(s): Allows the connection to JPEG Image Viewer and certain mobile
applications, e.g. GView, i-Mode and BBView. If the feature is enabled, use the slide bar to adjust
JPG image quality. The bigger the number (sliding it towards right), the better the image quality
and the bigger image file size.

B FTP Transfer JPEG file: Allows you to view the recording files in a folder tree structure. For

details, see FTP Server Settings later in this chapter.
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[3GPP]

These settings allow you to stream video and audio on your 3G-enabled mobile phone.

2% Server, Setup

General ] Server ] Wiclea l S0k
pudic | JPG 36PP | Mobile | Mubicast |
v

RTSPTCE Port B554
Max. connections an

RTPRTCRUDP port ‘1?300 § |1?33|:|

Ok | Cancel | Default

Figure 8-7

RTSP/TCP Port: The default communication port is 8554.
Max. Connections: Specify the number of users that can connect to this server. Set the number

to be between 1 and 100.
B RTP/RTCP/UDP Port: The number of ports is limited to 80 in order to enhance the security of the

WebCam server during the connection with the 3G-enabled mobile phones. The default range of

ports is 17300 to 17380.

Note: To enable 3G services on your mobile phone, consult your network operator.
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n Viewing Live Video Using WebCam

These settings allow you to perform mobile phone applications. For details, see Mobile Phone

Applications later in this chapter.

2% Server Setup

M. connection

Mz, FPS

*Far

General l Server ] Wideo
pudio | e |

v

Port GoeE

Rpb port 2511

—

10 -

SSView2, SSViewY3, GViewy2,
MSViewy'2 MSView's BBView

| =ow

>
l

PP Moble | Muticast

o]

Cancel |

Default

Figure 8-8

Port: The default communication port is 8866.

Rpb port: This port is used for remote playback feature. The default value is 5511. For this feature

to work, the Run ViewLog Server option (Figure 8-1) must be selected too.

B Max. connection: Specify the number of users that can connect to this server. Set the number

between 1 and 30.
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[Multicast]
These settings allow you to perform multicast and audio broadcast functions. For details, see Multicast

and Audio Broadcast later in this chapter.

=% Server Setup

General ] Server ] Wicleo ] SOk ]
dudio | oG | 36PP | Moble  Mutticast
[v mutticsst
Multicast IP Port
| 224 .01 .1 . 2 |83IZIIZI
Pazzword

Camera | Audio |

[v Feceive broadcast audic;
hutticast P Part

24 1 1 . 3 400

Ok | Cancel Default

Figure 8-9
B Multicast: By default the IP address is 224.1.1.2, and port number is 8300 to send the video and
audio stream. Optionally, you can specify a Password for hosts to activate multicast. Click the
Camera and Audio buttons to select which camera and audio are accessible through multicast.
B Receive Broadcast Audio: By default the IP address is 224.1.1.3, and port number is 8400 to

receive audio broadcasting.
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UPnNP Settings

WebCam Server supports UPnP technology (Universal Plug and Play) to allow automatic port

configuration to your router.

In order for UPnP to be enabled, the following must be true:

® Windows XP Service Pack 2 is required.

® Windows XP must be configured to use UPnP (see below)

® UPnP must be enabled on your router (consult your router’s documentation)

Enabling UPnP in Windows XP

1.

Go to Windows Start, click Start button, point to Settings, and select Network Connections.

This window appears.

", Network Connections =1=]x|
File Edit ‘“iew Favorites Tools Advanced Help | "f

- - €Y - » -
(€ =R | l'ﬁ; - Search | Folders | o) 0 x n
Aiddress [ Network Comnections EN= =
Mame | Type | Status | Device Name: | Phone # or Host Address owner

LAN or High-Speed Internet
<L Local Area Connection LAM or High-Speed Inter...  Connected Realtek RTLE139 Family ... System

Figure 8-10

Right-click one Local Area Connection, select Properties, and click the Advanced tab.

This dialog box appears.

. Local Area Connection Properties d A

Generall Authentication  Advanced |

Windows Firewall

Pratect my computer and netwiork, by limiting
or preventing access ko thiz computer from
the Internet

Figure 8-11
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3. Click the Settings tab, and click Exceptions tab. This dialog box appears.

%= windows Firewall x|

General  Exceptions | Advanced I

windows Firewall is turned off. Your computer iz at risk of attacks and intrusions
from outzide sources such as the Intermet. ‘We recommend that you click the
General tab and select On.

Programs and Services:

Mame
[ File and Printer Sharing
Femote Assistance

LIPnP Framewsork.

Add Frogram... Add Part... Edi... Delete

¥ Display a notification when Windows Firewall blocks a program

what are the risks of allowing exceptions?

ok I Cancel

Figure 8-12

4, Select UPnP Framework, and click OK.
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Enabling UpnP in WebCam

1. Onthe main screen, click the Network button (No. 11, Figure 1-2), select WebCam Server, and
click the Server tab. The Server Setup dialog box (Figure 8-2) appears.

2. Click Detect UPnP. This dialog box appears.

UFnP-hased Router
| (1) Linksys BEFSR41+3 -]
| Caonfigure ‘ Exit ‘
IP Address
Marre Port P Address | NOTA
I WehCam Server - Hitp Poart an 192.168.0.100
) WehCam Server - Comimand Port 45480 192168.0100
o WehCam Server - Data Port a54a0 192168.0100
) WehCam Server - Audio Port GEa0 192168.0100
|- WWehCam Server- B5L Port 443 192.168.0.100
I WehCam Server - Mohile Paort ABER 192 168.0100
| WWehiZam Server - Mobile RPB Port 5511 182 168.0.100 v
< >
14:36:31- Find UPnP Device{1) _{Linksys BEFSR41v3) [P:[221.169.245.174]
14:36:22- Searching for UPnP enahled routers...
< >

Figure 8-13

Click Searching to search the UPnP-enabled routers.

4. |If your server is installed with more than one router, select a desired one from the UPnP Router
drop-down list.

5. If you server is installed with more than one network adapter, select a desired one from the IP
Address drop-down list.

6. Click Configure to automatically configure the communication ports on the router.

Tip: If you don't use the default ports, modify the related ports in the Server Setup dialog box (Figure

8-2) and then click OK. Re-open the dialog box and follow above steps to configure your router.

Note: UPnP technology is also available in other remote applications: Control Center, Center V2,
Remote Playback, Authentication Server, VSM and TwinDVR.
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FTP Server Settings

The FTP function allows you to access the recording files in a folder tree at a client computer installed
with the FTP server. In Figure 8-6, select the FTP transfer JPEG file option, and then click the FTP
Setup button to display the following dialog box.

Setup FTP x|

—FTP
Server Host Mame Part
| 21
Uzer Mame Pazzyvord
I ANoNYMmoLs EhkEERREEEE L

Remate File Path

I Tranzfer Camera |
¥ Send file delay 01 SEC

|¥ Connection retries: I 0 Fetry delay: |18EID sBC

Figure 8-14 FTP Setup

1. Inthe Server Host Name field, enter the IP address or domain name of the FTP server. Keeps the
port setting as 21 at default.

2. Enter a valid user name and password to access the FTP server.
Specify a file path to save the recording files on the FTP server.

4. Click the Transfer Camera button and assign which camera’s files to be transferred to the FTP
server.

5. Inthe Send File Delay field, specify how often to update JPEG files from the GV-System to the
FTP server. The time range is from 0.1 to 10 sec.

6. Inthe Connection Retries field, specify the number of retries when the FTP connection fails (Max:
999). In the Retry Delay field, specify the interval between each retry (Max: 9999 sec.).

7. Click OK to apply above settings.
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Network Port Information

The Network Port Information is designed for users to view and manage all network ports of the remote

applications.

On the main screen, click the Network button (No. 11, Figure 1-2), and select Network Port

Information. This dialog box appears.

W o
= Http Port - 80
= Command Port - 4550

& Data Port - 5550

= Audio Port - 5550

& 55U Port - 443

= Mobile Port - 8366

=% Mohile RPE Port - 5511

& 3G RTSP/TCR Port - 8554

% 3G RTR/RTCR/UDP Part - 17200 ~ 17280
+ ml Centeryz

+ ﬂ Contral Center Server

+ il Remate Plavback Server

+ ml TP Server

+ md MuUltiCast Server

+ md Twin Server

+ wd UPnP

+ ﬂ wWiegand Capture Server

Figure 8-15

The controls on the Port Settings:

No. Name Description
1 Modify Changes the port settings.
Save Saves the port settings.

) Employs UPnP technology (Universal Plug and Play) to allow automatic
3 Port Mapping ] ]
port configuration to the router.

Note: If your server site is installed a firewall, configure the port settings in the firewall as 4550, 5550,
6550 and 80.

275



QGeoUision-
Accessing Live Video Using a Web Browser

Once the WebCam server at the GV-System is enabled, you can use Microsoft Internet Explorer to

remotely view and manage the surveillance images.

1. Start your Internet Explorer browser.

2. Type the IP address or the domain name of the GV-System. This dialog box appears.

Webcam Login

ID:| |

Password: | |

Please key in the following words:

L |
I—
war
e dq
; = .
] Guest Logn
[ Eemember Iy ID and Password

_hange Pazssword

Foroet Password

Figure 8-16

3. Type a user ID and a password created on the GV-System.

4. If the Enhance network security option is enabled in the WebCam server (Figure 8-1), you will

need to complete the word verification. In this example, type “ewlrd4”.
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5. Click Login. When the connection is established, this Single View page appears.

(® GeoUision

b Live View

» Remote Play Back

’!ﬂ Emap

=

@ Download
@ Home

Live View = 1 Window

Figure 8-17

6. Select one of these WebCam applications at the left panel:

Name Description
Includes three types of MPEG4 encoder viewers: 1 Window, 2 Windows and
Multi View; also includes the Multicast function.

Live View See Single View MPEG4 Encoder Viewer, 2-Window MPEG4 Encoder Viewer,

Multi View MPEG4 Encoder Viewer, and Multicast Stream and Audio Broadcast

later in this chapter.

Remote Play Back

Includes three remote playback options: Event List Query, Remote Play Back

and View Log.
See Event List Query, Remote Playback, and Remote ViewLog later in this

chapter.

E-Map

Accesses E-Map remotely set up at the GV-System.

See E-Map Application in Chapter 9.

Download

Accesses the Download Center. This function offers optional viewing programs
to be downloaded to the local PC.

See E-Map Application in Chapter 9.

Home

Returns to the Login page.
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Single View MPEG4 Encoder Viewer

L | Information

= Version
8200

O |
ﬁlﬁ_ujm 15

=

=3

14=4
(o]

= Local time

® Host time
2007H2N7 17:52:33

® Online count
1

®” e0e000 o

Figure 8-18 Single View MPEG4 Encoder Viewer

The controls in the Single View Viewer:

No. Name Description

Indicates the remaining time when you log in as Guest. When the time is

1  Countdown Timer ) )
up, you will be logged out automatically.

Opens the menu of Control Panel.

2 Menu
See Control Panel topic later.
3 Expand / Close Expands or closes the Control Panel.
4 Control Panel See Control Panel topic later.
Brings up these options: Alarm Notify, Video and Audio Configuration,
Remote Config, Change Server, Show Camera Name and Image
5 Show System Menu Enhance.
See Alarm Natification, Video and Audio Configuration, Remote
Configuration, Adding a Server, and Image Enhancement topics later.
6 Change Camera Sets the desired camera for display.

Displays the PTZ control panel.
7  PTZ Control _ _
See PTZ Control and Visual PTZ Control Panel topic later.
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Displays the I/O control panel.

8 /O Control ]
See I/O Control topic later.
Switches to full screen view. The maximum video resolution configured
9 Full Screen on the GV-System will be applied. See [Video], WebCam Server
Settings earlier in this chapter.
) Saves live video in the local computer.
10 File Save ] ] ]
See Video Recording topic later.
Adjusts video quality with two options: Geo H264 and Geo MPEGA4.
11 Change Quality For hardware-compressed and megapixel quality, see
Hardware-Compressed and Megapixel Stream topic later.
Takes a snapshot of the displayed live video.
12 Snapshot ] i )
See Snapshot of a Live Video topic later.
Enables live audio from the remote GV-System.
13  Speaker . . ] ) )
See Video and Audio Configuration topic later.
] Enables speaking to the remote GV-System.
14  Microphone . . i ) )
See Video and Audio Configuration topic later.
15 Stop Terminates the connection to the remote GV-System.
16 Play Connects to the remote GV-System.
Right-clicking on live video allows you to instantly access some useful
17 Live Video functions. The Resolution option can display a resolution indicator at the

bottom right corner of the video.
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Control Panel

A control panel is provided for control of the connected channel. To open the control panel, click the

Expand / Close button (No. 3, Figure 8-18) on top of the Single View viewer. To change the pages of

the control panel, click the Menu button (No. 2, Figure 8-18). You can also use the right and left arrow

buttons on the panel to change the pages.

The functions on the control panel:

Name Description
. Displays the current version, local time, host time and number of channels
Information ]
currently accessing WebCam.
Video Displays the current video codec, resolution and data rate.
Audi Displays audio data rates when the microphone and speaker devices are
udio
enabled.
Preset Go Allows you to remotely move the PTZ to the preset points.
Provides a graphic display of the input and output devices from the
I/O Control
GV-System.
) Displays the captured images by sensor triggers and/or motion detection.
Alarm Notify o
See Alarm Notification later.
) Allows you to remotely adjust image quality by moving the slide bars to the
Camera Adjustment .
desired values.
Download Allows you to install the programs from the hard drive.
Allows you to view POS transactions or cardholder data along with live video.
POS/Wiegand If the monitoring is activated on the GV-System, double-clicking any

transaction items or cardholder data can have an instant playback.
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Adding a Server

This option allows you to add, edit, and remove a GV Server from the Host drop-down list. The
drop-down list is used to switch the connection to a different GV Server f listed inside. Click the Show

System Menu button (No. 5, Figure 8-18), and select Change Server to display the following dialog

box.
Change Server x|
The Host e
dl’Op-dOWI'l list Mew Server j Default | P Delete |
Host Mame |New Server
IP Address |127.004
Lser Mame |1
Password |*
Command Part |4550
Data Port ISSSD
Audio Port IBSSD
I =8 Cancel

Figure 8-19 Change Server

To add a server to the drop-down list, click the New button. In Host Name field, type a name to identify
the GV Server. Type the IP address or domain name of the GV Server. Type a valid user name and
password to log in to the GV Server. Leave all port settings as defaults at 4550, 5550, and 6550
respectively unless otherwise necessary. Click the OK button. Then the created GV Server will appear

in the drop-down list.

Video Recording

Click the File Save button (No. 10, Figure 8-18) to save video in a local PC. Files saved in AVI format

are playable at third party viewers. Use the slider to adjust the time length of each saved clip.
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Alarm Notification

The Single View MPEG4 Encoder Viewer can be set to pop up as soon as motion is detected or /O
devices are triggered. Also up to four captured images will be displayed in the control panel of the

Single View. To enable the function, follow these steps.

Alarm Notify

&7
Mnfinn
' il

I 1 2I]14i11flil; 2014711/06
. . kit '8 16:11:51 16:11:52
Pop-up live video <«—F=" : Motion  Mation

—» Captured images

> B A D
Figure 8-20

1. Click the Show System Menu button (No. 5, Figure 8-18), and then select Alarm Notify. This
dialog box appears.

Alarm Notify E‘
[¥#] Mation Motify
[#1 10 Alarm atify
[#] Alert Sound
[11E Window Pops Up
[¥] Auto SnapShat
File Path

CUNINDOWSIAYIFiles

Figure 8-21 Alarm Notification

B Motion Notify: Once motion is detected, the captured images are displayed in the control
panel of the Single View.

B |/O Alarm Notify: Once the input device is triggered, the captured images are displayed in the
control panel of the Single View.
Alert Sound: Activates the computer noise alarm on motion and input-triggered detection.
IE Window Pops Up: The minimized Single View pops up on motion and input-triggered
detection.

B Auto Snapshot: The program will take a snapshot every 5 seconds on motion and
input-triggered detection.

B File Path: Assigns a path to save the snapshots.

2. Click OK to apply the above settings.

3. Minimize your browser to test the pop-up function.
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Video and Audio Configuration

To change the video and audio configurations of the connected camera, click the Show System Menu

button (No. 5, Figure 8-18), and select Video and Audio Configuration.

[Camera]

In this tab, you can change the video codec, quality and frame rate immediately. The resolution options
are corresponded to the maximum image size set on the connected GV-System. For details, see
[Video] in WebCam Server Settings earlier in this chapter. Note the Defog and Stabilizer options are

only available after they are activated at the connected GV-System.

Yideo and Audio Configuration E‘
Camera ]Audiu Configure I

Video Codes | Gen MPEG4 -
Resolution |3zn*240 j

Cuality [ Best Qualty -

Frame Rate m High

Defog r

Stahbilizer

Figure 8-22

[Audio Configure]

In this tab, you can enable the microphone and speaker for two-way audio communication. Activate
Speaker to access live audio from the server site, and activate Microphone to speaker to the server
site. Ensure the speaker and microphone are properly installed in the client PC, and the audio settings

(Figure 8-5) are activated on the WebCam server too.

Yideo and Audio Config

Camera Audio Configure |

ﬂ))) " Enable

Audio Codec

Zpr

Audio Godec

&3

Figure 8-23
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Hardware-Compressed or Megapixel Stream

If your video source is of hardware compression or megapixel, you can choose better video quality on
the WebCam server. The following conditions can produce a hardware-compressed or megapixel
video stream:

® GV-2004 or GV-2008 Card is installed on the GV-System.

® Video sources of the GV-System are from IP video devices.

To receive hardware-compressed or megapixel stream on WebCam:
1. Select Enable Hardware-Compressed Data FIFO on the GV-System.
® For GV-2004 and GV-2008 Card, click the Configure button (No. 14, Figure 1-2), select
General Setting, select Camera/Audio Install, select Hybrid Camera Install, select
cameras to be configured, click the Configure button and select Enable
Hardware-Compressed Data FIFO.
® For IP video sources, click the Configure button (No. 14, Figure 1-2), select General Setting,
select Camera/Audio Install, select IP Camera Install, click the Configure button, click one
listed IP device, select Preview & Audio Setting, and select Enable Hardware-Compressed
Data FIFO. Refer to Advanced Settings in Chapter 2.
2. Select Actual Size on the GV-System.
Click the Network button (No. 11, Figure 1-2), select WebCam Server, click the Video tab and
select Actual Size in the Max Image Size option. Refer to [Video], WebCam Server Settings
earlier in this chapter.
3. Onthe Single View, click the Change Quality button (No. 11, Figure 8-18) and select IP Camera
JPEG, IP Camera MPEG2 or IP Camera MPEGA4. You should see hardware-compressed or

megapixel images now.

Note: The hardware-compressed and megapixel video stream requires a lot of bandwidth. It is highly

recommended to enable this function in a LAN environment.
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PTZ Control

Click the Camera Select button to select one PTZ camera, and then click the PTZ Control button (No.

7, Figure 8-18) to bring up the PTZ control panel.

Figure 8-24 PTZ control panel

One PTZ camera only allows one user to control at a time. If several users are trying to control the
same PTZ camera at the same time, the Single View viewer will give the priority to the first login user
and then to the next user in queue. Each user will be given 60 seconds to control the PTZ camera. The
Timer at the upper right corner informs the user of the remaining time of control or the total waiting

time.

The supervisor is given the highest priority to control the PTZ camera and won't be restrained by

60-second time limit. When the supervisor logs in WebCam, the Timer shows 999.

The PTZ Speed button in the lower part allows you to configure the speed of a PTZ camera up to five

levels.
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Visual PTZ Control Panel

Other than the PTZ control panel, you can display a Visual PTZ Control Panel on the image.

To access this feature, click the PTZ Control button (No.7, Figure 8-18) and select Visual PTZ. For

details on using the Visual PTZ Control Panel, see PTZ Automation in Chapter 1.
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1/0 Control

The new interface provides real-time graphic displays of camera and I/O status, and alarm event.
Additionally, you can force output, as well as enable and disable I/O devices to the remote GV-System.

Click the 1/0 Control button (No. 8, Figure 8-18) to bring out the 1/0 control panel.

n Viewing Live Video Using WebCam

—ALARM LIST

Reset |

ALARM LIST
2[R 20051221
o 11:33:16
- 11:33:19
- 11:33:36
g 113337
L.gE (Module 01 yinput 1

Camera

= Carmera 1
izh Camera 2
HZh Camera 3
b Camera 4

Zh Camera 5
b Camera 6
b Camera 7
Camera 8§
&h Camera 9
&Zh Camera 10
g Camera 11
ek Camera 12

=
=
e
e
=
=
=
=
&

o

EnableiDisable /O |

]

— i DEWICE
Timer 09549 Stap |
Clutput Feset |
15 Module 1
EH:‘.\r Input
© e Inputd
e |nput 2
A= Input 3
¢ edts Input 4
E‘L‘? Output
@
(@ Output 2
--|@ Output 3
(@ Output 4

Figure 8-25 I/O Control

The alarm status is displayed in three levels. The first level indicates date, second indicates time, and

the third indicates alarm ID. Clicking the Reset button will clear the alarm list.

To initiate an output device, click the Enable button, highlight an output and then click the Output
button. The Timer functions the same as in the PTZ control panel. Each user will be given 60 seconds

of control time while the supervisor has 999 seconds. Clicking the Stop button will stop the operation

and turn over the control privilege to the next user waiting online.

If you want to enable or disable I/O devices to the remote GV-System, click the Enable/Disable 1/0

button. For this, the remote GV-System must grant the privilege first. Enable the Enable Remote

Control option in Figure 8-1.
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Visual Automation

You can remotely change the current status of the electronic device by simply clicking on its image.

Moreover, you can manage the settings of Visual Automation.

This feature is only available when the Visual Automation is configured ahead on the GV-System.

>

To access this feature, click the I/O Control button (No. 8, Figure 8-18), and select Visual
Automation.

Right-click the green I/O icon on the left corner to manage the alert areas, such as displaying,
embossing and changing colors to alert areas.

Click the alert areas on the image to force the outputs to be triggered remotely.

17:34:44 Play
0999 N Am—

=48 5 i

> B A )T FT
Figure 8-26
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Picture-in-Picture View

With the Picture in Picture (PIP) view, you can crop the video to get a close-up view or zoom in on the
video. This function is useful for megapixel resolution that provides clear and detailed images of the

surveillance area.

To access this feature, click the Full Screen button, right-click on the screen and then select PIP. For

details on usage, see Picture-in-Picture View in Chapter 1.

Picture-and-Picture View

With the Picture and Picture (PAP) view, you can create a split video effect with multiple close-up views
on the image. A total of 7 close-up views can be defined. This function is useful for megapixel

resolution that provides clear and detailed images of the surveillance area.

To access this feature, click the Full Screen button, right-click on the screen and then select PAP. For

details on usage, see Picture-and-Picture View in Chapter 1.

Image Enhancement

To enhance the image quality of live video, click the Show System Menu button (No. 5, Figure 8-18)

and select Image Enhance. This dialog box appears.

Image Enhance E|

[ De-Interlace
[ De-Black

v Enable DirectDraw

Cancel

Figure 8-27

De-Interlace: Converts the interlaced video into non-interlaced video.

De-Block: Removes the block-like artifacts from low-quality and highly compressed video.
Enable DirectDraw: The DirectDraw setting is enabled by default. Some VGA cards might not
support DirectDraw and can produce distorted frames. Uncheck this option to disable the

DirectDraw function.
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Remote Configuration

Remote Configuration allows you to start/stop recording, enable/disable 1/0 monitoring and

activate/deactivate schedules to the remote GV-System. For this, the remote GV-System must grant

the privilege first. See the Enable Remote Control option in Figure 8-1.

Click the Show System Menu button (No. 5, Figure 8-18) and select Remote Config to display the

following dialog box.

[Record]

Check the desired cameras to start or stop recording to the remote GV-System. Click the Send button

to apply the settings.

Remote Config

Record | Manitar |

Clear All

U 127.0.0.1

[#]"=w Camera 1
[v]"=» Camera 2
[v]'&x Camera 3
[v]'&» Camera 4
[#]"=w Camera 5
[#]"=w Camera &
[v]"=w Camera ¥
[v]'&x Camera 8
[#]"&» Camera 9
[#]"=» Camera 10
[#]"&» Camera 11
[v]"&» Camera 12
[v]'&» Camera 13

Close
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Enable 1/0 and Schedule monitoring to the remote GV-System. Click the Send button to apply the

settings.

Remote Config

Record

[~ Enable IO Monitoring

[~ Enable Schedule

Send

3

Figure 8-29
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2-Window MPEG4 Encoder Viewer

On the 2 Windows, you can drag and drop the camera, PTZ and 1/O icons to the desired window for
the following functions respectively:

® video display

® activating the Visual PTZ Control Panel on the image

® activating the Visual Automation function

To access the 2 Windows, click Live View on the left panel of the Single View page, and then select 2

Windows.

Live view > Mpegd Encoder Viewer > 2 Windows

Figure 8-30
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Multi View MPEG4 Encoder Viewer

Multi View is a multi-channel MPEG4 Encoder Viewer, allowing users to view up to 32 live cameras
simultaneously. Because multiple channels require a large amount of data to be transferred over

Internet, this function is limited to broadband users only.

Starting Multi View

You can install the Multi View over the Internet or from the Surveillance System Software CD. The

following is an example of installing and running the Multi View over the Internet.

1. On the left panel of the Single View page (Figure 8-18), click Live View, select MultiView and
select the desired resolution. For the first-time user, you are prompted to specify a folder to install
the Multi View program.

2. Tolog in the Multi View, enter a valid user ID and password. The Multi View window appears.

B 1. Camera )
B Aumenicaban Host

U

LooeERE 60

) W WY & 13 12811 410

Figure 8-31 The Multi View Window
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The controls in the Multi View:

No. Name Description
Displays live video. Right-clicking on live video allows you to
o ) instantly access some useful functions. Selecting Resolution
1 Monitoring Window . o ]
displays a resolution indicator at the bottom right corner of
the video.
Displays the connected GV-Systems and their available
2 Host List cameras.
See Host List topic later.
Displays all hosts on the same LAN.
3 Auto Search ) .
See Host List topic later.
Select the desired camera for display. If a panorama view is
4 Show Camera Menu o ) o
created at the GV-System, it is also included in this menu.
Displays the PTZ control panel.
5 PTZ Control ] )
See PTZ Control, and Visual PTZ Control Panel topics later.
Displays the 1/O control panel.
6 I/O Control )
See 1/O Control topic later.
Indicates the general information of the selected channel.
7 Channel Status ) )
See Channel Status Information topic later.
Plays back recorded files of the remote GV-System by using
8 ViewLog the video player ViewLog.
See Remote ViewlLog topic later.
] Accesses system settings of the Multi View.
9 Configure i } ]
See System Configuration topic later..
) Adds, deletes or modifies a host.
10  Edit Host . .
See Adding a Host topic later.
Displays the camera status of the connected GV-System.
11  Camera Status . ]
See Camera Status Display topic later.
Displays the general information of the connected
12 Host Information GV-System.
See Host Information topic later.
13  Zoom in and out Zooms in or out the selected channel.
Adds or deletes the channels for video polling. Click the Add
14  Add/Remove Channel or Remove Channel button and then click the desired
channel to add to or remove from the video polling.
15  Next Goes to the next page of Screen Division buttons.
16  Multicast Accesses the Multicast function.
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See Multicast and Audio Broadcast topic later.

Switches to a full screen view. The maximum video resolution

17  Full Screen set on the GV-System will be applied. See [Video], WebCam
Server Settings earlier in this chapter.
_ _ Rotates through the selected channels.
18  Video Polling ] ) ]
See Video Polling topic later.
19  Screen Division Sets screen divisions to 4, 6, 8, 9, 10, 13, 16 or 32.
20 Exit/Minimize Closes or minimizes the Multi View window.
21  Speaker Enables live audio from a remote GV-System.
22 Microphone Enables speaking to a remote GV-System.
23  Play Establishes the connection to a GV-System.
24  Stop Terminates the connection to a GV-System.
Saves live video.
25 Save ' . .
See Video Recording topic later.
Adjusts video quality with two options: Geo H264 and Geo
) MPEGA4.
26 Quality ) )
For hardware-compressed and megapixel quality, see
Hardware-Compressed and Megapixel Stream topic later.
27  Snapshot Takes a snapshot of the selected channel.
) Saves the selected cameras and creates a Multiple Host.
28  Save Camera to Multiple Host

See Combing Multiple Hosts into a Single Host topic later.
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Host List

The Host List displays a list of available hosts. The host icons indicate available hosts and the camera

icons indicate all cameras included in the selected host. To connect to a host:

1. Click a monitoring window, which will be highlighted in red frame.
2. Double-click on a camera icon, and then its corresponding video will be loaded to the selected

monitoring window.

First time users will only see one host icon as no additional hosts are created yet. To create connection

to other hosts, see Adding a Host later.

Host ]
.

Auto Search
el

127.0.01

Host Icon

Camera Icon 2. Carera

Bl 2. Camera:
Bl 4. Camera .
Bl 5. Camera:

Figure 8-32 The Host List

Working with Hosts on the Same LAN
With UPnP technology, Multi View can detect all hosts on the same LAN, without the need of user

configuration.

1. On the Host List, click the Auto Search tab for detection. A list of hosts within the same LAN
appears.

2. Double-click one host for connection. A valid ID and password are required.

Note: For UPnP detection, it is required to open TCP port 5201 on the host and UDP port 5200 on

the Multi View site.
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Channel Status Information

When choosing a camera from the Host List or the monitoring window, the general information of the

selected camera will be displayed in the Channel Status Window as shown below.

Host name

Camera name

IP Address of the host

Bandwidth used for delivering this video

Displayed frame rate of the video

Status

Figure 8-33 The Channel Status window

Adding a Host

1. Click the Edit Host button (No. 9, Figure 8-31). This displays the following window.

Host List Host Informations ——————————
= [ New Group | [~ Host Protection ‘
~E] Taipei
Host Mame ITaIpEI
Device IGV—DVR system vl
IP fddress [taz168010
User Name Taipei
Password I*****
Command Fort 45450
Data Fort 5540
Audio Port 6550
HTTF Port IBEI
Change Passward |
Mew | Delete |
‘ Expart | Import | ‘ OK |

Figure 8-34 The Edit Host Window
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2. All created hosts are forced to be grouped. Click the New button and select Group to create a
group first. Then click the New button again and select Host to create a host.

3. Inthe Host Name field, type a name to identify the host.

4. Select a device type for the host.

5. Type the IP address or domain name of the host. Type a valid user name and password to log into
the host. Modify the default ports if necessary to match the corresponding ports on the host.

6. Click the Save button. The host will appear in the Host List with the given ID name.

Combining Multiple Hosts into a Single Host

You can combine multiple hosts into a single host including the camera channels all from different IP
addresses. There are two methods to combine multiple hosts: the manual creation of Multiple Hosts;

the quick creation of Multiple Hosts.

Manual Creation of Multiple Hosts

1. Click the Edit Host button (No. 9, Figure 8-31) to display the Edit Host window. Click the New
button and select Group to create a group first. Then click the New button again and select Host
to create a host.

2. Select Multiple Host to display the following window.

Host List Host Infarmations
- Mew Group I Host Protection
L
(& New Host ¢ ingle Host & Multiple Host
Host Mame | Mew Host
FPassword |
1 @@ Edit s |4 Edit
208 e 1o @ et |
3 @ Edit 1[4 Edit
4 [@ Edit 12 [H Edit
5 1@ Edit 13 [H Edit
6 (18 Edit 14 |5 Edit
IS = TR PR = S—
g 1@ Edit 16 [ Edit

[ e | Lielete | Save

Import | Export | 4|0K

Figure 8-35 Creating Multiple Hosts
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3. Inthe Host Name field, enter a desired name to identify the Multiple Hosts.

4. To set up each camera channel of the Multiple Hosts, click the Edit tab one at a time.
Alternatively, you can click and drag the created camera channel from the Host List (Figure 8-32)
to each Edit tab. Note that all created camera channels must be added to each Edit tab in the
order of 1 to 32.

5. When you click the Edit tab, you will see the following window.

Camera Setting %]
Device g 6v-DVR gystern ~|
IP Address |127.0.01
User Mame |1
Password |ﬂ'm
Camera Mo. m
Command Port IW
Data Port |a550
Audio Port BS540

0K Delete | Cancel |
Figure 8-36 Camera Setting

6. Select the device type of the host.

7. Enter the IP address, user name and password to log into the host.

8. Inthe Camera No. drop-down list, select one desired camera channel from the host.

9. Keep the port settings as defaults; otherwise modify them if necessary.

10. Click OK.

Quick Creation of Multiple Hosts

1.
2.

Click on a desired monitoring window, which will be highlighted in the red frame.

Click and drag a camera from the Host List to the monitoring window. The selected camera then is
displayed.

Repeat the step 1 and 2 to configure other monitoring windows for different cameras.

Click the Save Camera to Multiple Host button (No. 25, Figure 8-31) to create the Multiple Hosts.
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Video Recording

You can save live videos in a client computer. The files in AVI format are playable at the third party
viewer. Click the Save button (No.22, Figure 8-31) and then select all or several cameras to start
recording. For the recorded folder, see [Video and Audio] in System Configuration topic later in this

chapter.

Camera Polling

To add cameras to the polling group:

1. Click the Add Channel button (No. 13, Figure 8-31), and then click the monitoring windows. The
selected windows will be framed in red color.

2. Click the Video Polling button (No. 15, Figure 8-31). The application will rotate the selected

cameras in the specified time. To configure the polling time, see Figure 8-39.

To remove one camera from the polling group, click the Remove Channel button (No. 13, Figure 8-31),

and then click its monitoring window.

Hardware-Compressed or Megapixel Stream

To receive the hardware-compressed and megapixel stream from the GV-System, refer to the same

topic in the section of Single View MPEG4 Encoder Viewer.
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PTZ Control

1. Select a PTZ capable camera from the monitoring window, or double-click it on the Host Server
window.

2. Click the PTZ Control button (No. 4, Figure 8-31).
Turn the switch to the ON position.

4. Use the directional, zoom-in, zoom-out, focus-in, focus-out buttons to control the PTZ camera.

The Timer has the same functions as the one in the Single View MPEG4 Encoder Viewer. The
supervisor is given the highest priority to control PTZ in Multi View and won't be restrained by
60-second time limit. When the supervisor logs in Multi View, the Timer will show 999.

The Option button lets you direct the PTZ camera to a preset position and configure the speed of the

PTZ camera up to five levels.

switch —7).

0999 — Timer

— The Option button

Figure 8-37 PTZ control panel

Visual PTZ Control Panel

Other than the PTZ control panel, you can display a Visual PTZ Control Panel on the image.
To access this feature, click the PTZ Control button (No.7, Figure 8-18) and select Visual PTZ. For

details on using the Visual PTZ Control Panel, see PTZ Automation in Chapter 1.
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Output Control

1. Click the I/O Control button (No. 5, Figure 8-31).

2. Turn the switch to ON position.

3. Select a module from the drop-down list. Each module provides 4 to 16 connected relay output
devices.

4. Click the Output (x) button to enable the output device.

—— Timer

Module 1 'l

Output 1

Output 2
Output 3
Output 4

a el

Figure 8-38 I/0 Control Panel

Remote ViewLog

More than simply playing back recorded video/audio files, the Remote ViewLog function allows you to

have full access to the ViewLog features of the connected GV-System.

Note: To use the Remote ViewLog for the first time, you need to install the Remote ViewLog
components on the local PC. Install the components from the Surveillance System Software CD, or

from the Download page (see Download Center later in this chapter).

1. On the Multi View window, click the ViewLog button (No. 7, Figure 8-31). The Connect to Remote
ViewLog Service dialog box appears.

2. Type the IP Address, ID and Password of the remote GV-System. Keep the default port as 5552,
or modify it if necessary.

3. Inthe Host Type field, select DVR.

4. Click the Connect button.

When the connection is established, you will see the video player ViewLog appears on the screen.

Then you can access all ViewLog features for playback
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Click the Configure button (No. 8, Figure 8-31) to display the following window. At the left panel, select

General Display, Video and Audio or Network to start your configuration.

General Display

video and Audio Resolution

Active Camera

Metwork 10243768

Startup

Fast Key

Initial Screen
Wigw |

Yideo Palling
Folling time

]

~| Sec Default |

Server Status

Server Status Refresh Time
MNewver ¥ | Minute Default |

Camera Status
Carmera Status Refresh Time

Mever ~ | Minute Default |

Figure 8-39 The Configure Window

[General Display]

B Resolution: Select the Multi View screen resolution. The setting is related to the monitor

resolution on your PC.

[Video and Auido]

B Folder Path: Specify a path to save recorded files.

Initial Screen: Select screen divisions at startup.

Polling Time: Specify the camera polling time from 1 to 60 seconds.

Server Status Refresh Time: Specify the refresh time to update the host information.
Camera Status Refresh Time: Specify the refresh time to update the camera information.
Active Camera: Select the maximum number of screen divisions allowed on the Multi View.

Fast Key: Click the View button to display the fast key table of the Multi View.

B Max Video Clip: Specify the maximum time length of each recorded file.

B Audio: Select the audio quality to be Fast or Smooth.
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B Enable DirectDraw: See the same features in Image Enhancement in the section of Single View
MPEG4 Encoder Viewer.

B Caption: Select what kind of caption to display on the monitoring window.

[Network] Displays the communication ports of the Multi View.

Camera Status

To show the camera status of the selected GV-System, click the Camera Status button to display the
following window. “Camera ON” indicates the camera is active. “No Privilege” means you're not
authorized to view this camera. Clicking the View button will bring up a small window displaying the

selected camera’s video. Clicking the Refresh button will refresh the information in this window.

Host Informations

Host Mame [127.0.01

IP Address | 127.0.0.1

Llser Mame | 1 Refresh |

Camera Status
[[@ [cameral  [Camera ON view | 18 No Privilege yigw__|
T8 (Camera2 VIDEDQ LOST Wigw | Igi Mo Privilege e |
@ [camera3  MDEOLOST view | 1l Ma Privilege view |
@@ lcamerad  VIDEOLOST view | 18 Mo Privilege view
T8 cameras VMIDED LOST Wigw | IEI Mo Privilege e |
@ [Camerab VIDEO LOST Wisw | IEI Mo Privilege g |
@ |[camera7  MDEOLOST view | 1l Ma Privilege vigw |
@ lcameras  VIDEOLOST view | 1l Mo Privilege yigw__|
[f_ﬂ Cameray WIDEO LOST Wiguw | IEI Mo Privilege ey |
[ [cameratd  WIDEOLOST view | IHl Mo Privilege view |
@ Camera 11 WIDEOQ LOST e | I}jj Mo Privilege ety |
[f_ﬂ Cameral2 WIDEOQ LOST Wi | IEI Mo Privilege By |
[[@ [camera13  MDEOLOST view | [Hl Mo Privilege vigw__|
@ [camerat4  WIDEOLOST view | 1Hl Mo Privilege view |
[fj Cameral1s WIDEQ LOST R | EEI Mo Privilege ity |
[[@ [cameralt  MDEOLOST view | il Mo Privilege vigw__|
oK |

Figure 8-40 The Camera Status Window
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Host Information

To show the host information of the selected GV-System, click the Host Information button (No.11,
Figure 8-31) to display the following window. The Host Information window contains the following three

categories. Use the control tabs to toggle among them.

Huost Informations

Haost Mame 127.0.0.1

IF Address 127.0.01

Usar Mama 1

Alarm List Alarm List IR
B HostInformatians

B Log List =& alam
—-/=4 20080214
+-(5) 11:21:08

Ok

Figure 8-41 The Host Information Window

[Alarm List] Displays a list of alarm events occurred in the selected GV-System. Clicking the Reset
button will clear the listed events. New events will be generated until the alarms of the local site are

invoked.

[Host Information] The upper section shows the general information of the connected GV-System.
The lower section shows the number of MPEG4, RPB, and audio channels currently serving over the

Internet.

[Log List] Displays a history of login and logout information.
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Multicast and Audio Broadcast

Multicast sends a single video and audio stream to multiple hosts using the same multicast IP address
and within the same LAN. Multicast can greatly increase the bandwidth efficiency when multiple hosts

access the same video and audio stream.

As for audio broadcast, it allows a host to speak to other hosts using the same broadcast IP address

and within the same LAN.

Note: To perform multicast within a LAN with different IP sequence numbers, e.g. 192.168.1.1 and

192.168.2.1, you need a router supporting Multicast Pass Through function.

Configuring Multicast and Broadcast Settings

On GV-System, you can configure two settings. One is to allow remote access to multicast delivered

from the GV-System; the other is to receive audio broadcast from other host.

Activating Multicast

1. Click the Network button, select WebCam Server and click the Multicast tab. The Server Setup
dialog box (Figure 8-1) appears.

2. Select Multicast to enable the multicast settings.

3. By default the IP address is 224.1.1.2 and port number is 8300 to send the video and audio stream.
Modify default values if necessary.

4. Optionally specify a Password for hosts to access multicast.
Click the Camera and Audio buttons to select which camera and audio is accessible through

multicast.

Receiving Audio Broadcast

1. If you like to receive audio broadcast from other host on the GV-System, select Receive
broadcast audio. By default the IP address is 224.1.1.3 and port number is 8400 to receive
broadcasting. Modify default values if necessary.

2.  Click OK to start the WebCam server.

Now the GV-System can not only deliver the multicast stream but receive audio broadcast from other

host. Ensure a speaker is installed on the GV-System.
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Sending Audio Broadcast

You can start audio broadcasting on any host by installing the following program.

1. Ensure a microphone is properly installed.

2. Install and run Audio Broadcast from the Surveillance System Software CD. This dialog box

appears.

/* Auio Broadcast glil E‘

Filz  Tool

&

Figure 8-42

3. Select Enable. You can start speaking to other hosts.

If you cannot perform audio broadcasting, select Tool from the menu bar, select Set Broadcast
Address, and ensure the IP address and port number are correctly configured. By default the IP

address is 224.1.1.3 and port number is 8400 to broadcast audio.
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Receiving Multicast and Audio Broadcast

To remotely receive multicast and audio broadcast, there are three methods: use the multicast
program included on the software CD, through the web interface of WebCam server, and through the

Multi View of WebCam server.

Using Multicast Program on Software CD

1. Install and run Multicast from the Surveillance System Software CD. This dialog box appears.

= _
— 1 Host List
+- @ MulticatHost!
+- @ Multicast Host!
d  conmoure | » Configure Button

W ) 8 5| P o e ]

Figure 8-43

2. The host(s), using the same multicast IP address within the same LAN, is displayed automatically
on the host list. If you cannot see any host displayed, click the Configure button, select General

Setup, and ensure the relevant IP address and port number are correctly configured.

3. Drag the desired cameras to the screen for display. If the host has already set a password, you will

be promoted to enter it at this step.

4. To receive audio broadcast, first ensure a speaker is properly installed on this computer. Click the
Configure button, select General Setup, select Receive Broadcast Audio, and ensure the

broadcast IP address and port number are correctly configured, and click OK.

5. To save the current settings of screen division and camera display for future use, click the
Configure button, select Video List Setup, and select Export. You can also select Import to

apply the pre-defined settings.
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Through the Web Interface of WebCam

1. Type the IP address or the domain name of GV-System on the IE browser. Enter ID and password

to log into the GV-System. When the connection is established, the Single View page appears.

2. Onthe left panel, select Live View and select Multicast. The Multicast Viewer (Figure 8-43)

appears.

3. To receive multicast and audio broadcast, follow Steps 2-4 in the section of Using Multicast

Program on Software CD above.

Through the Multi View of WebCam

1. Click the Multicast button (No. 16, Figure 8-31) on the Multi View screen. The Multicast Viewer
(Figure 8-43) appears.

2. To receive multicast and audio broadcast, follow Steps 2-4 in the section of Using Multicast

Program on Software CD above.
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JPEG Image Viewer

JPEG Image Viewer is a cross-platform viewer, practicable on Mac OS, Netscape, and Microsoft IE
browsers. Continuously receiving JPEG images from GV-System and limited to the single camera view,

the viewer is an ideal tool for the users with limited Internet bandwidth.

To start the JPEG Image Viewer, follow these steps:

1. To enable the function on the WebCam server, click the Network button, select WebCam Server,
disable Enhance Network Security in the General tab (Figure 8-1), and enable Create
JPEGI/GIF File(s) in the JPG tab (Figure 8-6).

2. Open an Internet browser in the local PC.

3. Enter the IP address or domain name of the GV-System. The Single View page (Figure 8-18)
appears.

4. On the left panel, click Live View and select JPEG Image Viewer. Avalid ID and password are

required for login. The JPEG Image Viewer window appears.

View Selection Button

A&

Scroll Button

Snapshot

g B <

Camera Select Button

— Monitoring Window

Figure 8-44 JPGE Image Viewer
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Remote Playback

With the Remote Playback (RPB) function on the WebCam server, you can play back the recorded files

of the connected GV-System.

To allow remote access to GV-System, ensure the WebCam server with the Run ViewLog Server

function (Figure 8-1) is activated on GV-System.

1. Inthe left panel of the Single View page (Figure 8-18), click Remote Play Back and select

Remote Play Back. This window appears.

-5 2004

‘& S Boa
Im [ z7
[“113:42:37

: E |

100272004 13:42:39.751

Figure 8-45
2. Select the desired camera, date and time-segment file.

3. Click the Play button to start.
4. For further playback features, click on the image to have the options of Play Mode, Render and

Tools.
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Remote ViewlLog

Through WebCam Server, you can remotely play back the recorded files by using the video player

ViewLog.

To allow remote access to GV-System, ensure the WebCam server with the Run ViewLog Server

function (Figure 8-1) is activated on GV-System.

1. Inthe left panel of the Single View page (Figure 8-18), click Remote Play Back and select

ViewLog. This dialog box appears.

Connect to Remote Viewlog Service

@ IPAddress: | 192168010 -
Fort: lF Diefault
ID - | 123
Password |“*

[ Save Password

Haost Type : |DVH j
Add current entry to Address hoak under
this graup

|New Group j
Address book | Connect | Cancel |
Figure 8-46

2. Type the IP Address, ID and Password of the GV-System. Select DVR to be the host type. Keep
the default port as 5552, or modify it if necessary.
3. Click the Connect button.

When the connection is established, you will see the video player ViewLog appears on the screen.

Then you can access all ViewLog features for playback.
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Event List Query

With the Event List Query function on the WebCam server, you can remotely locate a desired event by
defining search criteria. The search results can be displayed in a text form or a statistic chart. You can

also play back any suspicious events instantly.

To allow remote access to GV-System, ensure the WebCam server with the Run ViewLog Server

function (Figure 8-1) is activated on GV-System.

1. Inthe left panel of the Single View page (Figure 8-18), click Remote Play Back and select Event

List Query. The Query window appears.
2. Onthe left panel, select one of the following query categories, and then click Submit Query at the

button of the panel to change the category:
B Monitor: monitored events

B System: system activities

B Login: user login/logout status

B Counter: counter events

B POS: POS transaction events

Note that the above categories are based on those of System Log in the Main System, so you can

also locate the same event recorded in System Log.

3. Define the search criteria such as Event Type, Device, Information, Date and etc. The selection of
search criteria may vary depended on query categories.

4. If you search the events recorded during the Daylight Saving Time period, select DST Rollback
and define a certain period of time in the Date column.

5. Click Submit Query. The search results will be displayed in the text form.

6. To play back the attached video, click the Video icon.
Righting-click on the video image gives you more playback features, such as changing playback
mode and turning on audio if available.

7. To graph the search results, click the Statistical Chart button.

8. To export the search results, select one of formats Txt, Html or Excel and then click the Export

button.
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Figure 8-47
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The Download Center provides you with an easy option to upgrade the codec, and decide what kind of

viewing program should be downloaded to your local computer based on screen resolution required.

1. Click Download in the left panel of the Single View page (Figure 8-18). This page appears.

Resolution

File size

Download

O

LI i

1024 » 768

1280 » 800

1280« 1024

1440 » 300

1600 % 1200

1680 » 1050

1320 % 1080

1920 % 1200

gap@goai;| o).

“WiEwlo

1024 » 768

1280 x 300

1280 » 1024

1440 % 900

1600 « 1200

1680 = 1050

1320 % 1080

1920 « 1200

gg@agoao;ia

Emap

File size

Install Complete

Figure 8-48

2. Check the desired programs. The File Size field will display the total file size of the selected

programs.

3. Click Download and follow the on-screen instructions to install the programs. When the installation

is complete, the message “Install Complete” will be displayed.
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Mobile Phone Applications

With the mobile phone capable of GPRS, 3G and Wi-Fi, you can receive live videos from your

316

GV-System. The GV mobile phone applications and their major features are listed below:

Note: Mobile phone applications only support GV-System version 8.3.

Handheld Device View

GView Version 2

OS Supported

Windows Mobile 5.0 and 2003 for Pocket PC

Windows Mobile 6/6.1 Standard and Professional

Port Data Port: 8866, RPB Port: 5511
Protocol TCP/IP (Streaming)
Functions Video streaming, GV-Video Server support, PTZ control, I/O device control, Remote

Playback (RPB) and etc.

Handheld Device View

MSView Version 2

OS Supported

Windows Mobile 5.0, 2003 for Smartphone

Port Data Port: 8866, RPB Port: 5511
Protocol TCP/IP (Streaming)
Functions Video streaming, GV-Video Server support, PTZ control, I/O device control, Remote

Playback (RPB) and etc.

Handheld Device View

MSView Version 3

OS Supported

Windows Mobile 6/6.1 Standard and Professional

Port Data Port: 8866, RPB Port: 5511
Protocol TCP/IP (Streaming)
Functions Video streaming, GV-Video Server support, PTZ control, I/O device control, Remote

Playback (RPB) and etc.

Handheld Device View

SSView Version 3

OS Supported

Nokia S60 2nd Edition and 3rd Edition

Port Data Port: 8866, RPB Port: 5511
Protocol TCP/IP (Streaming)
Functions Video Streaming, GV-Video Server support, Remote Playback (RPB), PTZ control,

output control and etc.

Handheld Device View

3GPP

OS Supported

Mobile phones with players supporting RTSP (Real Time Streaming Protocol)

Port TCP Port: 8554, UDP Port: 17300-17380
Protocol TCP/IP (Streaming)
Functions Video Streaming, Remote Playback (RPB), Audio and etc.

Handheld Device View

BlackBerry Smart Phone Viewer
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OS Supported BlackBerry OS 4.2.1 or above

Port TCP port: 80, 8866

Protocol TCP/IP (JPEG)

Functions Video Streaming, 1/0 device control

For the 3G-enabled mobile phone, you can receive live video from the GV-System without installing the

related GV mobile applications first. For the port settings of 3GPP, see WebCam Server Settings
earlier in this chapter.

Note: When you access the GV-System by the mobile phone, you will be forwarded to the designated
web page as shown below. If the displayed web page is different from this, please try to enter the IP

address of the GV-System like this way: http://(GV-System)/phonepwd.htm

User Name

Password:

O JPEG
O GIF

®3G

Figure 8-49
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PDA

GView V2 is a remote view application for Pocket PC device. It can run on PDA using Windows Mobile
5.0 and 2003.

When GView V2 detects the big screen panel of the mobile phone, images from the connected

G-System will be horizontally rotated for a better view. Resolution is set to be CIF by default.

Installing GView
GView V2 is included in the Surveillance System Software CD. This application should be installed in a

PDA device with Microsoft Pocket PC operating system.

Plug your PDA via USB or COM port to a computer installed with Microsoft ActiveSync (The
Microsoft ActiveSync program should come with your PDA software CD. Consult your PDA user’s
manual).

Run Microsoft ActiveSync in the connected computer. Make sure both the PDA and computer
are synchronized.

Insert the Surveillance System Software CD to the computer. It runs automatically, and a window
pops up.

Click Install V 8.3.0.0 System, and then click Microsoft PDA Viewer V2.

Follow the on-screen instructions to complete the installation.

Activating the GView Function
To allow remote access to the GV-System, you must activate the Webcam server with the Mobile

function enabled. See Figure 8-8.

Connecting to GV-System
Once GView V2 is installed into your PDA, you can use it to monitor your GV-System. Make sure your

PDA has wireless LAN adapter properly in place with access to the Internet.

Execute GView V2 in your PDA.
Click the Connect button located at the lower left corner. This displays the Login screen.
Type the IP address of the GV-System you wish to connect, enter a valid username and password,

and then click the OK button.



If logging in successfully, you will see video streaming to your PDA. Clicking the Stop button can exit

the GView application.

H Ll | Weltome Gyiey

Gifiew W2

For Vo 4 ok

& L

Figure 8-50 Starting GView

B} Viewing Live Video Using WebCam

P

200

Port |EIE||56 vl

Lser Mame | 1 |

Passwiord |* |

SnapShot Path | |

Clear History | | ok [[canceL]

Figure 8-51 Entering GV-server Info
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Other Functions

The major functions of GView V2 include live video monitoring, PTZ control, zooming control, and

shapshot.

[View Screen] [PTZ Screen]

[bes ] EEH Feception B4
DORBEYXY S Q+* * 5 »
Figure 8-52 Figure 8-53
Buttons Description
H‘Eﬂ Click it to stop the connection.
C Click it for Focus-in and Focus-out control
& Click it for Zoom-in or Zoom-out control.
D Click it to select the camera-preset positions.
79 Click it to adjust the image quality.
Click it for I/O Module Setting or to force outputs.
ﬂ, Click it to start or stop recording.
B Click it to display the camera status.

The supervisor is given the highest priority to control the PTZ camera and
won't be restrained by 60-second time limit. When the supervisor logs in, the

Timer shows 999.

Use this drop-down list to switch cameras.

Click it to return to the previous page.

Use these buttons to control left, up, down and right of the PTZ cameras.

Click it to return to home.
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Viewing and Controlling I/O Devices

To view and control the connected I/O devices, select the desired camera and click the @I button

(Figure 8-52).

[I/O Monitoring Setting / Monitoring]

a1 il

Figure 8-54

The number on the toolbar indicates the connected module. To view and control the input and output

devices, click the number button.

[I/O Setting]

A r oo il

Figure 8-55

“1": displays the status of triggered input devices. See Figure 8-54.

“O": displays the connected output devices. See Figure 8-55.
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[Input/ Output Devices]

Welcome Griew  eF =% 02:35 1 | o Griew 47 #x02:35 @
B Alarm
- 20011218
R 1 10050
e {Module 01)Input 2
|- 31 2 3 4 |-
Figure 8-56 Input Devices Figure 8-57 Output Devices

On the bottom toolbar of the Output Devices screen, the numbers indicates the connected output

devices. Click the desired number to force the output.

[Camera Status]

To view the camera status, click the button (Figure 8-58).

?f Welcome Gyie 1 & 42 11:17 @

Carnera Status

01 Mormnal 02 Mormal

03 Mormnal 04 Mormal

DS Mormnal 06 Mormal

07 Mormnal 03 Mormnal

09 Inactive 10 Morrnal

11 Mormal 12 Mormnal

13 Mormnal 14 Mormnal

15 Mormnal 16 Mormmal

17 Morrnal 18 Morrnal

19 Lost 20 Mormal

21 Mormnal 22 Mormal

23 Mormnal 24 Mormal

25 Mormnal 26 Mormal

7 Mormnal 28 Mormal

20 Mormnal 30 Mormal

21 Mormnal 32 Connection Lost
wait [0 Carmera ’m
SRR R = =R

Figure 8-58

This screen displays the status of camera activity. Three messages indicate the current camera status:
B Normal: The camera is turned on and not recording.
B Inactive: The camera is turned off.

B Recording: The camera is recording.
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I-Mode Phone

You can monitor your GV-System remotely with
® |-Mode phone, or

® Mobile phone supporting xhtml, chtml, or html and capable of GPRS.

When using i-Mode services, you do not pay for the time you connected online, but will be charged by
the volume of data transmitted and/or received. Therefore, i-Mode will NOT receive live video

streaming; instead, it will receive one image at a time and will not receive another unless it is requested
to do so. To request another image, simply press the Enter key on your i-Mode phone. The images are

in GIF or JPEG format with resolution of 96x72 pixels.

Activating the i-Mode Function
In the Main System, click the Network button (No.14, Figure 1-2), select WebCam Server, click the
JPG tab, and check the Create JPEG/GIF file(s) as shown in Figure 6-6. Your GV-System must use a

global IP address and be accessible from the Internet.

Connecting to GV-System
After activating the i-Mode function, you can now receive live images from the GV-System via an
i-Mode phone. The interface and operation of your i-Mode phone may be different from the following

example since the interface may vary from model to model.

1. Open the i-Mode menu, and select Input Web Address.
2. Enter the IP address of your GV-System in the Address column, and then press OK.

PS03 =5

Input Web Address

Address:

2| Login Histo
g ry http://65.59.37.172

Return

Figure 8-59 Opening the menu Figure 8-60 Entering the IP address of GV-server
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3. Type avalid user name and password, and then press Submit.

4. Select the desired camera channel, and then press Enter.

PS03 S

Live View

User Name:

L ] - 1. Cameral

ds: . Camera 2
Passwords: . Camera 3
L ] | . Camera 4
. Camera 5

. Camera 6

| Pl 7 camera 7

Exit Load Exit

Figure 8-61 Entering the use name and password Figure 8-62 Selecting a camera for live view

If you log in successfully, the i-Mode phone will start receiving live images from the GV-System.
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Windows Smartphone

With the MSView application, you can monitor your GV-System remotely via a Windows-based

smartphone edition 2002, 2003 and 5.0.

Installing MSView Version 2 / Version 3

1. Insert the Surveillance System Software CD. It runs automatically, and a window pops up.

2. Click Install V 8.3.0.0 System.

3. Select Microsoft Smartphone Viewer V2 or Microsoft Smartphone Viewer V3, and then follow
the on-screen instructions. The default installation directory is C:\SmartPhone Viewer V2 or
C:\SmartPhone Viewer V3.

4. Though the synchronization program such as ActiveSync, install MsviewV2.exe or
MsviewV3.exe from the installation directory to your smartphone. Consult your smartphone user’s

manual for how to install a program to the smartphone.

Activating the MSView V2 / V3 Function
To allow remote access to the GV-System, you must enable the Webcam server with the Mobile

function activated. See Figure 8-8.
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Connecting to GV-System
The following operations may vary slightly for different modules.

1. Execute MSViewV2.exe or MSViewV3.exe in your smartphone. Figure 8-63 appears.
2. Select Type and then Live. Figure 8-64 appears.
3. Enter the IP address and port number of your GV-System, a login ID and password. Select

Control and then Connect.

Once the connection is established, the live image will appear. You can use the scroll key on your

smartphone to navigate camera channels. See Figure 8-65.

fe | Welcame Msyiew 72 | Welcome Ms¥iew(P) «}

Live View

IP Addr|192.168.0.69
Part 2866

Lsrbame |1
Password  [*

ShapShot
Pt ]

T *

MG W3
Rph
Rpb with time Camera | Cameral -
: Stop | Control

Figure 8-63 MSView Main Screen Figure 8-64 Entering GV-System Info Figure 8-65 Viewing live camera

Other Functions
In addition to live view, MSView V2 or MSView V3 offers the functions, such as zooming in/out a

camera view and rotating images. Select the Control option to have these features.
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Symbian Smartphone

With the SSView V3 application, it's also possible to monitor your GV-System remotely via

Symbian-based smartphone.

The solution provided for the Symbian Smartphone:
® SSView Version 3 for Nokia S60 2nd and 3rd Edition

Installing SSView Version 3
To install SSView Version 3 for Nokia S60 2nd and 3rd Edition:

1.
2.

Insert the Surveillance System Software CD. It runs automatically, and a window pops up.

Click Install V 8.3.0.0 System.

Select Symbian Smartphone Viewer V3 (For Nokia S60 2nd and 3rd), and follow the on-screen
instructions. The default installation directory is C:\Symbain SmartPhone Viewer V3.

If your smartphone is of S60 2nd Edition, install SSViewV3_2nd.sis from the installation directory
to the smartphone. If your smartphone is of S60 3rd Edition, install SSViewV3_3rd.sis from the
installation directory to the smartphone.

Before you start the installation in the smartphone, change the date settings first. Here we use
Nokia E61 as the example to illustrate the steps. On the main menu of the smartphone, select
Tools Option » App.manager » Options » Open » App.downloads » Options » Settings »
Online certif..check, and then set Online certif..check to be Off.

Return to the main menu, select Tools » Options » Open » Settings » Options »

Open » Date and time » Options » Open, and then reset the year to be 2007 in the Date field.
You can now install SSViEWV3_3rd.SiS in your mobile phone. Consult your smartphone user’s
manual for how to install a program to the smartphone.

Follow Step 5 to change the date back to today’s date.

Activating the SSView V3 Function
To allow remote access to the GV-System, you must enable the Webcam server with the Mobile

function activated. See Figure 8-8.
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Connecting to GV-System
The following operations may vary slightly for different modules.

1. Execute SSView in your smartphone.

2.  When the message SSView V3 appears, select Options, and select Live Connect. The Login
screen appears.

3. Enter the IP address and port number of your GV-System, login username and password.

4. Select Options, and then select Connect to start the connection for live view.

Quick Connection
The IP addresses of connected servers can be stored for quick connection in the future. Press the [<]

and [>] buttons on the mobile device to select the desired server for connection.

Other Functions
In addition to live view, SSView offers other useful functions, such as changing camera channels,
zooming in a camera view, rotating images and seeing Server and WebCam information. Select

Options to have these features.
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BlackBerry Phone

With the BBView phone application, you can remotely view live video, force output devices to be

triggered, and start and stop monitoring from your BlackBerry phone.

Installing BBView

1.

Insert the Surveillance System Software CD to the computer. It runs automatically and a window
pops up.

Click Install v 8.3.0.0 System.

Select BlackBerry Smartphone Viewer, and follow the on-screen instructions. The default
installation directory is C:\BlackBerry Smartphone Viewer.

Through the synchronization program such as Desktop Manager, install BBView.alx from the
created installation directory to your BlackBerry. Consult the BlackBerry phone user’s manual for

how to install a program to the phone.

Activating the BBView Function

To allow remote access to GV-System, follow these steps:

Click the Network button, select WebCam Server, click the JPG tab, and select Create
JPEGI/GIF file(s).

Click the Mobile tab, and activate the settings of communication ports.

Click OK to start the WebCam server.

Connecting to GV-System

To connect your BlackBerry phone to GV-System, follow these steps:

To activate TCP/IP connection on your BlackBerry, check your service provider for the correct

APN (Access Point Name) and configure the APN on your phone. (e.g. go to Options and TCP).

To connect to GV-System, select the BBView application installed on your phone, and select

Create Live Connection. The Login screen appears.

Enter the IP address, port number, username and password to log into GV-System. The default

port value is 8866.

Select Connect to start.
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E-Map Application

E-Map displays the monitoring area on an electronic map, by which the operator can easily locate the
cameras, sensors and alarms triggered by motion or 1/O devices. Topics discussed in this chapter
include: creating an E-Map file with E-Map Editor, working with E-Map in the Main System, working

with E-Map on the WebCam server and E-Map Server.

The E-Map Editor

The E-Map Editor program allows you to import a floor plan in BMP, GIF and JPG formats, and use the

icons of cameras and I/O devices to edit a map per your requirement.

The E-Map Editor program comes with the installation of Main System. Click the Windows Start menu,

point to Programs, select GV folder and click EMap Editor. The E-Map Editor window will appear.



The E-Map Editor Window

The controls in the E-Map Editor window:

n E-Map Application
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Figure 9-1 The E-Map Editor Window

No. Name Description

1 Up Returns to the previous E-Map file.

2  Add Map Adds an E-Map file.

3  Add Host Adds a host folder in the Host View.

4  Load Map Imports a floor plan.

5 Rename Renames an E-Map file and/or folder.

6  Delete Deletes an E-Map file and/or folder.

7  Map View Tree view of E-Map files and/or folders.

8  Host View Tree view of host folders.

9  Floor Plan The window displays the imported graphic file.
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Creating an E-Map File

To create and edit an E-Map file, follow the steps below.

1. Click the Add Map button (No.2, Figure 9-1) on the toolbar. A New Map file will be created in Map

View and the Floor Plan window separately, as illustrated below.

%' E-Map Editor

File Edit Map Hostk View

¢

MNew Map

Figure 9-2 Creating a new map

2. Click the New Map file in Map View, and then click the Load Map button (No. 4, Figure 9-1) to
import a graphic file. The file opens in the Floor Plan window (Figure 9-1).

3. Double-click the local server folder in Host View. The program will automatically detect the
number of cameras and I/O devices already installed at the server, and show up their separate
icons.

4. Drag and drop these icons from Host View onto the map in the Floor Plan window.

5. The E-Map Editor lets you set the orientation of camera icons and change the icons. Right-click
any camera icon to call up a menu, and select the direction where you want the camera to point to.
Or change the camera icon into the dome icon.

6. Click File in the window menu, and select Save to DVR or Save to File to save the created
E-Map file.
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Creating an E-Map File for a Remote Host

With E-Map Editor, you can create E-Maps for your local host, as well as remotely for other hosts.
E-Maps created for remote hosts are saved and viewable only at the server where they are created.

And they are only functional when connected to the WebCam server.

1. Click the Add Host button (No. 3, Figure 9-1) on the toolbar, and select the type of host. A new
host folder then is added in Host View.
2. Right-click the Host in Host View, and then select Host Settings to display the following dialog

box.

x|
Location Mame: |N e ork | ok, I

Address: Iemap.dipmap.cum Cancel

¥ of Cameras: 15 2 —wWehcam

Command Port; I
# of Maodules: q = - 0
Module 1 X7 | pataPot [5550

# of [nputs: 16 =

# of Dutputs: 16 z Audio Part: [e560

Figure 9-3 Host Settings

3. Type the remote host’'s name, IP address, how many cameras, /0 modules, inputs, outputs are
installed at the host, and port information. Then click OK.

4. Follow the steps instructed in Creating an E-Map File to create an e-map file for the remote host.
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Starting E-Map

After creating an E-Map file, go to the Main System. Click the ViewLog button (No.13, Figure 1-2) and
then select E-Map to display the following E-Map Viewer window. Double-click any E-Map file of the

local host to open it.

Note: If you have created the E-Map files for remote hosts, these files will also be displayed in the

E-Map Viewer window but won't function here. They only work on WebCam that is discussed later.
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Figure 9-4 The E-Map Viewer Window
The controls in the E-Map Viewer window:
No. Name Description
1 Popup Settings Selects desired cameras and 1/O devices for the pop-up map function.
2  Toggle Popup Toggles between popup and non-popup function.
3  Tree View The tree view of E-Map files and folders.
4  Blinking Icon The blinking icon represents a triggered camera or an I/O device.
5 Output Icon Manually forces an output device.
6 Camera/Dome Icon Views the live video associated with that camera/dome.
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Setting the Pop-up Map Function

The E-Map Viewer window can be set to pop up with the blinking icon indicating that a camera or an

input device is triggered. To set up the function, follow the steps below.

1. Click the Popup Settings button (No.1, Figure 9-4). Select desired cameras and input devices for
the application, and specify Dwell Time for the interval between two pop-up maps.

2. Click the Toggle Popup button (No.2, Figure 9-4) to enable the function.

3. Minimize the E-Map Viewer window. Once any camera or input device is triggered, the map will

pop up on your screen immediately.
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Starting E-Map from a Remote Site

Activating and configuring E-Map over a web browser is possible by the WebCam server. To do so,
follow the steps below.

1. Atthe local server equipped with the GV-System, click the Network button (No. 11, Figure 1-2)

and select WebCam Server to display the Server Setup dialog box. Click OK to start the
WebCam server.

2. Atthe client PC, open the web browser and type the address of the local server. Once the
connection is established, the Single View page will appear.

3. On the left panel, click E-Map to display the E-Map window on the client PC.

The Remote E-Map Window
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=== =

Figure 9-5 The Remote E-Map Window
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The controls in the Remote E-Map window:

No. Name

Description

1 Login

Click to login up to 500 hosts.

2 Host Information

Click to view the information of incoming events upon motion detected

and I/O devices triggered.

3 Previous Click to go to the previous E-Map file.

4 Home Click to back to the top of the tree view.

5 Next Click to go to the next E-Map file.

6 ViewLog Click to access the Remote ViewLog function.

7 Configure Click to configure the Remote E-Map.

8 Tree List The list displays all created E-Map files and folders.
9 IP Address Displays the IP Address of the connected host.

10 Blinking Icon

The blinking icon represents a triggered camera or 1/O device.

11 Output Icon

Click to manually force the output device.

12 Camera/Dome Icon

Click to view the live video associated with that camera/dome. Up to

16 live videos can be accessed simultaneously.

Logging in Different Hosts

When the client PC connects to the WebCam server, all the E-Maps saved in the local server will be

downloaded to the client PC, with the E-Map files of 500 hosts at most. The E-Maps created for remote

hosts can only function on WebCam after you log in these hosts. You can login 500 hosts at a time.

Click the Login button (No. 1, Figure 9-5) to display the following Login window.

Host Login

x|
Host Logout
| Host Name

Host Marne

| &uto Login

TESTI0M

TEST 102
TEST 103
TEST 104
TEST 104
TEST 106

Ccton )
Clogou> )

o )

Figure 9-6 Logging in different hosts
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Configuring the Remote E-Map

Click the Configure button (No. 7, Figure 9-5) to display the following dialog box:

Configure

Download EMap files

I~ Uss local Enapfiles

| CProgram Files\Remate EMapire | CAProgram Files\Remate EMapire

Browse Browse

Figure 9-7 The Configure Dialog Box

[Download EMap files] Click to download E-Map files from the local server to the client PC. This

option can reduce network load when you want to view E-Maps of multiple hosts.

B Use local EMap files: Once downloading E-Map files to the client PC, you can use these E-Map
files for connection.

[Motion] / [I/O Input]

B Alert Sound: Check this option and assign a .wav file to alert the operator when motion is
detected or I/O devices are triggered.

B Camera Blink, /0 Blink: When cameras or I/O devices are triggered, their icons on the E-map
flash. Uncheck this option if you don’t want to see the blinking icons.

B EMap Auto Popup: When cameras or I/O devices are triggered, the related map will pop up on
the screen instantly. Check this option and minimize the Remote E-Map window for the
application.

Show Event: Check to display motion or 1/O triggered events on the Host Information window.
I/O Trigger Camera: When input devices are triggered, the related camera views will pop up on
the screen instantly. For this function to work, input devices must be mapped to cameras on the

Main System. See Pop-up Live Video on Triggered Events in Chapter 1.
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Hide Tree List: Check to hide the tree list.
Enable DirectDraw: The DirectDraw is enabled by default. Some VGA cards might not support
DirectDraw and can produce distorted frames. In this case, disable the feature.

B Use small icon: The Remote E-Map uses the large icons of cameras and I/O devices by default.

Select this option if you want to use small icons.

Viewing Host Information and Playing Back Video

The Host Information window lists the triggered events of cameras and I/O devices. Click the Host

Information button (No. 2, Figure 9-5) to open it.

The Host Information window allows you to play back events happened in the host sites. Double-click
any Camera Motion event in the left panel to display the remote playback window. With this window,
you can play back an event, speak to the host site and take a snapshot, as well as download the event

to the client PC.

RI=E
TEST102 Host Name | Date |Time | Event Type I CAM | Mad | [lls] I MNarme |
TEST103 TEST101 20081114, 1353585 Motion 1 NiA INi&, Camera 1
TEST104 TEST1OM 20068114 13:483:41 Motion 1 MIA A Camera 1
TEST 105 TESTIM J006A1L.. 134534 Alarm Mg 3 Input 3
TEST 106 TEST101 2006114 134534 Alarm A 1 2 Input 2

TEST1OM 20081114 134534 Alarm A 1 1 Input 1

TESTION

(@ Module(lyInput(1): Inpt
E-{@ ModulefFInput(z): Inpt
[-{@ Wodulert Input(3): Inpr
N CAMERA(T)-Motion Dat

Figure 9-8 Host Information

Accessing Remote ViewlLog

On the Remote E-Map window, the ViewLog button (No.6, Figure 9-5) is designed for the Remote
ViewLog function, giving you remote access to the recorded files of DVR and playing back video by the
player ViewLog.

For details on starting the Remote ViewLog service, refer to Remote ViewLog on WebCam in Chapter

8.
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E-Map Server

The E-Map Server is an independent application, designed to create E-Maps for different DVRs and

run without the GV-System.

Installing E-Map Server

1. Insert the Surveillance System Software CD to your computer. It will run automatically, and a
window appears.
2. Click Install V 8.3.0.0 System.

3. Click E-Map Server, and then follow the on-screen instructions.

The E-Map Server Window

Go to Windows Start, point to Programs, select eMapServer, and then click E-Map Server. This

window appears.

Marme Size

Hemapt 37.17 KB |
¢ eMapz 0.00 KB

Figure 9-9

The controls on the E-Map Server window:

No. Name Description

1 Start Service Starts the E-Map Server.

2 Stop Service Stops the E-Map Server.

3 New Creates a new E-Map file.

4 Rename Renames the E-Map file.

5 Delete Deletes the E-Map file.

6 Refresh Refreshes the E-Map Server window.

7 Accounts Creates user accounts of the E-Map Server.
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Setting E-Map Server

Before starting the E-Map server, you have to create e-map files and user accounts.

1. Click the New button (No.3, Figure 9-9) to create e-map(s). For details on creating an e-map file,
see Creating an E-Map File earlier in this chapter.

2. Click the Accounts (No. 7, Figure 9-9) button to create a user account that will use the server.

Remote Monitoring via E-Map Server

Via E-Map Server, you can monitor different surveillance sites on electronic maps from any computer

accessible to Internet.

1. Open the web browser and type the address of the E-Map server.

2. After entering the valid user name and password for login, you will be prompted to select the
desired e-map file (.emp file),
Click OK. The Remote E-Map window appears.

4. Click the Login button (No.1, Figure 9-5) to select the desired host(s) to access videos and I/O

devices.

Note: The host (DVR) needs to give the access privilege by enabling the WebCam Server.

Accessing Authentication Server Account Information

With the connection to Authentication Server, the E-Map Server can access the Authentication account

settings. For details see Authentication Server in Chapter 11.
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Short Message Service

Via a GSM/GPRS modem, GV-System lets you send SMS (Short Message Service) messages when
an alert condition happens. The modem can be installed at either a separate server, or the same
computer/server equipped with GV-System. This chapter introduces how to manage a GSM/GPRS
modem with the GV-developed SMS Server program, and how to configure the Main System to send
out SMS alerts.

For supported GPRS models, see Appendix E.

Installing SMS Server

To install the SMS Server application, follow these steps:

1. Insert the Surveillance System Software CD to the PC connected to a GSM/GPRS modem. It will
run automatically, and a window appears.

2. Click Install V 8.3.0.0 System.

3. Click SMS Server, and follow the on-screen instructions.



408 Short Message Service

The SMS Server Window

Run the SMS Server program from the Start menu. The following window appears.

Device Infarmation

Device: GM262 PCS anll

Band: G5l 900/1 300 MHz

SMS Status: [Queus: 0]

[Send: Success(0), Failurel 0]

Figure 10-1 The SMS Server Window

The controls in the SMS Server window:

No. Name Description

1  Start/Stop Service Starts or stops the SMS Server.

2 Server Setting Sets up the SMS Server.

3 Account Setting Creates and edits accounts.

4  SMS Log Setting  Sets up and accesses the SMS Log.

5  Device Setting Sets up the GSM/GPRS modem.

6  Exit Logs out administrator, changes password or exits the SMS server.
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SMS Server Setup

Before starting the SMS service, you must configure these three settings: (1) Device Settings, (2)

Server Settings, and (3) Account Settings.

Device Settings

1. Click the Device Setting button (No. 5, Figure 10-1), and then select GSM Module. This dialog

box appears.

X
COM Port: Im vI Detect |

Device Infarmation:

Marme: Telit

Model: GMEB2 PCS

SIM: Feady

SelectBand: | 1900MHz |

] Cancel

Figure 10-2 GSM Module Setting

2. Select the COM port connecting to a GSM/GPRS modem.

3. Click the Detect button to detect the modem.
» If the connection between the modem and the computer is established, the message will

show in the Device Information field: Name: (Manufacturer), Module: xxx, SIM Ready.

»  If the connection fails, the display will be shown as: No usable device in COM xxx.

4. If you are using a tri-band modem, select 1900 or 1800 MHz from the drop-down list of Select
Band.

5. Click OK to apply above settings.
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108 Short Message Service

Server Settings
Click the Server Setting button (No. 4, Figure 10-1) to display the following Server Setting dialog box.

There are three major tabs in the dialog box: (1) General, (2) Message Filter, and (3) Notify

[General]

k. Server Setting x|

General |Message Filterl M atify |

— Metwaork,

Pat  [5885 Diefault |

— Securty

¥ Enhance netwark security @

— Startup

W auto Start Service when Server Startup
V¥ Minimize to Spstem Tray after auto start service

¥ auto zave the PIM number after start service

] I Canicel

Figure 10-3 Server Setting-General

[Network] Define the port of the SMS Server, or leave it as default. To use UPnP for automatic port

configuration to your router, click the Arrow button. For details, see UPnP Settings in Chapter 8.

[Security] Enable to apply enhanced Internet security. Please note when the feature is enabled, the

subscribers using earlier version than 8.0 cannot access the SMS Server anymore.

[Startup]

B Auto Start Service when Sever Startup: Automatically starts SMS services when the program
starts.

B Minimize to System Tray when auto start service: Minimizes the SMS Server window to
notification area when it starts.

B Auto save the PIN number after start service: Automatically saves the PIN number when SMS

services start.
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[Message Filter]

{l!.:_ Server Setting 5'

Gereral Message Filter |N|:|tif_u |

— Al Mezzage Type

ideo Lost S
[/0 Module Lost

[/0 Trigger

Carmera M ation

[ntruder

tizzing Object

Inattended Object

POS Logz Prevention

Diizk Full

Recarding abnommal detected [O0E]
Surveilance system abnormality [Centery 2 W5k ]
Connection Lost

Subszcriber Login

Subszcriber Logout

|1 zer-defined

hd
M1 Crmminm Tl —immm

(] 4 I Cancel |

Figure 10-4 Server Setting-Message Filter

Check the desired alert conditions to send SMS messages.
The user-defined condition refers to the SMS messages sent manually in Center V2 and VSM. See
Sending SMS in Chapter 1 and Chapter 3 in the CMS User’s Manual.
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[Notify]

Generall Message Filker  Motify |

— Check Internet Connectivity

Reference IP: |163.95.1.1

Test |

M 01
ol e
Ofs

Country Code

tdobile Mumber

¥ Send S5 notification when no connectivity

836

0939234657

o]

Cancel

Figure 10-5 Server Setting-Notify
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Short Message Service

[Check Internet Connectivity] Assign any available IP address and click the Test button to know if

your SMS Server can access Internet.

[Send SMS notification when no connectivity] Sends SMS natification to the three designated

mobile numbers when the SMS Server cannot access Internet.

Mobile Icon: Check the icon and define the number for the SMS notification. Up to three

recipients can receive the SMS simultaneously.
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Account Settings

Click the Account Setting button (No.3, Figure 10-1) to display the following window.

00 00 06

Account Setting

g8 X &

= &= Address Book
@ ..... 1
B3 Group 1

B

X

Account Information

M ofify Yes

Mahile 1 086-920632919 e
Mahile 2 B86-935261462

Mahile 3 886-930715856

Lagin IFP 127.0.01

Login Time 1/5/2006 4:06:52 P'M

4] | ]

e—-|8tati5tics: [ Group: 1] [ Client: 375000

Figure 10-6 Account Setting

The controls in the Account Setting window:

No. Name Description

1 AddAGroup Creates a group.

2 AddAClient Creates a client.

3  Delete A Group/Client Deletes a created group or client.

4  View/Edit A Client Highlight one client and click the button to view or edit its information.
5 Find A Client Searches a client.

6  Address Book Lists the created groups and clients.

7  Account Information Displays the highlighted client’s account information.

8  Statistics

Displays the number of created groups and clients. The SMS Server

can serve up to 5000 clients at one time.




Creating a client:

1.

5.

Click the Add A Client button (No. 2, Figure 10-6). This dialog box appears.

Login 10 | Host1 Save I
Password: Icoooo Cancel |

r~ Infarmation
MNo. | Country Code Mohile Mumber |
1 886 22318098
2 886 28759603
E 886 9354231

Telephone: |2228098

Fax: | 2228007

E-mail: |gv1 @ueovision.com.w

Address: Meihu Rd, Taipei, Taiwan =]
 Mote
— Motify Setting

Send SM3 notification to the client's network administrators
v when connection is abnormal.
(Set up three mabile numhbers in ahove Infarmation section)

Send SMS notification to the client's operatars when @
connection is abnormal.

Client Information |

Figure 10-7 Client Information

10

Short Message Service

Type a login ID and a password. They will be the ID and password for the client to log in the SMS

Server (Figure 10-13).

In the Information section, type the client’s related information.

You can specify three mobile numbers of the client’'s network administrators for SMS notification.

In the Notify Setting section, you can send a SMS message to the client in the case of:

> Internet disconnection between the client and the SMS Server, or

» Improper program shutdown in the client.

The recipients can be:

» The client's network administrators: designate three mobile numbers in above Information

section.

» The client’s operators: See Setting Mobile Numbers later in this chapter. For the users of

Dispatch Server and Vital Sign Monitor, refer to the CMS User’s Manual. Clicking the

Question mark can view the specified mobile numbers at the client site.

Click Save for above settings.

Disabling a client:

To restore the service, right-click the desired client and then select Enable.

You can disable subscription services to an individual client when subscription expires.

In the Account Settings window (Figure 10-6), right-click the desired client and then select Disable.
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SMS Log

Setting SMS Log

Click the SMS Log Setting button in the SMS Server window (No. 2, Figure 10-1), and select
SMSLog Setting to display this dialog box.

- SMS Log Setting
ShS Log

[¥] Keep Days: (2)
[v] Recycle Log _"ﬁ (2)

Log Path: | C1SMS\Log) -]
Awailable: 5.92 GB (2)
Ok l ’ Cancel ]
Figure 10-8
[SMS Log]

B Keep Days: Select this option and enter the number of days to keep log files. Otherwise clear the
option to keep log files until the Recycle starts or the storage space is full.
Recycle: Delete the files of the oldest day when storage space is lower than 500MB.

Log Path: Click the [...] button to assign a storage path.
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Short Message Service

Click the SMS Log Setting button in the SMS Server window (No. 2, Figure 10-1), and select View

SMSLog to display the SMS Log Browser.

00006006000

NI

[F=8 [ECR )

E] Event ligts From7/1/2007 to 7/41/2007 - $MS Log|Br
Fil Tools Vi Hel,
2 -
ER !
D Mobile Number

1 4886916633936
1 +8865 16638936
5 +386988356515
5 +886988356515
5 +886988356515
5 +886988356515
5 4886988356515
5 +886988356515

SMS Contents

This is the test message from Geovision! - Video lost

This is the test message from Geovision! - Video lost

11/2/2007 15:33:09 SMS Alert From DVR-TEST105 POS loss preve...
11/2/2007 15:33:21 5MS Alert From DVR-TEST105 POS loss preve...
11/2/2007 15:33:28 SMS Alert From DVR-TEST105 POS loss preve...
11/2/2007 15:33:29 SMS Alert From DVR-TEST105 POS loss preve...
11/2/2007 15:33:36 SMS Alert From DVR-TEST105 POS loss preve. ..
11/2/2007 15:33:48 5MS Alert From DVR-TEST105 POS loss preve. ..

Server Receive Time
7/5/2007 2:28:15 AM
7/5/2007 2:28:54 AM
7/5/2007 11:53:33 PM
7/5/2007 11:53:45 PM
7/5/2007 11:53:52 PM
7/5/2007 11:53:52 PM
7/5/2007 11:53:59 PM
7/5/2007 11:5% 11FM

Send SMS Time
7/5/2007 2:28:18 AM
7/5/2007 2:28:57 AM
7/5/2007 11:53:37 PM
7/5/2007 11:53:49 PM
7/5/2007 11:53:55 PM
7/5/2007 11:54:02 PM
7/5/2007 11:54:09 PM
7/5/2007 11:5%:16 PM

Status
Success
Success
Success
Success
Success
Success
Success
Success

m

Figure 10-9

The buttons on the Event Log Browser:

No. Name

Description

Open

Opens an event log.

Reload

Refreshes the event log manually

Filter

Defines the search criteria.

Backup

Exports the current event list and video files.

Print

Prints the current event list.

SMS Event Log

Displays the log of SMS server events.

System Event Log

Displays the log of SMS server activities.

Exit

Exits the browser.

Ol | N OO0 |~ |[W[IDN|PF

About

Displays the application information of SMS Log Browser.
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SMS Event Log
Clicking the SMS Event Log button (No. 6, Figure 10-9) on the toolbar, you can monitor senders (ID),
mobile numbers, text messages, sent and failed SMS. This can be beneficial as you may charge

your clients by the amount of SMS messages they sent.

(3 Event lists From 6/1/2007 to 6/18/2007 - SMS Log Browser EI
File Ino_fs View Help

T 2 F
salTH e[ e e
jin] Mobile Number SMS Contents Server Receive Time Send SMS Time Status e
3 +B86920698698 video lost 6/6/2007 10:08:06 PM 6/6/2007 10:08:08 PM Success
5 +886926980525 video lost 6/6/2007 10:12:36 PM 6/6/2007 10:12:38 PM
5 +835920698598 video lost 6/6/2007 10:24:21 PM 6/6/2007 10:24:24 PM Success
[ +886920698638 Video Lost 6f6/2007 10:24:25 PM 6/6/2007 10:24:29 PM Success A
5 +886920698698 sub login 6f6/2007 10:31:23 PM 6/6/2007 10:31:25PM Sucress 3
5 +836920698638 start all types 6/6/2007 10:31:23PM 6/6/2007 10:31:30 PM Success
5 +886920698685 stop cam menitoring &/6/2007 10:31:23 PM 6/6/2007 10:31:35PM Success
5 +886920698698 video lost 6/6/2007 10:32:30 PM 6/6/2007 10:32:32PM Success
& +886920698525 Video Lost 6/6/2007 10:32:31PM 6/6/2007 10:32:37 PM Success
Figure 10-10

System Event Log
Clicking the System Event Log button (No. 7, Figure 10-9) on the toolbar, you can monitor the server

activities, client login and logout, and connection problems.

{4 Event lists From 6/1/2007 to 6/18/2007 - SMS Log Browser ==
File Ioo_fs View Help

asTHoHEE e

Message Message Time
System System Success to get device (GM862 PCS) in COM2 6/6/2007 12:57:13 AM
System System Change server setting {Server Setting) 6/6(2007 12:57:56 AM
System System Start Service 6/6/2007 12:58:02 AM
System Connection The network connection of server is abnormal 662007 12:59:12 AM
i Login/Logout 1 (IP; 221, 169, 248, 174) login 6/6/2007 12:59:37 AM
2 Login/Logout 2 (IP:221. 169, 248.174) login 6/6/2007 1:01:37 AM
2 Login/Logout This account has already logged in 6/6/2007 1:47:31 AM
Figure 10-11
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Password Security

To prevent unauthorized users from changing your settings, set up an administrator password. To

apply the password security, follow these steps:

1. Click the Exit button (No. 6, Figure 10-1), and then select Change Password to set a password.
2. Click the Exit button, and select Logout Administrator to lock the SMS Server window.
3. When you want to log in, click the Exit button and select Login as Administrator. A valid

password is required.
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Connecting GV-System to SMS Server

To connect the GV-System to the SMS Server, follow these steps:

In the Main System, click the Configure button (No. 14, Figure 1-2), point to General Setting,
and then select System Configure to display the System Configure window (Figure 1-3).
In the Send Alerts Approach section, click the right arrow button to display this dialog box.
x|

+ Hotline

v Atternative Alert Approach

f* Shs  Intervak |10 _I Min

Account Setting.. | Test Accourt! |

Cancel |

Figure 10-12 Send Alerts Approach Setup

Select Alternative Alert Approach to enable other options.
Specify the Interval between two sent-out messages. The Interval time can be set up to 1440

minutes. Any alert condition will be ignored by the system during the interval.
5. Click the Account Setting button to display this dialog box.

sMssetup x|
Connection Setup | Mobile Setup |
—Connectian
Senier IP: Igenken.dipmap.cum " Local
Server Port: IESSE Default | + Remote
Lagin 1D Ijuycechang

Password: I“"""""""""

QK I Cancel

Figure 10-13 SMS Setup- Connection Setup

Server IP: Enter the IP address of the SMS Server.
Server Port: Enter the server port of the SMS Server, or keep it as default.

Login ID & Password: Enter a valid ID and password registered in the SMS Server (Figure
10-7).
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B Local: If the GSM/GPRS modem is installed at the same server with the GV-System, select
this item.

B Remote: Ifthe GSM/GPRS modem is installed at a separate server, select this item.

Click OK to apply above settings.

Click the Test Account button (Figure 10-12). If the connection of both devices is established, the

message will appear: Login SMS Server OK! If the connection fails, the message will appear:
Connect to SMS Server Fail.
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Setting Mobile Numbers

The Main System allows you to configure three mobile phone numbers for the SMS service. When an
alert condition happens, the SMS messages will be sent out to the three assigned mobile phones

simultaneously.

1. Open the Send Alerts Approach Setup dialog box (Figure 10-12).
2. Click the Account Setting button. The SMS Setup dialog box appears. (Figure 10-13).
3. Click the Mobile Setup tab in the upper of the window. This dialog box appears.

sMssetup x|

Connection Setup hobile Setup |

—HotLine List
v Addto SmS List

Mahile Mumber: | 87978377

E Country Code: | Qa6

[Please select a makile to editthe HotLine List

0] Cancel

Figure 10-14 SMS Setup- Mobile Setup

4. Click one mobile phone icon, and then check the Add to SMS List item for the mobile phone
setup.

5. Type Country Code and Mobile Number.
Click other mobile phone icons, and follow Steps 4 and 5 to set up the rest of two mobile phone
numbers separately.

7. Click OK to apply above settings.

Note: To configure an alert condition of sending out SMS messages, see Send Event Alerts in

Chapter 1 for details.
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Useful Utilities

This chapter discusses some advanced level features and utilities that could help administrator to

maximize system performance in a security network.

Dynamic DNS

The Dynamic DNS is an application that allows users to register domain names that always point to
their GV-Systems. This application is only necessary when your GV-System is using a dynamic IP
address. If so, the DDNS will update GV-System’s IP address to DNS Server every 10 minutes.
Therefore, even if your GV-System’s IP address changes, you can still locate it by using the registered

domain name.

Dynamic DNS supports Windows XP, Windows 2000, Windows Server 2003 and Windows Vista, but it
does not support Windows 95/98 or ME.

Dynamic DNS uploads IP addresses over the Internet through ports 80 and 81. If your GV-System is
connected behind a router or firewall, make sure ports 80 and 81 are enabled. Dynamic DNS will only
upload global IP addresses. If your GV-System is using virtual IP, NAT port mapping should be done

first.

Installing Dynamic DNS

To install Dynamic DNS, follow these steps:

1. Insert the Surveillance System Software CD to your PC. It will automatically run, and a window
appears.
2. Click Install V 8.3.0.0 System.

3. Select Dynamic DNS Service, and follow the on-screen instructions.



Useful Utilities

Registering Domain Name with DDNS

1. Goto Windows Start, point to Programs, select DDNS, and then run Dynamic DNS Service.
The DNS Client dialog box (Figure 11-3) appears.

2. Click Register. The “Terms of Service” page appears. Once you agree to the Terms of Service,
the following Dynamic DNS register page appears.

3. Type a username. The username can be up to 16 characters. The username will accept “a ~ 2",
“0~9”, and “-“, but will not accept space or “-“ as the first character.

4. Type a password. The password is case-sensitive and must be at least 6 characters. Re-type the
password for confirmation.

5. Inthe Word Verification section, type the code within the box. In this example, the code you

should enter is ANCXRC. Word verification is not case-sensitive.

DynamicDNS 01

Register

Username
Lsername: swansea

dsername is 16-character maxirnum;

Password: ssssss username may not start with spaces or
minus signs ('-"), Username will be your
hostname.

Re-type Password: sseess

Password

The password is case-sensitive.

Enter the characters as they are shown in the jidoneiren iReakion

box below, 4MCxRC This step helps us prevent autormated
registrations.

ESend || Refresh

Figure 11-1
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5. Click the Send button, and the system will display the following message if the registration is

completed successfully.

Tzermame: swansea

L]

s Hostname: swansea. diptmap. cotm

o [P Address: 127001

s Tour hostname will be activated in 2 minutes.

s Vour hostname will be deleted ff you don't update your host address for 30 days.

Figure 11-2

B Username: The username you registered. In this example the username is “swansea”

B Hostname: The hosthame you created. Hosthame is made by registered username and
“dipmap.com”. In this example the host name is “http://swansea.dipmap.com”. This will be the
domain name you use for login to GV-System.

B |P Address: Your GV-System’s current IP address. This IP address will be updated every 10

minutes.

Note: Before you register a domain name with Dynamic DNS Service provided by GeoVision, you
must run any GeoVision application in the background if the installed GV-System is of version 8.2 or

later.

IMPORTANT: The DDNS service is provided purely as a favor to you. We hope it simplified the entire
idea of trying to connect an IP video device to the network. GeoVision does not and cannot warrant
that the DDNS service will be uninterrupted or error free. Please read Terms of Service carefully before
using the service. Besides GeoVision, you can also obtain the free DDNS service from these providers:

DynDNS.org and No-IP.com.




Starting Dynamic DNS

Useful Utilities

After registering a domain name with DDNS service, you can enable the DDNS function on the

GV-System. Run Dynamic DNS Service from the Windows Start menu. This DNS Client dialog box

will appear.

&% DNSClient

sermarne: swanzea
Pazzword: sennne

() Obtain an IP address automatically
() Uze the fallowing IP address

192 . 168 . 1] . 215

Fun at gtartup

Reqister

TTpdate successfil
Tune: 20:27:19
swansea dipmap com( 192 168 0.215)

Figure 11-3

m  Username: Type the username used to enable the service from the DDNS.

m  Password: Type the password used to enable the service from the DDNS.

m  Obtain an IP address automatically: The DDNS server will use any available IP address from

the system or the router.

m  Usethe following IP address: If your system or router has more one IP address, you can

assign one IP address for the communication between the DDNS server and GV-System. It is

highly suggested to assign the fixed IP address. If the assigned IP address is dynamic, the DDNS

will not be able to access your system when the IP address is changed.

®  Run at startup: Select this option to automatically run the DDNS service at Windows startup.

m  Save: After above settings, click this button. The connection information will be displayed.

Note: The DNS Client will not upload IP address unless one of the following applications is running:
Main System, Center V2, VSM, Dispatch Server, Twin DVR, and SMS Server. If the IP address of

your GV-System is not updated for more than 30 days, your host name will be deleted automatically.
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Local DDNS Server

The Local DDNS Server can map a device name to the POS device and the AS200E Controller with a
dynamic IP, by which the GV-System can access the POS device and the AS200E Controller by the
device name. For details see GV-Data Capture V3 Series User’s Manual or GV-AS200 Controller

Hardware Installation Guide.
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TwinDVR System

TwinServer is an external application that helps sharing the networking liability from the GV-System. A
complete TwinServer concept requires at least two computers: a TwinServer, which should be run on
the computer where GV-System is installed, and a TwinDVR, which should be run on a separate
computer connected to the same LAN as the TwinServer. The TwinServer sends video stream to
TwinDVR, while TwinDVR acts as a WebCam Server and serves all WebCam clients over the Internet.
One TwinDVR can serve approximately 200 channels over the Internet. Multiple TwinDVRs can be

added to the network as online traffic increases.

There are two ways to connect TwinServer and TwinDVR: TCP/IP mode and Multicast mode. Both

have its advantages and disadvantages; choose the one that suits your application mostly.

TCP-IP Mode

TCP/IP is a simpler and cost-effective solution. In the TCP/IP mode, the TwinServer and TwinDVRs
are connected in a point-to-point connection. It means that video streams are sent from TwinServer to
TwinDVR-A, then TwinDVR-A duplicates the video streams and sends them to TwinDVR-B. If the
connection between TwinServer and TwinDVR-A is broken, TwinDVR-B will not be able to receive

video streams as well.

GW-System Tuninn DWER-A, Twin DWR-B

| J |

FRolter

YWebhCTam Client

Figure 11-4
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MultiCast Mode
Multicast Network is more complicated and expensive to setup. In the Multicast mode, the TwinServer

transmits video streams in packets to a virtual buffer of the Multicast network. The virtual buffer then
broadcasts the video streams to all TwinDVRs under the network. Each TwinDVR should be installed
with two network cards. One is for the hub where TwinServer is plugged in, and the other for a DSL or

ISDN modem with dedicated ISP service to the Internet. Each TwinDVR serves its own group of

WebCam Clients.

#Ime@

A

WebCam Client

Figure 11-5
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Starting TwinServer

1. Inthe Main System, click the Network button (No. 11, Figure 1-2), and then select TwinServer.

This TwinServer setup dialog box appears.

M TwinServer x|

— Server Setting

Port IEIEEEI Default |

& Lse TCRIP

= Lse Multicast Setting |

—Wideo Quality Setting

Medium

\
1

Start Exit

Figure 11-6 TwinServer Settings

2. The default port 9650 is for video transmission. Keep it as default or modify it if necessary. Using
UPNP for automatic port configuration to your router, click the Arrow button. For details, see
UPnNP Settings in Chapter 8.

3. Select the type of network to be used: Use TCP/IP or Use Multicast. If Use Multicast is enabled,
click the Setting button to display the Multicast Setting dialog box. See Multicast Settings below.

4. Use the Video Quality Setting slider to adjust video quality for Low, Med, or High.

Click the Start button to activate the TwinServer.
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Multicast Settings

MultiCast Setting

P

—Multicast

Group P [2) | 220 228 227 226

Group Port |19550 Default |

—Sener Option

Bind IP: |192.1EE.D.1D8

Iv Assion 1P |EEERCAGIEEC T i

0l I Cancel

Figure 11-7 MultiCast Settings

[MultiCast]

[Server Option] Only necessary if more than one network card is installed in your GV-System.
Select Assign IP and select one network card. This will automatically bring up Blind IP of the network

card.

Group IP: Displays the IP address for the virtual buffer that stores the video streams in Multicast

network.

Group Port: Used for transferring video streams over the Multicast network. To enable the UPnP

function, click the Arrow button. For details, see UPnP Settings in Chapter 8.
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Installing TwinDVR

The TwinDVR is included in the Surveillance System Software CD. This application should be installed
in a separate PC within the same Local Area Network as the TwinServer. Before installation, make

sure your PC meets the following minimum system requirements:

(O Windows 2000, XP, Server2003, Vista
CPU Pentium 4, 2.0 GHz

Memory 256 MB RAM

Hard Disk 40 GB

VGA NVIDIA GeForce 1l 32 MB

Network TCP/IP

1. Insert the Surveillance System Software CD to the PC where TwinDVR will be installed. It runs
automatically, and a window appeatrs.

2. Click Install V 8.3.0.0 System.

3. Click TwinDVR System, and follow the on-screen instructions.

During the installation, you may be prompted to install GeoMPEG4 codec; simply click Yes.

Starting TwinDVR

1. Run TwinDVR.exe. The TwinDVR dialog box appears.

= TwinD¥R _ 1ol
—Setting
Caonnect
Server IP I 127.0.01
Server Part |955|3 Default | ] systern
— Metwiark

B Network Server | i Setting |

Show Wideo Status | Teswidenl

Figure 11-8 TwinDVR Setup

2. Type the IP address of TwinServer in the Server IP field.
Keep the server port in default, or it should match the TwinServer port. See Figure 11-6.
4. Click the Connect button to establish the connection between TwinDVR and TwinServer. A valid

user ID and password are required.
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If the connection is established, the Network Server, Show Video Status, and Test Video buttons will
be available. You can now use them to set up TwinDVR for:

e Testing Video Stream

e Starting WebCam Server at TwinDVR

e Setting Multiple TwinDVRs in TCP/IP Mode

e Setting Multiple TwinDVRs in Multicast Mode

Testing Video Stream

This function allows you to test the video transmission between TwinServer and TwinDVR. Click the
Show Video Status button to display 16 monitoring windows beneath the TwinDVR dialog box. Click
the Test Video button and video streams from the connected TwinServer will be streamed to the
monitoring windows for 10 seconds. You may click the Hide Video Status button to close the

monitoring windows.

=, TwinDVR - User ID: [1] _ {1
—Setting
Zonmect
Sarver IP |192.1as_n_1gn
Server Part Ieasn Herault | ] System
— Metwark

Metwark Senver | & Setting |
Hide Widen Status | TesWidenl

Yideo Source: 320 x 240

Figure 11-9 Testing Video Stream



Useful Utilities

Starting WebCam Server at TwinDVR
Click the Network Server button, and then select WebCam Server to display the Server Setup dialog

box (Figure 8-1).

Setting Multiple TwinDVRs in TCP/IP Mode

Click the Network Server button, and then select Extended Server. The Extended Server is to
duplicate TwinServer’s video stream and transmit it to the next TwinDVR in the same network. If there
are five TwinDVRs in the network, you should activate the Extended Server function in TwinDVR 1, 2,
3, and 4 respectively. It's not necessary to activate TwWinDVR 5 since there are no more TwinDVR

running behind it.

Setting Multiple TwinDVRs in Multicast Mode

Click the Network Server button, and then select Use Multicast Mode. The Multicast mode is now
activated. The Multicast Server is to instruct TwinDVR to obtain video streams from the virtual buffer. If
there are five TwinDVRs connected to the network, all TwinDVRs will be required to select the Use

Multicast Mode option.
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TwinDVR Settings

Network Card Settings
In Figure 11-8, click the Setting button, and then select Network Setting to display the following

dialog box. The Network Setting option is only necessary when your TwinDVR has more than one
network card. Select Assign IP and select one network card. This will automatically bring up Blind IP
of the network card. The network card will be used for connecting to TwinServer; the other network
card will be assigned for connecting to Internet. If you want the TwinDVR to automatically reconnect to

TwinServer, select Retry until connected and set the time interval.

TwinD¥R Setting

— Metwork Setting
Bind IP; | 192.168.0.108
F Assign P |NDIS 5.0 driver =]

—Connection Broken

Retry Interval: 10  Sec.

oK I Cancel

Figure 11-10 TwinDVR Setting

System Settings
In Figure 11-8, click the Setting button, and then select System Configure to display the following

dialog box. The option is only available when TwinDVR is connecting to TwinServer.

System Configure x|

— Startup Setting

[¥ Extended Server
¥ wehCam Server

— Bystem Setting

(2)

Ok I Cancel |

Figure 11-11 System Settings

[Startup Setting]
B Extended Server: Activates Extended Server on TwinDVR startup.

B WebCam Server: Activates WebCam Server on TwinDVR startup.

[System Setting]
B TwinDVR resume: Resumes TwinDVR connection when the system shuts down unexpectedly.
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Useful Utilities

You can make a watermark proof to protect videos from unauthorized alteration or manipulation. In

Main System, click the Configure button (No. 14, Figure 1-2), select System Configure, and then

select Use Digital Watermark Protection option. This allows all recorded videos to be marked with a

permanent and inseparable image.

The watermark is invisible to naked eyes. In order to see it, the video stream must be open in a

watermarking verification program by following these steps:

1. Go to the system folder, and locate WMProof.exe.

(& D:\GV650 =10 x|
Ele Edit “iew Favorites Tools Help ‘ :,'
- Y - »
eBack d L'ﬁ; / Seatch i Folders
Address [ 0:\Gves0 | B
wakeupDl, i %] vaam.di
[%)zc_stzz.d
%] zoomin. gif

c] zoomaut, gif

5 xsur exe |_’-‘»] Zub M. dil

1 H

Figure 11-12

2. Double-click to open the program. This Watermark Viewer window appears.

00006009

=101

Check sum
’7 Pass

[elll

Extracted

C

]

File Marne | Pass | Failed | Checksum

Famulticam lagcamalicamol vl 206 Eventz 0051 2061408280 | r Fass
FMulticam logicam01icam0141 2061Event20051 2061411480 I Fass
FMulticam logicam01icam0111 2061Event20051 2061411550 ¥ I Pass
F:hdulticarn logicam01icamoli 2061 Event20051 2061412140 |7 |_ Pass
Fhulticarn logicam01i1 01 41Event2005101 4155634001 .avi |_ |7 Mo Pass

||143,|’166(Current,l’T0taI frame) [12fez005 14:12:00.531 [

Figure 11-13
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The controls in the window:

No. Name Description

1 Open File Finds a video file to play.

2 First Frame Goes to the first frame of the file.

3 Play Plays the file.

4 Previous Frame Goes to the previous frame of the file.

5 Next Frame Goes to the next frame of the file.

6 Previous Watermarked Frame Goes to the previous frame that contains watermark.
7 Next Watermarked Frame Goes to the next frame that contains watermark.

The Watermark Viewer displays the verifying result as follows:

B Check sum: If the video stream has not been tampered, the Check Sum section displays a
message: Pass. Otherwise a message: No Pass will appear.

B Original vs. Extracted: The Extracted section should have the same icon displayed as that
in the Original section. If nat, it indicates the video may have been altered.

Click the Open File button (No.1, Figure 11-13), select a video file and click Open. The video file

is then listed in the status field of the window. Also, you can drag multiple video files directly from

storage folders to the status field.

Highlight the file and double-click it to play.



Useful Utilities

Twin View Display

You can display Main System and ViewLog in two separated monitors. To make this operation possible,

your system must equip with VGA card having dual video outputs. Each output should be connected to

its own monitor display.

1. Right-click on the Windows desktop and select Properties. This displays the Display Property

dialog box.
2. Select Settings, enable Extend my Windows desktop onto this Monitor, and then click the

Apply button.

Display Properties 2lx]

Themesl Desktopl Screen Saverl Appearance  Settings |

Dirag the monitor icons to match the phpsical arangement of wour monitors,

112

Dizplay:

| 2. IDefault Moritor) on ATI RADEON 3600 Series Secondary =l
Screen resolution ———— [~ LCaolor quality
Less More || [Highest (32 i) =l

800 by GO0 pivels TN ' =

™ Use this device as the primary moritar,
v Extend my “Windows desktop anto this manitor.

Identify | Troubleshaoat... | Adwaticed |
Ok I Cancel | Apply |
Figure 11-14

3. Go the system folder and locate DMPOS.exe.

o

File Edit ‘iew Favorites Tools  Help | 'E.
@ Back - o - lﬁ p Search H_ ') Falders
Elbexoil.di

QrvwebCarm, exe eMap.emp
] DosZkreg.exe WeMap.exe
B down, gif eMap.StringTahle
CrawFrm.dl eMapWiewz.ocx

[ o
Figure 11-15
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4. Double-click the program to display the Set Application Function Position window.

Set Application Function Position x|

Sereen Setup | MuliCam | ViewLog | RPE | EZViewLog | LPR | DMMultiview

— Dizplayer Setup —Select Monitor
Dizplaver tMode : ITwin Wig 'I
Screen Resolution |1 280 s |1 024
- Select Fasition
[0,0) Screen origin Xi=
v () IE Edl -
+
€+

e = @] -

— User define

o
N

kdamitar 1

ak. I Cancel |

Figure 11-16

In the Screen Setup tab, select TwinView from the Displayer Mode drop-down list.
In the MultiCam tab, select Monitor 1 from the Select Monitor drop-down list.
In the ViewLog tab, select Monitor 2 from the Select Monitor drop-down list.

Click the OK button and start GV-System, which should appear in monitor 1.

© © N o U

Click the ViewLog button on the main screen and select Video/Audio log from the menu.

ViewLog should appear in monitor 2.

Note: The Select Position option allows you to determine where to position GV-System on
Windows. It is only necessary if your GV-System is set to 800x600 panel resolution but your
Windows desktop is set to 1024x768 or higher. It is recommended that both GV-System and
Windows desktop to be set to the same resolution. For details on how to set the resolution for

GV-System, refer to Panel Resolution in Chapter 1.
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Windows Lockup

This feature helps you to secure your PC while away from your workstation. You may lock up the
Windows desktop while launching a customized GV-Desktop. The GV-Desktop is where operators are

limited to run the GV-System and the selected programs.

The GV-Desktop Screen

The GV-Desktop program is included in the installation of Main System. Go to Windows Start, point to

Programs, select GV folder, and click Key Lock Utility. This GV-Desktop screen appears.

06600

Figure 11-17
The controls in the GV-Desktop screen:
No. Name Description
1 Programs Accesses programs.
2  Settings Adds programs to the programs menu.
3  Log Off Logs off GV-Desktop.
4 Shut Down Shuts down the computer.
5  Task Manager Click to view the tasks currently running on your computer.
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GV-Desktop Features

The five buttons on GV-Desktop are discussed below.

Programs

Click the Programs button (No.1, Figure 11-17) to see the program menu. The default programs are
Multicam Surveillance System (Main System), ViewLog, Backup System, Repair Database Utility,
Remote Playback Server, and eMap Editor. You can add or remove new programs to the menu. In the
example below, Paint is a new program added to the menu.

T Multicam Surveillance Sy skem
ﬁ Widea Log

m Backup Syskem

Al Repair DataBase Utility

Fie Remate Plavback Server

B eMap Editor

*:-_} Conkrol Center Service

g Hak Swap HOD Tool

o FEe s

Figure 11-18
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Settings
Click the Settings button (No.2, Figure 11-17) to display the following window. A valid ID and

password are required.

Settings E|

ID: 1 [ Password.. | [ Export Taken... ]

Syztern menu

a . - " -~
++ Multicam Surveillance System

ﬁ Video Log

[

Custarnize menu

[ edd. | [ Remove | [  Edt

Administrative Tools

[ add. | [ PRemove | [ Edt. |
Desktop Type
|Windows Vl
Figure 11-19

[Password] Click to change the password. For the Allow Removing Password System option, see

Setting up Password in Chapter 1.

[Export Token] This option is discussed in Token File for Save Mode later in this chapter.

[System Menu] The menu lets you rename system programs. Select a desired program and click

the Edit button to change its name.

[Customized Menu] The menu lets you add other programs to the Programs menu. Click the Add
button. The Shortcut dialog box will appear. In the Target field, type a path or click the button next to
the field to assign a path. Then enter the program name, comment, or even change an icon for the

program. Finally, click OK to add the program.

[Administrative Tools] Similar to Customized Menu, the option lets you add other programs to the
Programs menu. But when you want to run the added program, the administrative ID and Password

are required.
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[Desktop Type] Select Windows or GV-Desktop (Multicam) from the drop-down menu. The selected

desktop will launch the next time when you log in to PC.

Log Off
Click the Log off button (No.3, Figure 11-17) to log off GV-Desktop. A valid ID and password are

required.

Shut Down
Click the Shut Down button (No. 4, Figure 11-17) to shut down your computer. A valid ID and

password are required.

Task Manager
Click the Task Manager button (No. 5, Figure 11-17) to view the programs currently running on your
computer. When you minimize a program, it will be hiding and working in the background. Double-click

the program listed in Task Manger to bring the program back to desktop.

Task Manager x|

mom Multicam Surveillance Spstem 6.0
':I untitled - Paint
Wiewlag B.1

Figure 11-20



Token File for Save Mode

Useful Utilities

This option in the Settings section lets you export a token file. In case you enter safe mode and are in

the status of the GV-Desktop, this token file will let you exit from the GV-Desktop and enter the

Windows desktop. To export a token file and apply it, follow the steps below.

1.

2.
3.

Click the Export Token button (Figure 11-19) to display the following dialog box.

Enter Token Code |

2

Taken Code: I 123

In"Safe Mode{Boot)",users must locate
‘Token File" and enter "Token Code” to
exit from the Multicam-Deskiop.

Enter the Code up to 32 characters with the
comhbination of alphabets{ignoring case) and
digits.

Ok I Cancel

Figure 11-21

Type a code in the Token Code field.
Click OK. The Save As dialog box appears.

savens 2]
Save jn: Im Deskiop j - =k B

o My Documents

=l My Computer

.Shortcut to Jovee on File-server

File name: |deskt0p token Save

Save ag type: ISafeModeToken[".smt] j Cancel |

4

Figure 11-22

Locate a path, and enter a desired name in the File Name field.

Click Save to save the file.

When you enter safe mode and are in the status of the GV-Desktop:

Click the Settings button on the desktop. You will be prompted to locate the stored token file and

enter the set token code.

When the Settings window (Figure11-19) appears, select Windows in the Desktop Type field, and

then exit from the window.

Click the Log Off button to log off the GV-Desktop and enter the Windows desktop. The token

code and file are also required here.
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Authentication Server

The Authentication Server allows a remote server to restrict access to the password settings of local
GV-Systems. When the Sever is working, the previous password settings in local GV-Systems will be

invalid. Local GV-Systems will submit to the full control of the Server.

Installing the Server

To install this application in a remote sever, follow these steps:

1. Insert the Surveillance System Software CD. It runs automatically, and a window appears.
2. Click Install V 8.3.0.0 System.

3. Click Authentication Server, and follow the on-screen instructions.

The Server Window

Go to Windows Start, point to Programs, select AuthServer, and then click AuthServer. This window

appears.

| = ') DVR List | Client Mame Client IP
= 4% Landon | TESTI11 : —
* ISR
=2 EMap Server List
oty MNew York
=142 Control Center List
[t Taipei @
®
Client Mame: TEST111
Client IP: 127.0.01
Client Tel:
Client FAX:
Client Addreszs: @
Laogin Time: 110872007 2:12:486 PM
Client Type: LR

Status: [Client: 11 3]

Figure 11-23 The Authentication Server Window
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The controls in this window:

No. Button Description
. Exits this window; Logs out Administrator; Changes
! =it Password, exports account information.
2 Log Sets up the Authentication Server Log and opens the log browser.
3 Password Setup Configures passwords and grants permissions to clients.
4 Server Setup Configures the Authentication Server.
5 Start/Stop Service Starts/Stops the Authentication Server.
6 Find A Client Finds an existing client.
7  View/Edit A Client Select a client from the Client List, and click to view /edit it.
8 Delete An Area /Client Deletes an existing group or client.
9  AddAClient Creates a client account.
10 AddAnArea Creates an Area group.
11  Client List Lists the created clients and area groups.

] ] Lists the connected GV-Systems, E-Map Servers or Control
12 Connected Client List
Centers.

) ) Lists the information of the selected GV-System, E-Map Server or
13 Client Information
Control Center.
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Creating a DVR List

You can arrange your clients’ GV-Systems into different groups for a better management. To create a

DVR list, follow these steps:

1. To create a group, click the Add An Area button (No.10, Figure 11-23).
2. To create a client under the group, click the Add A Client button (No.9, Figure 11-23). This

displays the Client Information dialog box.

Client Information x|
Marme: | [PZ-1
TiEL | 0938234690
B
Address ﬂ
(0134 Cancel

Figure 11-24 Client Information

3. Type the client’'s information. The Name must match that of local GV-System.
4. Click OK.
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Editing a User

The Authentication Server operator can create users; can grant, deny, or modify permissions; and can

allow access to local GV-Systems listed in the DVR list.

1. Click the Password Setup button (No.3, Figure 11-23) to display the Password Setup window.

The window is the same as the Password Setup window in Main System, except the following

section.

W Accountis disabled

0 Guest

Password:  |” -=

Hint : * =

Lewel : Guest

valid Group: [ Il DVR =l
Group Setting |

Figure 11-25 Password Setup

2. To create and edit a user, refer to Setting up Password in Chapter 1.
3. To grant the user access to local DVRs:
a. Click the Group Setting button in the window. The Valid Group List window appears.
b. Click the New Group button. The DVR Group Information window appears.
c. Give a DVR group name, and select the desired DVRs into the group.
d. Go back to the Password Setup window. Use the Valid Group drop-down list to select the
created DVR group.

¥alid Group List

) el D &I

Figure 11-26 Valid Group List and DVR Group Information

Note: In the Password Setup window of Authentication Server, the Fast Backup & Restore tab is

not available.
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Starting the Server

To configure the server and start the service, follow these steps:

1.

2.
3.

Click the Server Setup button (No. 4, Figure 11-23). This dialog box appears.

€5 Seryer Setup §|

Metwork Setting

Server Port: 3663 Default
[+] Automatic Failover Support

Security Setting

Authorized 1D 111

Authorized Password | eee
[l Enhance netwark security @

[]Enable IP White List

Server Setting

(] Autorun server service upon startup

[ ] Motify when DVR is disconnected fram server

oK | [ Cancel

Figure 11-27 Sever Setup

[Network Setting] The default port number is 3663. Using UPnP for automatic port configuration

to your router, click the Arrow button. For details, see UPnP Settings in Chapter 8.

[Authorized ID and Password] The ID and password entered will be those for the local DVRs to

log in the server.

B Enhance network security: Enable to enhance network security on Authentication Server.

B Enable IP White List: Create a list of IP addresses allowed to connect to Authentication
Server. For details, see IP White List Settings in Chapter 8.

[Server Setting]

B Auto start service when server startup: Starts automatically the service when Windows
starts.

B Notify when DVR disconnected from server: Notifies the Authentication Server with a

pop-up window when the DVR and server loss connection.

Click OK to apply above settings.
Click the Start/Stop Service button (No. 5, Figure 11-23) to start the connection.



Useful Utilities

Connecting GV-System to the Server

To configure the GV-System in order to access the Authentication Server remotely through a network

connection, follow these steps:

1.

2.

Click the Configure button (No. 14, Figure 1-2), point to General Setting, select Password

Setup, and then select Remote Authentication Setup. This dialog box appears.

Setup Remote Authentication Server

v Jse Remaote Authentication
—When Remote Authentication Server off-line

v Allow local supervisor to Stop Use Remote
Authentication Systermn.

v Allow userto use local account login remote
application {eq. Webcam, Remote Yiew).

X

Setup Server |

(0]24 Cancel

Figure 11-28 Setup Remote Authenticator Server

B Use Remote Authenticator: Enable the connection with the Authentication Server.

B Allow Local supervisor to stop use remote authentic system: Allows the local supervisor

to stop the Authentication application when the connection fails. If the option is disabled and

the connection fails, the dialog box won'’t be accessible until connection resumes.

B Allow user to use local account login remote application: Allows the local users to access

other remote applications with their previous password and ID settings when the connection

fails.

Click the Setup Server button in Figure 11-28. This dialog box appears.

PassClient Setting

x|

—Metwork Setup

Server P 192

42 B0
Sernver Port ISEES Default |

Login ID |12345

Passward |"""*"

Ok I Cancel

Figure 11-29 PassClient Setting
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3. Enter the IP address and port of the Authentication Server. Enter the valid ID and password
created in the Authentication Server (Figure 11-27).
4. Click OK to start the connection. When the connection is established, the previous password
settings in the GV-System will be invalid.
>
5. Press [L] on the keyboard to call up the Login dialog box. The icon indicates the connection is

established.

Login - Remote Authentic System

=D
E¥L

ID: | |

FPassword ; |

‘% Forgot Password |

(0] | Cancel|§

Figure 11-30

6. Type a valid User ID and password for login.

As long as the Authentication sever is working, every time when you start the GV-System, the Login

dialog box will appear.

Note: When the disconnection iconppears, there might be three reasons:

1. The valid ID and password created in the Authentication Server (Figure 11-27) don’t match those
in the GV-System (Figure 11-30).

2. The client’s given name (Figure 11-24) doesn’t match the GV-System’s.

3. The network media has traffic problem.
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Backup Servers

Useful Utilities

You can configure up to two backup servers in case of the primary server failure. Whenever the

primary fails, the backup server takes over the connection from clients, providing uninterrupted

services.

=

Import the clients’ accounts from the primary server to the backup server.

2. Inthe Authentication Server window, click the Server Setup button. The Server Setup dialog box

(Figure 11-31) appears.

3. Select the Automatic Failover Support option, and click the Setting button. This Automatic

Failover Support dialog box appears.

4. Click the Add button. The Automatic Failover Setup dialog box (Figure 11-31) appears.

Type the IP address of the backup server. Keep the default port setting or modify it if necessary.

6. Type the Authorized ID and Authorized Password matching to those of the Security Setting in the

Server Setup dialog box. If the information is inconsistent, the connection to the backup server

cannot be established.

#a Server Setup

MHetwark Setting

[CJEnable IF White List

Server Setting

[ &uta start service when server startup

[ Matify when DWR disconnected from server

Serer Port 3663

[#] Autamatic Failover Support
Security Setting

Autharized ID

Authorized Password 5]
[ Enhance netwark security @

]|

Cancel

Automatic Failover Setup @
Server IP:

Server Port:

3663 Default

Authorized D

Authorized Pasgword

Type the same ID and Password here.

Figure 11-31

Note: Once the primary server is ready to resume the services, it is required to close the backup

server so the connection from clients can move back to the primary.
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Remote Access from Control Center, Remote E-Map and

MultiView

Instead of connecting to DVR hosts directly, the user of E-Map Server, Control Center and MultiView
can establish the connection to the Authentication Server, and therefore obtain account settings
created there to control the assigned DVR hosts and cameras. In other words, this connection can
restrict access to specific DVR hosts and cameras by user account created on the Authentication

Server.

When the connection to the Authentication Server is established, the user of E-Map Server, Control
Center and MulitView must use a valid user ID and Password created on the Authentication Server for
login. Once the user log in the E-Map Server, Control Center or MulitView, a list of assigned DVR hosts

to the user account will be displayed, and the user can only view the assigned camera.

Setting Authentication Server
In the Authentication Server window (Figure 11-23), right-click E-Map Server List or Control Center
List, and then select Add A Client. Type the name and information of this added E-Map Server or

Control Center in the Client Information dialog box.

Accessing from E-Map Server
To access from the E-Map Server using the Authentication Server account settings, follow these steps:

1. Inthe E-Map Server window, click Tools on the menu bar, and select Options. This dialog box

appears

Options gl
eMapServer Port: En
Startup type: b aral h

Uze Remote Authentication

[ OF. ] [ Cancel

Figure 11-32

2. Select Use Remote Authentication. If you want the Authentication Server service started
automatically at Windows startup, select Automatic. Keep the Port 80 as default or change it if

necessary. Click OK.
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3. Click Tools on the menu bar, and select Remote Authentication. This dialog box appears.

Remote Authentication E|
Metwark Setup
Server P 127.0.01
Server Port | 3663
Authorized 1D

123456

Autharized Passward

Client Name 1

| ok ][ cancel

Figure 11-33

4. Type the IP address, authorized ID and authorized password of the Authentication Server. Type
the client name created on the Authentication Server. Click OK.

5. Click the Start Service button on the toolbar to start the E-Map Server.

6. When you log in the E-Map Server, enter the user ID and password created on the Authentication

Server. A list of assigned DVR hosts to the user will be displayed.

Accessing from Control Center
To access from Control Center using the Authentication Server account settings, follow these steps:

1. Onthe Host List, right-click Host List by ID and select Remote Authentication Setup. A dialog
box appears. See Figure 11-33.

2. Type the IP address, authorized ID and authorized password of the Authentication Server. Type
the client name created on the Authentication Server. Click OK to enable connecting to the
Authentication Server.

3. To access the Authentication Server account settings, on the Host List, right-click Host List by ID
and select Get Host List by ID. A dialog box prompts you for ID and password.

4. Type a user ID and password created on the Authentication Server, and click OK. A list of

assigned DVR hosts to the user will be displayed.
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Accessing from MultiView
When you log in the MultiView, enter a user ID and password created on the Authentication Server. A

list of assigned DVR hosts to the user will be displayed.

Host lAuto Search
[=]

+- ) 127.0.0.1

- Lr@ Althenication Host

- B

Figure 11-34
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Fast Backup and Restore

With the Fast Backup and Restore (FBR) solution, you can change interface skin and customize

features to suit personal preference, as well as back up and restore your configurations in Main

System.

Installing the FBR Program

1. Insert the Surveillance System Software CD, click Install V 8.3.0.0 System, select Fast Backup

& Restore Multicam System, and follow the on-screen instructions.

2. After the installation is complete, run Fast Backup & Restore Multicam System from the

Windows Start menu. This window appears.

5= Fast Backup & Restore MultiCam System

Fast Backup & Restare Digital Sureillance System's Settings
Please choose one of the selections below:

User's Select Skin Style
Administrative
Rights

Customize Features

...........
8

Backup MultiCam Settings
or Restore Defaults

‘_@ Backup Remote AP Settings

“a

Figure 11-35 FBR Window
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Selecting a Skin

The GV-System provides two skin options: silver (default) and conventional. The skin change will only
apply to the screens of Main System, ViewLog and remote applications. The dialog boxes won't be
affected.

You can also change the screen image of startup splash, non-active video and video lost.

Changing the Skin Style

1. Inthe FBR window (Figure 11-35), click the Select Skin Style icon. The option menu appears.

2. To use one skin style for all applications, simply select All use Conventional Style or All use
Silver Style.
To change the skin style of a single application, point to the desired application, and then select
the skin style you want to apply.

3. Close the FBR window, and start the GV-System to see the change.

Customizing the Screen Images
You can replace the screen images of Startup Splash, Non-Active Video and Video Lost with your own.

Before you start, remember that each screen image has its specified size. Create your own image
according to these specifications:

® Startup Splash: Bit Depth 24, Width 316, and Height 272.

® Non-Active Video: Bit Depth 24, Width 720, and Height 576.

® Video Lost: Bit Depth 24, Width 270, and Height 576.

To customize the screen image, follow these steps:
1. Inthe FBR window (Figure 11-35), click the Select Skin Style icon, point to DVR, and then select

Custom Logo. This window appears.

Custom Logo Selection E|
Intraduction File Path
[+] Startup Splash CAGVEDMCommRes\Splash.bmp
[ Mon-Active Video CAGVEOMC ommResicamloga.bmp
[ videno Lost CAGVEDMCommResWLostbmp

0K Cancel |

Figure 11-36
2. Click a desired screen image to be replaced with an imported image.
3. Exitthe FBR program, and start the GV-System to see the change.
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Useful Utilities

Not every feature may be of equal interest to you. You can now specify which features are to be

displayed at system startup.

1.

2.

In the FBR Window (Figure 11-35), click the Customize Features icon to display this dialog

box.

Customize System Functions

Feature: De=scription:

|

PTZ Dame
142 Macule
Madem
Wave-in Device
POS Device
GV Wiegand Capture Device
IP Camera Device
- Functions =
Monitar
Scheduls
+ Configure
+ iewwLon

5.4

Detault

Device applications

K

Cancel

Figure 11-37

[Devices] Expand this folder, and select the device applications you want to enable in the

GV-System.

[Functions] Expand this folder, and select the functions you want to enable in the GV-System.

The gray checked boxes indicate that the functions are enabled by default. No changes can be

made to these functions.

Click OK to apply the settings.
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Backing up and Restoring Settings

You can back up the configurations you made in Main System, and restore the backup data to the

current system or import it to another GV-System.

Backing up the settings
1. Inthe FBR window (Figure 11-35), click the Backup System Settings or Restore Defaults icon,
and select Backup Current System. This dialog box appears.

<= Fast Backup & Restore MultiCam System E|§|®

Fast Backup & Restore Digital Surveillance System's Settings
Please choose one ofthe selections below:

User's

Administrative General

Rights Schedule
POSIGV-Wiegand
Metwnrk

5| &) 2]

Figure 11-38

2. Select which settings you want to back up, and press the Next Step button L= | The Save As

dialog box appears.
3. Select the destination drive to store the backup file. When the backup is complete, this message

will appear: Successfully Backup MultiCam System Settings.
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Restoring the System
You can restore the current system with the backup of configuration file. Also, you can copy this

backup file to configure another system with the same settings as the current system.

1. Open the backup file (*.exe) you previously stored. A valid ID and password are required to

display this window.

<= Fast Backup & Restore MultiCam System E||§|g|

Fast Backup & Restore Digital Surveillance System's Settings
Please choose one ofthe selections below:

User's Restore MultiCam System or
P Restore Defaults

Restore Remote AP

A

Figure 11-39

2. Click the Restore Multicam System icon, and then select which backup settings you want to
restore.

3. Press the Next Step button E to start restoring.
When the restoration is complete, this message will appear: Successfully Restore MultiCam

System Settings.

Restoring Defaults
You can choose to restore the system default settings by clicking the Backup System Settings or

Restore Defaults icon, and select Restore Defaults.
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Hot-Swap Recording

The program Media Man Tool provides a hot-swap feature, allowing a non-stop recording. You can add
and remove a hot-swap or portable hard drive to the GV-System while the monitoring keeps on. When

the new drive is added, it will be configured to the recording path automatically.

Additionally, you can back up ViewLog player and database files to play back at any computer.

Note: The hot-swap feature supports the disk capacity of 2 GB at least.
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The Media Man Tool Window

Useful Utilities

This program comes with the installation of Main System. Click Windows Start, point to Programs,

select the GV folder and then select Hot Swap HDD Tool. This window will appear.

= Driver - MediaManTools

Exit View Tools

Driver : C:\
Free Space : 1,08 GB

Total Space ;: 391 GB

Driver : D\
Free Space : 1,60 GB
Total Space ; 1952 GB

Status : Standly Status : Unused
. [ Displary detais [ Displary detais
]
Driver : E:\ Driver : F:\
. Free Space : 33.37 GB Free Space : 360 GB
Total Space : 39.07 GB Total Space : 41 46 GB
Statuz : Standby Status | Unused
(43 Display details [ Display detais
|
Figure 11-40

The controls in this window:

No. Name Description
1 Exit Closes or minimizes the Median Man Tool window.
2 View Refreshes the disk drive status shown in this window.
Sets up the LED panel and automatically logs in the Media Man Tool
3  Tools _
window.
. ) Select the option to view the status and information of the disk drives. For
4 Display Details

details, see Viewing Disk Drive Status later in this chapter.
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Viewing Disk Drive Status

To view the detailed information of a drive, check Display Details (No. 4, Figure 11-40) in the desired

drive section. The status window will appear.

- E (x)
Media Type : Local B Free Space
File System : MTFS B DVR Used
Free 5 2 3337 GB —
d @ MDE Used _0
Total Space : 39.07 GB -
O Object Index Used
Status : Standby
O Database Used
B Cither Used
DR Event Infarmation
Path : [Slet= e —e
Size and Count : 6.07 MB [ 6 Files )
Cldest event : 105312007 20:24:35

[ Mewver recycle events are excluded )
Latest event 115352007 14:51:149
DR Database Information

Path : E:AGYEO0L = _e
Size and Count : 35.00 KB ( 33 Files )
MDB Information
Path : EMGYS00DATABASEY 7 a
Size and Count : 25.57 MB [ 96 Files )
Ohject Index Information
Path : EMGYSO0MOBJECTINDER AN i) _e
Size and Count : 15.00 KB [ 1 Files )
“iewvlog Information
Path - Empty - —e

Figure 11-41

The controls on the MediaMan window:

No. Name Description

Indicates disk information.
In “Media Type,” two messages may appear:
® | AN: indicates a hard drive is connected.
® | ocal: indicates a local hard drive is connected.
1 Disk Properties In “Status”, three messages may appear:
® Standby: indicates the hard drive already specified as the recording
path.
® Unused: indicates the hard drive not specified as the recording path.

® Recording: indicates the files are being recorded to the disk.

Indicates the path, size and number of recorded events; the dates of
2 DVR Event Info
the oldest and latest events.
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DVR Database Info Indicates the path, size and number of the ViewLog Event List log files.

MDB Info Indicates the path, size and number of System Log files.

Object Index Info  Indicates the path, size and number of Object Index files.

ViewLog Info Indicates the location you have backed up the EZ ViewLog player.

Note: The DVR Event Info updates every minute. The MDB Info, DVR Database Info, Object Index

Info and ViewLog Info update as data changes.
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Adding a Disk Drive

1. Click Windows Start, point to Programs, select the GV folder and select Hot Swap HDD Tool.
2. Insert a hot-swap hard drive or plug a portable hard drive to your computer. This dialog box

appears.

Find some partitions, What do you want ?
(N
Free Space 2255 GH

Total Space : 43.84 GB
Recoarding Faolder :

H:‘Cata-Hu E]

& to recording psth
Addto: | Storage 1 w

Storage Information

DoaTempt Camera 1 e
Camera 2
Camera 3
Camera 4
Camera S
Camera B
Camera 7
Camera 8
Camera 9
Camera 10 w
Figure 11-42

Select Add to recording path and select the storage group from the drop-down list.

4. |If there are recording files saved on the hard drive, you may select the options of Delete all
events, Delete all database files or Delete all object index files.

5. Click OK to automatically configure the hard drive to the recording path.

6. To verify the hard drive is added successfully, check if the “Status” of the drive displays Standby.
Or in the Main System, click the Configure button, point to General Setting, select System
Configure, click the Set Location button, and then select the Storage Group Folder to confirm

the new recording path.

Tip: To add a local drive to the recording path, right-click the desired drive, select Add for recording

and follow Step 3 to add the drive.
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Removing a Disk Drive

Useful Utilities

To remove a disk drive from the recording path, right-click the desired drive, and select Remove from

recording path. This dialog box will appear. You can export related database files with the recordings

on the hard drive. You can also export the ViewLog player which allows you to play back the

recordings on any computer.

Please select to do something before remove this disk

Expott ViewLog Player
E:Wienwlagh
@ Export Wiewlog with database files
(") Export database files only

Export System Log databasze files
E:MWignlog\Databazel

Export Ohject Index files
E:"iewlogiObjectinde:\

g0

Figure 11-43

B Export ViewLog Player:

® Export ViewLog with database files: Exports the ViewLog player together with ViewLog

Event List log files (.db files), related to the recordings on the hard drive.

® Export database files only: Exports ViewLog Event List log files (.db files) only if the

ViewLog program already exits on the hard drive.

B Export System Log database files: Exports the system log files (.mdb files), related to the

recordings on the hard drive.

Export Object Index files: Exports the Object Index files, related to the recordings on the drive.

[...] button: If you want to change the default folder “Viewlog” created on the hard drive, click the

button.

Note: Removing the hard drive will affect ViewLog database. To restore these events, add the hard

drive back to the system and run Repair Database Utility.
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Logging In Automatically at Startup

To automatically log in and minimize the Media Man Tools window at Windows startup, follow these

steps:

1. Click Tools on the menu bar, and select Auto login at Windows startup. A dialog box appears.

2. Type the ID and password of the GV-System for automatic login in the future.

3. If you want to minimize the Media Man Tools window to the system tray at startup, select Auto
minimize at startup.

4. Click OK to apply the settings.
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Setting Up LED Panel

A LED panel on the screen provides a quick indication of the activity status of hard disk drives.

(%)
@)
i)
©
@)
@)
D

1 2 34 5 6 7 B
=

glelelelalelale

e’ -

Figure 11-44
LED Color Description
Gray No HDD is assigned to this LED.
Green A HDD is assigned to this LED.
Red The HDD is full.

) GV-System is recording or the video / audio files are played back in
Flashing Green
ViewLog.

Flashing Red The HDD is recycling.

1. Click Tools on the menu bar and select Setup LED Panel. This dialog box appears.

Setup LED Panel

LED Panel always stays ontop
Synchronize the LED Panel weith the LED Device on GY-Haot
Swap DVR @
COMPort: | Cobd v |
Enable dizk full beep
Indicate HD status by LED @
a0 - 05 A
e D) e O
e B ) @ Leo
e FAL ) @ Leo
@ Lo
5 Leo
@ Leo
@ Leo 1
@ Leo
@ Leo
@ Leo
& %
[ Ok ] [ Cancel ]
Figure 11-45
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B |LED Panel always stays on top: This option makes the LED panel stay on top of other

windows when the Media Man Tools window is minimized.

B Synchronize the LED Panel with the LED Device on GV-Hot Swap DVR: This option is
designed for the use of the GV-Hot Swap DVR System. When this option is enabled, the
LED device installed on the front panel of the GV-Hot Swap DVR System will synchronize

with the LED panel on the screen.

B Enable disk full beep: When the hard disk drive is full, the system sounds on. Note this

function only works when the motherboard is equipped or installed with a PC speaker.

2. By default, only the hard disk drive that stores video and audio files will be assigned to LED. If
you want to re-assign the hard disk drive or assign other drives to LEDs, freely move the hard

disk drive to the desired LED on the tree.

3.  Click OK to apply the settings, and minimize the Media Man Tool window to display the LED

panel on the screen.

4.  If you want to return to the Media Man Tools window, right-click the LED panel and select Switch

to the setup window.

Note:

1. Because the LEDs are designed to indicate the video and audio files are being written or read, it
is not recommended to assign the HDDs that store log files to the LEDs.

2. If the HDD that stores log files is assigned to a LED and its LED turns red, make sure the log
files are not being written before you remove it. Otherwise, the log files might be lost during the
removal. For details on storage locations of logs and video/audio files, see the option “Set

Location” in Configuring Global Recording Parameters in Chapter 1.
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Backup Server

You can back up recording files and log data of the GV-System to an external iISCSI storage system
over the Internet. In iISCSI (Internet SCSI) storage protocol, there are two ends in the connection:
initiator and target. The initiator, located at the host side, requests any iISCSI communication like read
or write. The target is the storage device itself that controls and serves volumes. The figure below

illustrates multiple GV-Systems back up files to one iSCSI storage system over Internet.

GV-_S_ystem GV-System
(Initiator) (Initiator)

[nile= ]

iSCSI Storage System
(Target)

Figure 11-46

The host GV-System needs an iSCSI initiator. The iSCSI initiator is a driver, which handles the traffic

over iSCSI. Download and Install the iISCSI initiator from Microsoft Download Center. After the

installation, the Microsfot iISCSI initiator icon will be created on the desktop. Consult the documentation
of your iSCSI storage system to configure the iSCSI initiator and build connection to the storage

system.

Note: If you are using Windows Vista, there is no need to install the Microsoft iISCSI initiator because

it has been integrated into Windows Vista.
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Usage Requirement

You must meet the following requirement when creating node name accounts on the storage system:
® Each node name account is applied only for each host/computer to use. It is restricted to apply

one node name account on different hosts/computers due to data conflict.

Connecting to the Storage System

Before connecting the GV-System to the storage system, make sure you have installed and set up
Microsoft iISCSI initiator.

1. Atthe GV-System, click the Network button (No. 11, Figure 1-2), and select Backup Server. This

dialog box appears.

T Geo Backup Server E|
SErvEr

Userhame:
adrninl

Fassword:

Park:

3260 Default

Reconnect
[v Retry until connected

Max. Retries:
Rekry Interval |1 Sec

Conneck | Cancel | Advance |

Figure 11-47

2. Type the IP address and user name of the storage system. Modify the port if necessary.

3. If you want the system to automatically start connection retry, specify the number of retry attempts
and the time of retry interval in seconds, and then select Retry until connected.

4. Click Connect. Once the connection is established, a Backup Server icon E appears on the

system tray.

Note: The storage system will follow the recycle setting on the GV-System. For example, you set the
recycle size of 800 MB on the GV-System. When the connected hard disk from the storage system

reaches the limit of 800 MB, the recycle starts and the oldest files are overwritten.

412



Advanced Settings

Useful Utilities

You may want to configure the Backup Server to fit into your own needs. In the Geo Backup Server

dialog box (Figure 11-47), click Advance. The Advance Settings dialog box appears.

[General]

You can select the bandwidth speed to ensure the quality connection.

Advance Settings @
General lServer Settings I Schedule ]

Upload Policy

' Full Speed

" Limit Bandiwidth 1024 KBls

" Smart Detection
Startup

[~ Add to Startup

¥ CHAP Login
User Mame matt
Target Secret | administrator

Cancel

Figure 11-48

[Upload Policy]

B Full Speed: Build the connection at full maximum speed.

B Limit Bandwidth: Specify the desired bandwidth limit in kb/s.

B Smart Detect: Automatically detect the file size and decide the proper bandwidth speed.

[Startup] Automatically starts the Backup Server at Windows startup.
[CHAP Login] If the CHAP authentication is enabled on the storage system to secure data

transmission over the network, you must select the CHAP Login option, and type User Name and

Target Secret (password) created on the storage system; otherwise you cannot log in the storage

system.
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414

[Server Settings]

You can select the files of cameras to be backed up, and the way of notification when the network is

disconnected.

Advance Settings g|

General Server Settings lScheduIe]

Camera Selection EsEEmEE: G

+ Enahble Al ™ Trigger output
" Manual Select Module |1 w| PNl o«
B ™ ™ r
r r r r [ send alert e-mail
B N N r Mail b ;
r - - r |
SMS Setup E-Mail Setup

™ Send alert SMS Message

Account Settings. ..
Test Account!

[4]3 | Cancel

Figure 11-49

B Camera Selection: Selects the files of desired cameras to be backed up.
B Disconnect Option: Selects the alert methods when the network is disconnected.
® Trigger output: Triggers the specified output module and pin for alerts.
® Send alert e-mail: An e-mail message is sent out for alerts. Before using this function, click
the Setup button in the E-Mail Setup field to set up an e-mail account.
® Send alert SMS Message: A SMS message is sent out for alerts. Before using this function,

click the Accounts Settings button in the SMS Setup field to set up a SMS account.
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[Schedule]

You can plan the time to back up the files to the storage system.

(X

Advance Settings

General ] Server Settings  Schedule l

" Any Time

" Daiky

o4 2 2 4 5 &6 7 & 9 40 11 12 13 14 15 16 17 18 19 20 21 22 23 24
[FETT TRV TN FEVL VSN PRTY BUEY DY RUTY SUUE FETY FRUE FETY P PUE PRRY BT |

Time
* Weekly
v Man W Toei v wed v Thu

v Fri [ Sat [~ 5un
" Any time
f+ Select time

o1 2 2 4 5 &6 7 82 9 40 11 42 12 14 15 46 A7 42 10 20 21 22 23 24
[T ETST NN RUET INUYRUEY INUN SUSY INUNRUEY INULRUEY INUL EUEY SR EUEY INULUUEY INULEUEY INUL SUEY SRRYRURY |

Time ]

Ok | Cancel

Figure 11-50

Any Time: The backup starts whenever there are files to be backed up.
Daily: The backup starts at the set time of a day. Drag the mouse over the timeline to define the
start and end time.

B Weekly: The backup can start at any time or the specified time of a week. To specify the time,
select the desired days (Mon — Sun), select Select Time, and then drag the mouse over the

timeline to define the start and end time.
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Manually Adding Files for Backup

It is automatic to back up the files from the GV-System to the storage system once the connection is

built. To manually select the files for backup:

1. Click the Backup Server icon on the system tray, and then select Add Files. This dialog box

appears.

Add Files X

=-[Jee It -
=0 Datal —
=I5y camO1
w00 0108
=009
- [O@y Eventz00z010
O Eventzoozoio
~ O] Eventzonzoin
O] Eventzonzoin
& Eventzoozoino
O] Eventzoozoio
O Eventzoozoio
~ O] Eventzonzoin
~ O] Eventzonzoin
[0 Eventzonzo10 +

¥
6] 4

|

Figure 11-51
2. Expand the hard disk drive folders and select the files for backup.
3. Click OK to start.
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Viewing Server Status

You can access the information of connection activities, backup files and backup data. To view the
information, click the Backup Server icon on the system tray and select Server Status. The Upload

Info dialog box appears.

[Event Log]

This tab shows the history of connection activities. Note that the latest event is always placed on the

= Upload Info El
Server
o P 1921682474
Disk Space
Total Space | 2606.0 G5
i i Used Space : 584.0 WE
VR Disk uss gz Fres Space : 26050 GB
Evert Log I Backup File List | Database List |
[ Index_ [ Time [ Message
3 15:04:48 Stop transfering files.
2 15:04:47 Transfering files Skart.
1 145947 Login 192.168.2.174 success
£ >
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[Backup File List]

This tab displays the files being backed up. Click File View to display the backup files by file names or

click Camera View to display the backup files by cameras.

2= Upload Info El
Server
15 IP: 1821682174
7\\ Disk Space
" Total Space © 2990 GB
[i] .___,/—ﬁg'g_3 Used Space: 15.0 GB
NYER Disk usage Fres Space : 264.0 GB

Ewert Log  Backup Fils List IDmabase List 1

File Wiews Camera View

Index | File Mame [ Progress | Speed &
Event20020106050802003.avi  [0% 0.0 7
Event20020106050802004.avi (100
Event20020106050802005, avi
Event200201 06050802006, avi
Eventz200201 06050802007, avi
Event20020106050802008. avi
Event20020106050802009. avi
Event20020106050802010, avi
Eventz2002010605080201 L. avi
Event20020106050802012. avi
EventZ0020106050802013. avi
EventZ0020106050302014. avi
Eventz20020106050802015. avi
Eventz20020106050802016, avi
Event20020106050902001 . avi
EventZ0020106050902002. avi
EventZ00201 06050902003, avi
Event20020106050902004, avi
Event20020106050902005, avi |1
Event20020106050902006. avi (1009

&

[ s e e s e e e e O T B G T

R S e e i

Figure 11-53

Tip: To view the information of the backup file, click the file event.

[Database List]

The related log data, including system log and POS data, will be backed up to storage system with the

recording files. Note that the record only appears on the next day of file transference.

== Upload Info @
Server
15 IP: 1921682174
F\\ Disk Space
' Total Space : 293.0 GB
a .ﬂ‘é—l Used Space : 150 GB
NVR Disk uzage Free Space : 284 0 GB

Event Log | Bachup File List Detabsse List I

[ index | File Mame [ Progress | speed
v 1 5520020107 mdb
v 2 pos20020107.mdb
< >

Figure 11-54
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Retrieving Recorded Files

You can retrieve files from the storage system and play video back.

1. Onthe ViewLog screen, click the Tools button (No. 6, Figure 4-2), and select Remote Storage

System. This dialog box appears.

Connect to Backup Server le
Host List =
(2) P address |182.1EE.U.1?2 j =gl DVR
Bt v ooy Coect |

Port : 3260 Default el R e

‘& test cam
Mode Name : | hwt ' Camera 3
[W Enable CHAP Account "EH Camera £
User Mame : ja=zon

TrmnoT | yyyyyyyyyyyy

[~ Zave Pazzword

Get Host List | Close

Figure 11-55

2. Type the IP address of the storage system and initiator Node Name. Modify the port number if
necessary.

3. If the CHAP authentication is enabled on the storage system to secure data transmission over the
network, you have to select Enable CHAP Account, type User Name and Password created on
the storage system; otherwise you cannot log in the storage system.

4. Click the Get Host List button to start.

When the DVR icon appears on the Host List, click the ’ﬁ button on the top right corner, or
right-click the list and select Connect to start.

6. When the connection is established, you will see the events stored on the storage system appear

on the Event List. Then you can use all ViewLog features for playback.
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Backup Viewer

With the Backup Viewer, you can access the video recordings and log data backed up at the iISCSI
storage system over the Internet from any computer. You can search the log data, view, edit and save

the recordings at the local computer.

Backup Viewer GV-System / Backup Server
(Initiator) (Initiator)

IEES| _—

iISCSI Storage System
(Target)

Figure 11-56

Usage Requirements

You must meet the following requirements when building the Backup Viewer and creating the node

name account on the storage system:

® The Backup Viewer is not appropriate to be installed on the computer of Backup Server
(GV-System) due to node/host name conflict.

® Only apply the node/host name of “Read-Only” to the Backup Viewer due to data conflict.

Installing Backup Viewer

Insert the Surveillance Software CD, click Install V 8.3.0.0 System, select Backup Viewer and follow

the onscreen instructions.
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Starting Backup Viewer

1. Go to Start, point to Programs, select Backup Viewer, and then click GeoVision Backup
Viewer.
2. Inthe Backup Viewer window, click the Connect button on the toolbar. This dialog box

appears.
15CS1 Login
IP Address | 192.188.3.52 j

Part 3260
Mode Marme | &dmin

[v CHAP Infaormation

User narne | geovision

Target Secret | shebkbeksek ek sk

Conneck | Cancel

Figure 11-57

Type the IP address of the storage system and initiator Node Name.

4. If the CHAP authentication is enabled on the storage system, you have to select CHAP
Information option, and type User Name and Target Secret (password) created on the storage
system; otherwise you cannot log in the storage system.

5. Click Connect to start. When the connection is established, the recordings are listed and

displayed.
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Performing Queries

On the iSCSI tab, you can search events or log data stored on the connected storage system.

This feature shares the same GUI and functions with the Event List Query function on WebCam Server.
For details, see Event List Query in Chapter 8.

= -;nusu].upvw.-r

iSCSI tab «———7

L E AR e S TR Y

)
TESTIZAPD
Lo quesy
= Meeitor Msuktor
™ System 2]

Event Type Devies Informatian Date
“ Login Salbr Qusry|
 Counter [Matice: = =l = [ronnan -0 5

T

r pos TR o |

Sitmi iy, Soimsldogam | <] Epod |

W Page: 111, Total ecoed(sy 2 =]
© EwntType  Deves | —] - ) L
Matice 4 AM3/2008 13251 PM =
2 Mot 3 1/A/2008 33251 PM S=h

1 Page: 111, Tetal eceed[a) 2

Figure 11-58
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Viewing the Event Files

On the ViewLog tab, you can retrieve the recordings from the storage system and play video back.

ViewLog tab <

List of available hosts,
cameras and dates

Event List «

Playback Window

Figure 11-59

Right-clicking the playback window can change the play mode and create special effects when you

play video back.

Name Functions

Includes these options:
® Frame by Frame: Plays back video frame by frame.

® Real Time: Plays back video on real time. This mode saves waiting time for

Play Mode
rendering, but drop frames to give the appearance of real-time playback.

® Auto Play Next 5 Minutes: Plays back video up to 5 minutes.

® Audio: Turns on or off the video sound; audio denoise.

Includes these options:

® Deinterlace: Converts the interlaced video into non-interlaced video.

® Scaling: Smoothens mosaic squares when enlarging a playback video.
Render ® Deblocking: Removes the block-like artifacts from low-quality and highly

compressed video.
Defog: Enhances image visibility.
Stabilizer: Reduces camera shake.

Text overlay’s camera name and time: Overlays camera name and time
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onto the video.
® Text overlay’s POS/GV-Wiegand: Overlays POS or GV-Wiegand Capture
data onto the video.

Full Screen: Switches to the full screen view.

Snapshot: Saves a video image.

| Save as AVI: Saves a video as avi format.
Tools

Download: Downloads the video clip from the DVR or video server to the

local computer.

Using Remote ViewlLog

Using the Remote ViewLog function, you can access the data on the GV-System. Click the Remote
ViewLog button on the toolbar. The Connect to Remote ViewLog Service dialog box appears.
Type the IP address, ID and Password of the GV-System, select DVR in the Host Type field, and the

click Connect to enable connecting to the GV-System.
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Bandwidth Control Application

The Bandwidth Control is an independent application that controls and monitors the network traffic of
the WebCam servers. Its features include:
® Manage up to 10 WebCam servers

Get bandwidth usages of every Webcam server and every user

® Set bandwidth thresholds for specific users and IP addresses
® |P black and white list
® Kick unwanted users

Note: The Bandwidth Control application only works on Internet Explorer. If the user logs in the
WebCam server using other browsers, e.g. Netscape and FireFox, the Bandwidth Control cannot
detect and manage the login user. However, the user of other browsers has access to JEPG and live

images only.
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Installing the Bandwidth Control

1. On the computer you want to install the Bandwidth Control program, insert the Surveillance
System Software CD, click Install GeoVision V 8.3.0.0 System, select Bandwidth Control
Client Site, and follow the onscreen instructions.

2. After the installation is complete, double-click the Bandwidth Remote Control icon created on the

desktop. The Bandwidth Control window appears.

= | Server Name ~ Uger Name IP Address Bandwidth Bandwidth |.. = Bandwidth % Status Login Time ;"
@—- =] 127.0.041 (127.00.1 CHEdMebCa B B3 bl ;
WebCam 3 jofce (4) 127.0.01 27.03 KBS 33 % 2007-12-03.
& winnie () 192.168.0.245 2665 KB/s 32 % 2007-12-03.
€1 JACK (B) 1892.168.0.245 27.09 KB/s 33 % 2007-12-03
..EV ntLog | Bandwidth Record |
( Efent User Name IP Address Login Time
| sgrer Login WebCam 127001 2007-12-03 17:00:56
Sdrver Login WehCam 127.0.01 2007-12-03 17:00:56
Uger Login 1 127.0.01 2007-12-03 17:05:23
Liger Login 2 192.168.0.245 2007-12-0317:08:00
Uger Login 3 192.168.0.245 2007-12-0317:08:18
Uger Logout 3 192.168.0.245 2007-12-0317:08:27
Uder Logout 3 192.168.0.245 2007-12-0317:09:30
Lger Login joyce 127.0.01 2007-12-0317:09:36
Lger Lagin Winnie 192.168.0245 2007-12-03 17:09:52
5 Lger Lagout Winnie 182.168.0.245 2007-12-03 17:09:58
¢ 5 Uger Login JACK 192.168.0.245 2007-12-03 17:10:06
e o
Figure 11-60
No. Name Description
1 Connection Builds the connection to a WebCam server.
2 Disconnect Stops the connection to a WebCam server.
3 Get Control Obtains the right to remotely control the WebCam servers.
4 Give Up Control Ceases controlling the WebCam servers and users.
5 User List Displays the connected users and their status
6 Bandwidth Record Displays the network traffic in graph display.
7 Event Log Records activities of WebCam servers and users.
8 Host List Displays all WebCam servers to be connected.
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Allowing Remote Control at DVR

The network traffic of WebCam server can be controlled when the DVR permits the remote control

from the Bandwidth Control program by the following steps:

1. Click the Network button (No.11, Figure 1-2), and select WebCam Server.
2. Onthe General tab, select the Run Bandwidth Control server option. When this option is
enabled, on the Control Center Server option list, the “Bandwidth Control Service” is marked with

a check.

Connecting to a WebCam Server

1. Click Host on the menu bar, and select Connection. Or you can click the Connection button on

the toolbar. This dialog box appears.

Connection E|
Host

192.168.0121 v

Defaut | | Add [ e

Host 192.168.0.121
IP Address 192.168.0.121
Part 3338

User Name 123

Password LYYYYs

[ ok | [ cancal

Figure 11-61

2. To add a WebCam server to be connected to, click Add.

w

Type host name, IP address, user name and password of the WebCam server. Modify the port if
necessary.

Click OK. If the connection is established, the WebCam server shows up in the Host List.

You can add up to 10 WebCam servers by repeating above steps.

To stop the connection, select the host and click the Disconnect button.

N o A

Up to 5 users of the Bandwidth Control programs can connect to a single WebCam server for
network traffic monitoring. However, only one user has access to bandwidth settings. When this
user clicks the Give Up Control button, the user no longer controls the WebCam server.
Whoever clicks the Get Control button first has access to bandwidth settings. For bandwidth

settings, see Controlling a WebCam Server below.
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Controlling a WebCam Server

To disconnect a login user or set the bandwidth limit for a user, right-click the user to have these

options:

Server Mame  LUser Mame IF Address Bandwidth Bandwidth I...

= @l WebCa... 83.85 KBIs
£ Winnie (5} 192.168.0.245 9.97 KBis 20 KBis
ai JAC P45 36.42 KBis

. Kick
IOVEE  Bandwidth Setup »

& 37.45 KBis

Figure 11-62

B Kick: Disconnects the user from the WebCam server.
B Bandwidth Setup: Select By Username to specify a bandwidth limit for the user, or select By IP
to limit the bandwidth used by the IP address. A setup dialog box will appear. In this example, an

IP address is selected for bandwidth limit setup. Select Bandwidth Setup, specify a bandwidth
limit, and then click OK.

Bandwidih Setup E'

IF Address

| 127.0.0.1

Bandwidth Setup

Bandwidth

100 kB b

I Ok l ’ Cancel ]

Figure 11-63
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Bandwidth Setup

You can specify the total bandwidth allocated to a WebCam server. You can also specify the bandwidth

for certain users and IP addresses. This is especially useful when your network is busy or heavily
loaded.

1. Click Configure on the menu bar, and select Bandwidth Setup. A dialog box prompts for you to

select a host.

2. Select the desired WebCam server, and click OK. This dialog box appears.

Bandwidth Setup El
O Bancwidth limit
1 KB Rs
By IP
192.168.0.121 ~ 182168.0220  1000KB
< >
md [ Edt ][ Delete
By Lsername
Geo 1000 KB
< >
add il Edit |[ Delete |
[ Ok l ’ Cancel ]
Figure 11-64

B Bandwidth limit: Select this option, and define the total bandwidth that the WebCam server

will be allowed to use on your network.

B By IP: Click the Add button, and specify a specific IP address or a range of IP addresses and
its bandwidth limit.

B By Username: Click the Add button, and specify the user name and its bandwidth limit.

Note: If you have already specified the total bandwidth to a WebCam server, it is prioritized before

the bandwidth limits set to user names and IP addresses.
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Block List Setup

Two types of block lists are provided to restrict access to a WebCam server: permitting and denying a
specified range of IP address to establish the connection. Note that only one type of block list can be

used at one time.

1. Click Configure on the menu bar, and select IP White / Black List Setup. A dialog box prompts
for you to select a host.
2. Select the desired WebCam server, and click OK. This dialog box appears.
IP White/Black List Setup x]
WebCam v

[0 Enahble IF White List

192168.0.220 ~ 192.168.0.230

[ om0 ][ Em ][ et

[J Enahle IP Black List

st [ st [ pelte |

[ Ok l[ Cancel ]

Figure 11-65

3. Select the type of block list you want to use, and click Add to define the IP addresses.
B Enable IP White list: Allows the defined range of IP addresses to establish the connection.
B Enable IP Black list: Prohibits the defined range of IP addresses from establishing the
connection.

4. Click OK to apply the settings.
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Useful Utilities

You can set up sound alarm when a user logs in, or change the real-time graph display of network

traffic. Click Configure on the menu bar and select General Setup. This dialog box appears.

General Setup
Llser Login

[¥] User Login Alarm

Bandwidth Display Option

[ sandwistn | [ oridline |
[ Backoround | | Default |
MNumber of Grid Line 5 v
[ OK ] [ Cancel

Figure 11-66

User Login Alarm: Computer alarm sounds on when a user logs in.
Bandwidth: Sets the color of bandwidth wave.

Grid Line: Sets the color of the grid lines of graph.

Background: Sets the background color of the graph.

Default: Sets the color of graph display at default.

Number of Grid Line: Use the drop-down list to select how many grid lines to be displayed.

When you click the Bandwidth Record tab in the Bandwidth Control window, you can view the

network traffic in graph.

EventlLog | Bandwidth Record

524.00 B3

498.00 BfS

472.00 B3

420.00 B3

s \"\i"\"U/\"\/f\/ﬂ"\"ﬂ(\"\/ﬂ"\/ﬂ/\”\“\"\fuﬂ"\i\"|f'f\"\f:\"\(u(\’\w\f\"W““\

|

\/\i“\”."\"\(”"\"u"\/\ii“(“/\"\fu"\f\/”"\“"\"“"\““\"ﬂ(\”\/ﬂ"\“"\"\(U"\fu(\"\/u"\/j\/j\/\(\"ﬂ(\/\iW"\"j\/ju(\"j\"\fu”\/'f.\ L/.W”"\“
AN |

Figure 11-67
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Report Generator

With the Report Generator, you can generate a daily or weekly report based on the specified recording
data. The report can be either generated manually or automatically by schedule. The report is
available in two types of formats: MDB and HTML. You can save the report on the hard disk, send it to
a specified e-mail address or have it to be dealt in both ways. If the reports indicate the video

recordings of events, you can play them back via Internet connection.

Starting Report Generator

1. The Report Generator program is included in the installation of Main System. Double-click

ReportGenerator.exe from the GV program folder to run the program.

2. Type the ID and password of the GV-System when you are prompted to log in.

Setting Up Report Generator

In the Report Generator dialog box, click the Advanced Setting tab.

Report generator ['._||E|rg|
Q GeoUision
The Vision of Security
Program Report  Advanced Setting lEvent Log]
Startup Day definition of report
[ Auto startup when Windows startup f* The previous day
[ Minimize UL i 24 hours before execution time
Report Domain name from DONS
Keep Days: 2 WV [192.1680125 1)
Event Log Settings
Ewvent List
Auto Impart: T Days
Event Log
Keep Days: 365 m _"ﬁ ¥ Recycle @
Log Path: | E G E0MAutalationSettingLogh
Apply
Encl
Figure 11-68
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[Startup]

B Auto startup when Windows startup: Select this option to start Report Generator automatically

at Windows startup.

B Minimize Ul: Select this option to minimize the Report Generator after it is started.

[Day Definition of Report] Define the time period of data to be included in the report.
B The previous day: The report is generated on the previous day’'s data.

B 24 hours before execution time: The report is generated on the data from 24 hours before

report generation.

[Report]

B Keep Days: If you generate reports to the hard disk, specify the number of days to keep the
report files. Up to 30 days of files can be kept. To generate reports to the hard disk, see Step 4 in

Setting Up Report Criteria later in this chapter.

[Domain name from DDNS] When the report in HTML format indicates the availability of video
recordings, you can establish the connection to the GV-System over Internet to play back the videos. If
the GV-System has a domain name, select this option and enter the domain name to be connected. To

obtain a domain name, see Dynamic DNS earlier in this chapter.

[Event Log Settings]

B Auto Import: Specify the number of days of Report Generator logs to be displayed when the

Event Log is started. Up to seven days of data can be displayed.

B Keep Days: Specify the number of days to keep Report Generator logs. The logs can be kept for
up to 365 days.

B Recycle: Select this option to delete old logs to make space for new ones when storage space is
lower than 500 MB.

B | og Path: Select the location to store Report Generator logs.
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Setting Up Report Criteria

1. Inthe Report Generator dialog box, click the Program Report tab.

Report generator E]lil@

(® GeoUision:

Program Report ]Advanced Seﬁingl Everit L-:-g]

The Vision of Securiny

POS MOB Mction Select
Monitaring ”@] Q] .
10 2 3l 4 | ¥ SavetoHD _ Sefting... |
System MDB
¥ Monitor . sl e [ 7] 8 v E-Mail M
el 1l 11 12
[~ System
13 44 [ 15[ 416 | Execution Methoo: |Manual weeekly ﬂ
[ Laogin
[ Counter
| | Select Date: | 1:z2r2008 ~|
Weekly report days of data selected
|SLIN |MON | TUE |WED | THU | FRI |SAT Execution | ppply | Remove |
Jioky Selection
Maonitoring System MDB Manitor
POS MOB 1
Action Selection HD
Execution Time 0E:00:00
Execution Day Manual weekly
Days of data selected Sun, Mon, Tue, Wed, Thu, Fri, Sat
Encl
Figure 11-69

2. Inthe Job field, type a descriptive name for the report.

3. Select the types of events you want to include in the report. To set up specific criteria, click the

Filter button beside each option.
[System MDB]

Monitor: Includes the events of motion and I/O events.
System: Includes the events of functions enabled and disabled in GV-System.

Login: Includes the events of who has logged in and out of GV-System and WebCam

Server at what time.

Counter: Includes the events of and result of GV-System’s counter function.

[POS MDB] Select the cameras for searching POS event.

4. Inthe Action Select field, select how the report is accessed.
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B Save to HD: Select this option to save the report on the hard disk. Click the Setting button

to display this dialog box.

Select save folder

| E:AGYE0DReport, Select

Export file type: |Htm| ﬂ K

di.

v Create a self-executabls fils Cancel

Figure 11-70

Click Select to specify the storage location, and use the drop-down list to select a report
format. If you want to create a self-executable file of the report, select Create a

self-executable file.

B E-Mail: Select this option to send the report to an e-mail address as an attachment. Click the

Setting button to set up the e-mail account and attachment.

For details on setting up the e-mail account, see Sending Alerts thru E-mail Accounts in

Chapter 1.

For details on setting up the attachment, see E-Mail Attachment Settings later in this

chapter.
5. In the Execution Method drop-down list, choose the way and time to generate the report.

B Everyday: Automatically generates daily reports at a specific time. Specify the time by using

the Select Time drop-down list.

B Sun - Sat: Automatically generates reports on the selected day (Sun to Sat) and at a

specific time. Specify the time by using the Select Time drop-down list.

To select the days of data to be included in the report, click the desired day buttons.

Wieekly report days of data zelected
SUW MON | TUE | WED | THU | FRI | SAT

Figure 11-71
B Manual daily: Manually generates a daily report.

® If you select Previous day on the Advanced Setting tab (Figure 11-68), the report will
be generated on the data of one day before your specified date. For example, you
enter “12/10/2007” in the Select Date drop-down list. The report is generated on the
data of 9th December 2007.

© Ifyou select 24 hours before execution time on the Advanced Setting tab (Figure

11-68), the report will be generated on the data of 24 hours before your specified date
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and time. Specify the date and time by using the Select Date and Select Time

drop-down lists.

B Manual Weekly: Manually generates a weekly report.

©

If you select Previous day on the Advanced Setting tab (Figure 11-68), the generated
report will contain the data of 7 days before your specified date. For example, you
enter “12/10/2007" in the Select Date drop-down list. The report is generated on the
date from December 3rd to 9th in 2007.

To select the days of data to be included in the report, click the desired day buttons.
See Figure 11-71.

If you select 24 hours before execution time on the Advanced Setting tab (Figure
11-68), the generated report will contain the data of 7 days counting back on your
specified date and time. Specify the date and time by using the Select Date and
Select Time drop-down lists. For example, if you enter “12/10/2007” and “01:00", the
report is generated on the time from 01:00 am, December 10th to 01:00 am, December
4th, 2007.

To select the days of data to be included in the report, click the desired day buttons.
See Figure 11-71.



E-Mail Attachment Settings

Useful Utilities

After you set up the e-mail account to receive the reports as e-mail attachments, you can also set up

the attachment limits to avoid sending out large files.

1. Onthe Program Report tab, select E-mail and click the Setting button beside. This dialog box

appears.

E-Mail

Mail Setup

SMTP Server: | Text Content: %’

E-Mail From: |

E-Mail To: |

Charset: |Wesiem European (Window j

Subject: | Report from TESTES

Attach File Select

? Test Mail Account

Expiort file type: Html - [v Create a self-executable file
[ attach File Limit SMTP Server
Upper limit of the attach files size: |2 MB SMTP Port:

¢ The attached files exceeding the size limit will not be sent.

~ The slnﬂached files arle automaticall}.:' zplit and sent out in mulitple 25

e-mailz. (Only _html files can be split)

[ SMTP Mail Server requires authentication
Accourt: Pazswward m

Ok | Cancel |

Figure 11-72

2. Inthe Attach File Select field, use the Export file type drop-down list to select Html or MDB as a

file format. If you want to create a self-executable file of the report, select Create a

self-executable file.

3. Select Attach File Limit, and decide the size limit of the attached file. Set the limit between 1 MB

and 10 MB.

4. Select one of these options to set the attachment condition.

B The attached files exceeding the size limit will not be sent: When the attached report file

exceeds the size limit, the e-mail will not be sent.

B The attached files are automatically split and sent out in multiple e-mails: If the

attached file exceeds the size limit, it will be automatically split and sent out in multiple

e-mails. Note this option cannot apply to the report files in .mdb format.
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Playing Back the Video Recording

In a HTML format report, the video recordings can be played back with the Remote ViewLog function.

Make sure the Remote ViewLog service is enabled at the GV-System that owns those recordings.

1. ltis required to install the Single Player in the computer where you want to play back the video
recordings. Insert the Surveillance System Software CD, click Install GeoVision V 8.3.0.0

System, select Single Player and then follow the on-screen instructions.

2. After the installation of Single Player is complete, open a report and click the desired video icon.

Figure 11-73

3. Ifthe Domain name from DDNS field on the Advanced Setting tab (Figure 11-68) is not selected,

this dialog box will appear.

Connect to Remote Viewlog Service

[@) IPAddress: |192.168.D.18
Patt: 5552 Default
ID: 123

FPassward :

Connect | Cancel |

Figure 11-74

|

4. Type the IP or domain name, ID and password of the GV-System, and then click Connect for

playback.

Viewing Event Log

All Report Generator events are recorded to the event log. To view the event log, in the Report

Generator dialog box, click the Event Log tab. All events are displayed in descending order.

For the related settings of the event log, see [Event Log Settings] in Setting Up Report Generator
earlier in this chapter.
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DSP Spot Monitor Controller

The Controller integrates the GV-DSP Card with spot monitor (TV monitor) applications. It allows

screen divisions on the spot monitor differently from the main screen.

With the Controller, you can also define the channel sequence of the display screen and adjust video

images on the spot monitor.

Note: The GV-DSP-100 Card doesn’t support this feature.

Spot Monitor Controller

To open the Spot Monitor Controller, follow these steps:

1. Click the Configure button (No. 14, Figure 1-2), point to Accessories, select DSP Spot Monitor,

and then select Spot Monitor Setup. This dialog box appears.

Spot Monitor Setup ﬂ

v Usze DSP as Spaot Monitar st nest Startup.

Ok I Cancel | @

Figure 11-75

2. Check Use DSP as Spot Monitor at next Startup, and click OK.
3. Restart the GV-System.
4. Click the Configure button (No. 14, Figure 1-2), point to Accessories, select DSP Spot Monitor,

and then select Spot Monitor Controller. The Spot Monitor Control window appears.

Note: When the DSP Spot Monitor Control feature is enabled, DSP Overlay will be disabled in the
Main System.
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[Advanced Layout]

i
Advanced Layout | ‘iden Setting I
T D1 — D4 — |7 DIWE
1 1 2 1
3 4
E |5
TeDWg o107 Dni2
1 2 3 1 2 1
4 b =
4 |5 |6 = i
A A 5 |3 [0 TR

Figure 11-76 Spot Monitor Controller

B DIV 1-16: Screen division option. You can modify the channel sequence by typing the number
directly on each division. Click Apply or OK to apply your settings.
B Right Arrow button: Sets the channel sequence of each scanned page (see the Scan Setting

section in Figure 1-81). Click the button to display this dialog box.

Div 16 - Page setting x|

—Page 1 ———— = I = |

m_ 4 3 4 Default I

3 |6 v g

Empty page I

9 10 (11 |12 ITI
13 |14 |15 |16
Cancel |

Figure 11-77 Page Setting

® Screen Division: Displays the channel sequence. You can modify the sequence by typing
the number directly on each division.
® <> buttons: Navigate pages.

® Empty page: Clears up the channel sequence of the open page.
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Useful Utilities

Spot Monitor Controller

Advanced Lapout  Widea Setting |

—Yideno Attribute —%ideo Enable [min. 1]

Camera 1 j ¥ Cam01 ¥ Cam05 [+ Cam03 W Caml3
¥ Cam02 W Caml6 [ Caml0 ¥ Camld
Erighthess ; 100 v Cam03 ¥ Cam07 W Camll W Camis
Contrast : 150 v CamO4 W Camd2 W Caml2 | Camlb

& ctration [ Selectall | Cleardl |

Hue ; |-| a0 — Scan Setting
Interval: |1|:|— Sec.
Apply to Al Default | Seanby:  [viore =
ak I Cancel
Figure 11-78

[Video Attribute] Select a desired camera from the drop-down list to adjust image attributes, such as

Brightness, Contrast, Hue and Saturation.

[Video Enable] Check the desired cameras for display on the spot monitor.

[Scan Setting] Enter the interval between the scanned pages. Select Auto if you want to

automatically scan the cameras or Manual to scan at your own speed.

441



Q GeoUision

Spot Monitor Panel

On the Main System, click the TV-Out button . This panel appears.

Q_IDiM vl ‘r_@

234
56|78
9 10 11 12
13 14 15 16 5@

Figure 11-79

The controls on the DSP Spot Monitor Panel:

No. Name Description

1 Scan Automatically or manually rotates channels and stops rotation.
2 Previous Page Goes to the pervious page of the scanned pages.

3 Next Page Goes to the next page of the scanned pages.

4 Exit Closes the DSP Spot Monitor Panel.

5 Switch Opens or closes the channel menu.

6 Channel Menu Displays the desired channel for single view.

7 Screen Division Sets screen divisions to 1, 4, 6, 8, 9, 10, 12 and 16.

After single view, click this button to restore the first scanned page, but to
8 Zoom Esc C
the last channel when the screen division is set to 1.
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Quad Spot Monitor Controller

The Controller integrates the GV-Multi Quad Card with TV monitor (spot monitor) applications. It
features:
® Upto 5 TV monitors can be controlled.
® TV Monitor 1 supports up to 16 screen divisions, and TV Monitor 2 to TV Monitor 5 support 1 and
4 divisions.
Different screen divisions can be set up on each monitor.

The channel sequence of screen divisions is user-defined.

Note: The Controller does not support the videos from GV-Video Server.

Setting Up the Controller

Click the Configure button (No. 14, Figure 1-2), point to Accessories, and select Quad Spot
Monitors Setup. The TV Quad Setting dialog box appears.

® |nthe General Setting tab, you can modify Video Format and Video Attribute for all TV monitors.

® Inthe TV tabs (TV1 to TV5), you can set up the following configurations for each TV monitor.

T¥ Quad Setting El
ATV @ vz | B rva | EY v a | B TV 5 | General Seting |
witen Enable " DIV A1 " DIV 4 DV E " Oiva
M1 W5 W3 713 B B
W2 WE W0 W 14 Select All ’7 |—
W 3 w7 11 w15 Clear Al ’_ |—
v 4 [wa w12 v 18 '_
Scan Setting Yidea Format ’7 ’7 ’7 |— |— |— |—
: =
intervat " =ec- " Div 39 D10 D2 (+ DB
Scan by: Auto - -
Setting 1 12 |5 |4
Yideo Attribute: |_ |_ ’_ ‘ ‘ ‘ ||: F EEI; E
Camera Popup: Sefting @ |7 |7 ’7 l_l_l_’_ |—|—|—|— |9—|H|F|E
T Setting: Setting |_|_’_ AR D EEN R REE
QR | Cancel | ‘

Figure 11-80
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[Video Enable] Check or uncheck the desired channels displayed on monitor screen.

[Scan Setting]
B Interval: Enter the interval between the scanned pages (see Figure 1-85 for the scanned page).
Set the time between 1 and 999 seconds.

B Scan by: Select Auto to scan the channels automatically or Manual to scan at your speed.

[Setting]
B Camera Popup: See Setting Pop-up Camera Windows below.

B TV Setting: Click the Setting button to display this dialog box.

T¥ Setting g|

Aoljust T
]

Ll R]
o

OsD Setting [P

v Show Camera Mumber!

coor [ |+ ¥

OK | Cancel |
Figure 11-81

Press the 4 direction buttons (U, L, R and D) to adjust the positions of the divisions on the monitor

screen.
To display the camera number on the TV monitor, check the Show Camera Number option. To
display the camera numbers on all connected TV monitors, check the Show Camera Number

option, and then click the finger button.

To change the color of the camera number indicator on the TV monitor, use the Color drop-down

list to select the desired color.
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[DIV 1-16] In the TV Quad Setting window (Figure 1-83), there are screen division options. You can
modify the channel sequence by typing the number directly on each division. Click OK or Apply
Current TV Setting to apply your configurations.

B Right Arrow Button: Sets the channel sequence of each scanned page. Click the arrow button

to display this dialog box.

Div 16 - Page setting E|
Page 1 =
IRFRERE Defaut

|5 |E |7'r |B Empty page
'3 |10 |11 |1z — on |
113 |14 |15 |16 conoel

Figure 11-82

® Screen Division: Displays the channel sequence. You can modify the sequence by typing the
number directly on each division.
® < > Buttons: Navigates pages.

® Empty page: Clears up the channel sequence on the open page.
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Setting Pop-up Camera Windows

The pop-up camera windows on the screen notify users of the current event, whether it is motion or 1/O
devices being triggered. You can decide to have pop-up cameras on computer screen, TV monitor or

both together.

Activating Pop-up Camera Windows
1. Inthe TV Quad Setting window, click the desired TV tab.
2. Click the Setting button of Camera Popup. This dialog box appears.

Camera Popup Setting E|

Crvell Tirme: 5 Sec.
Interrupt Interyval; 2 Sec.

Camera Maotion Invoke
w1 W3 Wwa [«¥13
w2 WwE w10 [« 14
W3 w7 i1 [¥i15
w4 wi w12 |« 16

Select Al | Clear All |

Mg 1 ] clear 2
Irgnat 1 ki

v Imput Imvoke:  |cameral -

Ok |

Figure 11-83

3. Set the Dwell Time and Interrupt Interval.
®  Dwell Time: Specify the amount of time a pop-up view remains on the monitor screen when
an event occurs. Set the dwell time between 1 and 120 seconds.
B Interrupt Interval: Specify the interval between pop-up views when events occur. Set the
time interval between 1 and 60 seconds.
4. To be alarmed with a pop-up view whenever movement occurs in the video image, select the
desired cameras to be popped up in the Camera Motion Invoke section.
5. To be alarmed with a pop-up view when input devices are triggered, select input module and use
the drop-down list to select the desired camera to be popped up.

6. Click OK to apply the settings.

Tip: All cameras can be repetitively setup on different TV monitors. If one camera is selected on

more than one TV monitors, it can be set with different alert events.
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Displaying TV Quad Panel on the Screen

On the main screen, click the TV-Out button . This panel will appear. Alternatively, you can run
this panel independently without the Main System by running QuadTV.exe from the GV folder.

Il

9_ E v, | UB] Tﬁ 1]

©—oi 1 -

e__'l 2134
]

6|78
9 [10]11[12
13[14/15/16 | [

® 6ééé

&

Figure 11-84

The controls on the TV Quad Panel:

No. Name Description
1 Monitor Selects the monitor to be controlled.
2 Scan Automatically or manually rotates channels, and stops rotation.

o Sets screen divisions. Only TV 1 can support screen divisions up to 16,
3 Screen Division o
and TV 2 to TV 5 supports 1 or 4 screen divisions.

4 Channel Menu Displays the desired channel for single view.
5 Exit Closes the TV Quad Panel.

6 Previous Page Scans the previous page.

7 Next Page Scans the next page.

8 Settings Displays the TV Quad Setting window.

9 Switch Displays or hides the channel menu.

After single view, click this button to return to the first scanned page or
10 Zoom Esc .
return to the last channel when the screen division is set to 1.

Note: If the DSP Spot Monitor function is enabled at the same time with the Quad Spot Monitors, the
TV-Out button has two options: Spot Monitor Panel and TV Quad Panel. Select the desired panel to be
displayed on the screen.
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Digital Matrix

To create more screen space to display multiple channels, such as 32 channels, Digital Matrix is thus

introduced to provide a way to view and manage up to 8 monitor displays.

The monitor of the computer where you configure the settings and control is called the “primary
monitor” and up to 7 additional monitors can be connected with. Additional VGA cards are required to
install multiple monitors. Most VGA cards now support dual monitors at least. To connect up to 8

monitors, you may need 4 VGA cards installed in the computer of GV-System.

The Digital Matrix includes these features:

® Live view: You can set different live views and screen divisions for each monitor.

® Automatic channel scan: You can set up to 16 scanned pages with different screen divisions and
channels for each monitor.

® Pop-up Alert: You can be alerted by pop-up live videos when motion is detected or I/O devices

are triggered.

Activating Multiple Monitors

Use Windows Display Properties to activate multiple monitors. Here we use Windows XP to illustrate

the steps of configuration.

1. Right-click the desktop, click Properties and click the Settings tab. This dialog box appears.

Display Properties

| Themes | Desktop | Screen Saver | Appearance| Settings |

[irag the monitor icons to match the physical arangement of your monitors,

12

Display:
2 l:F"Iu-‘rlg and Play Monitor on GIGAEYTE Radeon #1600 PRO Secondz w |
Screen rezolution Calor quality
Less J Mo Highest (32bi) v
1280 by 1024 pies I

[] Use this device as the primary monitor.
Extend my ‘Windows desktop onto this monitar,

[ |dentify ” Troubleshoot... ] [ Advanced
QK Cancel Apply
Figure 11-85
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Click the Display list. If you do not see multiple monitors listed, check if your additional monitors

are connected with the computer properly.
Select the primary monitor from the list, and select Use This Device as the Primary Monitor.

Select additional monitors from the list, and select Extend my Windows desktop onto this

monitor for each monitor.

Click Identify. Windows XP displays a large number to identify your monitors. Drag and drop the

monitor icons to match the physical arrangement of your monitors.
Click OK.

Start the GV-System, click Configure, click Accessories, select Digital Matrix Setting, select
monitors from the Display list and select Activate for each monitor. For example, if you install 7

additional monitors, you need to activate Display 1 to Display 7 one by one.

Click Apply. Your additional monitors should now display the channels seen on the primary

monitor. See the figure below for example.

Primary Monitor . . _
(Monitor 1) Monitor 2 Monitor 3 Monitor 4

Figure 11-86
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Setting Live View

You can set different live views and screen divisions for each monitor.

1. Onthe main screen, click Configure, click Accessories, and select Digital Matrix Setting. This

dialog box appears.

Digital Matrix Setup

[~ Activate: |Display =| B Description: 1024 by 782 pixels. This is the Main Monitorl

Drag and Drop Camera Mo, to the Screen

& camt A |1!2I3I4|
.;ﬁcam2 |5|5i7'3|

'.‘.Ecama |gi1qi11i1z|

;f camd | i | . ] B

B e ENFTVETRETH RN
- |¥l&E cams

g ean? + Live Mode

IVl cama ! :

f camd [ Auto Scan
A& camio Screen Division: |4 Divisions v € EventPopup Mode

'_ﬁ' camll e

;f caml2

fcamw 0 & Band veltion of Gat
: ,'f camld ’ﬁ

I7I‘:9' ramd 5 Y

Ok J Cancel I Anply |

Figure 11-87
2. Use the Display list to select the monitor to be configured.
3. Select Screen Division.

4. Drag and drop the camera humbers to the desired positions on the divisions. To clear the

assignment, drag and drop the “C” icon to that position.
5. Select Live Mode.
6. Repeat above steps to configure other monitors.

7. Click OK to apply the settings.

450



Useful Utilities

Setting Scanned Pages

You can set up to 16 scanned pages with different screen divisions and channels for each monitor.

1. Use the Display list to select the monitor to be configured.

2. Inthe upper-left column, expand the Matrix folder tree, and then click Page 1. This page appears.

Digital Matrix Setup

v Activate: |Displayt »| B Description: 1024 by TE2 pixels. This is the Main Monitor!
— BEE watrix o _
| ¥ Activate Pagel Scan

.'i_gJ Pagel

o Drag and Drop Camera Mo, to the Screen Division:

"3_; Page2 . ) ) )

— a2 |3 | 4
S B NSRS
:‘fcam2 5|6|?|8
-_fcamS 9 -10'11.12
;_q‘? camd L_I_l_l_ i ;
[ cens L)t |18 ey
;ﬁ camb
FA& cam?
;.‘i? cams
F# coms
-;E' camin Screen |4 Divisions j
._f camld Diwision:
|v]= cami2
§ caml [ Dwell Time: |3 Sec.
;ﬁ caml4
1 camis 0
Ok Cancel Apply
Figure 11-88

3. Select Activate Scan Page 1.
4. Select Screen Division.

5. Drag and drop the camera numbers to the desired positions on the divisions. To clear the

assignment, drag and drop the “C” icon to that position.
6. Specify Dwell Time for how long this scanned page remains on the monitor.
7. Repeat Steps 2 to 5 to configure more scanned pages for the specific monitor.
8. Repeat Steps 1 to 7 to configure scanned pages for other monitors.
9. In the upper-left column, click the Matrix icon and return to Figure 2-6.
10. Select Auto Scan.

11. Click OK to start scanning among pages.
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Setting Pop-up Alert

You can be alerted by pop-up live videos when motion is detected or I/O devices are triggered.

1. Use the Display list to select the monitor to be configured.

2. Inthe upper-left column, click Event Popup. This page appears.

Digital Matrix Setup

v Activate: |Display - B Description: 1024 by T82 pixels. This is the Main Monitor!

+- EBE watrix

¥ Mation Trigger = -0) IV O Trigger
% Ewent Popup

Fi Fs5 Ko i Mod, 1 Ao
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;fcamQ v 3 w7 v 11 v 15

v Invioke:
Fl& cana ¥ cam1 e

v 4 v & w12 ¥ 18
:fc:amd

g Z::: Paopup Dwell Tirme: ’3— Sec.
53. cam? Popup Interruption 1 Sec.
FA& cams Interval:

FA# cama
A& camto
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HA#F camz
FA& cami4

M2 camis 2

Ok Cancel Apply

Figure 11-89
B Motion Trigger: The live video of selected cameras pops up when motion is detected.

B 1/O Trigger: The live video of assigned camera pops up when the selected input device is

triggered.

B Popup Dwell Time: Specify the amount of time that a pop-up live video remains in the

foreground.

B Popup Interruption Interval: Specify the interval between camera pop-ups. This option is

useful when several cameras are activated for pop-up alert at the same time.
3. Use the Display list to select other monitors for setup.
4. After above settings, click the Matrix icon and return to Figure 2-6.

5. Select Event Popup Mode. Then select Fixed Position of Camera or Random Position of

Camera. For these two options, see Setting Pop-up Positions topic later.

6. Click OK.
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7. Start monitoring. When motion is detected or the input device is triggered, the live video will pop

up for alert.

Setting Pop-up Positions

When you select Random Position of Camera, you can decide the positions for pop-up cameras.

B Fixed Position of Camera: The cameras pop up in their assigned positions. To assign positions,
select Screen Division. Then drag and drop the cameras number to the desired potions on the
divisions.

B Random Position of Camera: The positions of pop-up cameras are based on the sequence order

of triggers. There are two modes for this position:

1. Cascade Mode: This mode can avoid the same cameras popping up on different monitors.

This is suggested to be used when multiple monitors are placed close to each other.
Example:

Camera 1, Camera 2, Camera 3, Camera 4 and Camera 5 are assigned for pop-up alert
on both Monitor 1 and Monitor 2. Monitor 1 is set at 4 screen divisions. When the five
cameras are triggered at same time, the first 4 cameras show up on Monitor 1

and the 5th on Monitor 2.

1 2 5
3 4
Monitor 1 Monitor 2

2. Parallel Mode: This mode allows the same cameras simultaneously pop up on different

monitors. This is suggested to be used when multiple monitors are placed in separate rooms.
Example:

Camera 1, Camera 2, Camera 3 and Camera 4 are assigned for pop-up upon motion
detection on both Monitor 1 and Monitor 2. When the four cameras are triggered at the same

time, they will show up simultaneously on both Monitor 1 and Monitor 2.

1 2 1 2
3 4 3 4
Monitor 1 Monitor 2
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Setting Live View with Pop-up Alert

You can set a different live view mode with pop-up alert together for each monitor. When alert events
occur, the live video of the associated camera will pop up on the assigned monitor to replace its live

view mode.

1. To configure live view mode, follow the instructions in Setting Live View topic earlier.

2. To configure pop-up alert, in the upper left column, click Event Popup. Figure 11-89
appears.

3. Configure Motion Trigger, I/O Trigger, Popup Dwell Time and Popup Interruption
Interval for each monitor. For details see Setting Pop-up Alert topic earlier.

4. Click the Matrix icon and return to Figure 11-87. Ensure the Live Mode option is
selected.

5. Click OK. The live view mode you configured for each monitor is displayed.

6. Start monitoring. When alert events occur, the associated camera will pop up on the
desired monitor.
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Troubleshooting

Hardware

1. Messages “Can't find keypro” and “Card Setup Fail” appears when GV-System starts.

>
>
>

Verify the video capture card driver. See Installation Guide.

Insert the video capture card to a different PCI slot to see if this fixes the problem.

If you are using the video capture card V1, attach an appropriate Keypro to the PC’s
parallel port and run Dos2kreg.exe from the GV-System folder.

If using GV-600, GV-650 or GV-650 and running the version between 7.0 and 7.0.5.0,
you may need an appropriate USB dongle.

If running the version of 8.0 or later and using GV-250, GV-600 V4, GV-650 V4, GV-800
V4, GV-1120, GV-1240, GV-1480, GV-2004 or GV-2008, you may follow Steps 1 and 2 to

fix the problem.

2. A message “Video Lost” appears.

>
>
>

Check video connection.

Make sure the video device is turned on.

Make sure the video standard in your country matches the setting in GV-System (See
Choosing Video Source in Chapterl).

Check AGC setting (See Adjusting Video Attributes in Chapter 1).

Switch the cable from the functional channel to the non-functional channel, and vice
versa. If the previously non-functional channel is now able to deliver video, check the

video device itself and its related cables.

3. Amessage “Can’t find new xxx Module:1, Address:1, in Com1” appears.

>
>
>

Check the RS-485 or USB connection between the GV-System and the GV 1/O device.
Check whether the power adapter is properly attached to the GV 1/O device.
Check whether the Port and Address settings on the I/O Devices tab in the System

Configure dialog box are correct.

4. A message “No PTZ Device Installed” or “Default PTZ Device not Activate” appears.

>

Make sure the Activate option is enabled in Main System. See step 4 of PTZ Control
Panel in Chapter 1.
When multiple PTZ cameras are installed, make sure to activate each PTZ camera

individually.
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Software

1.

456

How to upgrade to the latest version?
» Download the latest version from GeoVision website:

http://www.geovision.com.tw/english/5 0.asp

Recycle mode doesn’t work, and recording stops.
» Exit Main System, and run RepairLog500.exe from the system folder to fix this problem.
» Check Properties of the folder used for saving video files. Make sure the Read Only

option is disabled.

Passwords are lost. Cannot access my GV-System.

» See Setting Up for Password in Chapter 1 for details.

A message “Directdraw overlay fail” appears.

» Make sure your VGA card meets the GV-System’s minimum requirement that is NVIDIA
GeForce Il MX 32MB.

» The driver included in your VGA card package may not be the latest and might not
support Directdraw. Visit related websites and upgrade your VGA driver to the latest
version.

» Disable the Directdraw feature if you do not wish to upgrade your VGA card or driver

(See Configuring Global Recording Parameters in Chapter 1).

Shifted horizontal lines appears in the 640x480 video image.
» Enable De-Interlace Render (See Configuring Global Recording Parameters in Chapter
1). This feature requires the VGA card of DirectX 9.0. Make sure to upgrade your VGA

card driver and DirectX version.

Can't invoke hotline alerts.
» GV-System only supports external modem using Zyxel or Lucent chipset.
» Make sure Modem Device and Com Port are set up properly (See [Modem Configure],

Configuring Hotline/Network Notification in Chapterl).

The Real-Time-Display (DSP) image is black.

»  The problem occurs when GV-System is run with GV-Combo Card
(GV-1120/1240/1480), Version 8.3 software, and NVIDIA GeForce 7-Series VGA card
together under Windows 2000.


http://www.geovision.com.tw/english/5_0.asp�

Troubleshooting

»  To solve the problem, update the drivers of NVIDIA VGA card to the latest version for
Windows XP (Not for Windows 2000). If you cannot run Windows after upgrade, please

also upgrade your system BIOS.

8. A"?"mark appears in the ViewLog'’s event list window.
» These files may already been deleted in the previous Recycle run. Exit Main System
and run RepairLog500.exe under the system folder to remove these files from the

database.

9. Unable to play back audio in ViewLog

» The video you select may not have any audio records.

» The speaker icon at the lower right corner is not enabled (See Figure 4-1 in Chapter 4).
» Audio is not available when the playback method is set to Frame by Frame.
>

Audio can only be played back at 1X speed.

10. Some camera images, in live view or during playback, keep shifting among different
channels when you disable the DSP Overlay function
»  The problem occurs under Windows Vista and when NVIDA VGA card of 6 or 7 series is
in use. It will not occur when you enable the DSP Overlay function.

» To solve the problem, install the NVIDIA driver of version 97.46.

Remote Application
1. Remote View is unable to display video from GV-System.
»  This symptom may appear when Remote View is installed in Windows XP SP1 or later.
Windows XP no longer includes Wavelet decoder after Service Pack 1. You may
download a Wavelet codec at this link.

http://geo-support.dipmap.com:100/remote/waveletcodec.zip

» GV-System version 6.0 is not compatible with Remote View version 5.4.0.1 or earlier.

Make sure your GV-System and Remote View are both version 6.0 or later.
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2. Network ports used in the remote applications:

458

WebCam

Http = 80

FTP =21

Command = 4550

Data = 5550

Audio = 6550

Remote Control = 3389
SSL =443

Mobile = 8866

Mobile RPB = 5511

3G RTSP/TCP = 8554
3G RTP /RTCP UPP =17300-17380

RemotePlayBack

RPBSvr = 5066

RemoteView

TCPSvr = 3550

VSM Server = 5610
. Server = 9650
TwinServer .
Multicast =19650
Http = 80
FTP=21
TwinDVR Command = 4550
Data = 5550
Remote Control = 3389
IP Multicast DMMCast = 3650
Authentication Server Server = 3663
SMS Server = 6886
Port = 5547
. . Command = 5548
At DVR subscriber site
Data = 5549
CenterV2

Connection = 5545

At Center V2 site

Center V2 = 5547
GV IP Device = 5551

Dispatch Server

Server = 21112

GeoCenter

Server = 20001

DMIP

FTP =21




Troubleshooting

DNS Server = 80 and 81

Control Center

Command Port = 3388
At DVR host site Data Port = 5611
Log Port = 5552

At Control Center site | Command Port = 3388

TCP Server Server = 3550
UPNnP TCP/IP = 5200
Wiegand Capture Server Server = 5612
WebCam
1. Amessage "can't connect to server" appeared when GV-System is connected.
» Check ports 4550 and 5550 are enabled in Firewall.
» Check whether ports 4550 and 5550 are occupied by other applications.
» Check NAT port mapping is correct.
»  Check whether the dynamic IP address of GV-System is changed.
» Check Ethernet adapter (ADSL modem must use the PPP/SLIP device).
» Check whether Web server changes download timing. (Dynamic Lan IP =1 min,

Dynamic WAN IP =5 min)

2. Unable to use the two-way audio feature.

>

YV V V V

Check whether port 6550 is available.

Check the client PC's sound card driver.

This feature requires DirectX 9.0 or later. Perform upgrade if necessary.

This feature requires Internet Explorer 6.0 or later. Perform upgrade if necessary.
Check GV-System’s audio signal by using the Camera / Audio Install function (See
Camera/Audio Install in Chapter 1).

3. Unable to run MPEG4 Encoder Viewer and WebCam RPB.

>

The security level of your IE browser may prevent WebCam components from
downloading to your PC. Start IE browser and go to Tools, click Internet Options, click
Security and click Custom Level. In Active X controls and plug-ins options, select
Enable or Prompt, and then click OK. Log in to GV-System again and WebCam

components should be downloaded properly.
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Appendix

A. USB Dongle Required for IP Device Applications

Solution Application USB Dongle
Connection of GV IP devices
NVR (GV) Dongle
to GV-System (8 free GV IP channels)
) Connection of 3rd party IP devices
Hybrid DVR NVR Dongle
to GV-System
Connection of both GV and 3rd-party IP
) Combo Dongle
devices to GV-System
Connection of GV IP devices
NVR (GV) Dongle
to GV-NVR
Connection of both GV and 3rd party IP
GV-NVR NVR Dongle
devices to GV-NVR
Connection of both GV and 3rd-party IP
i Combo Dongle
devices to GV-System
Connection of GV IP devices )
Center V2 No extra dongle required
to Center V2
Connection of both GV and 3rd party IP )
Control Center No extra dongle required
devices to Control Center
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B. Supported PTZ Protocol and Model

Note that GV-System only supports original factory models. Other brands of cameras claiming of the
same protocol compatibility may not work properly with GV-System. GeoVision takes no responsibility

of such incompatibility.

PTZ Protocol and Model

Ademco (Jupiter)

Bosch (TC700 / 8560)

CBC GANZ (ZC-S120 Series)

Chiper (CPT-VOKRV)

COP(15-CD53W) Pelco D

Direct Perception (PTU Series)

D-max Dome

DongYang Dome (DOH-240)

DynaColor (D-7720 / 7722)

DynaColor Dome

ELBEX (Matrix / 1000)

Elmo PTC-200C

Elmo PTC-400C

Elmo PTC-1000

EverFocus (EPTZ 1000 / 500)

Eyeview T-Power (T2-SA27)

GKB (SPD-221)

HiSharp Pelco D

HiSharp Pelco P

JEC Dome

JVC (TK-S576B / S655 / C686E)

Kalatel CyberDome

Kampro Technology (K-ZC23)

KenKo (DMP23-H1)

LG (LPT-OS553HQ)

Lilin PIH

Lilin PIH-7625

Lilin PIH-820

MESSOA SDS600 Series
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MESSOA D-700 Series

Minking Dome

Mintron (54G2AHN/P)

NanWang (NVD 2300PNT)

NanWang V4.1 (NVD 2300PNT)

Panasonic WV-CS850

Panasonic WV-CW960

Pelco Dome

Pelco (Spectra IlI)

PelcoSpetra Mini Dome (SD4-WO)

Pishion 22X

PTZin l/O

RX214D

SAE (DR-E588)

Samsung (SCC-641 / 643)

Samsung SPD-1600

Samsung SPD-3300

Sensormatic (Ultra V)

Sony (EVI-D100)

StorVision PTZ

TOA (CC551)

VCC3

VCC4/ VCC5i

VIDO.AT Dome

YAAN Dome

360 Vision (ViD-18COP04) Pelco P
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C. Certified PTZ Models for Object Tracking

The PTZ models on these two lists are tested and certified by GeoVision for their compatibility with the

Object Tracking function

Dual-Camera Tracking (Object Tracking and Zooming)

Brand / Model

Sensormatic Ultra IV
Messoa SDS600 Series
Messoa D-700 Series
Pelco Spectra lll

VIDO. AT Dome

Single-Camera Tracking (Single Camera Tracking)

Brand / Model

Canon VC-C4

Dyna Color D7722

Lilin 7000NF

Messoa SDS730

Pelco Spectra lll

Sensormatic Ultra IV

SONY EVI D-100

StorVision PTZ

Note: DongYang Dome (DOH-240) is not certified to support this function.
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D. Supported IP Devices

This list provides the detailed information about GeoVision IP devices and the supported third-party IP
devices in the four categories:
® Audio: The mark “O” indicates that GV-System supports the two-way audio communication with
the IP device; otherwise, a “X" mark is given.
Codec: You can find what video codecs these models support.
PTZ: An IP device with PTZ function is marked with “O”; otherwise, a “X” mark is given.

Megapixel: An IP device supporting megapixel resolution is marked with “O”; otherwise, a “X”

mark is given.

GeoVision
Model Audio Codec PTZ Megapixel
GV-Compact DVR ©) GeoMPEG4 (ASP) (@) X
GV-IP Camera @) MPEG4,MJPEG X (@)
GV-Video Server ©) GeoMPEG4 (ASP) (@) X
Arecont
Model Audio Codec PTZ Megapixel
AV1300 X JPEG X ©)
AV2100 X JPEG X ©)
AV3100 X JPEG X ©)
AV3130 X JPEG X ©)
AV5100 X JPEG X ©)
AV5105 X JPEG,"H.264 X ©)
AV8360 X JPEG X ©)
AXIS
Model Audio Codec PTZ Megapixel
206 X JPEG,MPEG-4 X X
207 X JPEG,"MPEG-4 X X
207MW ©) JPEG,MPEG-4 X ©)
207W ©) JPEG,MPEG-4 X X
209FD X JPEG,MPEG-4 X X
209FD-R X JPEG,MPEG-4 X X
209MFD X JPEG,"MPEG-4 X ©)
209MFD-R X JPEG,MPEG-4 X ©)
210 X JPEG MPEG-4 X X
210A (o) JPEG,MPEG-4 X X
211 X JPEG MPEG-4 X X
211A ©) JPEG, MPEG-4 X X




Q GeoUision

466

211M ©) JPEG ,MPEG-4 X ©)
211w ©) JPEG,MPEG-4 X X
212 ©) JPEG, MPEG-4 O X
213 ©) JPEG,MPEG-4 O X
214 ©) JPEG,MPEG-4 O X
215 ©) JPEG,MPEG-4 O X
216FD ©) JPEG,MPEG-4 X X
216FD-V ©) JPEG,”MPEG-4 X X
216MFD ©) JPEG,MPEG-4 X ©)
216MFD-V ©) JPEG,”MPEG-4 X ©)
221 X JPEG,MPEG-4 X X
223M X JPEG,MPEG-4 X ©)
225FD ©) JPEG ,MPEG-4 X X
231D+ X JPEG,MPEG-4 O X
232D+ X JPEG,”MPEG-4 O X
233D X JPEG,MPEG-4 O X
241Q X JPEG,MPEG-4 X X
241S X JPEG,MPEG-4 X X
P3301 ©) JPEG,"H.264 X X
Q7401 ©) JPEG,"H.264 X X
Canon
Model Audio Codec PTZ Megapixel
VB-C50i X JPEG O X
VB-C300 X JPEG O X
IQEye
Model Audio Codec PTZ Megapixel
301 X JPEG b3 O
302 X JPEG X O
510 X JPEG x X
511 X JPEG X ©)
701 X JPEG X ©)
702 X JPEG b3 O
703 X JPEG X ©)
705 X JPEG X O
752 X JPEG X ©)
753 X JPEG X O
755 X JPEG X ©)
JVC
Model Audio Codec PTZ Megapixel
VN-C20U X JPEG X X
VN-C205U X JPEG X X
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VN-C215U X JPEG X X
VN-C625U X JPEG (0] X
VN-C655U X JPEG O X
VN-V25 X JPEG,MPEG-4 X X
VN-V26 X JPEG,MPEG-4 X X
VN-V686U X JPEG,"MPEG-4 O X

Mobotix
Model Audio Codec PTZ Megapixel
M12D Sec-DNight ©) JPEG X (@)
M12D Web ©) JPEG X (©)
M12D IT-DNight ©) JPEG X O
M12D Sec ©) JPEG X (©)
M12D Sec-R8 ©) JPEG X (@)
Note: Its MXPEG codec is not supported.

Panasonic
Model Audio Codec PTZ Megapixel
BB-HCE481A X JPEG,MPEG-4 @] X
BB-HCM110 X JPEG MPEG-4 o* X
BB-HCM311 X JPEG,"MPEG-4 o* X
BB-HCM331 X JPEG,MPEG-4 o* X
BB-HCM371 X JPEG,"MPEG-4 o* X
BB-HCM381 X JPEG,"MPEG-4 @] X
BB-HCM403 x JPEG,/MPEG-4 o* x
BL-C10 x JPEG o* x
BL-C30 x JPEG o* x
WV-NS202A ©) JPEG, MPEG-4 0] X
WV-NW484 X JPEG,MPEG-4 X X
WV-NW964 ©) JPEG,MPEG-4 o X
Note: The models with % marks do not support zoom functions.

Pelco
Model Audio Codec PTZ Megapixel
IP110 Series X JPEG “MPEG-4 X X
IP3701Series X JPEG,"MPEG-4 X X

SONY
Model Audio Codec PTZ Megapixel
SNC-CM120 ©) JPEG,“MPEG-4 X (©)
SNC-CS10 ©) JPEG,MPEG-4 X X
SNC-CS11 ©) JPEG, MPEG-4 X X
SNC-CS20 ©) JPEG,“MPEG-4 X X
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SNC-CS50N ®) JPEG MPEG-4,H.264 X X
SNC-CS50P ®) JPEG,MPEG-4,H.264 X X
SNC-DF40N ©) JPEG,”MPEG-4 X X
SNC-DF40P ®) JPEG, MPEG-4 X X
SNC-DF50N O JPEG,"MPEG-4,H.264 X X
SNC-DF50P ®) JPEG MPEG-4,H.264 X X
SNC-DF70N O JPEG,MPEG-4 X X
SNC-DF70P ®) JPEG,”MPEG-4 X X
SNC-DF80N ®) JPEG,MPEG-4,H.264 X X
SNC-DF80P ©) JPEG,MPEG-4 H.264 X X
SNC-DM110 ®) JPEG,”MPEG-4 X ©)
SNC-DM160 O JPEG,"MPEG-4 X ®)
SNC-DS10 ®) JPEG,”MPEG-4 X X
SNC-DS60 ®) JPEG MPEG-4 X X
SNC-P1 ®) JPEG,”MPEG-4 X X
SNC-P5 ®) JPEG, MPEG-4 ®) X
SNC-RX530N O JPEG,”"MPEG-4,H.264 ©) X
SNC-RX530P ®) JPEG,” MPEG-4,H.264 ©) X
SNC-RX550N ®) JPEG,”MPEG-4,H.264 ©) X
SNC-RX550P ©) JPEG,”MPEG-4,H.264 ©) X
SNC-RX570N ®) JPEG,MPEG-4,H.264 ®) X
SNC-RX570P ®) JPEG,”MPEG-4,H.264 ©) X
SNC-RZ25N ®) JPEG,”MPEG-4 ©) X
SNC-RZ25P O JPEG,"MPEG-4 ©) X
SNC-RZ50N ®) JPEG,” MPEG-4,H.264 ©) X
SNC-RZ50P ®) JPEG,MPEG-4,H.264 ®) X




E. Supported GPRS Models

Appendix

Brand

Model

Round Solutions

TER-GX series

Wavecom

all models
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