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Naming and Definition

GV-System

GeoVision Analog and Digital Video Recording Software. The GV-
System also refers to GV-Multicam System, GV-NVR System and
GV-Hybrid DVR System at the same time.

GV-Recording
Server

Geovision video streaming server designed for large-scale video
surveillance deployments. It supports recording from IP devices and
can distribute channels to GV-System, GV-GIS, GV-Mobile Server,
GV-Control Center and GV-Multi View.

GV-Remote
ViewlLog

Geovision viewing software that allows you to play back recorded
Files remotely.




Chapter 1 Introduction

n Introduction

The GV-Backup Center provides you with a secure and affordable remote backup solution
for the GV-System, GV-Recording Server and GV-IP Devices. The GV-Backup Center can
automatically store a copy of recordings to the offsite location. If a disaster strikes where the

GV-System, GV-Recording Server or GV-IP Devices are located, the recording data remain

safe in a different location.

GW-Video Server

e

GV-Compact DVR e e 3

9...

GV-|P Camera

Back up recordings
and for) logs

-'?E-m O, ':', W-f'f.&

. GW¥-Backup Center
GY-System

=

GV-Recording Server

1.1 Features

Remote backup
Up to 200 units of GV-System and GV-IP Devices supported

Up to 3 units of GV-Recording Server supported

o ety

B, ~
G fay&ac Sa,

Server installed with Log

Up to 100 users

user

Any PC to search and
analyze the backup
data, and view video
clips via IE browser

Up to 10 backup rules for working and non-working days independently for GV-System

and GV-IP Devices

E-Mail alerts for low disk space, disconnection and file transfer failure

Online data analysis by Event Counts, File Size and Time

Failover support
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1.2 Compatible GeoVision Software and IP Devices

Product Firmware / Software Version
GV-Software
GV-System 8.5.5 or later
GV-Recording Server 1.2.4 or later
GV-IP Device
GV-VS02A 1.03 or later
GV-VS04A 1.02 or later
. GV-VS04H 1.04 or later
GV-Video Server GV-VS11 1.03 or later
GV-VS12 1.03 or later
GV-VS14 1.00 or later
GV-C t DVR V2
GV-Compact DVR ompac 1.04 or later
GV-Compact DVR V3 1.00 or later
GV-BX120D-E
. GV-BX220D-E
GV-Arctic Box IP Camera GV-BX320D-E 1.03 or later
GV-BX520D-E
GV-BX120D
GV-BX140DW
GV-BX130D
GV-BX220D
GV-BX320D 1.03 or later
GV-BX520D
GV-Box IP Camera GV-BX2400 Series
GV-BX3400 Series
GV-BX1500Series 2.08 or later
GV-BX2500Series 2.11 or later
GV-BX1300Series 207 or later
GV-BX5300Series '
GV-BL120D
GV-BL130D
GV-BL220D 1.03 or later
GV-BL320D
GV-BL1200
GV-BL1300 2.03 or later
GV-BL1500 2.08 or later
GV-Bullet IP Camera GV-BL1210
GV-BL2400
GV-BL2410
GV-BL3400 2.04 or later
GV-BL3410
GV-BL5310
GV-BL2500
GV-BL2510 2.11 or later
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Product

Firmware / Software Version

GV-IP Device

GV-Cube Camera

GV-CA120
GV-CA220
GV-CAW120
GV-CAW220
GV-CB120
GV-CB 220
GV-CBW120
GV-CBW220

1.03 or later

GV-Fisheye Camera

GV-FE420
GV-FE421
GV-FE520
GV-FE521
GV-FER521

1.03 or later

GV-FE110
GV-FE111

1.07 or later

GV-FE2301
GV-FE4301

2.03 or later

GV-Fixed IP Dome

GV-FD120D
GV-FD220D
GV-FD320D

1.03 or later

GV-FD1200
GV-FD1210
GV-FD2400
GV-FD2410
GV-FD3400
GV-FD3410
GV-FD5300

2.06 or later

GV-FD1500
GV-FD1510

2.09 or later

GV-FD2500
GV-FD2510

2.11 or later

GV-Mini Fixed IP Dome

GV-MFD120
GV-MFD130
GV-MFD220
GV-MFD320
GV-MFD520

1.03 or later

GV-MFD110

1.07 or later

GV-MFD1501 Series

2.08 or later

GV-MFD2401 Series
GV-MFD3401 Series
GV-MFD5301 Series

2.09 or later

GV-MFD2501 Series

2.11 or later

GV-Mini Fixed Rugged IP
Dome

GV-MDR120
GV-MDR220
GV-MDR320
GV-MDR520

1.03 or later
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Product

Firmware / Software Version

GV-IP Device

GV-PT/PTZ Camera

GV-PT110D
GV-PTZ010D

1.09 or later

GV-PT130D
GV-PT220D
GV-PT320D

2.06 or later

GV-Speed IP Dome

GV-SD010 Series

1.01 or later

GV-SD220
GV-SD220-S

1.03 or later

GV-Ultra Box IP Camera

GV-UBX1301 Series
GV-UBX2301 Series
GV-UBX3301 Series

2.04 or later

GV-Ultra Bullet IP Camera

GV-UBL1511

2.09 or later

GV-UBL2511

2.11 or later

GV-UBL1211
GV-UBL2411
GV-UBL3411
GV-UBL1301 Series
GV-UBL2401 Series
GV-UBL3401 Series

2.05 or later

GV-Vandal Proof IP Dome

GV-VvD120D
GV-vD220D
GV-vD320D

1.03 or later

GV-vD2400
GV-VD3400

2.09 or later

GV-VD1530
GV-VD1540
GV-VD1540-E
GV-VD2430
GV-VD2440
GV-VD2440-E
GV-VD2500
GV-VD2530
GV-VD2540
GV-VD2540-E
GV-VD3430
GV-VD3440
GV-VD3440-E
GV-VD5340
GV-VD5340-E

2.11 or later

GV-VD1500

2.09 or later
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1.3 System Requirements

The following is minimum system requirements for the server to run the GV-Backup Center.

Minimum System Requirements

OS | 32-bit | Windows XP / Vista/7 /8 / Server 2008
64-bit | Windows 7 / 8 / Server 2008 R2 / Server 2012

CPU Core 2 Duo, E6600, 2.4 GHz

Memory 2 x 2 GB Dual Channels

Hard Disk 1GB

DirectX 9.0c

Software .Net Framework 3.5

Browser Internet Explorer 7.x

Hardware External or Internal GV-USB Dongle

Note: To download .Net Framework, see Chapter 2 Installation.

Note: Considering of connection speed, we do not recommend using the mobile broadband
connection, such as HSDPA, UMTS, EDGE, GPRS, GSM and etc., between GV-IP
Devices and GV-Backup Center.
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1.4 Network and HDD Requirements for GV-System and

GV-IP Devices

The server’s backup speed and transmitting capacity vary depending on the number of

Gigabit connections. The number of Gigabit network cards required to receive 200 hosts and

to support remote access of backed up data are listed below according to the resolution of

the source video.

Also note the maximum number of hosts supported by a single hard disk to calculate the

number of hard disks required.

Gigabit Network Cards Required

. Max. hosts
Resolution| FPS |Codec
Receiving 200 hosts ey PlErisE e Re bl
Web Query access
Gigabit network card x 2 o
1.3 MP 30 fps | H.264 Gigabit Network Card x 1 | 32 hosts
(up to 100 hosts per card)
Gigabit Network Card x 3 o
2.0 MP 30 fps | H.264 Gigabit Network Card x 1| 21 hosts
(up to 67 hosts per card)
Gigabit network card x 2 o
3.0 MP 20 fps | H.264 Gigabit Network Card x 1 | 32 hosts
(up to 100 hosts per card)
Gigabit Network Card x 3 o
4.0 MP 15 fps | H.264 Gigabit Network Card x 1 | 24 hosts
(up to 67 hosts per card)
Gigabit Network Card x 3 o
5.0 MP 10 fps | H.264 Gigabit Network Card x 1 | 24 hosts

(up to 67 hosts per card)
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The deployment of Gigabit connections for backing up and accessing database is suggested
as illustrated below. Ensure to run every Gigabit connection on a different network in order to
reduce the lag on any network connection.

1 MP /3 MP Source Video

GigaLAN 1, 100 Hosts

GV-System, >
GV-IP Devices )GigaLAN 2,100 Hosts

GigaLAN 3

Web Query,
Remote Playback

Up to 200 units

Up to 100 users

N ——

Server installed with GV-Backup Center +
3 Network Cards assigned on different networks

2MP /4 MP /5 MP Source Video
GigaLAN 1, 67 Hosts

Remote Playback

GV-System, GigaLAN 2, 67 Hosts

GV-IP Devices

GigaLAN 3, 66 Hosts

Up to 100 users

Up to 200 units
N —

Server installed with GV-Backup Center +
4 Network Cards assigned on different networks
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1.5 Requirements for Connecting to GV-Recording Server

When GV-Backup Center connects with GV-Recording Server, it will back up the recordings
of all the channels connected to the GV-Recording Server. Before you establish the

connection, note the following:

¢« To back up the recordings of total 128 channels from 1 unit of GV-Recording Server,
the GV-Backup Center must be installed with at least 3 hard disks.

« Each GV-Backup Center supports up to 3 units of GV-Recording Server, with each GV-
Recording Server being connected under an independent LAN.

To ensure backup performance, it is required to meet the maximum bit rate or the maximum
channels supported by the GV-Recording Server. For the requirements to back up
recordings of 128 channels or back up recordings with full 30 fps, see the sections below.

Maximum Bit Rate Supported by GV-Recording Server (based on 128 Ch)

To back up the recordings of 128 channels, it is required to meet the maximum bit rate
supported by the GV-Recording Server and the maximum number of channels assigned to a

single hard disk.

Bit Rate unit: Mbps

Round-the-Clock and Motion Detection
Res Codec Clip Bit Rate
Time [/ Ch Max. Ch per HDD Recomn_1ended HDD
requirements
. 1 TB 7200RPM HDD
1 min 5.39 7 Ch
x 19 (SATA3)
1.3 MP H.264
. 1 TB 7200RPM HDD
5 min 5.82 7 Ch
x 19 (SATA3)
. 1 TB 7200RPM HDD
1 min 5.33 7 Ch
x 19 (SATA3)
2.0 MP H.264
. 1 TB 7200RPM HDD
5 min 5.96 7 Ch
x 19 (SATA3)
. 1 TB 7200RPM HDD
1 min 5.4 7 Ch
x 19 (SATA3)
3.0 MP H.264
. 1 TB 7200RPM HDD
5 min 5.9 7 Ch
x 19 (SATA3)
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Maximum Channels Supported by GV-Recording Server (based on 30 fps)

To back up the recordings with full 30 fps, it is required to meet the maximum number of
channels supported by the GV-Recording Server and the maximum number of channels
assigned to a single hard disk.

Round-the-Clock and Motion
Clip Detection
Res. Codec Ti FPS Total Ch
e Max. Ch per | Recommended HDD
HDD requirements
. 1TB 7200RPM HDD
1 min 30 108 6 Ch x 18 (SATA3)
1.3 MP H.264
. 1 TB 7200RPM HDD
5 min 30 113 6 Ch
x 19 (SATA3)
) 1 TB 7200RPM HDD
1 min 30 56 3 Ch
x 19 (SATA3)
2.0 MP H.264
. 1TB 7200RPM HDD
5 min 30 59 3 Ch
x 20 (SATA3)
) 1 TB 7200RPM HDD
1 min 30 78 4 Ch
x 20 (SATA3)
3.0 MP H.264
. 1TB 7200RPM HDD
5 min 30 80 4 Ch
x 20 (SATA3)

For details on connecting the GV-Recording Server, see 3.4 Connecting GV-Recording

Server.
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1.6 Data Transfer Time between Different Network Types

When the data is transmitted from the GV-IP Devices to the GV-Backup Center, the data
transfer time will vary between different network types.

The following test is conducted on the GV-Compact DVR V2 to transmit one-day data
through WiFi wireless (802.11n) and 10/100 Ethernet LAN.

The test is based on these conditions:

GV-IP Device: GV-Compact DVR V2

Video Size: 720 x 480

Data Size: 81.92 mb

Data Amount for One Channel: 288 video clips/ day

For the data transfer of one channel, the transfer time for Full Videos is 2 hr 24 min
through WiFi wireless, and 1 hr 16 min through Ethernet LAN. If you select to transmit

Compact Videos (key frames only), the transfer time is significantly reduced to 28 min 48 sec

through WiFi wireless and 79 min 12 sec through Ethernet LAN.

For the data transfer of four channels, the transfer time for Full Videos is 8 hr 14 min
through WiFi wireless, and 5 hr 04 min through Ethernet LAN. If you select to transmit

Compact Videos (key frames only), the transfer time is significantly reduced to 7 hr 55 min
through WiFi wireless and 7 hr 16 min through Ethernet LAN.

Network Type | Video Type 1 Ch /1 Day 4 Ch/ 1 Day
Data Transfer Time Data Transfer Time
WiFi (802.11n) | Full Videos 2 hr 24 min 8 hr 14 min
Compact Videos | 28 min 48 sec 1 hr 55 min
10/100 Full Videos 1 hr 16 min 5 hr 04 min
Ethernet Compact Videos | 19 min 12 sec 1 hr 16 min

Note: To only transmit key frames to the GV-Backup Center, you should configure the
Compact Video setting on the Web interface of GV-IP Devices (Figure 3-2).

10
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Chapter 2 Installation

The GV-Backup Center program may be installed on a separate computer or the same
computer with the GV-System, but it is recommended to install on a dedicated computer.
Before installing the GV-Backup Center, you need to plug the GV-USB Dongle to the
computer, and then install the dongle driver and Microsoft .Net Framework.

You can install the driver and the GV-Backup Center from Software DVD or GeoVision
Website.

Downloading from Software DVD
1. Insert Software DVD to the computer. It runs automatically and a window appears.

2. Toinstall USB driver, select Install or Remove GeoVision GV-Series Driver and click
Install GeoVision USB Devices Driver.

3. Toinstall .Net Framework 3.5, select Download Microsoft .NET Framework 3.5.

4. To install GV-Backup Center, select Install GeoVision GV-Backup Center V1.1.2.0.

Downloading from GeoVision Website

1. Go to the Software Download and Upgrading page of GeoVision Website:
http://www.geovision.com.tw/english/5 8 VMS.asp.

2. Toinstall USB driver, select the Video Management Software tab, find the Driver

section and click the Download icon B-=2""-="c | of GV-Series Card Driver / GV-USB

Devices Driver.

11
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3. Toinstall GV-Backup Center, select the Video Management Software tab, find the
Primary Applications section and click the Download icon Blzcomiom | of GV-Backup
Center.

SOFTWARE DOWNLOAD & UPGRADING

IP Camera I Video Management Software I Access Control

Digtal Signage Smartphone App Hardware Accessory

The download links are not available in Brazil.
Video Management Software

Primary Applications
Product
GY-DVYR/NVR

IGV—Backup Center I
G¥-Center ¥2

Figure 2-1

4. To download and install .Net Framework 3.5, go to: http://www.microsoft.com/en-

us/download/details.aspx?id=21.

Note: If you are a user of Windows 8 or Windows Server 2012, see How to install .Net
Framework 3.5 for Windows Server 2012 and Windows 8 in Appendix C before
proceeding to next step.

12
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Chapter 3 Getting Started

The GV-Backup Center is a dedicated computer on a network that stores backup copies of
recordings from up to 200 units of GV-System, GV-Recording Server and GV-IP Devices.
The GV-Backup Center allows you to access those backup data anywhere through a Web

browser.

3.1 Starting the GV-Backup Center

To start the GV-Backup Center, follow these steps:

EJ Getting started

Run GV-Backup Center. The first-time user will be prompted to enter a password. The

default login account is admin and password is left blank.

‘® .

(® GeoUision
Flease setup an adminstrative account
(FirstRun)

Mew Password | |

Caonfirm Mew Password | |

Hint | |

Figure 3-1

2. On the GV-Backup Center window, click Service from the menu bar and select Start all

services to store backup data from connected GV-System, GV-Recording Server and

GV-IP Devices.

13
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3.2 Connecting GV-IP Devices
You need to configure the GV-IP Devices in order to back up data to the GV-Backup Center

remotely over a network. Different backup schedules are definable on each GV-IP Devices.

You can also configure up to two GV-Backup Centers in case of the primary center failure.
Whenever the primary GV-Backup Center fails, the second GV-Backup Center takes over
the connection from GV-IP Devices, providing uninterrupted backup services.

1. Access the Web interface of GV-IP Devices, and select Backup Center.

) . Backup Center
(2 GeoUision P
" Video and Motion “ | this section you can configure the connection to Backup Center and tasks to perform
P Digital /0 and PTZ
¥ Events and Alerts Backup Center
¥ Email
' FTP Activate Link
Y Center V2 Hostname or P [ reatiyg
Address: . =
b vsm
Port number: 30000
b G

User Name: 1
' Backup Center
Passward
Y Video Gateway
[ 5electall [¥] camera 1 [7] Camera 2

Mlcamera 3 [Zlcamera 4
selectal CJcamera1 [JGamera 2
[Ccamera 3 CJcamera 4

Resend allfiles [

P Viewlog Backup Video

' 3GPP
* Monitoring Compact Video
* Recording Schedule
¥ Remote Viewlog

Autormatic Failover
* Network Suppart
* Management Host name ar IP 1921680117
, Address:
Logout
Port number: 320000
User Name:

Password

Enable schedule
mode

Figure 3-2
2. Select Activate Link.
3. Type IP address or domain name of GV-Backup Center.

4. Keep the default port number 30000. Otherwise, modify the port number to match Listen
Port number on the GV-Backup Center (Figure 4-1).

5. Type User Name and Password to log onto the GV-Backup Center. These entries must
match the account and password created on the GV-Backup Center (Figure 4-2). The
default login account is admin and password is left blank.

6. In the Backup Video section, select the cameras that you want to back up their
recordings to the GV-Backup Center.

7. Inthe Compact Video section, select the cameras that you only want to back up their
Key Frames to the GV-Backup Center, instead of full recordings. This option is useful to
save the backup time.

14
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8. Select Resend all files in case of the network interruption. After the network is recovered,
all the missing data will be resent to the GV-Backup Center again.

9. If there is the other GV-Backup Center for failover support, select Automatic Failover
Support and type its connection information.

10. Optionally set up the schedule to back up data to the GV-Backup Center.
11. Click Apply to start the connection.

Ensure Data Service on the GV-Backup Center has been enabled, otherwise the connection
attempt will fail. When the connection is established, a message “Status: Connected.
Connected Time:xxx” will be displayed at the bottom of the GV-IP Device’s Web interface.

On the GV-Backup Center, you can also see the online GV-IP Device icon, as the example
below.

E- Backup Center

Service  Browse  Tools  Help
= 47 TEsTES
= Online(1)

] Offine(1)

Figure 3-3

15
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3.2.1 Setting Backup Frequency

The backup is created soon after the recordings are stored to the hard drive of GV-IP
Devices. Therefore, the backup frequency is based on the Split Interval setting for time
length of each event file on the GV-IP Devices. You can specify the backup frequency
between 1 and 5 minutes.

2} Geovision Videoserver, Web-Manager, - Microsoft Internet Explorer,

Fil=  Edit Wiew Favorites Tools  Help

eBack @ \_)' \ﬂ @ _;j /.._\J Search “i:(Favorites {‘} <] v :’2\_ — ‘ﬁ

Address |€| http:f{192.165.1.21 {LoginPC.cqi

(2 Geouision

¥ Video and Motion

olfE

Alarm Settings

|.*

¥ Live View

: In this section you can configure pre-alarm and post-alarm settings.
¥ Video Settings v gure | I m

' Ccamera1

Pre-alarm recording time seconds
»
Camera 2 -
R ! ! FPost-alarm recording time 1 seconds with hard disk installed {1~30)
Camera 3
I Splitinterval [1 “lminutes
' Camera 4

Record audio

" Motion Detection O o

» Privacy Mask Owverlaid with carmera name

¥ Text Overlay [ overlaid with date stamps

¥ Tampering Alarm [ overlaid with tirme stamps

" Visual Automation [ overlay with digital input description name Tinput 1 Thinput 2 Cinput 3 D input 4
P vBdoo 1 L

Figure 3-4

16
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3.3 Connecting GV-System

You need to configure the GV-System in order to back up the recordings to the GV-Backup
Center remotely over a network.

1. In the main screen of GV-System, click the Network button and select Connect to
Backup Center. This dialog box appears.

Login, Information E|

IP: | =

User ID: |

Passward: |

Part: 20000 Crefault

[~ Save Password

OK | Cancel ‘

Figure 3-5

2. Type IP address or domain name of GV-Backup Center.

3. Type User Name and Password to log onto the GV-Backup Center. These entries must
match the account and password created on the GV-Backup Center (Figure 4-2). The
default ID and Password are admin.

4. Keep the default port number 30000. Otherwise, modify the port number to match Listen
Port number on the GV-Backup Center (Figure 4-1).

17
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5. Click OK. The login information is added.

Connect to Backup Center

Cannect

Exit

IP

| User D

192.168.0.78

admin

Advanced Settings

X

Figure 3-6

6. Click Advanced Settings to specify the interval between each connection retry when

connection is

interrupted.

Advanced Settings

Connection Broken

Retry Interval: |7 i‘ Sec.

Ok

Cancel

&

Figure 3-7

7. Click OK and click the Connect button to connect to GV-Backup Center.

Ensure Data Service on the GV-Backup Center has been enabled, otherwise the connection

attempt will fail. When the connection is established, you can see the online DVR icon on the

GV-Backup Center, as the example below.

& Backup Center

Browse  Tools  Help

Service

= 474 TEgTES
= Onlina(1)

£8 DVR

0 otflinedn)

18
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Note:

The round-the-clock events will be resent and backed up to the GV-Backup Center
when the connection to GV-Backup Center is disabled and later enabled on the GV-

1.

System. However, to back up motion
connection to the GV-Backup Center

WitebCam Server ()

Connect to Centery'2 (W)
Connect to WSh {G)

Figure 3-9

Backup Server (B)
Control Center Server 4

MNetwork Port Information

and input trigger events, ensure the
is always enabled.

ct o

ckup Center

To back up motion events recorded on the GV-System, make sure to select Register
Motion Event for each camera (Configure button >System Configure > Camera

Configure).

Camera Configure

Carnera Mame Camera Lens

X

| j |Genera| ﬂ

Rec. Control Wideo Attribute

¥ Rec. Wideo: Erightness +— | 128

|Round-the-clock | e — J1=s Advanced. .
Saturation —— | 128

[ mation Detection Default

9 Hue | 123
Sensitivity: —— |

Mask Filter: -|'| |E

™ Invoke Alarm: |E|
™ Invoke to Send Alerts: |E|

[ Output Module:

I¥ Register Motion Event

| ]

Wideo Lost f Connection Lost
[T Output Module:

| ) =

Canicel

Figure 3-10
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3. To back up input trigger events recorded on the GV-System, make sure to select
Register Input Event for each input device (Configure button > Accessories > I/O
Device > 1/O Application).

10 Application Setting fz|
[ ronitar nput
=% Module 1 .

& Tnput 1 I Rec. video: sec. [P

&= Input 2 o

&= Tnput 3 v Trrvake Alarm:

&= Input 4 I Invoke to Send Alerts: @
™ Output Module: =1 | [B]

]

¥4
[ Input Overlay: |E|

r ]

Preset Go by /O - Alarrm On Dwell Time: Sec.
[~ Mever Recycling Input - Triggered Events
I™ Deactivate notification when selected pin is OM | J | J |E|

" Mommentary Mode & Maintained Mode

[ Start{Stop Camera Monitaring by 1/O | J | J
[~ Start/Stop I0 Maonitor by [jO | =] =l
@ (u] 4 | Cancel
Figure 3-11
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3.4 Connecting GV-Recording Server

You need to configure the GV-Recording Server in order to back up recordings to the GV-
Backup Center remotely over a network.

Note: The recordings of all the channels connected to the GV-Recording Server will be
backed up to the GV-Backup Center. To ensure system performance, it is required to meet
the maximum bit rate or channel numbers supported by GV-Recording Server, the
necessary hard disk numbers and network deployment. For details, see section 1.5
Requirements for Connecting to GV-Recording Server.

1. Access the Web interface of the GV-Recording Server, find Advanced Management in
the tree menu, select Backup Center and click the Edit button at the bottom right corner
of the Server List. This dialog box appears.

ﬁ’j Backup Center
Connect Setting
IP Address: 192.168.0.140
Port: 30000
User Name: admin

Password: ssaes

=l Save & Return

Figure 3-12

2. Type the IP Address, Username and Password of the GV-Backup Center. These entries
must match the account and password created on the GV-Backup Center (Figure 4-2).
The default ID and Password are admin.

3. Keep the default port number 30000. Otherwise, modify the port number to match Listen
Port number on the GV-Backup Center (Figure 4-1).

4. Click Save to connect to GV-Backup Center.

5. Click Start to enable the connection.

Ensure Data Service on the GV-Backup Center has been enabled, otherwise the connection
attempt will fail. When the connection is established, you can see the online GV-Recording
Server icon on the GV-Backup Center, as the example below.

4 Backup Center
Service  Browse  Tools  Help

=47V 1EST290.PC

483 TEST-PSLD?

Figure 3-13
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3.5 The Main Screen of GV-Backup Center

1?

B Blackup Cen}er |

Service  Browse  Tools

TERTZ29-PC

==
Help
:‘-{%, Server Status | 2 Evemgi
- 1
Starage
Fath Used Space Free Space
D 24517 GB 536.32 GB
File Transfer
Time IP Address File Mame Size Campleted
Server
Server Status Walue o
Murmber of Sockets Used 2
Metwork Sent 21777 KB
Metwork Received 79.55 GB

Sending Speed
Receiving Speed

0.00 Bytesizec
0.00 Bytesizec

m

hemoaory Used 56.27 MB
CPU Usage 0.00 %
1i0 Wirite Speed 0.00 Bytesizec
............................................................ Wieh Server Running o
4 HI | P
Figure 3-14
No | Name Description
1 Host List Displays connected GV-System, GV-Recording Server and GV-IP

Devices.

2 | Storage Window

Displays the storage drives and space information.

File Transfer
Window

Displays the information and progress of file transferring.

4 Server Window

Displays the server information of GV-Backup Center.
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No | Name Description
Enables and disables the following GV-Backup Center services:
m Data Service: Enables connection to GV-System,
GV-Recording Server and GV-IP Devices.
5 | Service m  Web Service: Enables access to the GV-Backup Center’s Web
interface.
m ViewlLog Service: Enables remote access to the backup
recordings on the GV-Backup Center.
6 Browse Links to the Web interface of GV-Backup Center.
Accesses the advanced settings. See Chapter 4 Configuring the
7 | Tools
GV-Backup Center.
Server Status Displays the storage, file transfer and server information of GV-
8 Tab Backup Center.
Displays the current connection and file transfer status. The list of
status events will automatically cleared each time the GV-Backup
9 | Events Tab

Center is restarted. The status events can be retrieved and filtered
through the Web interface of GV-Backup Center.
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3.6 Assigning Backup Locations

The backup location is where the recordings from GV-System, GV-Recording Server and
GV-IP Devices will be stored on the GV-Backup Center. You can assign different backup
locations for each GV-IP Device, GV-Recording Server and GV-System to back up its own

recordings. The default backup location is at C:\BackupSvr.

IMPORTANT:

1. For the number of GV-System and GV-IP Cameras supported by every hard disk, see
1.4 Network and HDD Requirements for GV-System and GV-IP Devices. For GV-
Recording Server, see 1.5 Requirements for Connecting to GV-Recording Server.

2. ltis recommended to install one hard disk for every 50 connected GV-Video Server and
GV-Compact DVR due to the data transfer limit of the hard disk. For the maximum of
200 connected GV-Video Server and GV-Compact DVR, you need to install at least 4
hard disks.

1. Click Tools from the menu bar, select Setting and click Storage. The Storage Settings
dialog box appears.

2. Inthe Storage list, select the Disk that you want to use as the backup location on the
GV-Backup Center.

7] Storage Setting

Storage
Enahle Disk Total Space | Free Space File System
() 29.31 GB 2411 GB MTFS
o 124.05 GB 1214 GB FAT32
Total Selected Space: 153.35 GB
*Alertwhen the disk's free space iz less than GB.
[ Enahle recycling when free space is less than H
] Keep Days Dray(s)
Dizk Motify

[] Send an e-mail when the disk free space is low.

Apply

Figure 3-15
3. Click Apply.
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To assign a disk for the host, right-click one host on the Host List, and select Host

Setting. This dialog box appears.

lost Setting

() A Specified Starage

(® Use First &vailable Storage in Storage-Setiing @

Enahle Disk
[l cn
[l on

& Backup Center

Senice  Browse Tools  Help

Total Space  Free Space File System
14.66 GB 8.06 GB FAT32
105.05 GH 21.79 GB FAT32

ﬁg, Server

Storage

2 &3 TEsTee
=-B2 online(l)

Storage Setting

_’?you do not specify any starage, the host will save data to first storage.

=0

” Host Seti
T cffline(0) os1Sen

Figure 3-16

Select Use First Available Storage in Storage Setting to use the first available disk as

the backup location for the host. Otherwise, select A Specified Storage and select one

disk to be the backup location for the host.

Click OK.
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3.7 Setting E-Mail Notifications

The supervisor can be warned by e-mail messages when any disk space falls below certain
threshold, any GV-System, GV-Recording Server or GV-IP Device is disconnected with the
GV-Backup Center or file transfer fails. For the e-mail alert function, follow the steps below to
set up the mail server first.

3.7.1 Setting Mail Server

1. Click Tools from the menu bar, select Setting and click E-Mail. This dialog box appears.

E-Mail Setting

E-Mail Setting

SMTP Server: |geovision.com b
Frarn joycechand@geavision.com.bw
TO joycechang@oeovision.corm. bw

Subject test

l Test E-Mail Account

SMTF Authentication Setting SMTP Server Setting
[] SMTP tail Server reguires authentication SMTP Part |25
Accaunt [ ssL

Password

Figure 3-17
2.  Type URL or IP address of the SMTP server.

3. Type the e-mail address where e-mails are sent from. The entered e-mail will appear as

sender when the e-mail is received.

4. Type e-mail addresses of recipients. For multiple recipients, add a semicolon between
each e-mail address.

5. Type a subject coming with the alert message.

6. Click Test E-Mail Account to send out a test e-mail to see whether the setup is correct.
If the connection attempt fails, you may also need to check the settings of SMTP
Authentication Setting and SMTP Server Settings described below.

Other options on the dialog box:

[SMTP Authentication Setting] If the SMTP server needs authentication, select this option
and type your account name and password.
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[SMTP Server Setting] Keep the default port 25 which is common for most SMTP servers.
However webmail providers such as Yahoo and Hotmail generally use different SMTP port. In
this case, check with e-mail providers for SMTP port number. Select SSL if the SMTP server
requires the SSL authentication for connection.

3.7.2 Setting E-Mail Alerts

Setting Low Disk Space Alerts
When any disk space on the GV-Backup Center is lower than the specified limit, e-mails will
be sent out to warn the supervisor.

1. Click Tools from the menu bar, select Setting and click Storage. The Storage Setting
dialog box appears (Figure 3-14).

2. Specify the limit of free space of each disk in the Alert when the disk free space is
less than field.

3. Select Send an e-mail when the disk free space low.

4. Click Apply.

Setting Alerts for Disconnection and File Transfer Failure

The supervisor can be warned by e-mail messages when any GV-IP Device, GV-Recording
Server or GV-System is disconnected from the GV-Backup Center, or file transfer is
interrupted.

1. Onthe Host List, right-click one host and select Host Setting. The Host Setting dialog
box appears (Figure 3-16).
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2. Click the Notification tab. This dialog box appears.

Host Setting

Storage H
[] Send E-Mail Matification when disconnected.

[] Send E-Mail Matification when file transfer fails.
E-Mail Setting

Figure 3-18
3. To send e-mail alerts when the host is disconnected from the GV-Backup Center, select

Send E-Mail Notification when disconnected.

4. To send e-mail alerts when the file transfer from the host fails, select Send
E-Mail Notification when file transfer fails.

5. Click OK.
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Chapter 4 Configuring the GV-Backup
Center

To access more settings of GV-Backup Center, click Tools from the menu bar and select
Setting or UPnP Port Mapping Setting. This chapter describes these advanced settings:
General Setup, Account, Storage, Database, E-Mail, File Transfer and UPnP Port Mapping.

4.1 General Settings

The General Settings allow you to configure the communication ports of GV-Backup Center

and automatic startup services.

£F General Setup gl

Backup Center
Semver Mame TESTaE

Listen Port 30000

Max Client Limit 100 (Maxvalue is 200)
[] Auto Start Service

iewlog Server

Listen Port | 5552

[] Auto Start Service

Weh Server

Listen Part |80

[] Auto Start Service

[] Auto startup after login Windows
[] startup Auto Login

Resetto default
Apply

Figure 4-1
[Backup Center]
m  Server Name: Names the GV-Backup Center. The default value is the computer name.
m Listen Port: The default communication port of GV-Backup Center is 30000.

m  Max Client Limit: Specifies the maximum number of connections from hosts allowed to
access the GV-Backup Center. The maximum value is 200.

m  Auto Start Service: Automatically starts connection to configured hosts once the GV-

Backup Center is started.

[ViewLog Server]

m Listen Port: The port allows remote access to the backup recordings on the GV-Backup

Center.
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m  Auto Start Service: Automatically enables the remote playback service once the GV-
Backup Center is started.

[Web Server]
m Listen Port: The HTTP port allows connecting the GV-Backup Center to the Web.

m Auto Start Service: Automatically enables remote access to the Web interface of GV-
Backup Center once the GV-Backup Center is started.

m  Auto startup after login Windows: Automatically starts the GV-Backup Center after
Windows startup.

m  Start Auto login: Automatically logs onto the GV-Backup Center after Windows startup.
Click the Arrow button to enter the account and password for the automatic login.

4.2 Account Settings

Using the Account Settings, you can create new accounts with different access rights. Up to
100 accounts, including Users and Supervisors, can be created.

& Account

Account Usger Setfting

Users(0) Account
= Supervisors(2) | |
admin

Mew Password

Confirm MNew Password

ARply

General Setup

Allowe Wehb Lagin
Allow Remate Playhack

Remave

Figure 4-2
Under the General Setup tab, there are two options:
m  Allow Web Login: Allows the user to access the Web interface of GV-Backup Center.

m  Allow Remote Playback: Allows the user to remotely access the backup recordings on
the GV-Backup Center.
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The Storage Settings allow you to specify the backup locations, free space limit and low free

space alerts.
5 Storage Setting @
Storage
Enable Disk Total Space  Free Space File System
()] 29.31 GB 2411 GB NTFS
oy 12405GB 1214 0GB FAT32
Total Selected Space: 153.35 GB
*Alertwhen the disk's free space is less than 10 GA.
[] Enable recycling when free space is less than |1 GB
[] Keep Days 30 Day(s)
Dk M otify
[] Send an e-mail when the disk free space is low.
Apply
Figure 4-3

[Storage] In the Storage list, select the disks to be storage locations.

m  Alert when the disk’s free space is less than xx GB: When any disk space is less

than the specified limit, e-mail alerts will be sent to warn you. See 3.7.2 Setting E-Mail

Alerts.

m  Enable recycling when free space is less than xx GB: When the free space of each
disk is less than the specified limit, old recordings on that disk will be overwritten. Every
time the data of 2 GB will be deleted.

m  Keep Days: Specify the number of days to keep the recordings from 0 (unlimited) to

999 days. When Enable recycling when free space is less than xx GB and Keep
Days are both selected, the system applied whichever condition comes first. For
example, if the specified smallest amount of storage space comes earlier than the
specified Keep Days, then recycling is applied first.

[Disk Notify]

Send an e-mail when the disk free space is low: Enables the e-mail alert when any
disk space is less than the specified limit. See 3.7.2 Setting E-Mail Alerts.
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IMPORTANT:
1. For the number of GV-System and GV-IP Cameras supported by every hard disk, see

1.4 Network and HDD Requirements for GV-System and GV-IP Devices. For GV-
Recording Server, see 1.5 Requirements for Connecting to GV-Recording Server.
2. ltis recommended to install one hard disk for every 50 connected GV-Video Server and

GV-Compact DVR due to the data transfer limit of the hard disk. For the maximum of
200 connected GV-Video Server and GV-Compact DVR, you need to install at least 4
hard disks.

4.4 Database Settings

You can modify the storage path of GV-Backup Center’s database (system log) and specify
the number of days to keep the database.

When the Recycle option is selected, some part of the database will be overwritten when the
storage space is lower than 500 MB. When Recycle and Keep Days are both selected, the
system applies whichever condition comes first. For example, if the low storage space (500
MB) comes earlier than the specified Keep Days, then recycle is applied first.

If the operating system of GV-Backup Center is of NTFS file system, you can select Enable
Database Compression to save disk space.

Datahase

Setting

Path \D:Backup Centert |D
keep Days CI (0 unlirmited)

O] Recyele @

Apply

Figure 4-4

4.5 E-Mail Settings

To configure the mail server to send alerts, see 3.7.1 Setting Mail Server.

32



n Configuring the GV-Backup Center

4.6 File Transfer Settings

The File Transfer Settings allow you to configure file backup schedule and transfer time for

all the connected hosts of GV-System and GV-IP Devices. To configure for a specific host,

see Configuring File Transfer Settings for A Specific Host later in this section.

Note: Currently, the file transfer settings are not supported for the GV-Recording Server.

In this setting dialog box, you can define the following backup rules:

8 File Transfer Setting

The day to back up the recordings.

of events.

The time to back up the files.

wiarking Davs | Holidays | Transfer Time

Thursday
Friday
[ =aturday

[ sunday
I LED
Tuesday
Wadnesday

@
Time Span Camera Event Type
0:00:00 ~23:59:59 All All

00:00:00 S| - 2389450

4
&

oK | ’ Cancel ]

X

The time period of recordings to be transferred.
The type of recording to be transferred, including motion detection, I/O trigger or all types

Figure 4-5

[Working Days] Define up to 10 backup rules for working days, including which working day,

which camera and which type of recording to be transferred to the GV-Backup Center.

1.

Select the day, including Monday to Sunday.
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2.  Click the arrow button before Time Span and select Modify.

Time Span Camera Event Type
b Madify
Delete
Figure 4-6

3. In this dialog box, select the Camera that you want to back up its recordings, specify
Time Span in which time period of recordings to be transferred, and select Events that
you want to back up all event files, or Motion and/or I/O trigger events only.

1y Setting rg|
Time Span Camera @] Q]
000000 |- 235950 3] | |ECamerat e
[#] Camera 2
Events [#]Camera 3

[#]Camera 4
[#/]Camera s

(O Transfer all event files

(=)iSelectthe event types to transfer: Camera 6
[#] Motian [¥] Camera 7 L
[#] 10 Trigger [#/]Camera 8

[¥] Camera 8

[¥] Camera 10
[¥] Camera 11
[#]Camera 12
[#] Camera 13
[#] Camera 14
[¥] Camera 15

£

[ Ok l [ Cancel ]

Figure 4-7
4. Click OK. The backup settings are created.

5. To define another backup rule, click the button. A new Time Span is created.

8 File Transfer Setting rz|

Working Days |HOIidays Transfer Time

] sunday Thursday

Manday Friday

Tuesday [ saturday

Wednesday

Time Span Camera Event Type

0:00:00 ~ 23:59:59 1,2345867,.. Events
I M 0:00:00 ~ 23:59:549 All All

00:00:00 3] - [23:59:50 3 [©) |

[ Ok l ’ Cancel ]
Figure 4-8
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6. Click the arrow button, select Modify and follow the step 3 to define the backup rule.

[Holidays] In this tab, you can define up to 10 backup rules for non-working days, which
include which non-working day, which camera and which type of recording to be transferred
to the GV-Backup Center. For how to set up a rule, see the instructions in the above
[Working Days].

[Transfer Time] In this tab, you can define the time to back up the files from the hosts to the
GV-Backup Center, based on the rules you set up for working days and non-working days.

Note: For Transfer Time settings, the time period across the midnight is only supported for
GV-System V8.5.9 or later and GV-IP Camera firmware V2.10 or later.

Configuring File Transfer Settings for A Specific Host

To set up file transfer schedule for a specific host, follow the steps below.

Note: This function is only supported for GV-System V8.5.9 or later and GV-IP Camera
firmware V2.10 or later.

1. On the host list of GV-Backup Center, right-click the desired host, select File Transfer
and click Setting.

ok Backup Center
Semice  Browse  Tools Help
- 474 TEST20 BC L serverstets | 7 Byents|
-85 Onlineq1) Storage
i g o 37 -Recording @ - I Path
!_1_-.:.-.._ = Host Setting
- F)f_ﬂfm(l) File Transfer  » Enable
L@@ TEST-PSLD2 :
= | Setting...
Figure 4-9

2. For the settings of Working Days, Holidays and Transfer Time, see the instructions
above.

3. To activate the file transfer settings, on the host list, right-click the configured host again,
click File Transfer and select Enable.
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4.7 UPnP Port Mapping Settings

The GV-Backup Center supports UPnP technology (Universal Plug and Play) to allow
automatic port configuration to your router.

In order for UPnP to be enabled, the following requirements must be met:

e Windows XP Service Pack 2 or later

e Windows operating system has been configured to use UPnP. See Enabling UPnP in
Windows XP in Appendix.

e UPnP has been enabled on your router. For this setting, consult your router’s
documentation.

To enable UPnP on the GV-Backup Center:

1. Click Tools from the menu bar and select UPnP Port Mapping Setting. This dialog box
appears.

Port Mapping

UPnP-hased Router

T

| mMame Port IP Address MOTE
|_» Backup Center Port 30000 192.168.2.168
I Wieh Server Part 80 162.168.2.168
I Wiewlog Server Port 5562 1921682168

< >

17:00:55- Mo UPnF devices available
17:00:44- Searching for UPNP enabled routers....

Figure 4-10
2. Click Searching to search the UPnP-enabled routers.

3. If your server is installed with multiple routers, select a desired one from the UPnP-based
Router drop-down list.

4. |If your server is installed with multiple network adapters, select a desired one from the
drop-down list.

5. Click Configure to automatically configure the communication ports on the router.

Tip: If you don’t use the default ports 3000, 5552 and 80, modify the related ports in the
General Setup dialog box (Figure 4-1), re-open the UPnP port mapping dialog box and follow
above steps to configure your router.

36



B Accessing the Backup Data Using a Web Browser

Chapter 5 Accessing the Backup Data
Using a Web Browser

After the GV-Backup Center service is started, the backup data are accessible through

network.

Note: For remote viewing through network, Internet Explorer 7.0 or later is required.

5.1 Accessing the Web Interface

To access the GV-Backup Center through the network, ensure the Web Service (No. 5,
Figure 3-14) on the GV-Backup Center has been enabled; otherwise the access to the web

browser will fail.

1. Two methods to access the Web interface of GV-Backup Center:

A. If you are at the local GV-Backup Center, select Browse from the menu bar and
select Event Data. The login page appears.

B. If you are at a remote computer, start the Internet Explorer browser. Enter the IP
address or the domain name of GV-Backup Center in the Location/Address field of

your browser. The login page appears.

3 Login - Microsoft Internet Explorer FExX
Bl Edt Vew F: Help w

avorites  Took b
Qo ~ @ [¥] [B] G POseush rraonss &) (20 3B

actiress | ] bitp:/1127.0.0.1/Gen_Login phpPLANGLAGE=EN v B unks *

€] Dane @ Internet

Figure 5-1
2. Enter the login ID and Password of GV-Backup Center.

3. Enter the characters shown in the image.
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Click Login. The web page similar to the following example is now displayed in your
browser.

a http:f1127.0.0.1/index.php - Microsoft Internet Explorer

Fle Edit Wiew Favorites Tools Help

J
aﬁack 5 \_) |ﬂ @ _-7;} ;\’ Search ‘?;n:(Favnntes {‘3 E:T' !

o
e ﬁ
Address |@ http://127.0.0.1findex.php

v| Go  Links *

Backup Center System

User: admin  Logout

" Tree Menu
L:ﬂ Backup Center

. ‘Less than10GB @ :Mare than10GB
: Disk Space Monitor
"\T Server Management Disk Drive Total Space Free Space Status
BH) My Favorite o 147 GB 87 GB )
oYy 105.1 GB 32.3 GB '
@ Done ‘ Internet

Figure 5-2
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5.2 Tree Menu

On the left side of the Web interface, you can see the tree menu.

w3 Tree Menu

E‘"W Backup Center

= System Event List Query
LogindLogout Query
Monitor Event List Query
Analysis of Event Count

Analysis of Event File Size

2 Analysis of Time File Size
By video Server

= System Event List Query
Monitor Event List Query

1/0 Event List Query

= LoginfLogout Query
El"w Server Management

=l Hard Disk Space Monitor
B My Favorite

= Favorite List

Figure 5-3

Backup Center This category is for searching the whole backup data on the
GV-Backup Center by certain criteria.

m  System Event List Query: Searches the system-related
events of GV-Backup Center.

m  Login/Logout Query: Searches the login and logout
events during a specified period of time.

m  Monitor Event List Query: Searches the desired events
during a specified period of time.

m  Analysis by Event Count: Displays the relative number of
all events during a specified period of time.

m  Analysis by Event File Size: Displays the relative file size
of all events during a specified period of time.

m  Analysis by Time: Displays the relative number of all
events by year, month or date.

m  Analysis of File Size by Time: Displays the relative file
size of all events by year, month or date.

Video Server This category is for searching the backup data of GV-Video
Server(s) and GV-Compact DVR(s) by certain criteria. For the
supported firmware version of GV-Video Server and GV-
Compact DVR, see 1.2 Compatible GeoVision Software and IP
Devices.

Server Management Hard Disk Space Monitor displays the space information of
storage drives on the GV-Backup Center.

My Favorite Lists the saved search criteria.
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5.3 System Event List Query

The System Event List Query page shows a list of system-related events for a selected

period of time.

The System Event List Query in the Backup Center category (see 5.2 Tree Menu) allows
you to access the File Transfer events of GV-Backup Center. The System Event List Query

in the Video Server category (see 5.2 Tree Menu) provides the system events of GV-System,
GV-Recording Server and GV-IP Devices, such as Reboot, Video Lost and etc.

To define search criteria:

1. In the Backup Device section, select one GV-Backup Center or Select All.
In the Login Device section, select desired hosts or Select All.

In the Event Type section, select one type of event or Select All.

In the Time section, select a period of time.

o b~ 0D

Click Query to display the search results.

System Event List Query
O select Al O select all
L Ll
Backup [FITESTER Login Device ¥ TESTSE
Device [¥]ws04a-loyce(192.168.1.21)
M GVA5024(192,168.1.50)
Event Type |Se|ect All v|
Time |[2010-01-25] |00 ¥|{00 v |00 ¥ |.[2010-01-26] |23 v |59 ¥||59 v

Add Fawvorite

The page shows records 1-15, Total number of records (208
Page:lTDtal number of pages :14

Backup Device Login Device Event Type Time
TESToo (M WE044-Joyce Receiving files succeeded 2010-01-25 11:20:47.390
TESTSs (M WE044-Joyce Receiving files succeeded 2010-01-25 11:20:16.578
TESTSo (M WE044-Joyce Receiving files succeeded 2010-01-25 11:19:47.062
TESTSS (M WS044-Joyce Receiving files succeeded 2010-01-25 11:19:12.687
TESTa: (M WS04A-Joyce Receiving files succeeded 2010-01-25 11:18:44.562
TESTE: (M WS04A-loyce Receiving files succeeded 2010-01-25 11:18:11.750

Figure 5-4

You can click the Add Favorite button to save the search criteria to the Favorite List for
future use. You can also click the Export CSV and Export Word buttons to export the
search results in EXCEL and WORD formats respectively.
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5.4 Login and Logout Query

If you want to know which user accounts have logged into the GV-Backup Center, GV-
System, GV-Recording Server or GV-IP Devices during a specified period of time, the

Login/Logout Query page can give you answer.

To define search criteria:

1.
2.

w

N o o &

You can click the Add Favorite button to save the search criteria to the Favorite List for
future use. You can also click the Export CSV and Export Word buttons to export the

In the Backup Device section, select one GV-Backup Center or Select All.

In the Login Device section, select desired hosts or Select All.

In the User Name section, type an account name. You can also leave the field blank to

search all accounts.

In the Login/Logout section, select Login, Logout or Select All.

In the Time section, select a period of time.

In the Status section, select Fail or Success.

Click Query to display search results.

r Login/Logout Query

O select &l [l select all
[VITESTRE A A [VITESTRE
%aclfup o Login Device “
Sl [Flws04a-loyea(192.168.1.21)
[V Gv-vs024(192,168.1.50)
User Name | | Login/Logout |Se|ect All V|

Time |[z0to-01-10] (00 v|:[00 v||00 v|.[za10-01-25] [23 v|{59 v|[58 v

Status Select All v

Mode

[ select Al ~|

DST Select All v

Add Favorite

The page shows records 1-4, Total number of records @4
Total number of pages @1

Backup Device Login Device User Name LoginfLogout Time Status | Mode
TESTa: (M GV-WS024 admin Laogin 2010-01-25 09:32:36.906 Success | Top
TESTEE (M WS04A-Joyce 1 Login 2010-01-25 09:32:33.765 Success Tecp
TESTEE (M GW-5024 admin Login 2010-01-23 16:49:27.373 Success | Top
TESTEE (M WS04A-Joyce 1 Login 2010-01-23 16:49:15.421 Success Tecp

Export Csw

Export Word

Figure 5-5

search results in EXCEL and WORD formats respectively.

Note: The Mode and DST options on the Login/Logout Query are NOT functional.
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5.5 Monitor Event List Query

The Monitor Event List Query page helps you locate the desired events during a specified
period of time. The query results contain video preview and clip for further identification. To
see video preview or clip, ensure ViewLog Service on the GV-Backup Center is enabled.

To define search criteria:

1. In the Camera section, click desired hosts to display the contained cameras. Then

select desired cameras.
2. In the Event Type section, select one type of event or Select All.
3. Inthe Time section, select a period of time.

4. Click Query to display search results.

Monitor Event List Query

[ select Al
TESTEE
VS04na-loyee(192,168.1.21)

Ocamera1l
Cameraz
Ccameraz

Ocamera4
GY-AS0240192,1628.1.50)
[¥] cameral

¥ Camera2
Time |[2010-1-25 | 10 ¥|[50 v|.00 |. [2oto-1-25 | [10 v||55 v| 59 ¥

Camera Event Type | Select All v

Add Favorite

The page shows records 1-5,Total number of records @5
Total number of pages @1

Device Mame| Camera | Event Type Remote Start Time Remote End Time Fi:?“gi)ze Preview uéEIEPO
Topes M |Comer?| FOUEE | 10/55:44.996 0 Q| vew
oges M |Comer2| FOEE | R 10/5%44.993 0 Q| vew
N e B R 10/59:44.973 0 Q| vew
opes M |Comer2| PRI | e e 105244951 0 Q| vew
opes M |Comer?| FOHEE | R 10/51:44.693 0 Q| vew

Export Csy Export Waord

Figure 5-6

You can click the Add Favorite button to save the search criteria to the Favorite List for
future use. You can also click the Export CSV and Export Word buttons to export the
search results in EXCEL and WORD formats respectively.
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5.6 Analysis by Event Count

The Analysis by Event Count page shows the relative number of event types for a selected
period of time. The search results can be displayed in three graph types: Bar, Pie and Line.

To define search criteria:

1.

o & w DN

In the Camera section, click desired hosts to display the contained cameras. Then

select desired cameras.

In the Event Type section, select one type of event or Select All.
In the Time section, select a period of time.

Select one type of graph.

Click Query to display search results.

For the example below, we set Select All as Event Type and select Bar Graph to display
search results. The Bar Graph shows the relative number of all events. The horizontal axis
displays the type of event. In this case there are only two event types Motion Detection and
Round-the-Clock. The vertical axis displays the number of events occurred in the selected
cameras. When we move the mouse pointer over the bar graphic, the exact number of

events will be displayed.

lysis of Event Count

Select all
Camera TEsTAR Event Type Select All

VS04AJoyce(192.168,1.21)

Time 2010-3-24 | |00 %00 %00 v . [2010-03-25] |23 ¥ |59 v 59 ¥
Graph Type @ Bar Graph O Pie Graph O Line Graph

Event-Count

740+—]

720+

700+—]

680+

660—]

640—|
& Count

620+

600 j

580+
560+
540+—
520+—|
500-—]

Motion ROUND_CLOCK

Figure 5-7

You can click the Add Favorite button to save the search criteria to the Favorite List for
future use. You can also click the Print button to print out the graph.
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5.7 Analysis by Event File Size

The Analysis by Event File Size page shows the relative file size of all events for a selected
period of time. The search results can be displayed in three graph types: Bar, Pie and Line.

To define search criteria, see 5.7 Analysis by Event Count.

For the example below, we set Select All as Event Type and select Bar Graph to display
search results. The Bar Graph shows the relative file size of all events. The horizontal axis
displays the type of event. In this case there are only two event types Motion Detection and
Round-the-Clock. The vertical axis displays the file size of events occurred in the selected
cameras, in the unit of MB. When we move the mouse pointer over the bar graphic, the exact
file size of events will be displayed.

nter Analysis of Event File Size

Select Al
Camera TESTSS Event Type |Se\ect All
WS044-Joyce(192.168.1.21)
Time (00 (900 {00 - [2010-3-25 | [2 {50 {53 8]
Graph Type @ Bar Graph O Pie Graph O Line Graph

Backup Center Event-FileSize

5000

4500

4000

3500

3000

M Backup Center FileSize(MB)

2500

2000

1500

Motion ROUND_CLOCK.

Figure 5-8

You can click the Add Favorite button to save the search criteria to the Favorite List for
future use. You can also click the Print button to print out the graph.
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B Accessing the Backup Data Using a Web Browser

5.8 Analysis by Time

The Analysis by Time page shows the relative number of all events by year, month or date.
This analysis is useful to determine the peak time of events.

To define search criteria, see 5.7 Analysis by Event Count.

For the example below, we select All Cameras, select By Day as Period Type, specify the
date as March 31, 2010, and select Pie Graph to display search results. The Pie Graph
shows the relative proportion of events by hour for the specified date. When we move the
mouse pointer over each sector, the exact number of events will be displayed.

ckup Center Analysis of Time Count

Select all
Camera Graph Type Opar Graph @ Pie Graph O Line Graph

TEST460
GV-5024(192.168.0.50)

PeriodType O by vear OBy Morth ® By Day period vear| 2010 ¥|onthi|3 ¥ Day: 31 ¥

Backup Center Time-Count

LI
a0
moz

03
mo4
mos

mos
mo7
mos
mos
w10

|1z

13
14
ais
ais
wiz

18
=19
=20
=21
mzz [—
=23 |~

Figure 5-9
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5.9 Analysis of File Size by Time

The Analysis of File Size by Time page shows the relative file size of all events by year,

month or date. The search results can be displayed in three graph types: Bar, Pie and Line.

To define search criteria, see 5.7 Analysis by Event Count.

For the example below, we select All Cameras, select By Day as Period Type, specify the
date as March 31, 2010, and select Line Graph to display search results. The Line Graph
shows the relative file size of all events hourly on the specified date. When we move the

mouse pointer over each sector, the exact file size of events will be displayed.

enter Analysis of Time File Size

Select all
Camera TEST46 Graph Type (ZBar Graph O Pie Graph @ Line Graph
GW-WS024(192.168.0.50)
PeriodType O by Year OBy Month @ By Day Period vear| 2010 ¥ Month: 3 ¥|pay{31 ¥
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n Remote Playback

Chapter 6 Remote Playback

The files backed up in the GV-Backup Center can be played back remotely using the GV-
Remote ViewLog. For the remote playback to work, ensure ViewLog Service on the
GV-Backup Center has been enabled.

Note: To remotely play back recordings, you can also use the Monitor Event List Query
page on the Web interface of GV-Backup Center. See 5.5 Monitor Event List Query.

To install and run the GV-Remote ViewlLog, follow the steps below.

1. Go to the Software Download and Upgrading page of GeoVision Website:
http://www.geovision.com.tw/english/5 8 VMS.asp.

2. Select the Video Management Software tab, find the Supplemental Utilities section

 DOWMHLOARAD

and click the Download icon & of GV-Remote ViewLog.

3. Run the GV-Remote ViewlLog.

Note: When the Remote ViewLog program is started, it will pop up the selections of
Remote ViewLog Service and Remote Storage System. Just click any place on the window
to ignore and close the pop-up window.

To access recorded files from the GV-Backup Center through the Remote ViewlLog program,
you can configure the Address Book for downloading the files of all connected IP devices, or
connect through the Remote ViewlLog Service for downloading the files of a specific IP
device. For quick access to the recorded files of a specific IP device, it is recommended to
connect through the Remote ViewLog Service.
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Q GeoUision:

6.1 Configuring Address Book

1. On the main screen, click the Tools button and select Address Book. This dialog box

appears.

Host F Group List
yoegEae

=3 Host List
2 DVR
3 GV-IP Davice
# GV-Recording Server List
3 Gv-Backup Center List
3 GV-Storage System List
% Group List

L0

Figure 6-1

Click the Add GV-Backup Center button 2 . This dialog box appears.

Add G¥-Backup Center

| 192.168.0.174

IP Address :

Port:

— RememberAccount
I

Passwiord :

|5552 Default |

Iadmin

Group Mame :

| [

I

Cancel |

Figure 6-2

Type the IP address of the GV-Backup Center. Keep the default connection port 5552
or modify if necessary.

Type the ID and password of the GV-Backup Center user account. To access the
recorded files without entering the ID and password again when connecting with the
device, click Remember Account.

To add the GV-Backup Center to address book under a group, select a Group Name or

type a new name.
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6.

7.

Click OK. The GV-Backup Center is now added to the address book.

Host! Group List

fﬁﬁmﬁirmu@

= g%y Host List
# DVR
-y GV-IP Device
=%y 3V-Recording Server List
0 [fg testpe-PC

-5 B¥-Backup Center List
{38 TEST229-P(

#a GV-Storage Systern List
4y GV-Failover Server List
Ly Gv-Redundant Server List

%3 Group List

Figure 6-3

n Remote Playback

Expand the device list under the GV-Backup Center List, right-click the desired IP device

and select Connect. Login ID and password are required if you did not click Remember

Account in Step 4.

Haost/ Group List

FoeEg82xEHVO

=43 Host List

..... # GV-IP Device

..... # GV-Recording Server List
=%y GV-Backup Center List

-3 TEST229-PC
1) testpc-PC
-1 WIN-El4Q55MMNLGE

g%y GV-Storage System List
----- # GV-Failover Server List

..... # GV-Redundant Server List
..... 3 Group List

Figure 6-4

49



Q GeoUision:

8. Inthe Remote ViewLog player, the recorded events of connected IP device are listed for
playback.

Event + Total Frame

Video Events  [Total Frame| &
24:42 30

19:16:837%349

Figure 6-5
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6.2 Connecting through Remote ViewlLog Service

1. On the main screen, click the Tools button and select Remote ViewLog Service. This
dialog box appears.

Connect to Remote Viewlog Service

@ IP Address : | v|
Fort: 54652 Default
o | Guest |

Passward : | |

[ save Passward

Host Type :

[ Ok l ’ Cancel

Figure 6-6

2. Type the IP address, login ID and password of the GV- Backup Center. Keep the default
port 5552 or modify it if necessary.

3. Inthe Host Type, select GV-Server.
4. Click Connect. The recorded files of the GV-Backup Center are ready for playback.

For details on the playback functions, see Chapter 4 Video Playback, GV-DVR User’s
Manual which is available for download from
http://www.geovision.com.tw/english/Prod GVDVRV85.asp.
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Specifications

Number of hosts

200 units of GV-System and GV-IP Devices;
3 units of GV-Recording Server

Number of user accounts

100 in total including Supervisors and Users

Backup schedule

Yes (for GV-System and GV-IP Devices)

Backup rules

10 rules for working and non-working days
independently for GV-System and GV-IP Devices

Resuming backup after losing
connection to hosts

Yes

E-mail alert

Low disk space, disconnection, file transfer failure

Disk space recycle

Yes

Keep Day

Definable and unlimited in number

System Log query

Web-based query pages

Video playback

Available through web-based query pages or Remote
ViewLog Playback program

Language

Danish, English, French, German, Hebrew, Hungarian,
Italian, Japanese, Polish, Portuguese, Russian, Serbian,
Simplified Chinese, Spanish, Traditional Chinese, Turkish

All specifications are subject to change without notice.
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Appendix

A. Enabling UPnP in Windows XP

Appendix

1. Go to Windows Start, click the Start button, select Settings, and select Network

Connections. This window appears.

" Network Connections |
File Edit “iew Favorites Tools Advanced Help | |',"

. -6y - @ o
ek - @ - [T | P search [rokes | [ 20 X 6)
Address Itl Metwark Connections j Go
Mame | Type | Status | Device Mame | Phone # or Host Address | Quner |

LAN or High-Speed Internet
<M Local Area Connection LA o High-Speed Inter...  Connected Realtek RTLE139 Family ... System

2. Right-click one Local Area Connection, select Properties, and click the Advanced tab.

This dialog box appears.

- Local Area Connection Properties

Generall Authentication  Advanced I

el

Windows Firewall

Protect my computer and network by limiting
of preventing access to this computer from
the: Intemet

3. Click the Settings tab, and click Exceptions tab. This dialog box appears.

% windows Firewall |
General Exceptions IAdvancedI

windows Firevall is turned off. Yowr computer is at risk of attacks and intrusions
from outside sources such as the Intemet. W recommend that vou click the
General tah and select On

Programs and Services:

I ame:

[JFile and Printer Sharing
Remate Assistance

LIPnP Framework

Add Pragram, Add Part.. Edit... Delete

¥ Display a notification when Windows Firewall Blocks a program

Wwhat are the risks of allowing exceptions?

Cancel

4. Select UPnP Framework, and click OK
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B. Modifying Port Number for running GV-Backup Center

on the same computer with GV-System

Since the GV-Backup Center and the WebCam Server of GV-System use the same HTTP
port number of 80 to connect to the Web, it is required to modify the port number of either
GV-Backup Center or WebCam Server if both are run on the same computer. If not, the
following message will appear and you cannot access the Web interface of GV-Backup
Center:

Starting Web Server Failed

To modify the HTTP port number of GV-Backup Center:
1. Click Tools from the menu bar and select General Setup.
2. Change the listen port of Web Server from 80 to a different port number, e.g 81.

3. Click Apply.
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Appendix

C. Installing .Net Framework 3.5 for Windows Server 2012

and Windows 8

Follow the steps below to manually install .Net Framework 3.5 for Windows Server 2012

and Windows 8.

Windows Server 2012:

1. Open Server Manager from the Start menu.

GV IP Device
Utility

Recording Server
Manager

Windows
PowerShell

m

Task Manager

Server Manager

iy

Computer

m (&)

w

FastStone
Capture

Apple Software
Update

2.

Snipping Tocl

Math Input Panel

@

\

Sound Recerder

=

Adobe Reader X|

e

Click Dashboard from the tree list on the left and click Add roles and features.

e Server Manager

Server Manager * Dashboard

WELCOME TO SERVER MANAGER

I8 Dashboard

i Local Server

& Al Servers

WE File and Storage Services P

o Configure this local server
QUICK START

3 Add other servers to manage

WHAT'S NEW

4 Create a server group

LEARN MORE

Hide

ROLES AND SERVER GROUPS

Rolesi 1 | Servergroups: 1 | Servers totak 1
g ;2;?:;5“”95 1 § Local Server 1| | W@ Al servers 1
(® Manageability (@ Manageability @ Managesbility
Events Events Events
Performance Services Senvices
BPA results Performance Performance
BPA results BPA results
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3. Click Features from the tree list on the left and select .Net Framework 3.5 Features.

DESTINATIOM SERVER

Select features WIN-36HHICIARZK
Before You Begin Select one or more features to install on the selected server.
Installation Type Features Description

Server Selection .NET Framewerk 3.5 combines the

e power of the NET Framework 2.0
APls with new technologies for
I [] Background Intelligent Transfer Service (BITS) E building applications that offer

[] BitLacker Drive Encryption appealing user !nberfaces, .prﬂt"?ct
L your customers' personal identity

[ BitLocker Network Unlock information, enable seamless and
[] BranchCache secure communication, and provide
] Client for NFS the ability to model a range of

o business processes.
[[] Data Center Bridging

[] Enhanced Storage

[] Failover Clustering

[] Group Policy Management

[] Ink and Handwriting Services

[] Internet Printing Client

[] IP Address Management (IPAM) Server

— e - . W

<[ n [ T>] |

| < Previous || MNext > ‘ | Install || Cancel |

4. Select .Net Framework 3.5 (include 2.0 and 3.0) and click the Install button.

DESTINATION SERVER

Select features WIN-36HHIQ3APZK

Before You Begin Select one or more features to install on the selected server.

Installation Type Features Description
Server Selection 4 7 ~ NET Framewaork 3.5 combines the
Server Roles power of the NET Framework 2.0
= NET Framework 3.5 (includes \NET 2.0 and 3.0; APIs with new technologies for
HTTP Activation building applications that offer
Confirmation ] Non-HTTP Activation appealing user interfaces, protect

your customers' personal identity
> [W] .NET Framawark 4.5 Features (Installad) information. enable seamless and

I> [] Background Intelligent Transfer Service (BITS) secure communication, and provide
] BitLocker Drive Encryption the_abilily to model a range of
. business processes.
[] BitLocker Metwork Unlock
[] BranchCache
[] Client for NFS
[[] Data Center Bridging
] Enhanced Storage
[ Failover Clustering
[] Group Policy Management

<] " [ []

[<]

< Previous ‘ | Next > | | Install | | Cancel
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Window 8

1. Click Control Panel from the Start menu.

2. Click the Programs icon.

Appendix

3. Select Turn Windows features on or off under the Programs and Features title.

@®©

Control

System
Hardwa

User Ac
Safety

* Programs

- 4 + Control Panel » Programs

v & Search Control Panel p-

Panel H
aneirieme ﬁ Programs and F
and Security Uninstall a pregram @Tum Windows features on or off VIE.W' installed updates
Run programs made to install a program

MNetwork and Internet

re and Sound @ Default Programs

Change default settings for media or devices

counts and Family

Make a file type always open in a specific program | Set your default programs

4. Select .Net Framework 3.5 (includes .Net 2.0 and 3.0) and click the OK button.

5

4

Turn Windows features on or off @

To turn a feature on, select its check box. To turn a feature off, clear its
check box. A filled box means that onl

x

part of the feature is turned on.

ET Framework ncludes .NET 2.0 and 3.0)
SRR L e grreanoT oAy A ctivation
[J | Windows Communication Foundation Non-HTTP Activa
[=] 0 «NET Framework 4.5 Advanced Services
O | Active Directory Lightweight Directory Services
L1010 Hyper-v
. Internet Explorer 10
[l . Internet Information Services
O | Internet Information Services Hostable Web Core
. Media Features
m [ 1L Microsoft Messaae Queue (MSMO) Server e
£ >
oK || Cancel

57



	Copyright
	Contents
	Naming and Definition
	Chapter 1  Introduction
	1.1  Features
	1.2  Compatible GeoVision Software and IP Devices
	1.3  System Requirements
	1.4  Network and HDD Requirements for GV-System and GV-IP Devices
	1.5  Requirements for Connecting to GV-Recording Server
	1.6  Data Transfer Time between Different Network Types

	Chapter 2  Installation
	Chapter 3  Getting Started
	3.1  Starting the GV-Backup Center 
	3.2  Connecting GV-IP Devices 
	3.2.1  Setting Backup Frequency  

	3.3  Connecting GV-System 
	3.4  Connecting GV-Recording Server
	3.6  Assigning Backup Locations
	3.7  Setting E-Mail Notifications

	Chapter 4  Configuring the GV-Backup Center
	4.1  General Settings

	Chapter 5  Accessing the Backup Data Using a Web Browser
	5.1  Accessing the Web Interface 
	5.2  Tree Menu 
	5.3  System Event List Query
	5.4  Login and Logout Query
	5.5  Monitor Event List Query
	5.6  Analysis by Event Count 
	5.7  Analysis by Event File Size
	5.8  Analysis by Time 
	5.9  Analysis of File Size by Time 

	Chapter 6  Remote Playback 
	6.1  Configuring Address Book
	6.2  Connecting through Remote ViewLog Service

	Specifications
	Appendix
	A.  Enabling UPnP in Windows XP
	B.  Modifying Port Number for running GV-Backup Center on the same computer with GV-System
	C. Installing .Net Framework 3.5 for Windows Server 2012and Windows 8




